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identification cards, naturalization and citi-
zenship, commercial solicitation, Military 
Postal Service Agency and Army postal and 
unofficial mail service. The Commander, 
U.S. Army Human Resources Command, is 
also authorized to act on requests con-
cerning all personnel and medical records of 
retired, separated, discharged, deceased, and 
reserve component military personnel, un-
less such records clearly fall within another 
Denial Authority’s authority. 

(w) The Commander, U.S. Army Resources 
Command-St. Louis has been delegated au-
thority to act on behalf of the U.S. Army 
Human Resources Commander for requests 
concerning all personnel and medical records 
of retired, separated, discharged, deceased, 
and reserve component military personnel, 
unless such records clearly fall within an-
other Denial Authority’s authority. The au-
thority does not include records relating to 
USAR plans, policies, and operations; 
changes in the organizational status of 
USAR units, mobilization and demobiliza-
tion policies; active duty tours, and the indi-
vidual mobilization augmentation program. 

(x) The Assistant Chief of Staff for Instal-
lation Management is authorized to act on 
requests for records relating to planning, 
programming, execution and operation of 
Army installations. This includes base re-
alignment and closure activities, environ-
mental activities other than litigation, fa-
cilities and housing activities, and installa-
tion management support activities. 

(y) The Commander, U.S. Army Intel-
ligence and Security Command, is author-
ized to act on requests for intelligence and 
security records, foreign scientific and tech-
nological records, intelligence training, in-
telligence threat assessments, and foreign li-
aison information, mapping and geodesy in-
formation, ground surveillance records, in-
telligence threat assessment, and missile in-
telligence data relating to tactical land war-
fare systems. 

(z) The Commander, U.S. Army Combat 
Readiness Center (formerly U.S. Army Safe-
ty Center), is authorized to act on requests 
for Army safety records. 

(aa) The Commander, U.S. Army Test and 
Evaluation Command (ATEC), is authorized 
to act on requests for the records of ATEC 
headquarters, its subordinate commands, 
units, and activities that relate to test and 
evaluation operations. 

(bb) The General Counsel, Army and Air 
Force Exchange Service, is authorized to act 
on requests for Army and Air Force Ex-
change Service records, under AR 60–20/AFR 
147–14. 

(cc) The Commandant, United States Dis-
ciplinary Barracks (USDB) is authorized to 
act on records pertaining to USDB func-
tional area responsibilities relating to the 
administration and confinement of indi-
vidual military prisoners at the USDB. This 

includes, but is not limited to, all records 
pertaining to the treatment of military pris-
oners; investigation of prisoner misconduct; 
management, operation, and administration 
of the USDB confinement facility; and re-
lated programs which fall directly within the 
scope of the Commandant’s functional area 
of command and control. 

(dd) The Commander, U.S. Army Commu-
nity and Family Support Center (USACFSC) 
is authorized to act on requests for records 
pertaining to morale, welfare, recreation, 
and entertainment programs; community 
and family action programs; child develop-
ment centers; non-appropriated funds issues, 
and private organizations on Army installa-
tions. 

(ee) The Commander, Military Surface De-
ployment and Distribution Command (for-
merly Military Traffic Management Com-
mand) is authorized to act on requests for 
records pertaining to military and commer-
cial transportation and traffic management 
records. 

(ff) The Director, Installation Management 
Agency (IMA) is authorized to act on re-
quests for all IMA records. 

(gg) Special Denial Authority’s authority 
for time-event related records may be des-
ignated on a case-by-case basis. These will be 
published in the FEDERAL REGISTER. You 
may contact the Department of the Army, 
Freedom of Information and Privacy Office 
to obtain current information on special del-
egations. 

APPENDIX C TO PART 505—PRIVACY ACT 
STATEMENT FORMAT 

(a) Authority: The specific federal statute 
or Executive Order that authorizes collec-
tion of the requested information. 

(b) Principal Purpose(s): The principal pur-
pose or purposes for which the information is 
to be used. 

(c) Routine Uses(s): Disclosure of the infor-
mation outside DOD. 

(d) Disclosure: Whether providing the infor-
mation is voluntary or mandatory and the 
effects on the individual if he or she chooses 
not to provide the requested information. 

(1) Example of a Privacy Act Statement 
(i) Authority: Emergency Supplement Act 

of 2000; Public Law 106–246; 5 U.S.C. 3013, Sec-
retary of the Army; 10 U.S.C. 5013, Secretary 
of the Navy; 10 U.S.C. 8013, Secretary of the 
Air Force; Department of Defense Directive 
8500.aa, Information Assurance (IA); and E.O. 
9397 (SSN). 

(ii) Principal Purpose(s): To control access 
to DOD information, information based sys-
tems and facilities by authenticating the 
identity of a person using a measurable 
physical characteristic(s). This computer 
system uses software programs to create bio-
metrics templates and summary statistics, 
which are used for purposes such as assessing 
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system performance or identifying problem 
areas. 

(iii) Routine Use(s): None. The DoD ‘‘Blan-
ket Routine Uses’’ set forth at the beginning 
of the Army’s Compilations of System of 
Records Notices applies to this system. 

(iv) Disclosure: Voluntary; however, failure 
to provide the requested information may re-
sult in denial of access to DOD information 
based systems and/or DOD facilities. 

(2) [Reserved] 

APPENDIX D TO PART 505—EXEMPTIONS; 
EXCEPTIONS; AND DOD BLANKET 
ROUTINE USES 

(a) Special Exemption. 5 U.S.C. 552a(d)(5)— 
Denies individual access to any information 
compiled in reasonable anticipation of civil 
action or proceeding. 

(b) General and Specific Exemptions. The 
Secretary of the Army may exempt Army 
systems of records from certain require-
ments of the Privacy Act. The two kinds of 
exemptions that require Secretary of the 
Army enactment are General and Specific 
exemptions. The Army system of records no-
tices for a particular type of record will 
state whether the Secretary of the Army has 
authorized a particular General and Specific 
exemption to a certain type of record. The 
Army system of records notices are pub-
lished in DA Pam 25–51 and on the Defense 
Privacy Office’s Web site http:// 
www.defenselink.mil/privacy/. 

(c) Twelve Exceptions to the ‘‘No Disclosure 
without Consent’’ rule of the Privacy Act. 

(1) 5 U.S.C. 552a(b)(1)—To DOD officers and 
employees who have a need for the record in 
the performance of their official duties. This 
is the ‘‘official need to know concept. 

(2) 5 U.S.C. 552a(b)(2)—FOIA requires re-
lease of the information. 

(3) 5 U.S.C. 552a(b)(3)—The Routine Use Ex-
ception. The Routine Use must be published 
in the FEDERAL REGISTER and the purpose of 
the disclosure must be compatible with the 
purpose for the published Routine Use. The 
applicable Routine Uses for a particular 
record will be listed in the applicable Army 
Systems Notice. 

(4) 5 U.S.C. 552a(b)(4)—To the Bureau of the 
Census to plan or carry out a census or sur-
vey, or related activity pursuant to Title 13 
of the U.S. Code. 

(5) 5 U.S.C. 552a(b)(5)—To a recipient who 
has provided DA or DOD with advance ade-
quate written assurance that the record will 
be used solely as a statistical research or re-
porting record, and the record is to be trans-
ferred in a form that is not individually iden-
tifiable. 

(6) 5 U.S.C. 552a(b)(6)—To the National Ar-
chives and Records Administration as a 
record that has sufficient historical or other 
value to warrant its continued preservation 
by the U.S. Government, or for evaluation by 

the Archivist of the United States or the des-
ignee of the Archivist to determine whether 
the record has such value. 

NOTE: Records transferred to the Federal 
Records Centers for storage remain under 
the control of the DA and no accounting for 
disclosure is required under the Privacy Act. 

(7) 5 U.S.C. 552a(b)(7)—To another agency 
or instrumentality of any governmental ju-
risdiction within or under the control of the 
United States for a civil or criminal law en-
forcement activity, if the activity is author-
ized by law, and if the head of the agency or 
instrumentality has made a written request 
to the Army or the DOD specifying the par-
ticular portion desired and the law enforce-
ment activity for which the record is sought. 

(8) 5 U.S.C. 552a(b)(8)—To a person pursu-
ant to a showing of compelling cir-
cumstances affecting the health or safety of 
an individual if upon such disclosure, notifi-
cation is transmitted to the last known ad-
dress of such individual. 

(9) 5 U.S.C. 552a(b)(9)—To either House of 
Congress, or, to the extent the matter is 
within its jurisdiction, any committee or 
subcommittee thereof, or any joint com-
mittee of Congress or subcommittee of any 
such joint committee. Requests from a Con-
gressional member acting on behalf of a con-
stituent are not included in this exception, 
but may be covered by a routine use excep-
tion to the Privacy Act (See applicable Army 
system of records notice). 

(10) 5 U.S.C. 552a(b)(10)—To the Comp-
troller General or authorized representa-
tives, in the course of the performance of the 
duties of the Government Accountability Of-
fice. 

(11) 5 U.S.C. 552a(b)(11)—Pursuant to the 
order of a court of competent jurisdiction. 
The order must be signed by a judge. 

(12) 5 U.S.C. 552a(b)(12)—To a consumer re-
porting agency in accordance with section 
3711(e) of Title 31 of the U.S. Code. The name, 
address, SSN, and other information identi-
fying the individual; amount, status, and 
history of the claim; and the agency or pro-
gram under which the case arose may be dis-
closed. However, before doing so, agencies 
must complete a series of steps designed to 
validate the debt and to offer the individual 
an opportunity to repay it. 

(d) DOD Blanket Routine Uses. In addition 
to specific routine uses which are listed in 
the applicable Army system of record no-
tices, certain ‘‘Blanket Routine Uses’’ apply 
to all DOD maintained systems of records. 
These are listed on the Defense Privacy Of-
fice’s Web site http://www.defenselink.mil/pri-
vacy/. These ‘‘Blanket Routine Uses’’ are not 
specifically listed in each system of records 
notice as the specific routine uses are. The 
current DOD ‘‘Blanket Routine Uses’’ are as 
follows— 

VerDate Nov<24>2008 14:47 Jul 27, 2009 Jkt 217126 PO 00000 Frm 00052 Fmt 8010 Sfmt 8002 Y:\SGML\217126.XXX 217126cp
ric

e-
se

w
el

l o
n 

D
S

K
D

V
H

8Z
91

P
R

O
D

 w
ith

 C
F

R


		Superintendent of Documents
	2011-10-12T14:50:36-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




