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Policies and practices for storing, retrieving, 
accessing, retaining, and disposing of records in 
the system: 

Storage: Records are maintained in paper 
and computerized form. 

Retrievability: Filed by names of inventors. 
Safeguards: Access is limited to those indi-

viduals who require the records for the per-
formance of their official duties. Paper 
records are maintained in buildings with 
controlled or monitored access. During non- 
duty hours, records are secured in locked or 
guarded buildings, locked offices, or guarded 
cabinets. The electronic records systems em-
ploy user identification and password or 
smart card technology protocols. 

Retention and disposal: Records maintain by 
the HQ and field Offices of Counsel are de-
stroyed 26 years after file is closed. Records 
maintained by field level Offices of Counsel 
where patent applications are not prepared 
are destroyed 7 years after closure. 

System manager(s) and address: Office of the 
General Counsel, Headquarters, Defense Lo-
gistics Agency, ATTN: DG, 8725 John J. 
Kingman Road, Stop 2533, Fort Belvoir, VA 
22060–6221. 

Notification procedure: Individuals seeking 
to determine whether information about 
themselves is contained in this system 
should address written inquiries to the Pri-
vacy Officer, Headquarters, Defense Logis-
tics Agency, ATTN: DSS–B, 8725 John J. 
Kingman Road, Stop 6220, Fort Belvoir, VA 
22060–6221, or the Privacy Officers at DLA 
field activities. Official mailing addresses 
are published as an appendix to DLA’s com-
pilation of systems of records notices. 

Record access procedures: Individuals seek-
ing access to information about themselves 
contained in this system should address 
written inquiries to the Privacy Officer, 
Headquarters, Defense Logistics Agency, 
ATTN: DSS–B, 8725 John J. Kingman Road, 
Stop 6220, Fort Belvoir, VA 22060–6221, or the 
Privacy Officers at the DLA field activities. 
Official mailing addresses are published as 
an appendix to DLA’s compilation of systems 
of records notices. 

Individuals should provide information 
that contains full name, current address and 
telephone numbers of requester. 

For personal visits, each individual shall 
provide acceptable identification, e.g., driv-
er’s license or identification card. 

Contesting record procedures: The DLA rules 
for accessing records, contesting contents, 
and appealing initial agency determinations 
are contained in 32 CFR part 323, or may be 
obtained from the Privacy Act Officer, Head-
quarters, Defense Logistics Agency, ATTN: 
DSS–B, 8725 John J. Kingman Road, Stop 
6220, Fort Belvoir, VA 22060–6221. 

Record source categories: Inventors, review-
ers, evaluators, officials of U.S. and foreign 
patent offices, and other persons having a di-
rect interest in the file. 

Exemptions claimed for the system: None. 

APPENDIX F TO PART 310—FORMAT FOR 
NEW OR ALTERED SYSTEM REPORT 

(See paragraph (c) of § 310.33) 
The report on a new or altered system 

shall consist of a transmittal letter, a nar-
rative statement, and include supporting 
documentation. 

A. TRANSMITTAL LETTER 

The transmittal letter shall be prepared by 
the Defense Privacy Office and shall contain 
assurances that the new or altered system 
does not duplicate any existing Component 
systems, DoD-wide systems or government- 
wide systems. The narrative statement, and 
the system notice, shall be attached thereto. 

B. NARRATIVE STATEMENT 

The statement shall include information 
on the following: 

1. System Identifier and name; 
2. Responsible official; 
3. Purpose of establishing the system [for a 

new system only] or Nature of the changes 
proposed for the system [for altered system 
only]; 

4. Authority for maintenance of the Sys-
tem; 

5. Probable or potential effects on the pri-
vacy of individuals; 

6. Is the system, in whole or part, being 
maintained by a contractor; 

7. Steps taken to minimize risk of unau-
thorized access; 

8. Routine use compatibility; 
9. OMB information collection require-

ments; and 
10. Supporting documentation. 

ATTACHMENT 1—SAMPLE FORMAT FOR 
NARRATIVE STATEMENT 

DEPARTMENT OF DEFENSE 

[COMPONENT NAME] 

NARRATIVE STATEMENT ON A [NEW/ALTERED] 
SYSTEM OF RECORDS 

UNDER THE PRIVACY ACT OF 1974 

1. System Identifier and Name. This caption 
sets forth the identification and name of the 
system (see subparagraphs (b)(c) of § 310.32). 

2. Responsible Official. The name, title, ad-
dress, and telephone number of the official 
responsible for the report and to whom in-
quiries and comments about the report may 
be directed by Congress, the Office of Man-
agement and Budget, or the Defense Privacy 
Office. 

3. Purpose of establishing the system or na-
ture of the changes proposed for the system: De-
scribe the purpose of the new system or how 
an existing system is being changed. 
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4. Authority for maintenance of the system. 
See paragraph (g) of § 310.32. 

5. Probable or potential effects on the privacy 
of individuals. What effect, if any, will the 
new or altered system impact the personal 
privacy of the affected individuals. 

6. Is the system, in whole or in part, being 
maintained by a contractor. If yes, Compo-
nents shall ensure that the contract has in-
corporated the Federal Acquisition privacy 
clause (see paragraph (a)(1) of § 310.12). 

7. Steps taken to minimize risk of unauthor-
ized access. Describe actions taken to reduce 
the vulnerability of the system to potential 
threats. See Appendix A to this part. 

8. Routine use compatibility. Provide assur-
ances that any records contained in the sys-
tem that are disclosed outside the DoD shall 
be for a use that is compatible with the pur-
pose for which the record was collected. Ad-
vise whether or not the blanket routine uses 
apply to this system. 

9. OMB collection requirements. If informa-
tion is to be collected from members of the 
public, the requirements of reference ( ) 
apply and OMB must be advised. 

10. Supporting documentation. The following 
are typical enclosures that may be required: 

a. An advance copy of the system notice 
for a new or altered system that is proposed 
for publication. 

b. An advance copy of a proposed exemp-
tion rule if the new or altered system is to be 
exempted in accordance with subpart F. 

c. Any other supporting documentation 
that may be pertinent or helpful in under-
standing the need for the system or clari-
fying its intended use. 

ATTACHMENT 2—SAMPLE NARRATIVE 
STATEMENT 

DEPARTMENT OF DEFENSE 

OFFICE OF THE SECRETARY 

NARRATIVE STATEMENT ON A NEW SYSTEM OF 
RECORDS 

UNDER THE PRIVACY ACT OF 1974 

1. System identifier and name: NSLRB 01, en-
titled ‘‘The National Security Labor Rela-
tions Board (NSLRB).’’ 

2. Responsible official: Mr. John Miller, Na-
tional Security Labor Relations Board 
(NSLRB), 0000 Smith Boulevard, Arlington, 
VA 22209, Telephone (703) 000–0000. 

3. Purpose of establishing the system: The Of-
fice of the Secretary of Defense is proposing 
to establish a system of records that will 
document adjudication of unfair labor prac-
tice charges, negotiability disputes, excep-
tions to arbitration awards, and impasses 
filed with the National Security Labor Rela-
tions Board. 

4. Authority for the maintenance of the sys-
tem: The National Defense Authorization Act 
for FY 2004, Pub Law 108–136, Section 1101; 5 

U.S.C. 9902(m), Labor Management Relations 
in the Department of Defense; and 5 CFR 
9901.907, National Security Labor Relations 
Board. 

5. Probable or potential effects on the privacy 
of individuals: None 

6. Is the system, in whole or in part, being 
maintained by a contractor? No 

7. Steps taken to minimize risk of unauthor-
ized access: Records are maintained in a con-
trolled facility. Physical entry is restricted 
by the use of locks, guards, and is accessible 
only to authorized personnel. Access to 
records is limited to person(s) responsible for 
servicing the record in performance of their 
official duties and who are properly screened 
and cleared for need-to-know. Access to com-
puterized data is restricted by passwords, 
which are changed periodically. 

8. Routine use compatibility: Any release of 
information contained in this system of 
records outside of the DoD will be compat-
ible with purposes for which the information 
is collected and maintained. The DoD 
‘‘Blanket Routine Uses’’ apply to this sys-
tem of records. 

9. OMB information collection requirements: 
None. 

10. Supporting documentation: None. 

APPENDIX G TO PART 310—SAMPLE 
AMENDMENTS OR DELETIONS TO SYS-
TEM NOTICES IN FEDERAL REGISTER 
FORMAT 

(See § 310.34) 

Amendment of system notice 

DEPARTMENT OF DEFENSE 

Department of the Army 

Privacy Act of 1974; System of Records 

AGENCY: Department of the Army, DoD. 
ACTION: Notice to Amend a System of 
Records. 
SUMMARY: The Department of the Army is 
proposing to amend a system of records no-
tice in its existing inventory of records sys-
tems subject to the Privacy Act of 1974, (5 
U.S.C. 552a), as amended. 
DATES: This proposed action will be effec-
tive without further notice on (insert date 
thirty days after publication in FEDERAL 
REGISTER) unless comments are received 
which result in a contrary determination. 
ADDRESSES: Department of the Army, Free-
dom of Information/Privacy Division, U.S. 
Army Records Management and Declassifica-
tion Agency, ATTN: AHRC–PDD–FPZ, 7701 
Telegraph Road, Casey Building, Suite 144, 
Alexandria, VA 22325–3905. 
FOR FURTHER INFORMATION CONTACT: 
Ms. Mary Smith at (703) 000–0000. 
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