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ENSURING THE SECURITY OF AMERICA’S 
BORDERS THROUGH THE USE OF BIOMETRIC 

PASSPORTS AND OTHER INDENTITY 
DOCUMENTS 

Wednesday, June 22, 2005

HOUSE OF REPRESENTATIVES, 
SUBCOMMITTEE ON ECONOMIC SECURITY, 

INFRASTRUCTURE PROTECTION, AND CYBERSECURITY 
COMMITTEE ON HOMELAND SECURITY, 

Washington, DC. 
The subcommittee met, pursuant to call, at 11:04 a.m., in Room 

2257, Rayburn House Office Building, Hon. Dan Lungren [chair-
man of the subcommittee] presiding. 

Present: Representatives Lungren, Cox, Linder, Souder, Pearce, 
Sanchez, Thompson, Dicks, Christensen, Lofgren, and Langevin. 

Mr. LUNGREN. [Presiding.] The Committee on Homeland Secu-
rity, Subcommittee on Economic Security, Infrastructure Protection 
and Cybersecurity will come to order. 

The subcommittee is meeting today to hear testimony on ensur-
ing the security of America’s borders through the use of biometric 
passports and other identity documents. 

I would like to start by thanking the witnesses on both panels 
for being with us today and on relatively short notice. 

The purpose of today’s hearing is to examine the current and fu-
ture use of biometric technology in travel documents. The issues of 
document integrity and identity verification are key to our national 
efforts to enhance border security and combat terrorist travel. 

Today’s hearing provides an opportunity to examine progress 
made in this area by reviewing two recent announcements by the 
Department of Homeland Security: Number one, the changes in the 
passport requirements for Visa Waiver Program travelers and, two, 
the pilot program to test the use of contact with chips in passports. 

On June 15, 2005, the Department of Homeland Security an-
nounced that Visa Waiver Program countries would be required to 
producer tamper-resistance digital photographs on newly issued 
passports, beginning on October 26, 2005. Within another year 
their passports would be required to have an integrated chip capa-
ble of storing biographic and biometric information. 

The announcement grew out of requirements enacted into law as 
part of the Enhanced Border Security and Visa Entry Reform Act 
of 2002, which required that each visa waiver country government 
certify by October 26, 2004 that it had established a program to 
issue tamper-resistance, machine-readable passports that incor-
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porate a biometric identifier matching standards established by the 
International Civil Aviation Organization. 

Faced with the certainty that very few countries would meet the 
original deadline, last year Congress approved an extension of the 
deadline by an additional year to October of 2005. The announce-
ment last week represents the Department’s proposed compromise 
between the administration, the Congress and the VWP countries, 
many of whom would have still failed to meet the deadline had the 
Department of Homeland Security insisted that the Visa Waiver 
Program country passports actually contain a biometric chip as of 
the date, October 2005. 

I look forward to hearing from our witnesses about the rationale 
behind these decisions, how these new requirements will strength-
en security and actually be implemented in the field and how they 
will be integrated with existing security programs, particularly 
US–VISIT. 

I also look forward to exploring the security limits of our strat-
egy, as outlined to date, particularly with respect to the use of bio-
metrics to actually help us confirm traveler identity and screen for 
potential terrorists, criminals and immigration law violators. 

With over 15 million Visa Waiver Program travelers entering the 
United States each year, travel facilitation is essential, as is ensur-
ing that this program will not become an avenue for terrorists to 
gain entry into the U.S. 

The 9/11 Commission report released last year highlighted the 
issue of terrorist travel and terrorist exploitation of travel docu-
ments. The Commission report stated, in part, ‘‘Terrorists must 
travel clandestinely to meet, train, plan, case target and gain ac-
cess to attack.’’ In their travels, terrorists use evasive methods, 
such as altered and counterfeit passports and visas, specific travel 
methods and routes, liaisons with corrupt government officials, 
human smuggling networks, supportive travel agencies and immi-
gration identity fraud. 

Strengthening document security and our ability to verify trav-
elers’ identity is essential if we are to prevent terrorists easy access 
to America. Information sharing between governments is thus a 
critical layer in our security system. The Department’s announce-
ment last week also contained new requirements for the Visa Waiv-
er Program countries concerning lost and stolen passports, and 
that is extremely important. 

Having access to a list of potentially compromised passports will 
enable inspectors and consular officers overseas to have a greater 
ability to judge legitimate documents. 

Finally, this hearing will provide the subcommittee with an op-
portunity to examine where the field of biometrics is headed and 
how with proper privacy safeguards this technology can be used to 
strengthen our capabilities to intercept, disrupt and prevent terror-
ists from entering the U.S. 

Again, I thank the witnesses for being here and for the effort 
that went into their testimony. 

Again, I thank our witnesses for being here, and for the effort 
that went into their testimony. 
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I now recognize the ranking member, the gentlelady from Cali-
fornia, for any opening statement she may wish to make at this 
time.

PREPARED OPENING STATEMENT OF THE HON. DANIEL E. LUNGREN 

I would like to start by thanking the witnesses on both panels for being with us 
today, and on relatively short notice. The purpose of today’s hearing is to examine 
the current and future use of biometric technology in travel documents. The issues 
of document integrity and identity verification are key to our national efforts to en-
hance border security and combat terrorist travel. 

Today’s hearing provides an opportunity to examine progress made in this area 
by reviewing two recent announcements by the Department of Homeland Security 
(DHS): 

1. changes in the passport requirements for Visa Waiver Program (VWP) trav-
elers, and 
2. a pilot program to test the use of contactless chips in passports. 
On June 15, 2005, the Department of Homeland Security announced that Visa 
Waiver Program countries would be required to produce tamper-resistant digital 
photographs on newly-issued passports starting on October 26, 2005. Within an-
other year, their passports would be required to have a integrated chip capable 
of storing biographic and biometric information. 

This announcement grew out of requirements enacted into law as part of the En-
hanced Border Security and Visa Entry Reform Act of 2002, which required that 
each Visa Waiver Country government certify by October 26, 2004, that it had es-
tablished a program to issue tamper-resistant, machine-readable passports that in-
corporate a biometric identifier matching standards established by the International 
Civil Aviation Organization (ICAO). Faced with the certainty that very few coun-
tries would meet that original deadline, last year Congress approved an extension 
of the deadline by one additional year, to October of 2005. 

The announcement last week represents the Department’s proposed compromise 
between the Administration, Congress, and the VWP countries, many of whom 
would have still failed to meet the deadline had DHS insisted that the VWP country 
passports actually contain a biometric chip as of October 2005. 

I look forward to hearing from our witnesses about the rationale behind these de-
cisions, how these new requirements will strengthen security and actually be imple-
mented in the field, and how they will be integrated with existing security pro-
grams, such as US–VISIT. I also look forward to exploring the security limits of our 
strategy as outlined to date, particularly with respect to the use of biometrics to ac-
tually help us confirm traveler identity and screen for potential terrorists, criminals, 
and immigration law violators. 

With over 15 million VWP travelers entering the United States each year, travel 
facilitation is essential—as is ensuring this program is not an avenue for terrorists 
to gain entry to the U.S. The 9/11 Commission report, released last year, high-
lighted the issue of terrorist travel and terrorist exploitation of travel documents. 
The Commission report stated: ‘‘Terrorists must travel clandestinely to meet, train, 
plan, case targets, and gain access to attack. . .In their travels, terrorists use eva-
sive methods, such as altered and counterfeit passports and visas, specific travel 
methods and routes, liaisons with corrupt government officials, human smuggling 
networks, supportive travel agencies, and immigration and identity fraud.’’ 

Strengthening document security and our ability to verify travelers’ identity is es-
sential to preventing terrorists easy access to America. Information sharing between 
governments is thus a crucial layer in our security system. The Department’s an-
nouncement last week also contained new requirements for VWP countries con-
cerning lost and stolen passports. Having access to a list of potentially compromised 
passports will enable inspectors and consular officers overseas to have greater abil-
ity to judge legitimate documents. 

Finally, this hearing will provide the Subcommittee with an opportunity to exam-
ine where the field of biometrics is headed and how, with proper privacy safeguards, 
this technology can be used to strengthen our capabilities to intercept, disrupt, and 
prevent terrorists from entering the United States.

Mr. LUNGREN. I now recognize the Ranking Member, the 
gentlelady from California, for any opening she may wish to make. 

Ms. SANCHEZ. Thank you, Mr. Chairman. First of all, let me 
thank you for holding this hearing. I think it is a very important 
hearing. 
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And thank the witnesses for presenting for us today. 
I am pleased that we are holding this on biometric passports and 

other identity documents. I think these are two very specific pass-
port initiatives. There are two very specific passport initiatives that 
I hope that our witnesses will address today. The first is the elimi-
nation of the Western Hemisphere passport exemption in the 9/11 
bill, and the second is the Visa Waiver Program. 

I represent a district in California. It is based on a lot of tourism. 
We have Disneyland, we have Los Angeles Airport not too far from 
us, the port is the third largest entry port of cargo coming in. We 
have a border to the south of us, about an hour and a half drive 
from where we are. And if there is a threat to our country, Cali-
fornia would be one of the first places that we would look at and 
some of the other border states. So this is a very important issue 
to us about how people get in to our country. 

I think we need to do everything we can to secure borders, but 
we have also got to understand that there is a lot of commerce that 
happens through the port, through the airport and across our land 
borders, and there is a lot of movement of goods and people. And 
it is critical for our economy, for our prosperity that we sort of get 
a handle on how we are moving things and how we are checking 
things come in. 

So I am interested in hearing what the Department of Homeland 
Security and the State Department are doing to ensure that the 
implementation of the Western Hemisphere travel initiative goes 
smoothly. 

And I would specifically to have you talk a little bit about what 
is happening or what you intend to happen at the security entry 
of travelers. We have SENTRI, we have NEXUS, we have FAST, 
which are all pre-enrollment programs, basically allowing expe-
dited inspection in return for more information from the traveler. 

Now we have the passport initiative, and now I hear that the De-
partment of Homeland Security may allow the TSA’s registered 
traveler card to be used as an alternate document to the passport. 

So I want to know what impact all of these new initiatives, if 
any, will have on NEXIS, on SENTRI, on FAST. I have a lot of peo-
ple in my area who have gone through extensive background 
checks, paid their money. I even know of some who have been de-
nied because we have been looking at all of this. How is that going 
to affect the people who are already doing some of this? 

And, finally, with regards to the Visa Waiver Program, I think 
that the biometric passports are important and they are part of the 
solution, but I do not know that they are entirely the solution. I 
mean, first of all, what control do we have over an issuing country’s 
vetting process for how it makes its passport decisions, for exam-
ple? And perhaps an even greater concern is the fact that the Visa 
Waiver Program traveler can still get on a plane to the United 
States without first being checked against our watch list. 

So I think there are a lot of things here we need to get the de-
tails on, and there are some things we need to fix, Mr. Chairman, 
and I am looking forward to the testimony of our experts. 

Mr. LUNGREN. I thank the gentlelady. 
The Chair would now recognize the chairman of the full com-

mittee, the gentleman from California, Mr. Cox, for his statement. 
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Mr. COX. Thank you very much, Mr. Chairman. This is a very 
important hearing. I regret that we are in such a small room, be-
cause there is a long line of people outside who also want to be in 
here to observe these proceedings. So that is a testament, I think, 
to the importance of the topic that you put before the committee 
today. 

The impetus for today’s hearing, of course, is the recent policy 
announcement by DHS, as you described, Mr. Chairman, regarding 
implementation of the biometric passports requirements in the 
Visa Waiver Program. But I hope that this hearing will quickly 
move us beyond this specific decision to a broader discussion of how 
our nation can, working with other countries around the world, de-
velop a system that is fast, reliable and affordable, and protective 
of personal privacy that will instantly establish a genuine biometric 
link between individuals and documents in order to confirm trav-
eler identity. 

At the same time, while we are making admirable progress in de-
veloping tamperproof IDs, we have got to focus renewed and redou-
bled attention on keeping official travel documents that are nicely 
tamperproof out of the hands of terrorists and other criminals. In 
this vein, we will discuss today the choice of facial recognition by 
the Department of Homeland Security in the form of a digitized 
photograph as the qualifying biometric for visa waiver country 
passports to meet the statutorily imposed deadline of October 26 of 
this year. 

I want first to begin by commending the Department of Home-
land Security and the Department of State for exercising flexibility 
and good judgment and not insisting on a biometrically encoded 
chip for visa waiver country passports by this October, since doing 
so would have caused severe disruption to legitimate trade and 
travel with little security benefit in return. 

Now, I want to emphasize the importance of that connection. I 
think disrupting commercial activity if there is some security pay-
back is at least worth discussing. But disrupting commercial activ-
ity without any appreciable security payback is not a wise decision. 

The digitized photograph requirement will, in the short term, 
provide some additional security benefits in terms of tamper resist-
ance. But even when we move to encoding the digital photographs 
into the passport chip, as ultimately called for under the Depart-
ment’s policy and the biometric standards established by ICAO, we 
will still be relying on a Customs and Border Protection officer to 
perform a visual comparison of the person’s digital photograph 
against the actual person presenting himself or herself at the port 
of entry. 

In other words, the use of digital photos on these visa waiver 
passports will only undergo a manual human verification of the 
passport holder’s identity. It will not undergo a computerized check 
or any digital or authentically biometric check against either a 
database of photographs or a single photograph of the passport 
holder that was taken at the time of entry. 

So the biometric requirement under current law is, in essence, a 
tool to help reduce tampering and fraudulent alteration of pass-
ports. That in itself is of course useful. But as currently designed, 
this biometric encoding of passports simply will not help us to con-
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firm travelers’ identities through the use of technology, such as 
matching digitized photographs or, better yet, fingerprints stored in 
travel documents and national and international databases against 
those of the traveler seeking entry at our ports. 

We also need to focus on how terrorists can circumvent this bio-
metric passport system through the use of false breeder documents, 
through the acquisition of lost and stolen passports or other ways 
and how we can make better use of all available information from 
our databases about known or suspected terrorists. 

In short, we need to clarify what the goal is that we are trying 
to achieve. Are we merely trying to verify that the person to whom 
the official travel document was issued is the same person who is 
using the document to gain entry into the United States or are we 
seeking to deploy a comprehensive border security system, which 
begins at the time the travel document is created and issued? 

I believe we should be moving toward an international system 
based on biometrics that screens people before they obtain travel 
documents so that we verify people are who they say they are and 
ensure that they are not suspected terrorists or criminals. The ob-
ject, after all, is not to give terrorists or criminals tamperproof fake 
IDs. 

I am pleased to hear that the Department of Homeland Security 
recognizes that this biometric requirement for visa waiver country 
passports is a starting point and not the ending point of this impor-
tant discussion on how to combat terrorist travel. Both these pass-
ports and our own U.S. passports will be equipped with computer-
ized chips that are able to accommodate additional biometric iden-
tifiers such as fingerprints. 

I look forward to hearing from the Department of Homeland Se-
curity about its vision of border security through the use of biomet-
ric technology and how these passport requirements can ultimately 
be integrated with other programs aiming to achieve the same goal 
of ensuring secure and efficient travel, both within and across the 
U.S. borders, programs such as NEXIS, FAST, SENTRI, TWIC and 
Registered Traveler. 

I am also pleased the Department does not intend to change its 
policy that visa waiver travelers must enroll in US–VISIT when 
they arrive at U.S. ports of entry. This program affords us the op-
portunity to check travelers’ fingerprints against available data-
bases to help determine if the person has a terrorist connection or 
otherwise has violated U.S. criminal or immigration laws. If visa 
waiver passports were encoded with fingerprints, we would also be 
able to match with much greater precision the identity of the pass-
port holder to the person to whom the travel document was origi-
nally issued. I hope we can explore this and other issues during to-
day’s hearing. 

I want again to thank our witnesses, I want to thank the chair-
man for scheduling this important hearing and the Ranking Mem-
ber, and I of course yield back the balance of my time.

PREPARED STATEMENT OF THE HON. CHRISTOPHER COX 

Thank you, Chairman Lungren for holding this hearing today on the very impor-
tant issue of combating terrorist travel through the use of biometrics. And I, too, 
would like to welcome and thank all of our witnesses for their testimony today. 
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The impetus for today’s hearing is, as Chairman Lungren described, the recent 
policy announcement by the Department of Homeland Security (DHS) regarding im-
plementation of the biometric passport requirement for countries in the Visa Waiver 
Program—or VWP. But I hope that this hearing will quickly move us beyond this 
specific decision to a broader discussion of how our Nation can, working with other 
countries around the world, develop a truly secure system for confirming traveler 
identity and keeping official travel documents out of the hands of terrorists and 
other criminals. 

In this vein, we will discuss today the choice of DHS to use facial recognition, in 
the form of a digitized photograph, as the qualifying biometric identifier for VWP 
country passports to meet the statutorily imposed deadline of October 26, 2005. I 
want to first begin by commending the Department of Homeland Security and the 
Department of State for exercising flexibility and good judgment in not insisting on 
a biometrically-encoded chip for VWP country passports by this October, since doing 
so would have caused severe disruption to legitimate trade and travel—with little 
security benefit in return. 

The digitized photograph requirement will, in the short term, provide some addi-
tional security benefit in terms of tamper resistancy. But even when we move to 
encoding the digital photograph into the passport chip—as ultimately called for 
under the Department’s policy and the biometric standard established by ICAO—
we will still be relying on a CBP officer to perform a visual comparison of the per-
son’s digital photograph against the actual person presenting themselves at the port 
of entry. In other words, the use of digital photos VWP passports will only undergo 
a manual human verification of the passport holder’s identity, but will not undergo 
a computerized check against either a data base of photographs or a single photo-
graph of the passport holder taken at the time of entry. 

The biometric requirement under current law is, in essence, a tool to help reduce 
tampering and fraudulent alteration of passports. That is, in itself, important and 
useful. But as currently designed, this biometric encoding of passports will not help 
us confirm traveler’s identities through the use of technology—such as matching 
digitized photographs or, better yet, fingerprints stored in travel documents and na-
tional and international databases against those of the traveler seeking entry at our 
port. 

We also need to focus on how terrorists can circumvent this biometric passport 
system through the use of false breeder document or through acquisition of lost and 
stolen passports, and how we can better make use of all available information from 
our databases about known or suspected terrorists. 

In short, we need to clarify what the goal is that we are trying to achieve: Are 
we merely trying to verify that the person to whom the official travel document was 
issued is the same person who is using the document to gain entry into the United 
States? Or are we seeking to deploy a comprehensive border security system, which 
begins at the time the travel document is created and issued? I believe that we 
should be moving towards an international system, based on biometrics, that 
screens people before they obtain travel documents, so that we verify people are who 
they say they are, and ensure that they are not suspected terrorists or criminals. 

I am pleased to hear that the Department of Homeland Security recognizes that 
this biometric requirement for VWP country passports is the starting point, and not 
the ending point, of this important discussion on how to combat terrorist travel. 
Both these passports and our own U.S. passports will be equipped with computer-
ized ‘‘chips’’ that are able to accommodate additional biometric identifiers, such as 
fingerprints. I look forward to hearing from the Department of Homeland Security 
about its vision of border security through the use of biometric technology, and how 
these passport requirements can ultimately be integrated with other programs aim-
ing to achieve the similar goal of ensuring secure and efficient travel both within 
and across U.S. borders—programs such as NEXUS, FAST, SENTRI, TWIC, and 
Registered Traveler. 

I also am pleased that the Department does not intend to change its policy that 
VWP travelers must enroll in US–VISIT when they arrive at U.S. ports of entry. 
This program affords us the opportunity to check travelers’ fingerprints against 
available databases to help determine if the person has a terrorist connection, or 
otherwise has violated U.S. criminal or immigration laws. If VWP passports were 
encoded with fingerprints, we also would be able to match, with much greater preci-
sion, the identity of such passport holders to the person to whom the travel docu-
ment was originally issued. I hope we can explore this and other issues during to-
day’s hearing. 

I again want to thank our witnesses and I yield back the balance of my time.



8

Mr. LUNGREN. The Chair would now recognize the ranking mem-
ber of the full committee, the gentleman from Mississippi, Mr. 
Thompson, for any statement he might make. 

Mr. THOMPSON. Thank you very much, Mr. Chairman and Rank-
ing Member. 

I would like to also welcome our witnesses for this hearing today 
and associate myself with the chairman of the full committee’s 
comments apologizing for the size of the room. I am sure we will 
work on that at some point. 

Mr. LUNGREN. We will. And I just might say we looked diligently 
to find a room that Mr. Dicks had never seen since he came with 
the building and we did find it. 

[Laughter.] 
Mr. THOMPSON. Thank you very much. I am pleased that the De-

partment of Homeland Security is here to brief us on the status of 
the biometric passport requirements for the Visa Waiver Program. 

Congress has directed the Homeland Security Department to 
work with the State Department to ensure that visa waiver coun-
tries add biometric identifiers to their passport system. Last week, 
however, DHS announced that it would give the 27 countries par-
ticipating in the Visa Waiver Program another year to fully imple-
ment biometrics. I am concerned about this deadline extension and 
am hopeful that the witnesses today can explain in more detail 
why it was necessary. 

I ask this because in my experience when you keep pushing out 
deadlines, it is harder to be taken seriously. When I start to think 
about all the deadlines the Department has missed or moved, I feel 
like I am waiting for the cable guy to install my cable between the 
hours of noon and 5. 

[Laughter.] 
You do not know when he is coming, if he is coming or how many 

times you are going to have to call to get service. It is hard to tell 
when deadlines legitimately need to be extended and when the De-
partment is just dropping the ball. 

I look forward to hearing any clarification as to how this exten-
sion may be different. At the same time, I understand that we need 
to make sure that we get biometric passports right. 

Last year, the DHS Inspector General issued a report that con-
cluded that aliens applying for admission to the U.S. using stolen 
passports have little reason to fear being caught and are usually 
admitted into the country. This is simply unacceptable in the post–
9/11 environment. 

There are a number of basic questions I look forward to having 
answered here today. Namely, on the resource side, do we have 
adequate infrastructure to implement a machine-readable biomet-
ric passport system? 

On the technology side, do we have a plan to make the various 
machines readable and biometric tools interoperable? 

On the privacy and security side, can we ensure that passengers’ 
biometric information stored on a chip in a passport cannot be im-
properly scanned by terrorists or other criminals. There is enough 
identity theft issues we are dealing with these days in the U.S. The 
U.S. government should not be increasing the odds on this. 
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On the big picture side, how much more security are we getting 
with the biometric passports if we are not checking passengers 
until they are already in flight to the U.S.? 

That is a real question, Mr. Chairman. It has been raised in a 
couple of statements by others, and I look forward to the answer, 
and I look forward to the testimony. 

Mr. LUNGREN. Thank you, Mr. Thompson. 
Other members of the committee are reminded that their state-

ments may be submitted for the record. 
I ask unanimous consent that the gentlelady from the Virgin Is-

lands, Dr. Christensen, who is not a member of this subcommittee 
but a member of the full committee, be able to participate in to-
day’s hearing, without objection. 

We are pleased to have two distinguished panels of witnesses be-
fore us today on this important topic. 

Let me just remind the witnesses that your entire written state-
ment will appear in the record. We ask that due to the number of 
witnesses on our panels today, you strive to limit your oral testi-
mony to no more than 5 minutes. We will also allow each panel to 
testify before questioning any of the witnesses. 

I would like to now call the first panel and recognize Ms. Elaine 
Dezenski, the Acting Assistant Secretary of the Border and Trans-
portation Security Directorate for the Department of Homeland Se-
curity to testify. 

STATEMENT OF ELAINE DEZENSKI, ACTING ASSISTANT 
SECRETARY OF THE BORDER AND TRANSPORT 

Ms. DEZENSKI. Thank you very much. 
Chairman Lungren, Ranking Member Sanchez, other distin-

guished members of the committee and subcommittee, I am very 
pleased to be here today to talk about the Visa Waiver Program bi-
ometric requirements and the broader vision within the Depart-
ment for the use of biometrics. 

As you know, DHS is charged with the responsibility of securing 
our travel infrastructure and preserving the integrity of our bor-
ders. While at the same time, we need to keep the flow of legiti-
mate travel and trade moving as efficiently as possible. 

In executing this mandate, we are always mindful to keep an ap-
propriate balance between these two goals. 

Biometrics in particular play a critical role in managing this 
process. Within DHS, we are using biometrics to strengthen the in-
tegrity of travel documents, to verify identity as part of our entry 
and exit process and to assist with access, control and ID as part 
of our Transportation Worker Identity Program. These are but a 
few examples of how we are using biometrics. 

Today, I would like to talk just a bit more about our commitment 
to requiring biometrics in passports and specifically within the con-
text of the VWP program. 

Last week, Secretary Chertoff announced a policy directive that 
clarifies the passport requirements for countries participating in 
the VWP. VWP allows for visa-free travel for citizens of 27 coun-
tries around the world. The policy ensures that the standards for 
biometric requirements, as set forth in the Enhanced Border Secu-
rity Act of 2002, are clearly understood and adhered to by all coun-
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tries in this program and that our security goals are met as quickly 
as possible. 

Under the policy, VWP countries will be required to adopt spe-
cific security and biometric standards. First, VWP travelers must 
be in possession of passports that are machine-readable. This re-
quirement goes into full effect this coming Sunday, June 26. A ma-
chine-readable strip on a passport is absolutely critical to ensuring 
that the biographic data in the passport can be confirmed as legiti-
mate. 

The second requirement is the incorporation of a digital photo-
graph into the data page of passports issued by VWP countries on 
or after October 26, 2005. Now, why is this important? It is impor-
tant because a digital photo incorporated into the data page greatly 
reduces the likelihood of tampering with that photo. 

Our announcement last week also called on VWP countries to 
present a plan by October of this year outlining how they will 
produce what we refer to as the e-passport, one that contains an 
embedded, contactless, integrated circuit chip that stores both bio-
graphic information as well as biometric information, in this case 
which would be the digital photo. The chip allows us to electroni-
cally authenticate both biometric and biographic data associated 
with the travel document. VWP countries must achieve full imple-
mentation of these e-passport requirements no later than October 
of 2006. 

Now, in addition to these enhancements, we are also requiring 
VWP countries to help us tackle the important problem of lost and 
stolen passports. Many of these make their way to the black mar-
ket and could end up in the hands of terrorists, and, certainly, this 
is something we need to stop. 

A condition of membership in VWP includes the reporting of lost 
and stolen passports to INTERPOL and to DHS no later than 10 
days after discovery. Most times it happens much sooner than that. 
Also, we are requiring countries to share with us any information 
they have on trends related to lost and stolen passports. 

One of the byproducts of the development of this e-passport pol-
icy is a unique international collaboration that continues to grow. 
Through ICAO, the International Civil Aviation Organization, we 
have been working with VWP countries over the last couple years 
to test and perfect technical requirements that will ultimately 
make it possible for e-passports to be interoperable with our read-
ers at ports of entry. 

As Secretary Chertoff announced last week, we anticipate full de-
ployment of our readers by October 2006, which is consistent with 
the full implementation of the e-passport requirements for VWP 
countries. As part of this development process, DHS will host a 
technical conference this summer with all VWP countries and 
ICAO to address technical and interoperability issues that remain. 

Beyond VWP, DHS is pursing biometrics on many fronts. One of 
the most important efforts is the expansion of the so-called Reg-
istered Traveler concept that I think was mentioned a bit earlier 
by the chairman. We believe there is significant opportunity to de-
velop a RT-type card that could be used in multiple ports of entry 
and would serve in lieu of a passport at land borders where we are 
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facing implementation of the Western Hemisphere travel require-
ments. 

We envision this card as being the same size as a driver’s license, 
linked to a background check and with biometric capabilities, such 
as the contactless chip. I brought with me a sample of our Reg-
istered Traveler card which is currently being piloted in the U.S. 
It gives you an idea of what this card could look like and what we 
are already producing as part of that pilot. 

Again, thank you for the opportunity to be here today, and I look 
forward to addressing your questions on this important topic. 
Thank you. 

[The statement of Ms. Dezenski follows:]

PREPARED STATEMENT OF ELAINE DEZENSKI 

Chairman Lungren, Ranking Member Sanchez and other distinguished Members 
of the Subcommittee, it is a pleasure to appear before you today to discuss the ap-
proach that the Department of Homeland Security (DHS) is taking in our efforts to 
improve the security of the United States by the use of biometrics in travel docu-
ments. 

DHS is committed to secure travel and our recent decision to clarify the deadline 
for Visa Waiver Program (VWP) countries to produce ‘‘e-passports’’ is emblematic of 
how the Department and the State Department (DOS) are working to keep our bor-
ders safe but open for legitimate travelers. 

Programs such as the VWP advance our shared goals of protecting travel and pre-
serving the integrity of our borders—while stopping terrorists and those who mean 
us harm. DHS is committed to continuing the VWP while strengthening it by clos-
ing down vulnerabilities such as fraudulent passport use. One means to do this is 
through the requirement that biometric information be incorporated into travel doc-
uments. 

Biometrics are the way forward in enhancing security by helping us to deprive 
potential terrorists of a tool they use to threaten our country and other countries 
around the world: the ability to cross our borders using false documents and violate 
our immigration laws without detection. Biometric identifiers protect our visitors by 
making it extremely difficult for anyone else to assume their identities should their 
travel documents be stolen or duplicated. The use of biometric identifiers gives gov-
ernments an increased security capability and a foundation it can build on over 
time. Properly used, biometrics have been shown to be highly effective in verifying 
identity. 

The U.S. Congress mandated in the Enhanced Border Security and Visa Entry 
Reform Act of 2002, as amended, that any passport issued on or after October 26, 
2005, and used for VWP travel to the United States, must incorporate biometric 
identifiers that meet internationally accepted standards established by ICAO. The 
Administration’s recently announced policy furthers the intent of the statute by pro-
viding for the adoption of biometrics and strengthening the overall management of 
this important program. 

More specifically, we, in consultation with Congress and the Department of State, 
have established policy that requires VWP countries to begin producing machine-
readable passports with digital photographs on the passport’s data page by October 
26, 2005. Digital photographs provide more security against counterfeiting than tra-
ditional photographs. Digital photos can be electronically stored and accessed, mak-
ing it easier to verify whether the individual currently presenting the passport is 
the same person to whom the passport was issued. In addition, DHS has established 
a policy requiring all VWP countries to produce passports with an integrated circuit 
chip, known as ‘‘e-passports,’’ capable of storing biographic information from the 
data page of a passport, a digitized photograph, and other biometric information no 
later than October 26, 2006. This information will allow us to achieve a new level 
of identity authentication. 

The effect of this policy is that VWP countries will be required to issue passports 
that have at a minimum a digital photo by this October and that a VWP traveler 
to the United States must present a machine-readable passport which includes a 
digital photograph to enter the United States. These requirements apply only to 
passports issued on or after October 26, 2005. Valid passports issued before October 
26, 2005, will still be valid for travel under the VWP, provided that they are ma-
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chine-readable. We believe the vast majority of the VWP nations will be in compli-
ance with the digital photo requirement by October. 

The Department recognizes that some countries are very close or have even 
launched their production of ‘‘e-passports. Obviously, those countries will also be in 
compliance with the upcoming deadline. In order to facilitate compliance with e-
passport requirements, we will work with each country on a bi-lateral basis with 
regard to biometrics as well as other security provisions required of VWP countries. 
Further, DHS will create a validation process for VWP countries to test their bio-
metric passports prior to issuance. In support of this effort, DHS will host a tech-
nical conference this summer to address interoperability issues with reader tech-
nology and with U.S. passport technology. DOS is leading the U.S. effort in produc-
tion of e-passport for our own citizens. 

In further steps forward on ‘‘e-passports,’’ DHS and DOS are conducting a ‘‘live 
test’’ with the governments of Australia and New Zealand. The ‘‘live test’’ began last 
week at Los Angeles International Airport and at the Sydney Airport in Australia, 
and will continue throughout the summer. Airline crew and officials from United 
Airlines, Air New Zealand and Qantas Airlines have volunteered to use the e-pass-
port when arriving at either airport. Their participation will enable DHS to further 
test operations, equipment and software needed to read and verify the information 
contained in an e-passport. 

Finally, VWP countries will be held to several measures concerning lost and sto-
len passports such as—reporting all lost and stolen passports to INTERPOL and 
DHS, as quickly as possible; sharing information on trends and analysis of lost and 
stolen passports; and providing detailed information on passport security features. 

The progress made toward the ‘‘e-passport’’ is a milestone in our global path to 
secure and streamlined travel for VWP nationals. We appreciate the cooperation of 
our international partners and the effort they have put forth in this very serious 
matter. 

Mr. Chairman and Members of the Subcommittee, I want to thank you for the 
opportunity to present this testimony today. I would be pleased to respond to any 
questions that you might have at this time.

Mr. LUNGREN. Thank you, Ms. Dezenski. 
The Chair would now recognize Mr. Frank Moss, Deputy Assist-

ant Secretary of Consular Affairs for the Department of State, for 
his testimony. 

STATEMENT OF FRANK MOSS, DEPUTY ASSISTANT SECURITY 
OF CONSULAR AFFAIRS, DEPARTMENT OF STATE 

Mr. MOSS. Good morning, Chairman Cox, Chairman Lungren, 
Ranking Member Sanchez, distinguished members of the com-
mittee. 

Good morning. I am pleased to be here today to discuss the ef-
forts of the Department of State to introduce biometric elements 
into the U.S. passport, arguably the most valuable identity and 
citizenship document in the world. Without question, biometrics 
will strengthen U.S. border security by ensuring that the person 
carrying a U.S. passport is the person to whom the passport was 
issued. 

The United States adopted the facial image as the first genera-
tion of passport biometric identifiers. Our new passport includes a 
contactless chip in the rear cover that will contain the same data 
as that found on the biographic data page, including a digital 
image of the photograph. Looking to the future, we decided to re-
quire 64 kilobytes of writable memory on the contactless chip in 
the event that we subsequently decide to include additional bio-
metrics. Should we decide to change the biometric requirements, 
we will, of course, vet this change through the Federal Register 
process. 

We are aware of concerns that data written to the contactless 
chip may be susceptible to unauthorized reading. Several members 
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of the subcommittee have mentioned that this morning. To help re-
duce this risk, we will include anti-skimming materials that pre-
vent the chip from being read when the passport is closed or mostly 
closed. We are also engaged with technical experts in the private 
sector and our colleagues from the National Institute of Standards 
and Technology, both to assess the risk of unauthorized reading, 
and to evaluate the efficacy of our countermeasures. 

Finally, we are seriously considering adopting a technical process 
called Basic Access Control, to strengthen further the defenses of 
the U.S. passport against unauthorized reading. 

The bottom line is that the State Department will not issue bio-
metric passports to the general public until we have successfully 
addressed these concerns. 

In addition to biometrics, two other aspects of the Department of 
State’s passport program enhance U.S. national security: The adju-
dication process itself and the security features of the passport. By 
making certain that U.S. passports are only issued to American 
citizens, that they are more difficult to counterfeit, and that the 
bearer of the passport is the same person to whom the passport 
was issued, we are actively enhancing the security of this nation. 

Increased information sharing is one of the most effective ways 
of securing the adjudication process. We have long-standing and ef-
fective data share programs with federal law enforcement agencies 
that target passport applicants of particular concern. Currently, 
there are nearly 50,000 names of fugitives or other individuals of 
interest to law enforcement in the passport lookout system. We are 
working to add to our lookout system an extract of FBI fugitive 
warrants from the NCIC wanted persons file. 

We also have an agreement with INTERPOL that allows us to 
share information about approximately 620,000 lost and stolen U.S. 
passport with INTERPOL member states. We have also imple-
mented a cooperative relationship with the National 
Counterterrorism Center, NCTC, to provide that agency with direct 
online access to our database that includes images of the passport 
application for all valid passports. And we will also sign in the very 
near future an agreement with the Terrorist Screening Center that 
will add to our database information on American citizens who may 
have a nexus to terrorism. 

We have also undertaken a comprehensive review of our fraud 
prevention efforts to strengthen that aspect of the adjudication 
process. We have implemented a number of initiatives, including 
organizational improvements, enhanced training, regulatory 
changes, new tools and new programmatic activities with domestic 
and international partners. 

We enjoy excellent cooperation and support from the Bureau of 
Diplomatic Security at the Department of State, which has the re-
sponsibility for criminal investigations involving passport fraud, 
and our focus on fraud prevention is already paying dividends. So 
far in fiscal year 2005, Diplomatic Security has opened over 2,400 
passport investigations and made nearly 400 arrests, a significant 
increase over prior years. 

We have recently completed the first cover-to-cover redesign of 
the United States passport in more than a decade in order to com-
bat counterfeiting or the fraudulent use of lost or stolen passports. 
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The passport includes a host of advance security features, including 
sophisticated new artwork, printing techniques used in the current 
generation of U.S. currency, and utilizing a variety of other tech-
niques, many of which are visible only under ultraviolet light. 

I am happy to share with members of the committee samples of 
the new passport, and my written testimony includes additional 
elements about the enhanced technology we used to create it. 

To put the scope of our efforts in context, during the last fiscal 
year, the Department of State processed a record-setting 8.8 mil-
lion U.S. passport applications. Passport demand continues to rise 
and we are track to adjudicate more than 10 million passports by 
the end of this fiscal year. 

Taking into account recent legislation concerning the documen-
tary requirements for travel within the Western Hemisphere, we 
anticipate that passport applications will total about 12 million in 
fiscal year 2006. Projections beyond that date are admittedly less 
precise, but we are currently planning that U.S. passport demand 
will reach about 14 million in fiscal year 2007 and an estimated 17 
million by 2008. 

Security must always be our first priority, but we must also rec-
ognize our responsibility to adjudicate passport applications in a 
timely and efficient manner to facilitate the travel of U.S. citizens. 
The free movement of people and goods is essential to U.S. national 
security, as is our international engagements through personal, 
commercial, educational and research activities with other nations. 

Mr. Chairman, integrating biometrics into U.S. passports will 
further protect the integrity of the world’s most respected travel 
document. Together with our improvements to the adjudication 
process and the physical security of the passport itself, the Depart-
ment’s comprehensive passport program serves to enhance U.S. 
border security. 

At this time, I am happy to answer your questions. Thank you 
very much. 

[The statement of Mr. Moss follows:]

PREPARED STATEMENT OF FRANK E. MOSS 

Chairman Lungren, Ranking Member Sanchez, Distinguished Members of the 
Subcommittee: 

I am pleased to have this opportunity to discuss with you the progress that the 
Department of State has made in introducing biometric elements to the U.S. pass-
port. This innovation represents a significant enhancement to the security of our 
borders and international travel. In addition to the inclusion of biometrics in U.S. 
passports, two other aspects of the Department of State’s passport program are crit-
ical to enhancing U.S. national security: the adjudication process, and the security 
features of the passport itself. Taken together, these elements constitute a com-
prehensive approach to passport security. By making sure that U.S. passports are 
only issued to American citizens, that they are more difficult to counterfeit and that 
the bearer of the passport is the same person to whom the passport was issued, the 
Department of State actively enhances the security of this nation. 

Today I would like to describe the many ways that the Department of State dem-
onstrates its commitment to the important responsibility for providing passport 
services. The U.S. passport is arguably the most valuable identity and citizenship 
document in the world. We at the Department of State are certainly aware of how 
sought after this document is, not only by American citizens with legitimate travel 
plans but by illegal immigrants, as well as terrorists and others who would do this 
nation harm. As portable proof of identity and nationality, the U.S. passport lit-
erally opens doors around the world to American citizens who travel or reside 
abroad or may require assistance from an American Embassy or Consulate. The 
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U.S. passport is also essential for many American citizens to enter the United 
States upon returning from international travel. 

During the last fiscal year the Department of State processed 8.8 million U.S. 
passport applications. This set a record, exceeding the total from the previous year 
by more than one million applications and representing a workload increase of some 
22 percent. This year, the Department of State forecast a 9 percent increase in pass-
port demand, but is experiencing a 14 percent rise. As of today, the Department has 
already processed close to 7 million passport applications during this fiscal year and 
we are on track to adjudicate more than 10 million passports by the end of fiscal 
year 2005. 

The Intelligence Reform and Terrorism Prevention Act of 2004 also contains a 
provision addressing the documentary requirements for travel within the Western 
Hemisphere, referred to as the Western Hemisphere Travel Initiative (WHTI). The 
legislation requires that the Secretary of Homeland Security, in consultation with 
the Secretary of State, develop and implement by January 1, 2008 a plan to require 
U.S. citizens and non-U.S. citizens currently exempt from presenting a passport for 
travel within the Western Hemisphere to present a passport or other authorized 
documentation that denotes identity and citizenship when entering the United 
States. The Department of State, after analyzing the scope of WHTI and other pro-
jected growth in passport demand, expects that applications for passports will total 
about 12 million in FY-2006, about 14 million in FY-2007 and reach a potentially 
sustainable annual demand of 17 million by FY-2008. 

As the Department of State develops plans to address the increase in demand for 
U.S. passports resulting from normal growth in international travel and the WHTI, 
we are dedicated to ensuring that security vulnerabilities are not inadvertently cre-
ated by our efforts to address the increase in workload. While keeping security im-
peratives in mind, the Department of State also recognizes its responsibility to adju-
dicate passport applications in a timely and efficient manner to facilitate the travel 
of U.S. citizens. The free movement of people and goods is essential to U.S. national 
security, as is our international engagement through personal, commercial, edu-
cational and research activities with other nations. We are actively pursuing initia-
tives to improve the U.S. passport program designed to support both of these objec-
tives. 
Strengthening the Adjudicatory Process 

A key objective of the Department of State’s Office of Passport Services in the Bu-
reau of Consular Affairs is to ensure that U.S. passports are issued only to persons 
who are legitimately entitled to them. This is particularly important in an era when 
terrorists, transnational criminals and others seeking to enter the U.S. illegally view 
travel documents as valuable tools, and when improvements to the physical security 
of the U.S. passport, such as the use of a digital photograph of the bearer, make 
it increasingly difficult to counterfeit. 

One of the most effective ways to ensure that only those entitled to U.S. citizen-
ship receive a passport is increased information sharing, both within the United 
States Government and beyond. The Department of State has actively worked to es-
tablish data exchange programs with other agencies in a manner that is mutually 
beneficial and that will keep U.S. passports out of the hands of those who are not 
eligible to receive them. For example, the Department has a partnership with the 
Department of Health and Human Services (HHS) that ensures that parents with 
child support arrearages, who are ineligible to receive passports, do not receive 
them. The incorporation of over 3 million names in the HHS database into the De-
partment’s passport lookout system has also resulted in the recovery of more than 
$50 million in delinquent child support. 

In April 2004, the Department signed a memorandum of understanding with the 
Social Security Administration (SSA) that would permit the Department to verify 
the SSNs of U.S. passport applicants with information in SSA’s SSN database. This 
measure provides another verification tool for passport specialists and consular offi-
cials adjudicating passport applications by allowing them to correlate the data pro-
vided by a passport applicant with information in SSA’s system and use this infor-
mation to support decisions about an applicant’s identity. 

The Department has a long-standing and effective working relationship with fed-
eral law enforcement agencies that targets passport applicants of particular concern. 
Today, we have nearly 50,000 names of fugitives or other individuals of interest to 
law enforcement in the passport lookout system. Half of these were entered individ-
ually as a result of our outreach efforts. The other half of these entries are based 
on U.S. Marshals Service (USMS) federal fugitive warrants, a process that the De-
partment took the initiative to obtain. 
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To complement the USMS information, work is well underway to add to the pass-
port lookout system an extract of FBI fugitive warrants from the NCIC Wanted Per-
son File. To encourage information exchange with law enforcement officials at the 
state and local levels, the Assistant Secretary of State for Consular Affairs wrote 
to all the states’ attorneys general. 

In 2004, the Department reached an agreement with INTERPOL to provide the 
Department’s lost and stolen passport database to the U.S. National Central Bureau 
(NCB). The NCB shares the data with INTERPOL, which in turn makes this infor-
mation available to all INTERPOL member states. The U.S. lost and stolen passport 
database currently contains the passport numbers of over 620,000 passports. 

The Department’s Office of Passport Services is also currently working on an 
agreement with the Terrorist Screening Center that would provide information on 
American citizens who are either subject to a federal felony arrest warrant or who 
are considered persons of concern due to a nexus to terrorism or an ongoing inves-
tigation. This datashare program will enable the Terrorist Screening Center to learn 
of the passport application of an individual of interest and, under appropriate cir-
cumstances, take law enforcement action. 

In addition, the Department’s Bureau of Consular Affairs has implemented a co-
operative relationship with the National Counter Terrorism Center (NCTC) to pro-
vide that organization with direct online access to the Passport Records Imaging 
System Management (PRISM). This database includes images of the passport appli-
cations for all valid passports. The NCTC utilizes this information as a verification 
tool to support its terrorist watch list responsibilities. 

Another important element in safeguarding the adjudicatory process is maintain-
ing an aggressive fraud prevention program. In that regard, the Department of 
State has undertaken a comprehensive review of its fraud prevention efforts and im-
plemented a number of initiatives, including organizational improvements, en-
hanced training, regulatory changes, new tools, and new programmatic activities 
with domestic and international partners. All senior passport specialists now rotate 
through the fraud prevention office at domestic passport facilities to give them spe-
cialized experience in fraud detection. Regulatory changes have been implemented, 
for example, to require that both parents consent to the issuance of a passport for 
a child, and to require the presence of children under the age of 14 when passport 
applications are executed on their behalf, in order to combat fraud and international 
parental child abduction. We are making greater use, with the appropriate respect 
for privacy concerns, of commercial databases to assure that persons applying for 
passports are who they claim to be. 

The focus on fraud prevention is already paying dividends. Statistics for this fiscal 
year show an increase in referrals to fraud prevention offices, as well as an increase 
in the referral of presumptive fraud cases to the Department’s Bureau of Diplomatic 
Security (DS) for further investigation. The Bureau of Consular Affairs enjoys excel-
lent cooperation and support from DS, which has the responsibility for criminal in-
vestigations involving passport fraud. The statistics about the efficacy of joint Con-
sular Affairs-Diplomatic Security efforts are compelling: so far in fiscal year 2005, 
DS opened 2401 passport investigations and made 375 arrests, a significant increase 
over previous years.
Redesigning the Passport 

Efforts to strengthen the adjudication process and augment fraud prevention ef-
forts would be less effective if we did not attend to the other key elements of pass-
port security with equal fervor. Turning to the passport itself, the Department re-
cently completed the first cover-to-cover redesign of the document in more than a 
decade. The new passport includes a host of new security features, including sophis-
ticated new artwork, adopting printing techniques used in the current generation 
of U.S. currency, and utilizing a variety of other techniques, many of which are only 
visible under ultraviolet light. 

Our objective in designing the new passport is to raise further the bar against 
counterfeiting or the fraudulent use of lost or stolen passports. Advances including 
color shifting ink, microprinting, latent image lettering and a security laminate over 
the biographic data page that includes optical variations, all serve to deter counter-
feiters and forgers. The biographic data page has been relocated from the inside of 
the front cover to the first inside page for added security. The inventory control 
number for each book is now the same as the passport number. Imagery on the in-
side pages of the passport incorporates more colors, stylized depictions of iconic 
American scenes, and includes famous quotations from American history. The new 
passport, combined with security enhancements in the adjudication process, helps 
to ensure that only qualified applicants receive U.S. passports. 
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I am happy to share with the members of the Subcommittee samples of the new 
passport. 

Beyond the physical content of the book itself, we scrutinize each step in the pro-
duction and delivery process to eliminate vulnerabilities. In addition to improving 
the quality of the U.S. passport, the Department of State, building on an already 
excellent collaboration with the Government Printing Office (GPO), is working to se-
cure further the delivery of blank passport books to domestic passport facilities by 
engaging armored truck service. This mode of delivery service is used by the Depart-
ment of Treasury to move currency and other valuable documents around the coun-
try.
Biometrics 

This next generation of U.S. passport, the e-passport, includes biometric tech-
nology that will further support the Department’s border security goals. Without 
question, biometrics will strengthen U.S. border security by ensuring that the per-
son carrying a U.S. passport is the person to whom the Department of State issued 
that passport. 

Consistent with globally interoperable biometric specifications adopted by the 
International Civil Aviation Organization (ICAO) in May 2003, the United States 
has adopted the facial image as the first generation of biometric identifiers. The new 
U.S. passport includes a contactless chip in the rear cover of the passport that will 
contain the same data as that found on the biographic data page of the passport, 
including a digital image of the bearer’s photograph. This data includes the fol-
lowing information about the bearer: the photograph, the name, the date and place 
of birth, as well as the passport number and the date of issuance and expiration. 
Looking to the future, the Department decided to require 64 KB of writeable mem-
ory on the contactless chip in the event that we subsequently decide to introduce 
additional biometrics. Should the United States Government decide to change the 
biometric requirements, this change will be subject to vetting through the Federal 
Register process. 

On June 15, the Department, partnering with the Department of Homeland Secu-
rity and in collaboration with Australia and New Zealand, launched an operational 
field test to measure the overall performance of the e-passport, issuing approxi-
mately 250 U.S. e-passports to select airline personnel employed by United Air 
Lines and who fly from Los Angeles to Australia and New Zealand. The Department 
of Homeland Security has developed separate lanes and installed e-passport readers 
to test their efficiency. Later this year we will expand this pilot program to include 
diplomatic and official passports, with national deployment of the e-passport sched-
uled for 2006. 

The Department of State is well aware of concerns that data written to the 
contactless chip in the e-passport may be susceptible to unauthorized reading. To 
help reduce this risk, anti-skimming materials that prevent the chip from being 
read when the passport book is closed or mostly closed will be placed in the pass-
port. 

The Department is also seriously considering the adoption of Basic Access Control 
(BAC) technology to further strengthen the privacy of the data contained on the 
chip. ICAO recently identified BAC technology as a ‘‘best practice’’ for passport secu-
rity. BAC technology will prevent the chip from being read until the passport is 
opened and its machine-readable zone is read electronically. This will serve to 
‘‘unlock’’ the chip and permit the chip and reader to communicate through an 
encrypted session. We are engaged with technical experts from the private sector 
and the National Institute of Standards and Technology both to assess the risk of 
unauthorized reading and to evaluate the efficacy of countermeasures. The bottom 
line is that we will not issue biometric passports to the general public until 
we have successfully addressed these concerns. 

The Department is confident that the new e-passport, including biometrics and 
other improvements, will take security and travel facilitation to a new level. Natu-
rally, the Department will test comprehensively the operation and durability of the 
e-passport and work to resolve any issues as they occur. In fact, the Department 
of State is engaged in a continuous product improvement effort with regard to the 
U.S. passport. We will continue to monitor technical developments and help conduct 
research to ensure that we produce a passport that is highly secure, tamper resist-
ant and globally interoperable. 

Mr. Chairman, I am grateful for the opportunity today to share with you the De-
partment of State’s comprehensive approach to enhancing U.S. border security by 
augmenting the security of all aspects of the U.S. passport program. The introduc-
tion of biometrics is an important advance in continuing to protect the integrity of 
the world’s most respected travel document. At this time I am happy to answer any 
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questions you, the Ranking Member and the other distinguished members of the 
Subcommittee might have about the Department’s biometric passport program or 
the other facets of the U.S. passport program that I have discussed.

Mr. LUNGREN. Thank you both for your testimony, and I will rec-
ognize myself for 5 minutes to begin the questions. 

Mr. Moss, what was the number you gave of lost and stolen U.S. 
passports? 

Mr. MOSS. We have provided INTERPOL information on about 
620,000 lost U.S. or stolen passports. This is several years’ worth 
of data, and that has to be compared, I would suggest, to the fact 
that we have roughly 63 million U.S. passports in circulation. 

Mr. LUNGREN. I guess I should know this but I do not. Is there 
any legal obligation on the bearer of the passport to report within 
a period of time if it is stolen or lost? 

Mr. MOSS. There is no legal obligation. When we find out that 
most people have reported their passport stolen, it is either they 
realize it and tell us promptly or they go to use it, realize it is lost 
and then come to us. The other aspect, of course, is that people do 
lose their passports while traveling abroad, and we have processes 
to replace those rather quickly. 

Mr. LUNGREN. Do we have any estimate of how many are stolen 
or lost that we do not know about? I mean, is there any idea, esti-
mate or study? 

Mr. MOSS. I think we are dealing with one of the intangibles, 
what we do not know, we do not know. 

Mr. LUNGREN. Right. 
Mr. MOSS. I would not even want to hazard a guess, really, sir. 
Mr. LUNGREN. Given that the fingerprint technology and finger-

print databases are much more readily available, that they are the 
cornerstone of our main border screening system, the US–VISIT 
Program, and that many other countries have that biometric, can 
each of you describe why the U.S. and ICAO chose facial recogni-
tion rather than fingerprint as the biometric standard for official 
travel documents? 

Ms. DEZENSKI. Sure. There are a couple key reasons. The first is 
that from a cultural and even from somewhat of a political perspec-
tive, the facial image is something that most people do not have 
privacy concerns over. It is much easier to obtain across the board 
when we are looking at documents like passports and visas. 

But it is important to keep in mind that even though the pass-
port may not have fingerprints, we are using fingerprints as part 
of the enrollment process for both US–VISIT and of course to ob-
tain a visa. So there is a visa biometric that involves fingerprints 
and utilizes those databases in the process of admitting foreigners 
to the U.S. 

Mr. LUNGREN. But the fingerprints are not part of the passport 
document itself. 

Ms. DEZENSKI. That is correct. 
Mr. LUNGREN. And you suggest that that is, I do not want to put 

words in your mouth, but my understanding of what you just said 
is that it is culturally difficult or politically difficult for us to get 
acceptance of fingerprints. Yet 9/11 changed the world. 

And if we are serious about the terrorist threat, it seems to me 
we ought to be moving in the direction of that biometric which is 
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going to most protect us. Perhaps what we ought to be doing is ex-
plaining that this is a superior biometric to at least any other that 
I am aware of, both because of the accuracy with which it conveys 
information and the universality of fingerprints as the identifier for 
various databases, particularly those that would, I assume, be the 
basis for watch lists of all sorts. 

How do both of you, or your departments, view the essential dif-
ference in degree of efficacy in the facial recognition versus the fin-
gerprint identification? 

Ms. DEZENSKI. We do think there is value in the use of the dig-
ital image. I think it is important to put into context that when we 
talk about the biometrics features of the passport, it is going to an 
ICAO requirement or an ICAO recommended process, if you will, 
which has gone through a process via the international community. 
So there was actually a tremendous amount of discussion about 
what could be adopted in the short term, what would be the most 
efficient and what would allow us to get to the standard with the 
biometrics that many countries could work with. 

I think I would again emphasize that when it comes to our own 
processes, US–VISIT, for example, we are in fact using the biomet-
ric fingerprint process, and we feel that that is very important to 
ensure that we can check against relevant databases. The use of 
the biometric digital image in the passport, as part of the data 
page, which is what I defined as one of the requirements in the 
VWP Program, is, first and foremost, about being able to detect 
tampering with that document. If the digital photo is part of the 
data page, which is in fact our requirement, it is much more dif-
ficult to carve out that picture, affix a new picture, or otherwise 
tamper with the document. 

Ms. LOFGREN. So goes the tamperproof nature of the document 
as opposed to me really knowing whether the person in front of me 
is the person he or she says he or she is. 

Ms. DEZENSKI. Well, that is the first point. The second point is 
that we need to link up that digital photo to the integrated circuit 
chip. Through the integrated circuit chip, we are actually able to 
write that biometric information within the passport along with the 
biograph data in the cover page, on data pages of the passport, and 
we can do a check to ensure that the person standing in front of 
us is in fact the same person whose image is coming up now on 
the screen in front of the inspector. 

So there is that link, and we do think that that gives us an 
added layer of security. 

Mr. LUNGREN. I have got a lot more questions, but my time is 
expired. 

The gentlelady is recognized. 
Ms. SANCHEZ. Thanks, Mr. Chairman, although you are the 

chairman, so if you—
Mr. LUNGREN. We are going to have a lot questions here. 
Ms. SANCHEZ. We all have a lot of questions. 
I am looking at the passport you are passing around. Do you 

have chips in these or are we just pretending? 
Mr. MOSS. No, Congresswoman, those passports have a chip em-

bedded in the rear cover, and in fact the data that has been written 
to the data page has been copied to that chip. The chip is very 
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small. Look at the passport you are holding, and turn to the pass-
port’s to the rear cover, it is in the upper left—I have got to think 
my own geography here—it is in the upper left corner. 

It is very, very small. It is approximately an eighth of an inch, 
[perhaps an eighth of an inch] square plus the antenna. It is de-
signed to be small even though it contains a great deal of data so 
that it is not obvious to the individual. 

Ms. SANCHEZ. Okay. We just wondered. 
Mr. LUNGREN. Now it is. 
[Laughter.] 
Mr. MOSS. Sir, we are not making it secret. We just do not want 

it to be bulging out of the back, if you would. 
Ms. SANCHEZ. That technology, do you think it will last for the 

10 years of the issuance of the passport? Because, I mean, my pass-
port goes in the back of my jeans, through the washing machine 
and God knows what else. 

Mr. MOSS. I guess the first point I would make is that passports 
and water do not mix well, nor do electronic passports, water and 
chips mix well. The point, though, about overall durability, is that 
we have actually contacted with our colleagues at the National In-
stitute of Standards and Technology to do extensive testing on the 
new passport, including looking at the issue of chip durability. 
That is one of the key factors as we assess proposals from vendors. 
We are certainly looking for a 10-year chip and the industry 
assures us that the chips will last for 10 years. We believe in ‘‘trust 
but verify’’. That is why we have hired NIST to help us do that. 

Ms. SANCHEZ. I have several other questions. The last one I have 
for you is these 600,000 passports that are missing in action. Are 
those invalidated? Do we keep a list? Can I come use my—

Mr. MOSS. We have actually changed our regulatory practice so 
that once you report a passport as being lost or stolen, it is invalid 
for international travel. We report it to INTERPOL, we share that 
data with our colleagues at the Department of Homeland Security, 
and I strongly urge anyone who loses a passport and then finds it 
and has reported it to the State Department, not to travel on it. 
It may not be a pleasant experience. 

But, yes, it is an invalid travel document. 
Ms. SANCHEZ. And to the Department of Homeland Security, this 

subcommittee has held on the Registered Traveler Program, and 
the estimate from the Department put the potential membership in 
that program might be up to 4 million United States travelers. TSA 
has yet to decide whether it is going to continue the program or 
what it is really going to look like. We just spent some time with 
them these past 2 weeks. 

However, it is my understanding that the Department is consid-
ering using the biometric registered travel card as an alternative 
to passports required under the Western Hemisphere travel initia-
tive; is that correct? 

Ms. DEZENSKI. No. Actually, that is not the case. We are looking 
at a RT-type concept as part of the solution to meet the Western 
Hemisphere travel requirements, but we have not made a decision 
that the current RT pilot programs and the card that we are 
issuing as part of those pilot programs would be an acceptable form 
of identification and citizenship validation to meet the Western 
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Hemisphere requirements. So I think we just need to make that 
distinction here. 

We think there are opportunities to take the RT-type concept and 
expand it to a border management process. 

And, Ranking Member Sanchez, you mentioned the SENTRI Pro-
gram, the NEXUS Program and other programs that we have al-
ready that serve somewhat in that capacity, and it is our goal to 
take those programs and combine them as part of a global enroll-
ment system within the Department. 

We want to get a handle on all of our registered travel type pro-
grams and link them into a system that is much more uniform and 
that allows for much more consistency in terms of background 
checks and requirements and what the card would look like and all 
those details that are associated with these type of programs. 

So when I mentioned that the Registered Traveler-type concept 
might be applicable, that is the vision that we have. 

Ms. SANCHEZ. So you are talking to the other pieces of the De-
partment to make sure that as they are going along on theirs you 
might have interoperability between everything? 

Ms. DEZENSKI. Absolutely. And that is already happening. We 
have a tremendous amount of activity within the Department 
mainly involving US–VISIT, Customs and Border Protection and 
TSA. Those are the three entities that have some piece of the Reg-
istered Traveler issue, if you will, and we are already looking at 
those issues of interoperability. 

Ms. SANCHEZ. And then I have a question for both of you. How 
many places does the State Department currently issue passports? 
And how many places does DHS currently issue NEXUS, FAST, 
SENTRI cards, et cetera? 

Mr. MOSS. The State Department has over 7,000 passport accept-
ance facilities around the United States. I should make it clear: 
They are not our offices but they are post offices, they are clerks 
of court, offices like this where people can apply for a U.S. pass-
port. We also have 16, soon to be 17, passport agencies that handle 
essentially walk-in traffic. But the big issue is, we do have these 
7,000 agencies. I can actually share with you a list of those in Cali-
fornia. I think there are over 600 in California alone. 

Mr. LUNGREN. The gentleman from California, Mr. Cox, is recog-
nized for 5 minutes. 

Mr. COX. I want to thank you very much, both of you, for your 
testimony. 

We have been passing around up here on the dais some of the 
sample passports and this Registered Traveler pilot program card, 
which is also embedded with a chip. And I am struck in the case 
of the passports in this card and virtually everything else that we 
have been discussing here this morning with the, in my view, mis-
use of the term, ‘‘biometric,’’ to describe a photograph. 

In my view, biometric must include some measurement, that is 
the whole point. But the way that we are using the digital photo-
graph, at least in the near term, is simply to have a human being, 
a government employee look at the picture, visually inspect the 
person who is presenting themselves and try and match the indi-
vidual with the photograph. That is not a biometric identification, 
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in my view. This is really no different than the Matthew Brady 
technology of the U.S. civil war. It is a picture, that is all it is. 

The chip, which may serve to frighten people across the country 
concerned about privacy, is really nothing more than information 
that could be written out inside the passport. It is data, which is 
information about the individual, place of birth, presumably, a 
whole lot of other things that you might seek to include, but there 
is no mysticism to it. It could be written out and enhanced as well 
as put on this chip. 

So talking about it as a biometric, we are talking about the 
length between the chip and the picture in a computer. I think 
masks the fact that there is no biometric identifier that is being 
used to connect the person to the document. We have to remember 
why we are here and what the point of all of this is, because it is 
supposed to be security. The purpose is to connect intelligence 
about terrorists to terrorist travel. So if a known terrorist were 
traveling under an unknown alias, we want to be able to stop him 
anyway. 

I am very concerned, Ms. Dezenski, about what you said, it is the 
first time I have heard the U.S. government say this in an official 
forum about fingerprints, that somehow facial recognition tech-
nology, which measures the bridge of my nose, the distance be-
tween my irises or an iris scan, which I have already subjected my-
self to as part of the Registered Traveler Program, is somehow less 
intrusive than getting a fingerprint. 

I do not think the U.S. government has any information that es-
tablishes that, that people believe that it is more intrusive to take 
a fingerprint than these other kinds of biometric measurements. 
But if you have data to support what you said, I would certainly 
like to know about it. Can you tell me what you are relying upon 
to make that statement? 

Ms. DEZENSKI. Certainly. The comments that I made earlier re-
flected the outcome of the ICAO process. As I mentioned, we have 
been working very closely with visa waiver countries and with 
ICAO to move toward the adoption of biometric requirements. And 
although I was not part of those discussions with ICAO, it is my 
understanding that in the process of this international collabora-
tion, the decision was made that a biometric digitized photo would 
in fact meet the requirement of a biometric within the travel docu-
ment and that that was the preferred biometric. 

Mr. COX. That I understand, but you made a different statement 
which is that in your view there is cultural resistance to the use 
of a fingerprint as a biometric. What is the basis for stating that? 

Ms. DEZENSKI. Again, that is a reflection of the ICAO discussion 
where many countries came to the table and although in our coun-
try we may not have the same concerns about using fingerprints, 
obtaining fingerprints, providing those fingerprints, it is not nec-
essarily shared with the rest of the world. And oftentimes there is 
the perception that if you are fingerprinting travelers, it is akin to 
booking someone on a criminal charge, for example. I mean, these 
are the kinds of perceptions that are out there in the international 
environment. I am not saying that that is necessarily what we be-
lieve here in the U.S. 
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Mr. COX. I think you need to be rather methodical about the way 
we go forward and not say that we simply cannot use biometrics. 
We are instead going to have a human being look at a picture, the 
same old rough justice form of identification that has been in use 
for years. What we do not want is for terrorists to be able to get 
good government documents because they have got fake breeder 
documents and they have got ways to essentially secrete them-
selves in the form of somebody else whose picture looks exactly like 
them, at least to the naked eye. 

If you will indulge me, Mr. Chairman, I will just remind our col-
leagues of a question that Eleanor Holmes–Norton asked at one of 
our hearings a few years ago. We were talking about Canadian 
truck travel across the northern border, and the Canadians had a 
card like this with a biometric, and we were all excited about the 
fact that this was going to much more rigorously identify who was 
coming across the border. 

And she asked during the hearing, ‘‘At what point do we check 
the biometric? How does that work? When does the person slide 
this card through something or whatever to check the biometric?’’ 
And the answer came back that only happens if the person in the 
booth thinks that the driver looks suspicious. 

So it was very clear that the lack of a biometric, the human 
interface, the judgment, the rough justice part of it introduced civil 
liberties concerns itself so that the crime of driving while looking 
suspicious turns out to be the way that we drill down into indi-
vidual suspects rather than just knowing who we are dealing with. 

It would actually, in my view, it would be a big improvement 
from a civil rights, civil liberties standpoint to be able to say, ‘‘You 
are you, we know that,’’ reduce the size of the haystack. A lot of 
voluntary programs like Registered Traveler can help us do that. 

There is ubiquitous technology right now. You can touch your fin-
ger to open your laptop. I do not believe there is any cultural re-
sistance to this whatsoever, and I also believe that the ubiquitous-
ness of the fingerprint as an identifier with criminal detective work 
around the world means that we are going to be able to tap into 
a lot more useful information if we do that than if we take the fan-
ciest technology that somebody tries to sell us in the form of facial 
recognition software, what have you. 

Thank you for allowing me that extra time, but, Mr. Chairman, 
I do think that the Department is making the right decision here, 
but I think that is because I think there is so little security pay-
back from this whole system, even if we get to the intended des-
tination. 

Mr. LUNGREN. I thank the gentleman for his comments. 
The gentleman from Mississippi, the Ranking Member Thomp-

son, is recognized for 5 minutes. 
Mr. THOMPSON. Thank you very much. And I want to take off 

from the chairman’s comments. What if someone steals the chip 
and puts it on the passport, and have we not altered the bio-
metrics? 

Mr. MOSS. Sir, in fact you have not. The technology that is being 
used is a technology that once the data is written to the chip by 
the United States or Germany or any other government, that data 
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is effectively locked down. It can be read thousands of times, it can 
only be written to the chip once. 

And if the data is changed on the chip, we use a technology 
called [a version of] Public Key Infrastructure, which serves to au-
thenticate that data. Literally, if one bit of data on the chip is 
changed, it will throw off a mathematical calculation and help to 
point out to the well-trained border inspector or consular officer at 
a post abroad looking at the same passport that something had 
been done to this passport. So just stealing the chip really does not 
do someone a lot of good. 

Mr. THOMPSON. Mr. Dezenski, in May of this year, we had two 
airlines diverted to Bangor, Maine, and it was said that en route 
the match on the name list indicated some problem. Why can’t we 
do the match before the plane leaves? 

Ms. DEZENSKI. Well, that is exactly where we are heading. You 
may be familiar with what is called APIS data, Advance Passenger 
Information, data that we now receive from air carriers about 15 
minutes after a flight takes off. It is essentially a manifest that is 
equivalent to the information on the data page of your passport. So 
the biographic information that is captured in the passport is gen-
erally the same as what is collected by the air carrier and what we 
call APIS data. 

We actually have two rulemakings that are related to this topic. 
The first was a rule that came out in early April requiring some 
additional data elements that fall under this category of APIS data. 
The second rule, which has not yet been released but is in the final 
coordination period within the Department and with OMB, is our 
APIS plus rule, which essentially will move that process back so 
that we are no longer receiving that information 15 minutes after 
the flight takes off. 

Because the rule is not final, I am not at liberty to talk about 
exactly what the timeframe will be, but I can tell you that we have 
had pretty intense discussions with the air carriers and other parts 
of the aviation community about how to get through the technical 
and operational challenges to receiving that information. Because 
we are working in pretty much a just-in-time environment within 
the airport, it is sometimes difficult to get that information well in 
advance. 

We are often asked the question, ‘‘Well, what about the informa-
tion that we receive or could be received at the point of purchase, 
for example, as a person buys their ticket, is it possible that we 
could get some of the data from that point onward? And it is very, 
very difficult to obtain that information from numerous sources if 
you think about how people buy their tickets these days. So we are 
really dependent upon the air carrier and when that person is 
checking in for their flight to get the full complement of APIS data 
that we need. 

Now, sometimes we have passengers that are transferring from 
other flights. Sometimes we have folks that are diverted, their 
flight is canceled, whatever the case may be. And so there will al-
ways be instances where we do not have all of the APIS data at 
the point where we would like to. So we are trying to come up with 
a solution that allows us to get as much of that data as possible, 
and our intent is to run those checks before that flight leaves so 



25

that we can deal with those potential threats before that flight 
takes off, and that will obviously help with reducing the number 
of diversions. 

Mr. THOMPSON. So are you now going to put an additional bur-
den on the carriers to get additional information? 

Ms. DEZENSKI. There are two pieces. We asked for two or three 
additional data elements. That regulation already went into effect 
in April. We think that is fairly straightforward. We have not had 
a lot of major concerns coming up. The more problematic piece is 
the timeframe in which we asked for that information, and that is 
where we have had a lot of negotiations, a lot of discussions with 
affected parties about the viability of getting that information. 

And then, of course, we have to run our checks on that data. So 
it has to be early enough in the process that we can run it through 
our system and get the information back to, in this case, the car-
riers if in fact we do not want to have a particular person board 
the aircraft.

SUPPLEMENTAL MATERIAL FOR THE RECORD

Question: Can you tell me, what kind of extra data do you ask for? (Page 45, line 
1034) 

Answer: We ask for the following information: country of residence; passport expi-
ration date, if a passport is required; and address while in the United States (num-
ber and street, city, state, and zip code), except that this information is not required 
for U.S. citizens, lawful permanent residents, crew members, or persons who are in 
transit to a location outside the United States.

Mr. THOMPSON. Can you tell me, what kind of extra data do you 
ask for? 

Ms. DEZENSKI. I cannot remember all of the elements. One was 
the destination address in the U.S. That was something we were 
not collecting beforehand, and we wanted to have a sense for where 
people were going. There were, I think, two other elements which 
I would be happy to get for you. 

Mr. THOMPSON. How can you prove where somebody is going? 
Ms. DEZENSKI. There is no 100 percent guarantee. It is another 

piece of information that we can add into our equation, but there 
is never a guarantee. 

Mr. THOMPSON. Well, I guess if you are putting the burden on 
the carrier to give you information that cannot be verified, it just 
looks like you are putting an additional burden on the carrier. 

Ms. DEZENSKI. Well, we believe that the additional data elements 
will in fact help us make a better risk assessment decision. Again, 
there is never 100 percent guarantee, but we do need to work with 
the carriers to get this type of information. 

Mr. THOMPSON. If I say I am going to Washington, D.C., and I 
am staying at the Hyatt on Capitol Hill, how can you verify that? 
If you are requiring the carrier to give you this information, are 
you now making the carrier policemen too? 

Ms. DEZENSKI. No. In fact, our goal with this APIS process is to 
take the process of checking information against our watch list in 
house. Right now, we are asking carriers to do a check against the 
no-fly list, for example. We want that process within the govern-
ment. We want to own that process, we need to own that process. 
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Mr. THOMPSON. Well, I think all of us want the process to be the 
best possible, but I cannot see the rationale for asking for informa-
tion that cannot be verified. 

Well, lastly, what is the timeline on the rule for APIS Plus? 
Ms. DEZENSKI. We are looking probably over the next couple 

months to get that issued. It is difficult for me to predict with 100 
percent certainty, given that we must complete OMB review and 
go through the final review process. But we are working as quickly 
as we can to get that out. 

Mr. LUNGREN. Thank you. 
The gentleman from Georgia, Mr. Linder, is recognized for 5 min-

utes. 
Mr. LINDER. Thank you, Mr. Chairman. 
How many other nations use digitized photos on their passports? 
Ms. DEZENSKI. Well, certainly, within the VWP Program, the 

vast majority do. I think about 25 of the 27 countries use digitized 
photos. Beyond the VWP group of countries, I am not sure. 

Mr. MOSS. Digitized photos are widely used around the world. 
They are utilized by many countries. China uses them, Russia uses 
them, many others, because they have a tremendous security ad-
vantage over physical photographs. They have really eliminated 
the problem of photo substitution—of literally changing the photo-
graph in the passport. 

Mr. LINDER. Are you having a problem with people putting on 
makeup to make themselves look like the photo in the passport, 
have you? 

Mr. MOSS. No, we have not, but that is of course one of the 
issues that having the data written to the chip and having the 
image there will help us with. 

Mr. LINDER. How many visitors to our country that do not live 
here come with a passport from, say, Saudi Arabia with the finger-
prints or a digitized photo? 

Mr. MOSS. Any visitor from Saudi Arabia will of course require 
a U.S. visa. They will have been subjected to a thorough screening, 
including the collection in almost all cases of two fingerprints as 
part of the visa application process. The State Department then 
shares that data with our colleagues at the Department of Home-
land Security and that data populates the US–VISIT database. 
And then when that traveler arrives with their Saudi Arabia travel 
documents, they are verified as being the same person who applied 
previously for the visa in Jeddah or Riyadh. 

Mr. LINDER. By fingerprint. 
Mr. MOSS. By fingerprint, yes. 
Mr. LINDER. Why don’t you do that for everybody? 
Mr. MOSS. Well, sir, we in fact do that for all travelers who ar-

rive here using a visa. 
Mr. LINDER. But not for American passports. 
Mr. MOSS. We do not include finger scans as part of the U.S. 

passport process. 
Mr. LINDER. Why? 
Mr. MOSS. The international community has focused on the issue 

of facial recognition as a globally interoperable biometric. That is 
what we have selected, I would emphasize,as our first generation 
biometrics. As we see what happens in terms of biometric stand-
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ards and in terms of efficacy, we may make additional decisions. 
But right now we are looking at facial recognition as our first gen-
eration biometric. 

Mr. LINDER. Do you disagree with Chairman Cox’s definition of 
biometric? 

Mr. MOSS. I never disagree with committee chairmen. 
[Laughter.] 
I would say, however, that in our experience in other aspects of 

the visa process where we have actually used facial recognition 
software in what are called, ‘‘One to Many Applications,’’ we have 
found some very, very impressive results from facial recognition 
software and its ability to match visa applicants against the same 
person applying literally using disguises or applying multiple times 
for the same benefit. 

Mr. LINDER. This picture we saw is going to be judged by an indi-
vidual standing there looking at it, not facial recognition software; 
is that correct? 

Mr. MOSS. I think it is fair to say in the first generation of appli-
cations, even at the ports of entry, it will probably be producing on 
the inspector’s screen, first of all, a much larger image. They will 
no longer be comparing a traveler to a one and a half-inch square 
photograph. It will be coming up as a large-size photograph. I think 
it is also fair to say that the Department of Homeland Security, in 
addition to its reliance on finger scans for US–VISIT, continues to 
have interest in the possible reliance on facial recognition software. 
That technology, though, is still evolving, and we will see where it 
goes over the next couple of years. 

Mr. LINDER. Ms. Dezenski, did you see The Washington Post this 
morning on the US–VISIT Program? 

Ms. DEZENSKI. Yes, I did. 
Mr. LINDER. Would you care to comment on the name matching 
Ms. DEZENSKI. Well, I think it is important to put that article 

into context. When we talk about 150 crew members that may have 
had some issues moving through the US–VISIT process, that is a 
very, very small fraction of the number of people that move 
through that program on a daily, weekly, yearly basis. We are talk-
ing about a very small fraction. 

Of the 150, I think, who were identified as having problems, only 
about half of those had a specific redress issue with the VISIT sys-
tem. The others were hits on our IBIS database and were referred 
to secondary for additional screening and clearing, as needed. 

Mr. LINDER. With fingerprints? 
Ms. DEZENSKI. Some of them were, yes. I do not know the spe-

cifics of any other cases. 
Mr. LUNGREN. Mr. Dicks is recognized for 5 minutes. 
Mr. DICKS. Our committee has been concerned that we made a 

mistake with the 2-finger system versus using 10 fingers, and it is 
10 fingers. Now, I understand, obviously, that does cause a cultural 
concern. I mean, I think we have to recognize that other countries 
may not think that is—they feel that they are being treated like 
criminals. And so it does present a problem. So maybe the facial 
digital picture is something that was done through ICAO, which is 
our UN, United Nations, group of experts on travel. This may not 
be a bad outcome. 
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The only other thing I would say is, I do not see anything wrong 
with having a person to have to put down where they are going to 
be. I think one of the questions we have had over the years is that 
people got into the country and we had no idea where they were. 
At least you have some place to start, and assuming that some peo-
ple put legitimate information and I think most people would about 
where they are going to stay or what hotel they are going to be at, 
et cetera. I mean, it cannot be verified, but at least it is a start 
of collecting information about where these people are in the coun-
try. We need to get them out of here or find them. At least we have 
some place to start. So I feel that that ought to be considered. 

Again, I am having a real hard time understanding why we ever 
got ourselves into a system that allows a person to get on the air-
plane, fly to Maine for eight hours and then take them off the air-
plane. To me, that just does not make any sense. I am to glad to 
hear you are trying to go in a different direction, but why did we 
do this in the first place? I mean, it is so ridiculous on the face of 
it, I cannot understand why we ever got ourselves into this. 

Ms. DEZENSKI. We are living in the post–9/11 environment, and 
the parameters under which we operate are aviation systems, the 
parameters that we use to collect data, to accept risk and deal with 
that risk is much different than it was pre–9/11. And so I think 
what we are seeing here is the use of legacy systems and legacy 
approaches that now have to be updated based on how we want to 
manage our system, how we want to deal with our threats and 
vulnerabilities now. 

And it is not uncommon that we run into scenarios like this 
where we may have access to some data but not all data. We may 
get some data at the time we need it but maybe not all of it. And 
so as we go through the systematic review process and we respond 
to mandates like we have in the Intelligence Reform Act, for exam-
ple, to get the safest data sooner in the process. We are going to 
make those course corrections, but I think we would fully agree 
with you that the old way of doing things and getting that data 
late in the game is not where we want to be to identify those 
threats and deal with those threats as quickly as possible. 

Mr. DICKS. Why didn’t we set it up so you could check before the 
flight leaves rather than 15 minutes after it leaves? I mean, that 
is not that much of a time difference. Why was it done that way? 

Ms. DEZENSKI. I cannot speak to—
Mr. DICKS. Isn’t there a way it can be done technically? Is that 

what you were saying? 
Ms. DEZENSKI. Well, there are most certainly technical limita-

tions to when we can get all the data. I think it is mostly a reflec-
tion, though, of the fact that in previous times perhaps the threat 
and vulnerabilities did not necessitate that that information be re-
ceived any sooner in the process. And now we know that is not the 
case. We need to get it sooner, we need to deal with those issues. 

Mr. DICKS. Did you say this would be resolved? 
Ms. DEZENSKI. We are trying to get the rule out as quickly as 

we can. Now, it will go through a notice and comment period. 
Mr. DICKS. It does have a great record of keeping its commit-

ments on reports or getting information back or doing things in a 
certain timeframe. How solid is this 2 months? 
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Ms. DEZENSKI. Well, we are doing the best we can to get this one 
out. Again, I think I have alluded to a lot of the concerns that we 
have been dealing with in trying to come up with a timeframe that 
is reasonable and does not have a negative impact on the oper-
ations for air carriers. We have a lot of things to consider in this 
process, and the last thing we want to do is put a requirement out 
there that leads to an effect that is worst than what we started 
with. So we really need to do this right. 

Mr. DICKS. I can understand there might be a few last minute 
changes of people getting on this airplane that would then neces-
sitate doing a check after the plane left. But there has got to be 
at least 95 percent of the people on that plane we know are going 
to be on that plane well before the plane takes off. So why couldn’t 
they check it before it takes off, and then if they have to update 
it, update it. But at least do a check before the plane takes off. 

Ms. DEZENSKI. You are absolutely right, some of that data is 
available. Some people come to the airport three hours in advance 
of their international flight. That data is available. We could start 
to do those checks. But it is not the case for every passenger that 
we are dealing with, so we have got to figure out what is the short-
est window in which we can operate where we can get the vast ma-
jority of that data and perform our check and be able to get back 
to the air carrier with that board or no-board decision for that list 
of passengers. And of course this happens thousands and thou-
sands of times, every time a flight takes off. So there are a tremen-
dous number of operational issues and technical issues to take a 
look at on implementation of this requirement. 

Mr. LUNGREN. The gentleman from Washington’s time has ex-
pired. I just might say that I am constantly refreshed by the enthu-
siasm and intensity of your feelings on this, and I appreciate it. 
Now I know why you went to the Rose Bowl. 

Gentleman, Mr. Pearce, is recognized. 
Mr. PEARCE. Thank you, Mr. Chairman. 
There seems to be questions whether or not fingerprints should 

be involved in a biometric passport. Briefly, do you all have an 
opinion? 

Mr. MOSS. I think you have to recognize that any requirement 
that we would attempt to impose on other governments would then 
expect us to meet the same requirement. I think it is fair to say 
the administration has no position on the issue of fingerprinting 
American citizens as part of the passport process. 

Ms. DEZENSKI. I can tell you that we are looking very closely at 
the enrollment process for US–VISIT and our biometric standards 
across the board to determine whether we want to move, for exam-
ple, from a 2-print enrollment process to a 10-print enrollment 
process. There is a lot of discussion about how to get to the best 
use of fingerprints. We would certainly defer to the State Depart-
ment on any thoughts with regard to using fingerprints, catching 
fingerprints as part of the U.S. passport issuance process. 

I can tell you that some European countries are looking at adopt-
ing fingerprints, although I do not believe that any final decisions 
have been made, and they are looking at the use of those finger-
prints within the E.U., not, for example, information that we could 
access. 
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Mr. PEARCE. Thank you. I think I am the only member in the 
committee with a border along the Mexican border, so I am very 
familiar with the WHTI and how it is supposed to aid in security 
along the border. I am also concerned that many residents in our 
district need to travel back and forth frequently, and so we worry 
about having a friendly border at the same time having a secure 
border, and that is a difficult balance. 

As far as the efforts to implement WHTI, what efforts to date 
have been made to implement the processes of that, and is it going 
to be implemented by December 2007? 

Mr. MOSS. Thank you very much for the question. The first point 
I would bring up is that we have still not published the Advance 
Notice of Proposed Rulemaking. It is very close to that publication. 
It should happen in the next, I would say, couple of weeks. 

Elaine and I have traveled thousands of miles, literally, doing 
outreach. In fact, I was just last week in Arizona doing the same 
thing. We are trying to educate people, we are trying to make peo-
ple understand that there is more than one phase to this program, 
that it does not all go into effect at one point. 

Both State and the Department of Homeland Security recognize 
that different travel documents work better for different uses. For 
example, if someone is getting on an airplane or getting on a cruise 
ship and going abroad, that really is travel for which almost exclu-
sively the passport is the appropriate document. We all recognize 
that the land border is a huge challenge. 

In this regard, during the month of July, the State Department 
is contracting to have surveys done at 16 border crossing areas to 
help us get our handle on perhaps our key unknown piece of—

Mr. PEARCE. Will it be ready to go by 2007? 
Mr. MOSS. That is what the law says, sir. [We are—] 
Mr. PEARCE. Are the RT cards going to be allowed to be one of 

the documents used? 
Ms. DEZENSKI. We are looking again at the RT concept. We have 

a couple of frequent traveler type programs that are in existence, 
which we have referenced as part of our outreach on this. We are 
going to move toward global enrollment in uniform Registered 
Traveler type programs to facilitate at the land borders—

Mr. PEARCE. Are we going to have the program kickoff to make 
sure that we can sustain it? 

Ms. DEZENSKI. Absolutely. 
Mr. PEARCE. Mr. Moss, what efforts is the State Department 

making to ensure that if we want to require passports to cross, that 
you can actually keep up with the load in a timely fashion? Again, 
these are my constituents who are going to be calling me asking 
me to call you, and I would like your home phone number as well 
if you have it. 

[Laughter.] 
Mr. MOSS. I will provide it, sir. The reality is that we are making 

major investments in cooperation with the Congress, and we will 
be talking to you about certain aspects of that, because we do need 
to increase capacity. Right now, this year, we are already issuing 
10 million passports a year, some of them are probably to WHTI-
related travelers. But as we look out a couple of years, we think 
that number could get up into the range of 15 to 17 million a year. 
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That is a big challenge for us, we have lots of initiatives underway, 
but we are going to need help from Congress as well. 

Mr. PEARCE. Thank you, Mr. Chairman. 
Mr. LUNGREN. The gentleman, Mr. Langevin, is recognized for 5 

minutes. 
Mr. LANGEVIN. Thank you, Chairman. 
I want to thank you both for being here testifying today. 
I wanted to turn my attention back to the durability lifespan of 

the biometric chip. I know the company that you are working with 
has assured us that it will last for the 10 years that it is expected 
to, according to what you just testified to, but one of the problems 
that I see is with a passport that has been somehow physically 
damaged, you can obviously see it, but if a chip has been damaged 
or we have all been in the situation where you are too close a mag-
netic source and the data on your credit card gets wiped off. And 
that is not going to be very obvious until the traveler gets to the 
airport. 

So what are you going to do in that case when a traveler gets 
to the airport and his or her passport is damaged, the data is gone 
off the chip and they are about to get on a plane? 

The second thing is if I am a potential terrorist and I know that 
they are going to look the other way or when I get to the airport 
they are going to let me on the plane, then they are going to do 
something to physically damage, intentionally damage the passport 
and the data chip and hopefully try to get on the plane without 
proper biometric screening. So can you address those questions for 
me? 

Mr. MOSS. Certainly. I think the first point I would like to reas-
sure you and others is that if the chip is damaged, as we say in 
our own rulemaking we will replace a passport with a damaged 
chip at no cost to the bearer. But the other point is, just as is the 
case right now, at the end of the day the default, if you will, secu-
rity mechanism in the chip is actually the data page itself. As long 
as the data page is intact, you as a legitimate traveler will be able 
to board that aircraft. 

You may, I would add, be subjected to some additional scrutiny, 
either entering the United States or entering another country with-
out an operational chip, but I think you will be able to travel. [You 
will be able to travel, there is no ‘‘think’’ about it.] 

I think on the point of deliberately damaging the chip and things 
of this nature, it is another issue. Clearly, I think part of the an-
swer to that is data share. I talked a little bit about that before, 
about trying to identify [mollified] terrorist travelers before they 
travel. 

I also think it is important to note in that regard that in some 
cases the only biometric we ever have on a truly dangerous traveler 
is in fact a photograph that has been acquired in some cases, get-
ting back again to the value of a photograph. 

Damaged chip, admittedly, they could do that, but we think that 
the chip is going to be very durable unless it really is deliberately 
attacked, and that will probably leave some evidence which would 
make an inspector or an airline official somewhat suspicious about 
the traveler. 
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Mr. LANGEVIN. Now, on that point, with respect to a chip poten-
tially being damaged or if technology changes so quickly, have you 
thought about the issue of reducing the timeframe from 10 years 
down to 5 years, both to allow us to incorporate new technology or 
to ensure that the information is current or the chip is not dam-
aged? 

And within that, have you also factored in, even if you leave it 
over 10 years, you factored in data migration issues? As a former 
Secretary of State, we were always grappling with the issue of the 
new machines being able to read the old technology, and that is 
something that I would like you to address? 

And can the State Department handle the additional production 
costs and associated activities that would go into reducing that 
timeframe? 

Mr. MOSS. [Okay.] Let me see if I can deal, first of all, with the 
validity period, because I think that deals with two or three of the 
other issues. We have looked at the validity period issue, sir, and 
if we were to take our projected demand of 12, 15 million passports 
a year and go from a 10-year book to a 5-year book, it would not 
exactly double but it would probably go up by about two-thirds. 

So now we would be back here with Congress looking for re-
sources to build a passport system that could sustain 25 million 
passport adjudications or replacements a year. That would be a 
daunting challenge, I think. It certainly would be for State. [I think 
DHS would agree with me, the same way.] 

In terms of technology, what we have tried to do is two things. 
One is, as I said in my earlier testimony, we have considerable un-
used capacity on the chip, so we are trying to, in one case, future-
proof the technology so that if we decide, for example, to go with 
iris scans as a second biometric, additional photographs, finger 
scans, something of this nature, we do not have to change our tech-
nology. 

The third point is, as technology evolves, one of our baseline ob-
jectives will be that it is always backwardly compatible so that the 
DHS passport reader in 2012 will be able to read passports issued 
in 2012 as well as in 2006. That is why the State Department is 
paying a lot of very bright people in the private sector, at NIST 
and at the Government Printing Office to help ensure that we can 
do that. 

Mr. LUNGREN. The gentleman’s time has expired. 
The gentlelady from Virgin Islands, Dr. Christensen, is recog-

nized for 5 minutes. 
Mrs. CHRISTENSEN. Thank you, Mr. Chairman. 
I am sure you know we are heavily dependent on tourism for our 

economic livelihood. Because so many of our visitors come from the 
U.S. mainland, I am going to be extremely concerned. Just yester-
day I answered one question to the press on that, and I want your 
assurance today that my constituents and myself will not have the 
requirement imposed on us as it has been posed on the other coun-
tries in the Western Hemisphere. 

Mr. MOSS. I would certainly invite you to make that comment as 
part of our advance notice of proposed rulemaking process, but I 
can assure you on both the State Department and DHS’ side, we 
both recognize your constituents are U.S. citizens and people trav-
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eling to the Virgin Islands or Puerto Rico from the United States 
are also U.S. citizens. We have no concept whatsoever, no thought 
whatsoever of imposing essentially an internal passport require-
ment on travel between U.S. territories and the United States, the 
main ones, I should say. 

Mrs. CHRISTENSEN. Music to my ears. 
[Laughter.] 
I am also concerned about the rest of the Caribbean as well and 

the impact of the initiative on my neighboring Caribbean islands. 
And in December of this year, the passport or other executive docu-
ment, as you will determine, will be required for all travelers to or 
from the Caribbean, Bermuda, Central America and South Amer-
ica. 

You have just extended the time on the Visa Waiver Program, 
and there is a lot of concern in the Caribbean. What is the possi-
bility that you would extend the time on the Western Hemisphere 
another year as well? 

Ms. DEZENSKI. As I think we mentioned earlier, the advance no-
tice of proposed rulemaking on the Western Hemisphere Initiative 
is still in the process of being cleared by the Department, both 
State and DHS, and ultimately OMB. We have most certainly 
taken into consideration the concerns that have come up about 
travel to and from the Caribbean, and we do understand that there 
are potential implications. We have looked at a couple different 
ways to phase in these options. 

One of the reasons why we are doing this as an advance notice 
of proposed rulemaking is precisely because of some of these con-
cerns and that we need to consider them as early in the process 
as possible. So although we have not issued specifics on what the 
proposed implementation date may be, we are certainly looking at 
some flexible requirements. 

Mrs. CHRISTENSEN. What is in place for the visa waiver countries 
to prevent someone from fraudulently obtaining a passport over-
seas in another country, who is not on a watch list or in our data-
bases, and entering the U.S. under the assumed identity based on 
their biometrics? 

Mr. MOSS. I think I actually have some rather good news for you 
in that regard. The countries that are in the Visa Waiver Program 
have to meet a variety of requirements, but one of the things we 
also look at is the integrity of their passport system. These are all 
very sophisticated countries. Quite honestly, many of them have 
database access, for example, national registries of births and 
deaths and things of this nature, which do not exist in the United 
States. 

I am very confident in the integrity of the way the U.S. passport 
is adjudicated. I certainly share that feeling about the way pass-
ports are adjudicated in the other visa waiver program countries as 
well. 

Mr. LUNGREN. Thank you. There has been a request to have a 
short second round before we go to the next panel. 

Let me just ask this, and we may be beating this to death, but 
it is very important for us in terms of a homeland security perspec-
tive, to make sure that the person standing before us is the person 
he or she purports to be. And some of us got excited about the ter-
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minology, ‘‘biometrics,’’ but I share the chairman’s concern that 
what we are really doing is looking at a picture. The picture may 
be embedded in the chip so that you can see it come up in a com-
parison, but that is recalls you all are doing. It is not any sort of 
software analysis of the face. 

Fingerprints are ubiquitous, and I understand the E.U. is more 
than thinking about it, I understand the decision is made that they 
are going to put fingerprints in their passports. But is the problem 
that if they put fingerprints in their passport, we cannot read them 
technically or that we will not be granted permission to utilize that 
against any database that they have? 

Ms. DEZENSKI. My understanding at this point is that they would 
only be considering the use of those fingerprints within the E.U. 
proper. So, for example, if they are stored on the biometric chip, 
we would not be able to access that information when we scan that 
passport at the U.S. port of entry. 

Mr. LUNGREN. Does that mean we would not be able to read it 
or we would not be able to read it and then access their database 
for identification purposes? 

Ms. DEZENSKI. Well, actually, both. We would not be able to read 
that information on the chip, and there would be no link back to 
an E.U. or a member country database for any type of check. 

Mr. LUNGREN. I understand the concerns you are expressing. My 
thought is, and I do not know if it is shared by other members of 
the panel, but that we ought to be in the vanguard of creating 
identifiers which will really answer the question, who is it in front 
of me, to the greatest extent possible. 

For the life of me, I do not see anything better than fingerprints. 
I share Mr. Dicks’ thoughts that if we are going to do that, we 
ought to go to 10 prints rather than 2. We ought to be in advance 
of that and then work our way in the diplomatic circles to try and 
get others to understand why it is important for us to have access. 
It is in their interest, it is in our interest if we are in a worldwide 
battle against terrorism. 

That is why I understand what you are saying. I am not trying 
to harp on you, but my feeling is we ought to be in the vanguard, 
we ought be presenting it, we ought to be making the case for why 
this is the way to make sense. As the chairman has said many 
times, we are looking for needles in a haystack, and right now we 
are looking at the largest haystack possible, whether it has gone 
through passports or whether it is forcing people to go through 
checks. 

And I have always thought, in terms of law enforcement and ev-
erything else that the idea is to limit the scope of the suspects that 
you are looking for. And to the extent we do not do that or give 
ourselves the tools to do that, we are making it more difficult for 
ourselves and we are making it far more expensive for ourselves. 

So just sort of an expression of frustration that I have. 
The gentlelady from California, if she has any more questions. 
Ms. SANCHEZ. I would agree with the chairman. I am just 

amazed that we would require another country to put a chip in 
their passports and then when they come to our country we do not 
really use that. I mean, why are we putting those requirements on 
them if we are really not going to have any access to it? 
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Ms. Dezenski, I want to go back to the last question you did not 
get to answer. Could you answer that question for me, how many 
places currently issue NEXUS cards, how many issue FAST cards, 
how many issue SENTRI cards? And how many places do you be-
lieve your Department is going to plan to issue Registered Traveler 
cards?

SUPPLEMENTAL MATERIAL FOR THE RECORD

Question: Could you answer that question for me, how many places currently 
issue NEXUS cards, how many issue FAST cards, how many issue SENTRI cards? 
And how many places do you believe your Department is going to plan to issue Reg-
istered Traveler cards? (Page 68, line 1613) 

Answer: Cards for NEXAS, FAST and SENTRI are issued by CBP at local (port 
of entry) enrollment center. The Current totals for each are as follows:

NEXUS—5 (Plus NEXUS Air Pilot) 
Enrollment Centers Crossings 
Blaine, WA Peace Arch 

Pacific Highway 
Point Roberts 

Buffalo, NY Peace Bridge 
Rainbow Bridge 
Whirlpool Bridge (NEXUS-only) 

Detroit, MI Ambassador Bridge 
Windsor/Detroit Tunnel 

Port Huron, MI Blue Water Bridge 
Champlain, NY Champlain 

Highgate Springs (VT) 

NEXUS Air Pilot is operational at Vancouver International Airport, BC.
FAST—17

Southwest Border Locations: Northern Border Locations:.
Brownsville, TX Belleville, New Brunswick (Houlton ME) 
Calexico, CA South Derby Line, Vermont 
El Paso, TX Champlain, NY 
Laredo, TX Fort Erie, Ontario (Buffalo, New York) 
Otay Mesa, CA Windsor, Ontario (Detroit, Michigan) 
Pharr, TX Port Huron, MI 
Nogales, AZ Pembina, North Dakota 

Portal, North Dakota 
Sweetgrass, Montana 
Blaine, WA 

SENTRI—2
Enrollment Centers Crossings 
Ca—Otay Mesa Otay Mesa 

San Ysidro 
TX—El Paso—Ysletta Port of Entry El Paso—Stanton Street Bridge 

With regard to the Registered Travel (RT) program, TSA’s RT pilot tests are oper-
ating at five airports across the country: Minneapolis St. Paul (MSP); Los Angeles 
Internation (LAX); Houston George Bush Intercontinental (IAH); Boston Logan 
(BOS); and Reagon National (DCA). A new pilot at Orlando has been launched to 
assess the feasiblity and effectiveness of using a public/private sector business 
model to implement RT.



36

Ms. DEZENSKI. I do not have the specific numbers with me, but 
I can certainly follow up for the record to get those enrollment sites 
for you. 

I can tell you that it is fairly limited. I think it is important to 
keep in mind that NEXUS and FAST and SENTRI were never en-
visioned as alternatives to passports. We think they are tools that 
can be useful in meeting Western Hemisphere requirements, but 
the way that the enrollment process is set up for these types of pro-
grams, it is normally at our busiest crossings and caters to those 
folks who cross very frequently. So we, again, have focused on 
those ports of entry where we have the highest volume. 

Now, we are expanding all of those programs over the next cou-
ple years, but I think it is important to get back to this idea of the 
Registered Traveler concept, because we need to look more broadly 
at how to encompass into some type of global process that would 
facilitate some type of card, particularly at the land borders. 

As far as the RT Program goes, we are in of course the pilot 
phase. We have agreed to extend that pilot I believe through Sep-
tember, and then we will make some determinations at the Depart-
ment level about how we continue that program. 

So decisions about the number of enrollment centers, for exam-
ple, will be linked into the broader discussion within the Depart-
ment about where we want that program to go. So there is no spe-
cific decision on that right now. 

Ms. SANCHEZ. And then, Mr. Moss, when I was younger I used 
to live in Italy and I had an American passport, and during my 
stay there, during one of the years my passport expired and I went 
down to the embassy and I redid it. Compared to what was issued 
here, it was pretty much hand-done, it seemed to me, at the em-
bassy. 

My question for you is two-pronged. When you lose your passport 
in a place like Italy and you go to the embassy, do you get a tem-
porary passport to go back or do you get issued a new passport? 

At that time, I had a new passport issued within 3 days, for ex-
ample, which was a re-up of another 7 years or 10 years or what-
ever the time was at the time. 

So under the two cases, if I lost it or if I was living in a different 
country and I needed to go and get it renewed, would I even get 
the same kind of passport that I had issued with the embedded 
chip and everything from an outpost like Rome, Italy, versus if I 
am in Uzbekistan or some other place? 

A load of questions there, but I am trying to understand what 
do we really have in hand? 

Mr. MOSS. Let me deal with the case of someone who is living 
in Italy or living in Uzbekistan and their passport is about to ex-
pire. They live there, they contact our embassy, they turn in their 
old passport, we do data entry, scan the photograph and that data 
then moves electronically back to one of our production facilities in 
the United States. They make the passport the same day, and it 
comes FedEx, as of July 5, back to the embassy abroad. In a place 
like Rome, Italy, you will usually have it within 3 or 4 days after 
you walk in the embassy. 

In the case of someone who is traveling abroad and may be in 
Italy today and in Germany tomorrow, we will issue a 1-year tem-
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porary passport. When you return to the United States after your 
trip, you turn that into us and you then get a full 10-year validity 
passport, paying for it only once. 

We went to the decision, by the way, of repatriating the produc-
tion back to the United States because it gave us the security sys-
tem. We make the same passport that is available in Rome as is 
available in New York or Washington. More importantly, it was 
also a good use of money. 

Placing this highly sophisticated passport production and person-
alization equipment overseas [just] simply is not a good use of the 
taxpayers’ money. 

Ms. SANCHEZ. What is the difficulty having 120 different coun-
tries that—

Mr. MOSS. Actually, I think you can get a passport at I think it 
is 240 different posts around the world. 

Ms. SANCHEZ. There are only 120—okay. Thank you. 
Mr. LUNGREN. The chairman of the full committee, Mr. Cox, is 

recognized for 5 minutes. 
Mr. COX. Thank you, Mr. Chairman. 
I want to begin by again thanking our witnesses. You are work-

ing on some very important matters here. 
I also want to see if I can peel down a little bit further on this 

question of where we are going, why and what is the purpose of 
all of this. I hope that our purpose is data security to the extent 
that we are imposing new requirements on travelers, our allies and 
other countries around the world, and that it is not an exercise, it 
is not something for its own sake. So I think it is a fair question 
to always ask, ‘what is the security payback’? 

My judgment is that there is little to no security payback in the 
so-called biometrics that is the subject of the Department’s recent 
decision, and that is why I think it is fine to put if off. Because, 
quite honestly, when it is all in place, there is still no real addi-
tional security or at least it is of marginal value. 

I do agree, for example, that looking at a bigger picture on the 
screen instead of looking at a little picture is a marginal improve-
ment. It has been commented on several times during this hearing 
that we are still just looking at a picture. That is all we are doing. 

I am struck that the mandatory biometric of facial recognition is 
essentially useless in finding known terrorists because there is no 
existing database. The same is true for iris scans or all the other 
fancy things that we might, as Americans, subject ourselves to. 

As Chairman Lungren was pointing out, there are international 
databases of criminals’ fingerprints that someday we might reach 
some international understanding to share a little bit more broad-
ly. 

I have to say that putting the chip on the card, linking the chip 
to the photo, with all of its shortcomings, sent me down a path that 
I am even less comfortable with than the fingerprints. I do not 
know what is going to go on the chip. It is a rather elaborate un-
dertaking to avoid doing the obvious, which is checking a real bio-
metric, such as a fingerprint, for a passenger, a traveler through 
the airport just by touching something. 

But to be very explicit about it, my privacy interest in the dis-
tance between the ridges on my fingertips compared to my privacy 
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interest in my tax records, my credit card usage, the library books 
I read, my medical history, my employment history and so on, all 
of which I think we would all agree in this room ought not to find 
its way into the chip on this card, is negligible. 

I do not want the government to know what I am reading, I do 
not want the government to know anymore than it needs to know 
about my medical history or all the other things that make me 
Chris Cox. I do think that something that establishes that I am 
Chris Cox and not Tom or somebody else around here so that I can 
go through the airport and proceed on my way is a help to me. 

So the point that we are trying to establish here is what is it 
going to take to find these terrorists? And if the iris scan that I 
have subjected myself to as a participant in the Registered Trav-
eler Program is not going to produce a database that has terrorists 
in it, it is of relatively less value. I do think the chairman’s right 
that we can reduce the size of the haystack that way, so it is a vol-
untary program, the Registered Traveler is, and maybe that is fine. 

But for most people who may not want to participate in such a 
voluntary program, the question is, how are we going to not focus 
on them in the most efficient, cheap, fastest way if they are not ter-
rorists? And it seems to me that that question is put very neatly 
by your predecessor who is going to testify on the next panel, Stew-
art Verdery, and I just want to quote from his testimony and ask 
you to react. 

He says, ‘‘I recommend that the United States match the bold 
steps of the European Union to include fingerprints in passports. 
The U.S. should advocate for fingerprints as a mandatory biometric 
in passports at ICAO,’’ and of course that underscores the fact that 
that is not the U.S. position. 

And, Mr. Moss, you said there is no administration position on 
this one way or the other, I believe, a moment ago. So we are not 
leaving it in ICAO, we are just simply saying that they have adopt-
ed fingerprints as a secondary way to do this after facial recogni-
tion, and we are just going along with the flow. 

Quoting from Mr. Verdery, ‘‘At a time when we are going to great 
lengths to build antiterrorism and law enforcement systems based 
on fingerprints, we will never be able to fully engage other coun-
tries if we decline, ourselves, to do what is needed.’’

So I would just ask for your reaction to that? 
Ms. DEZENSKI. I think my former colleague makes some good 

points. I want to go back to something Frank Moss said a while 
ago, which is we are at the beginning stages of using biometrics. 
We are really just starting, and I think we are going to see the evo-
lution of the use of biometrics, we are going to see more interoper-
ability between databases, we are going to see more cooperation on 
the international front. 

But we have got to start somewhere, and I think if I want to 
leave you with one message it is not to think that we are somehow 
not utilizing fingerprints. It seems to be the focus of where you 
want to go, and the use of fingerprints starts very early in the 
process. 

If you need to obtain a visa, if you are outside of the Visa Waiver 
Program countries, when you apply to the U.S. consulate, you are 
required to give 10 fingerprints. It is used to run a check against 
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what is called IDENT and IAFIS, which contains extracts of crimi-
nal records and what not. So that process happened when we are 
issued a visa. 

If you are in a Visa Waiver Program country, not only do you 
have the biometric requirements that we talked about in the past, 
but you are also enrolling on your first time entering the U.S. End 
of the program using your fingerprints. Right now it is two. We 
may at some future time look to expand to a 10-print, but those 
fingerprints are captured and when you come back for your subse-
quent visits you are checked against that fingerprint database. 

Again, we are at the beginning stages but there are multiple lay-
ers in this process that utilize biometrics in different types of ways. 
And there are two issues: One is verifying you are who you say you 
are, and the second piece is being able to run a test to ensure that 
you are clean. So we use biometrics to achieve both of those objec-
tives. 

Mr. COX. I am glad that that is where we were headed. I think 
it is manifest that we are not there now, and I hope we will in-
creasingly see our way clear to doing these things. 

Mr. LUNGREN. The gentleman from Washington, Mr. Dicks? 
Mr. DICKS. I want to make sure I got this straight. You said that 

for visa waiver countries, countries that are in the Visa Waiver 
Program, you check two fingerprints, right? Why can’t you, if the 
person who has got the passport, can that same person check the—
if this person says he is this person and he is from a Visa Waiver 
Program, can he check the fingerprints at the same time? 

Ms. DEZENSKI. Can the inspector check the fingerprints? 
Mr. DICKS. Yes. 
Ms. DEZENSKI. Yes. Let me walk you through the process of 

someone traveling from a VWP country, enters the U.S., and let’s 
assume that they have e-passport, so it has the digital photo and 
the biometric chip. When that person enters at the U.S. port of 
entry, their passport would be scanned in and read by our reader. 

It would look at the biographic data and would compare that to 
what is in the passport, and this chip would be unlocked, if you 
will, to display the picture that is encoded, which should match 
with the person standing in front of them and with the digital 
photo embedded in the actual passport. 

The second part of this process is the use of fingerprints for that 
VWP traveler. If it is their first time into the country under the 
US–VISIT requirement, we do an enrollment process which checks 
their fingerprint against numerous databases and ensures that 
they do not have some terrorist link. And as they come in for sub-
sequent visits, they are again asked for their fingerprint. We also 
take a photo, by the way, but they are asked for their fingerprint, 
and we do another check to make sure that the fingerprint in fact 
matches the record that we have on file for that person. So it is 
a two-part process. 

Mr. DICKS. And that is done right there when the person comes 
through. 

Ms. DEZENSKI. At primary. 
Mr. DICKS. But it is not part of the passport. You have to go into 

the U.S.? 
Ms. DEZENSKI. The fingerprint is not encoded on the passport. 
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Mr. DICKS. Right. We know that. 
Ms. DEZENSKI. Right. That is right. 
Mr. DICKS. But you have to use the US–VISIT system in order 

to use it. 
Ms. DEZENSKI. That is right, but it is all integrated into the read-

er. 
Mr. DICKS. On non-visa waiver countries, you use 10 finger-

prints. Now, in the testimony it says if you get into the question 
of quality of fingerprints, you are much better off to have 10. Why 
did we not do 10? I know there was a big rush to get something 
deployed, but the 10 is so much more effective. And if we did it for 
the non–Visa Waiver Program countries, why didn’t we do it for 
visa waiver countries? 

Ms. DEZENSKI. There are a couple of reasons. One, of course, is 
the facilitation piece. When you apply for a visa, there is more time 
in the process. You can take 10 prints, you could run that check 
if it takes 20 minutes or 30 minutes, usually you are still in the 
consular office. 

Mr. DICKS. That is whether it is a visa country or a non-visa 
country, right? 

Ms. DEZENSKI. Well, you are only applying for a visa if you are 
outside of the VWP. So this would affect travelers coming from—
right. So that is a different scenario than when you are at the port 
of entry standing in line along with thousands of other people, and 
we need to facilitate you through US–VISIT. There is no doubt, a 
2-print process is much quicker, but I will tell you that there has 
been a lot of discussion about whether we move to a 10-print en-
rollment versus a 2-print. The initial decision was made to use a 
two-print process. We will be looking at that as we move forward 
to determine whether or not we need to revise that policy. 

Mr. MOSS. Mr. Dicks, I would just like to clarify just so that we 
do not leave you with a misunderstanding. At this point, though, 
even in the visa waiver traveler situation, we are still only col-
lecting two fingerprints from the traveler at this time. Our goal 
over the next couple of years, as not only State and DHS ramp up, 
but so do the agencies that have to read these prints ramp up their 
capacity, is to migrate towards 10. But right now, if you are apply-
ing, as someone asked me in Saudi Arabia, we are taking your two 
index fingers at this point in time. 

Ms. DEZENSKI. I stand corrected. 
Mr. DICKS. Well, okay. That is important to know because you 

would wonder why if you are doing 10 there, why wouldn’t you do 
10 in the other situation? That is the only question I had. 

Thank you, Mr. Chairman. 
Mr. LUNGREN. Before we let you go, let me just ask one last 

question here. You say in this program not only do you have your 
embedded passport and you run it through the scanner or reader 
once we have the readers in place, but then a separate action is 
to capture the two fingerprints. And on the first occasion the per-
son comes in you run those fingerprints against our watch list 
database, correct? But, obviously, we are not running them against 
any European database. 

Ms. DEZENSKI. We are not, but we do receive information from 
INTERPOL, for example, that is routinely put into our system and 
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used for those types of checks. So although we do not have a real-
time link to INTERPOL, we do get information from those sources 
and put that into our system. 

Mr. LUNGREN. So even if the E.U. passport had embedded in it 
fingerprints, we could not read that, so there would be no way for 
us to check the fingerprint of the person who is actually presenting 
themselves with the fingerprint that is embedded in the European 
passport at some time when they have that as captured. 

Ms. DEZENSKI. We would only be able to read it if they allowed 
us to do so. So they would have to put the information on the chip 
and give us permission to read it. 

Mr. LUNGREN. I understand. I understand. What you are saying 
is when we check it against our watch list, if they are not on our 
watch list, they get a pass on that. And then you are saying when 
they come back, we match their prints with the previous prints 
given so that we just make sure they are using the same alias they 
used before. 

Ms. DEZENSKI. That is correct, but there is also a continual vet-
ting process. So as we get new information—

Mr. LUNGREN. No, I understand that. 
Ms. DEZENSKI. —we are checking our files. 
Mr. LUNGREN. It just strikes me that in the law enforcement and 

in the criminal justice community, we know how many mistakes 
are made with facial identification. Eyewitness testimonies are 
often times thrown out or are wrong and so forth. I know we are 
going to have trained people looking at it and they have got the one 
picture and the other picture. But you have got someone with fin-
gerprints, you have got them dead to right. That is why I am just 
saying our whole experience has been that fingerprints are the way 
to go. 

I appreciate it, and I just want to thank you for your testimony. 
It has been very, very helpful for us. We appreciate the work that 
you are doing. 

Other members may have other questions they might submit in 
writing to you, and we would ask if you would respond to that in 
a timely fashion. 

And we appreciate the work you are doing. Thanks. 
Ms. DEZENSKI. Thank you. 
Mr. LUNGREN. I now call the second panel. 
I would tell the other members that are here, we are expecting 

a vote around 1 o’clock. We are supposed to have a 15-minute vote, 
followed by a 10-minute debate, followed by a 15-minute vote, fol-
lowed by a 5-minute vote. It would be my thinking that when we 
have the first vote called, go back and vote then and then come 
back here because we have about a 30-minute period of time if you 
look at the two 15-minute votes and the 10-minute debate, and re-
sume. 

I appreciate the indulgence of the second panel, having sat 
through the first bit of testimony. As I explained, we will have a 
vote momentarily. My expectation is that we will go over there and 
vote, come back for perhaps a half hour, then go back for the last 
two votes and then return. 



42

I recognize at this time Dr. Martin Herman, the information ac-
cess division chief for the National Institute of Standards and 
Technology, to testify. 

And, again, I would just mention that your full written testimony 
will be placed in the record in its entirety, and we would ask you 
to try and limit your opening remarks to 5 minutes. Thank you. 

STATEMENT OF DR. MARTIN HERMAN, INFORMATION ACCESS 
DIVISION CHIEF, NATIONAL INSTITUTE OF STANDARDS AND 
TECHNOLOGY 

Mr. HERMAN. Thank you, Chairman Lungren, Ranking Member 
Sanchez and members of the subcommittee. And thank you for the 
opportunity to testify today about the biometric activities at the 
National Institute of Standards and Technology, which will help se-
cure Americas’ borders. 

Under the USA Patriot Act and the Enhanced Border Security 
and Visa Entry Reform Act, the Attorney General and the Sec-
retary of State, through NIST, were directed to make recommenda-
tions for means of verifying the identity of travelers entering the 
United States with visas. 

These recommendations were made in a joint report to Congress 
dated February 2003. Since this report was issued, NIST has con-
tinued to conduct an extensive biometric research and evaluation 
program. 

NIST, in close collaboration with the Department of Homeland 
Security, Justice, Defense and State, has performed many tests of 
fingerprint and face recognition systems in support of its statutory 
mandates. Fingerprint tests have been performed at NIST on the 
FBI’s Integrated Automated Fingerprint Identification System, or 
IAFIS, on DHS’ IDENT system, which is of course part of the US–
VISIT system, and we have also done tests on many commercial 
vendor systems. 

In the face recognition area, we have done tests on many com-
mercial as well academic systems. 

To support these tests, NIST has acquired very large sets of 
data, including 128 million fingerprint images taken from 18 mil-
lion subjects by several federal, state and county agencies. 

NIST Patriot Act recommendations are as follows: For one-to-one 
verification matching, NIST recommends the use of one face image 
and two index fingerprints, and all three biometrics should be 
stored in image form. 

For one-to-many identification matching, NIST recommends the 
use of 10-slap fingerprint images, and these 10 would be used for 
enrollment and checking of large databases. 

For both recommendations, the fingerprint images should con-
form to the ANSI/NIST 2000 standard. This standard, is also used 
in law enforcement for the electronic exchange of fingerprint im-
ages and is used to exchange fingerprints between the FBI and 
INTERPOL as well as with FBI and United Kingdom’s home office. 

Face images are not recommended by NIST for large-scale identi-
fication applications if fingerprints can be used. 

For verification matching, NIST tests have shown that contem-
porary fingerprint systems are substantially more accurate than 
face recognition systems in operational environments. However, 
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this should be qualified by the fact that any advances in face rec-
ognition technology since the last NIST face test, which occurred 
in the year 2002, any advances in technology have yet to be evalu-
ated. And we do believe there have been improvements in face rec-
ognition since then. 

The two fingerprint accuracy for the US–VISIT two fingerprint 
matching system is 99.6 percent with a one in 1,000 false positive 
rate. This means that one in 1,000 imposters will falsely be per-
mitted to pass the checkpoint. The best 2002 face recognition accu-
racy using a single-face image with controlled illumination was 
only 90 percent when one in 100 imposters are allowed through. 

When outdoor illumination, which of course is totally uncon-
trolled, was used in 2002, the best accuracy was 54 percent. 

Currently, in the US–VISIT system, illumination is uncontrolled 
when face images are obtained using the US–VISIT cameras. 
Clearly, for the current US–VISIT implementation, two finger-
prints are a much better solution than a single uncontrolled face 
image. 

For identification matching, expensive testing by NIST of com-
mercial fingerprint systems has confirmed the requirement of 10-
slap fingerprints. For all systems tested, the accuracy increases as 
the number of fingers increase. So the accuracy of searches using 
four or more fingers was higher than the accuracy of two finger 
searches, which is higher than the accuracy of single finger 
searches. 

For the US–VISIT fingerprint matching system, the overall accu-
racy using index finger pairs is 96 percent. For low-quality finger-
print data, the accuracy falls to 53.6 percent, while for high-quality 
data, the accuracy is 99.6 percent. 

The only tested method for improving matching accuracy for 
databases with lower image quality, or lower fingerprint quality, is 
to increase the number of fingers used. When 10 fingers are used, 
the accuracy for the most accurate commercial system tested ex-
ceeded 99.95 percent. 

Iris recognition is a potentially valuable technology that needs 
considerably more testing to determine its accuracy in operational 
environments. NIST is planning an iris data collection effort using 
10,000 individuals over the next year and will perform iris tests 
over the next 2 years. 

Thanks for the opportunity to testify, and I would be happy to 
answer any questions. 

[The statement of Mr. Herman follows:]

PREPARED STATEMENT OF DR. MARTIN HERMAN 

Chairman Lungren, Ranking Member Sanchez, and members of the Sub-
committee, thank you for the opportunity to testify today about the biometric activi-
ties of the National Institute of Standards and Technology (NIST) that will help se-
cure America’s boarders. 

Under the USA Patriot Act (Public Law 107–56) and the Enhanced Border Secu-
rity and Visa Entry Reform Act (Public Law 107–173), the Attorney General, and 
the Secretary of State, in consultation with NIST were directed to make rec-
ommendations for means of verifying the identity of travelers entering the United 
States with visas. These recommendations were made in the joint report to Con-
gress entitled ‘‘Use of Technology Standards and Interoperable Databases with Ma-
chine-Readable, Tamper-Resistant Travel Documents,’’ dated February 2003. 
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Since this report was issued NIST has continued to conduct an extensive biomet-
ric research and evaluation program. In particular, NIST is studying three types of 
biometric technologies: fingerprints, facial recognition, and iris recognition. These 
three biometrics were specified for international travel documents by the Inter-
national Civil Aviation Organization (ICAO). ICAO has specified face biometrics as 
required for such documents, while fingerprints and iris are optional. 

NIST, in close collaboration with the Departments of Homeland Security, Justice, 
Defense, and State has performed many tests of fingerprint and face recognition sys-
tems to support its statutory mandates. Fingerprint tests have been performed on 
the FBI’s Integrated Automated Fingerprint Identification System (IAFIS), used to 
perform criminal background checks; DHS’s Automated Biometric Identification Sys-
tem (IDENT), used as part of the US–VISIT system; and many commercial vendor 
systems. Face recognition tests have been performed on many commercial and aca-
demic systems. 

To support these tests, NIST has acquired very large sets of data. For example, 
NIST has obtained 128 million fingerprint images taken from 18 million subjects 
by several Federal, State and County agencies. This data includes rolled, slap, and 
flat fingerprints captured either from paper using ink or from live-scan readers. A 
rolled fingerprint involves capturing the full finger image as it is rolled from one 
edge of the fingernail to the other. Slap fingerprints involve capturing the four fin-
gers of a hand placed together on a flat surface, followed by a separate capture of 
the thumb. A flat fingerprint captures the image of only a single finger placed on 
the surface. 

NIST has performed tests of both verification matching and identification. 
Verification is a one-to-one comparison in which the biometric system attempts to 
confirm an individual’s claimed identity. The individual’s biometric information is 
submitted and compared to an existing template. In US–VISIT, this occurs during 
the time of border crossing when the system determines whether the person holding 
the travel document is the same person to whom the document was issued. 

Identification is a one-to-many comparison where the biometric system attempts 
to determine the identity of an individual. An individual’s biometric information is 
collected and compared to all the templates in a database. In US–VISIT, this occurs 
during the time of enrollment when a person is checked against a watchlist derived 
in part from the FBI criminal database as well as the IDENT databases. First a 
database is checked to determine whether the person is on the watchlist. Second a 
database is checked to ensure that the person has not been previously enrolled in 
the database under a different name. 

NIST’s activities require substantial financial and logistical support from external 
agencies, whom we are fortunate to collaborate with. For example, research and 
evaluation activities are coordinated through the National Science & Technology 
Council’s Subcommittee on Biometrics. NIST has also been actively working with 
several standards development organizations in development of fingerprint, face, 
and iris standards. These organizations include the International Organization for 
Standardization (ISO), the International Committee for Information Technology 
Standards (INCITS), and the American National Standards Institute (ANSI).
PATRIOT ACT RECOMMENDATIONS 

For one-to-one verification matching, NIST’s Patriot Act recommendation is to use 
one face image and two index finger prints. All three biometrics should be stored 
in image form. The face image should conform to the ANSI/INCITS 385–2004 stand-
ard. The fingerprint images should conform to the ANSI/NIST–ITL 1–2000 standard 
with 500 dots per inch (dpi) scan resolution. 

For one-to-many identification matching, NIST recommends the use of ten slap 
fingerprint images stored in type 14 ANSI/NIST–ITL 1–2000 formatted records. 
These 10 fingerprints could be used for enrollment and checking of large databases. 
This ANSI/NIST standard, entitled ‘‘Data Format for the Interchange of Finger-
print, Facial, & Scar Mark & Tattoo (SMT) Information,’’ is also used for the elec-
tronic exchange of fingerprint images, and is currently used for law enforcement 
purposes to exchange fingerprints between the FBI and Interpol as well as with the 
United Kingdom’s Home Office. 

Face images are not recommended by NIST for large scale applications. 
It is important to note that NIST’s process for arriving at these recommendations 

and therefore the recommendations themselves, do not take into account likely im-
pacts of implementing these recommendations on the U.S. economy, international 
reaction or contemplate the resources necessary to implement. 

Again these recommendations were issued in a joint report to Congress. Since this 
report was issued, NIST has conducted extensive testing of biometric systems that 
continue to support these recommendations. 
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VERIFICATION 
To verify a person’s identity, NIST tests have shown that contemporary finger-

print systems are more accurate than face recognition systems in operational envi-
ronments. However, this should be qualified by the fact that NIST has not tested 
facial recognition since the 2002 Face Recognition Vendor Test (FRVT). We believe 
there have been improvements in facial recognition since then. Department of State, 
for example, reports having success with facial recognition, both in one-to-one and 
one-to-many verification, with its Diversity Visa Program and in certain non-
immigrant visa applications. Also the Face Recognition Grand Challenge, a develop-
ment effort funded by multiple federal agencies and managed by NIST, aims to re-
duce the error rate by and order of magnitude over these levels. Preliminary results 
show that the community has met this goal in laboratory environments, but a defin-
itive answer will not be available until completion of FRVT 2005. 

Based on what we found in 2002, the two-fingerprint probability of verification 
(or true accept rate, TAR) for the US–VISIT two-fingerprint matching system is 99.6 
while the best 2002 face recognition probability of verification was 90 percent using 
a single face image with controlled illumination. (Controlled illumination involves 
controlled light sources that illuminate the face while taking the picture). Additional 
FRVT 2002 results show that face recognition performance decreases significantly 
under uncontrolled conditions; the best probability of verification was 54 percent 
when using outdoor illumination. Currently in the US–VISIT system, illumination 
is uncontrolled when face images are obtained. Based on the 2002 data, even under 
controlled illumination, the error rate of face recognition is 25 times higher than the 
two-fingerprint results. Clearly, for the current US–Visit implementation, two fin-
gerprints are much better solution than a single uncontrolled face image.
IDENTIFICATION 

For identification applications, extensive testing by NIST of commercial finger-
print systems has confirmed the requirement for ten slap fingerprints. During the 
Fingerprint Vendor Technology Evaluation, 2003, again funded by multiple federal 
agencies and managed by NIST, eighteen different companies? products were tested, 
and thirty-four systems were evaluated. Different data subtests measured accuracy 
for various numbers and types of fingerprints, using operational fingerprint data 
from a variety of U.S. Government sources. 48,105 sets of fingerprints (393,370 dis-
tinct fingerprint images) from 25,309 individuals were used for analysis. 

For all systems tested, the accuracy increases as the number of fingers increase. 
The improvement is both large and consistent. Although the actual benefits were 
found to vary by dataset and by system, the general trend was quite consistent. The 
accuracy of searches using four or more fingers was higher than the accuracy of two-
finger searches, which was higher than the accuracy of single-finger searches. 

These results are strongly dependent on fingerprint image quality. For the US–
VISIT fingerprint matching system, using Department of State (DOS) Mexican visa 
Border Crossing Card (BCC) data, the probability of identification (or true accept 
rate, TAR) using index finger pairs is independent of background database size over 
the range from 100,000 entries to 6,000,000 entries. Using the operational thresh-
olds, the probability of identification is 96 percent. If, however, fingerprint quality 
rather that database size is the controlling factor, then for low-quality data, the 
probability of identification falls to 53.6 percent. With high quality fingerprint im-
ages, the probability of identification is 99.6 percent. Image quality is important 
since the fingerprint quality of most archival law enforcement databases is lower 
than the quality of the data presently being collected by US–VISIT and will remain 
so for some time into the future. The only tested method for improving matching 
accuracy for databases with lower image quality is to increase the number of fingers 
used. When 10-fingers are used, the probability of identification for the most accu-
rate commercial system tested exceeded 99.95 percent, with a false accept rate 
(FAR) of 0.01 percent. 

Details for all the results described here can be obtained at http://
www.itl.nist.gov/iad/894.03/pact/pact.html.
IRIS 

Iris recognition is a potentially valuable technology that needs considerably more 
testing to determine its accuracy in operational environments. A recent non-NIST 
study of iris recognition has shown failure-to-enroll rates of about 2 percent. This 
means that 2 percent of the time, the system cannot perform an iris match. Finger-
prints have close to zero failure-to-enroll rates. NIST is planning an iris data collec-
tion effort using 10,000 individuals over the next year to obtain a vendor-neutral 
data set in operational environments. This plus other large-scale data sets will then 
be used to perform iris recognition tests over the next two years.



46

CONCLUSION 
As the Committee can see, NIST, in close partnership with federal sponsors and 

partners, has a vibrant biometrics program in the areas of fingerprint and facial rec-
ognition, and is also planning activities in the area of iris recognition. NIST tests 
have demonstrated that fingerprints are significantly more accurate than facial rec-
ognition for current US–VISIT applications, while iris recognition needs further as-
sessment. 

Thank you for the opportunity to testify. I would be happy to answer any ques-
tions the Committee might have.

Mr. LUNGREN. Thank you very much, Dr. Herman, for your testi-
mony. 

Now, the Chair would recognize Mr. Stewart Verdery, Jr., prin-
cipal at Mehlman, Vogel and Castagnetti, to testify. 

STATEMENT OF STEWART VERDERY, PRINCIPAL, MEHLMAN, 
VOGEL, AND CASTAGNETTI, INC. 

Mr. VERDERY. Thank you, Mr. Chairman and Ranking Member 
Sanchez, members of the committee. Thank you for the opportunity 
to return to your committee to talk about how we should be using 
biometrically enhanced documents to secure our borders. 

As you mentioned, I am at Mehlman, Vogel, Castagnetti. I am 
also Adjunct Fellow at the Center for Strategic and International 
Studies. 

As was mentioned by Chairman Cox during the prior round, I 
was Assistant Secretary for Border and Transportation Policy the 
first few years of the Department, and I am excited to have the 
chance to be here, along with my former colleagues, Frank Moss 
and Elaine Dezenski. We had a great relationship with State, you 
can see all these programs are working together, and Elaine is 
doing a great job of following in our footsteps and moving the ball 
forward on a number of these key issues. 

During my time at DHS, the Department deployed revolutionary 
uses of biometrics to secure our borders and transportation sys-
tems, and the most famous of these was US–VISIT and it seems 
it is now getting a lot of, I believe, misplaced criticism for not yet 
encompassing 100 percent entry-exit systems. 

Secretary Ridge took the bold step of being willing to build a sys-
tem in increments, because for many, many years before nobody 
could figure out how to do it all at once, essentially, and so nothing 
happened. And so he took the steps that we are going to airports 
and seaports, we are going to do exits, we are going to land borders 
in stages, in increments. And because of that decision, we now have 
100 percent biometric review of all foreign visitors at air and sea-
ports, of all visa holders at certain land ports of entry and of cer-
tain visitors departing the country at designated air and seaports. 

And I might just mention the 9/11 Commission took a very hard 
look at US–VISIT and basically said that DHS was on the right 
track, just to do it faster and better. 

The announcement last week by Secretary Chertoff concerning 
the Visa Waiver Program I believe was an appropriate one. As has 
been mentioned today, the original and worth goal of the Enhanced 
Border Security and Visa Entry Reform Act of 2002 was to bring 
biometrics to the border and to leverage ICAO to make that hap-
pen. The decision by ICAO to mandate a digital facial image, which 
could be compared to the person presenting the passport, could rep-
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resent a marginal increase in security by detecting persons with 
forged or stolen passports. 

However, as my colleague just mentioned, the software that 
would allow effective comparisons in actual field environments 
without generating unacceptable numbers of false positives is still 
under development. Allowing an additional year until October of 
next year to ensure interoperability of documents and document 
readers and enhancements to the facial recognition software is a 
wise one. 

As Mr. Moss outlined, biometrics will soon play a key role in the 
security of passports issued to U.S. citizens. It is clear that a well-
designed U.S. passport program is essential to securing our own 
borders to detect foreign imposters and perhaps even those entitled 
to a U.S. passport with ties to terrorism or serious criminal behav-
ior. 

It is more important to deploy an effective program, utilizing the 
best technology and procedures and privacy protections than to 
rush pilot projects out the door. 

Moving forward, biometrics can provide significantly greater ben-
efits to securing our borders and facilitating international travel, 
and my testimony goes into a number of these, I will mention a 
couple here briefly. 

I do agree that DHS needs to go move to an 8-or 10-print solu-
tion as opposed to 2-print. This was in our original proposal that 
when it was announced that we would migrate to this because of 
the reasons mentioned of the overload of the IDENT and the possi-
bility that some latent prints might not be picked up under the 
two-print system but no one should think that that means we 
should get rid of IDENT. The IAFIS system is incapable of oper-
ating as a real-time system, so the system has to built on 10 prints 
in IDENT, not IAFIS. 

Second, as Chairman Cox mentioned, the United States has 
never advocated mandatory collection of fingerprint information in 
foreign passports, in part, because we have never required our own 
citizens to provide fingerprints in our passport applications. And 
the United States the larger world community then are essentially 
building out two elaborate but somewhat conflicting border man-
agement systems. 

In one, governments are going to great lengths to collect finger-
prints, to share those amongst their own agencies, to share them 
internationally through INTERPOL and other mechanisms. In the 
second system, we are building out elaborate systems of tamper-re-
sistance passports and travel documents and readers of those docu-
ments capable of doing biometric comparisons. However, the man-
datory biometric of facial recognition cannot be utilized to find a 
known terrorist or criminal from the database because there is no 
such database. 

And I agree with the chairmen, both Chairman Lungren and 
Chairman Cox, and others, the historical resistance of government 
to fingerprint law-abiding citizens, not only in the U.S. but in 
Japan and Australia and other places, is weakening. The collective 
weight of 28 million successful enrollments in US–VISIT without 
privacy violations, without slowing down commerce, without horror 
stories is huge. 
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People are now becoming more willing to put aside nervousness 
about fingerprints aside to cut off the lifeblood of terrorists and 
that is mobility across borders. I recommend that the U.S. match 
the bold step of the European Union to include fingerprints in 
passports and that we should go back to ICAO and advocate it as 
a mandatory biometric. 

Talk for just a second about how biometrics can help on the land 
border, an issue that came up earlier. It is absolutely critical that 
Congress aggressively fund US–VISIT, that land border implemen-
tation is not delayed. Travel documents have to be retrofitted or re-
issued to include information capable of being read wirelessly. 
Travel lanes have to be constructed or altered to allow that 
connectivity. 

The exit feature is no less daunting. A reasonable goal over the 
next couple of years is construction of a system that would tell us 
when people have left, whether or not they have abided by the 
terms of their visa. The air side is also tricky. I think they are now 
ready to make decisions on how the air component is going to work 
with biometrics. 

Recently, I had a great example in Texas of finding a sexual 
predator trying to get on a plane, went to check out, US–VISIT 
caught him, law enforcement officials got him before he got on the 
plane, and he is now in jail. 

In my prepared testimony, I talk for a bit about what a guest 
worker program should look like, the use of biometrics to secure 
that. Just three quick recommendations: Any new applicant for a 
guest worker program should be required to submit 10 fingerprints 
for an IDENT/IAFIS review for terrorism and criminal activity; any 
new entrant should have a unique biometrically enhanced identi-
fication card that can serve as a travel document and an employer 
verification document. I will skip over the part about international 
registered traveler; absolutely critical to have that done. 

The last thing I would mention, it is very important that DHS 
and the rest of the government, the State Department increase 
their engagement with the international community. That means 
bilateral negotiations on fingerprint sharing and other biometric 
and biographic information sharing to make those checkpoints use-
ful. We only can do what we do, and sharing information is abso-
lutely critical. 

It is absolutely imperative to begin negotiations now with the 
European Union to make interoperability between US–VISIT and 
our bio-visa program, on one hand, and their visa information sys-
tem that is being developed, on the other hand, interoperable. Peo-
ple are not going to accept the fact that they know something we 
do not and vise-versa, and we have to go back and work with them. 

With that, I will be happy to answer any questions, and I thank 
you for the opportunity to be here today. 

[The statement of Mr. Verdery follows:]

PREPARED STATEMENT OF C. STEWART VERDERY, JR. 

INTRODUCTION 
Chairman Lungren and Ranking Member Sanchez, I thank you for the oppor-

tunity to return to your committee to discuss the use of biometrically-enhanced doc-
uments to secure our country’s borders. I am currently a principal at the consulting 
firm Mehlman Vogel Castagnetti, Inc. I also serve as an Adjunct Fellow at the Cen-
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ter for Strategic and International Studies, although the views in this testimony are 
my own and do not represent CSIS which does not take policy positions. 

As you know, following confirmation by the Senate in 2003, I served as Assistant 
Secretary for Border and Transportation Security Policy and Planning until my res-
ignation from the Department of Homeland Security in March of this year. In this 
capacity, I was responsible for policy development within the Border and Transpor-
tation Security Directorate, reporting to Under Secretary Asa Hutchinson and Sec-
retary Tom Ridge. BTS coordinated policy development and operational activities in 
the fields of immigration and visas, transportation security, law enforcement, and 
cargo security which largely were carried out in the field by BTS agencies—U.S. 
Customs and Border Protection (CBP), U.S. Immigration and Customs Enforcement 
(ICE), and the Transportation Security Administration (TSA). 

I am excited to have the opportunity to appear after the Committee has heard 
from the Department of State’s Deputy Assistant Secretary for Passport Services 
Frank Moss and Acting Assistant Secretary for BTS Policy Elaine Dezenski. I am 
proud of the extremely productive relationship DHS formed with the State Depart-
ment during my tenure and especially of the many initiatives I was privileged to 
pursue with Mr. Moss. And both as my former deputy and as my successor as As-
sistant Secretary, Ms. Dezenski has demonstrated great skill in tackling difficult 
public policy issues such as those being discussed today.
BACKGROUND 

During my time at DHS, the Department deployed revolutionary uses of bio-
metrics to better secure our borders and domestic transportation systems. Most fa-
mous of these success stories was the US–VISIT program. This initiative, discussed 
in full below, has come under criticism in recent months for not yet encompassing 
a 100% entry-exit system. These criticisms fail to recognize the necessity of deploy-
ing US–VISIT in manageable stages to ensure success. Before Secretary Ridge took 
the bold step of allowing an entry-exit system to be built in increments, year after 
year went by with no deployment because nobody could figure out how to deploy 
a universal system that would actually find unwanted criminals and terrorists with-
out crippling international trade and sparking outrage among the business persons, 
students, and tourists we need to attract to our country. Under the incremental sys-
tem, we now have biometric review of all foreign visitors except diplomats, children, 
and the elderly at our air and sea ports, all visa holders at our busiest land ports 
of entry, and certain visitors departing the country at designated air and sea ports. 

In addition to US–VISIT, DHS has utilized biometrics to facilitate secure travel 
across our northern and southern borders with the NEXUS and SENTRI programs. 
An even more ambitious international registered traveler program was announced 
by Secretary Ridge in January of this year to expedite known international travelers 
through immigration and customs processing. 

An important and overdue integration of biometric systems occurred over the past 
year when CBP reached full integration of its Border Patrol facilities utilizing the 
IDENT fingerprint booking system with the FBI’s IAFIS fingerprint system. This 
capability, reached ahead of schedule, means that CBP will be aware of any undocu-
mented immigrants detained by the Border Patrol whose fingerprints reside in the 
IAFIS system because they have a prior criminal conviction or outstanding warrant, 
or left a latent fingerprint at a crime scene. CBP can thus make more informed deci-
sions as to whether to detain such an individual or allow him or her to accept vol-
untary departure due to overcrowding in ICE detention space. 

While these programs are aimed at foreign visitors, biometrics will soon play a 
key role in the security of passports issued to American citizens. Under the elec-
tronic passport program being developed by the Department of State and the Gov-
ernment Printing Office, U.S. passports will include a biometric facial image and 
biographic information which will be read via a contactless chip by passport readers 
deployed by DHS. The United States, like many countries around the world devel-
oping biometric passports, has seen deployment of this round of e-passports delayed 
while technical issues have been ironed out in international organizations and pri-
vacy concerns have been addressed. It is clear, however, that a well-designed U.S. 
passport program is essential to securing our own borders to detect foreign impost-
ers and perhaps even those entitled to a U.S. passport with ties to terrorism or seri-
ous criminal behavior. It is more important to deploy an effective program utilizing 
the best technology and procedures available than to rush pilot portions of the pro-
gram out the door. I have great faith in the Department of State team to navigate 
these difficult issues and produce this necessary result. 

Also, while not the subject of this hearing, TSA has been building our biometri-
cally-based systems to support the Registered Traveler program, to conduct back-
ground checks of HAZMAT drivers and foreign flight crews, and to secure access to 
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sterile areas of transportation facilities through the Airport Access Control program 
and the Transportation Worker Identification Card. And, of course, numerous agen-
cies have been improving their use of biometrically enhanced identification docu-
ments for employees and contractors, a process that will improve significantly with 
the full implementation of Homeland Security Presidential Directive 12 issued by 
the President in August of 2004.

US–VISIT 
For many years after it was technologically possible, the United States lacked an 

automated entry and exit system that would allow us to know when foreign visitors 
arrive and when they depart. Following the bombing of the first World Trade Center 
in 1993, Congress demanded that an entry and exit system be installed at our ports 
of entry, but it did not happen, and none was in place on 9/11. Remarkably, on that 
date INS continued to rely on a paper system, and employees literally hand-keyed 
in departure information into a database weeks after the fact. With no exit system, 
and only a minimal, unreliable entry system, our entry and exit data was spotty 
at best, and criminals were able to come and go across our border, some of them 
dozens of times under different aliases, without detection. 

But in 2004, DHS rolled out the entry-exit system known as ‘‘US–VISIT’’. We im-
proved on the Congressional plan by adding a biometric requirement to the system. 
To capture biometrics, US–VISIT electronically scans a visitor’s index fingers and 
takes a digital photograph at a kiosk—all in the space of seconds. The biometrics 
captured by US–VISIT allow consular and immigration officials to confidently tie 
travelers to the visas and passports they are carrying, and permit the development 
of an internationally uniform standard for identifying travelers. 

As of May 31, 2005, DHS has enrolled 28,169,895 travelers in US–VISIT, with 
each watchlist check taking an average of 6 seconds. US–VISIT has allowed DHS 
to unravel the assumed identities of hundreds of foreign nationals attempting to un-
lawfully enter the United States. For example, an individual sought admission after 
flying into Newark International Airport. Everything appeared normal until his fin-
gerprints were scanned. It turns out that the man was traveling under an alias and 
was in fact a convicted rapist. He had previously been deported from the United 
States, and had a traveled here before, using 9 different aliases and 4 dates of birth. 
US–VISIT has helped us to identify and to reject over 600 other undesirable individ-
uals. These cases have utilized information originally collected in many different 
settings: by DOS during visa applications into the Consolidated Consular Database; 
by FBI during crime investigations into the IAFIS database; by foreign governments 
into Interpol; and by intelligence services. It is not possible to know how many ter-
rorists or criminals have been frightened away from attempting to enter our country 
because of US–VISIT, but I have no doubt that the number is substantial. 

However, certain analyses of the program, most notably a major piece in May 23’s 
Washington Post, have misunderstood the program and the decisions that led to its 
staged deployment. 

The article insinuates that key decisions made concerning US–VISIT were made 
by a handful of program officials and government contractors. Nothing could be fur-
ther from the truth. Nearly all aspects of the program have undergone exacting 
scrutiny from the White House Office of Management and Budget and the Home-
land Security Council, following robust debate and interaction with other key de-
partments including Justice, State, and Commerce. During my tenure at DHS, Sec-
retary Tom Ridge, Under Secretary Asa Hutchinson, Customs and Border Protection 
Commissioner Robert Bonner, and many others were intimately involved in devel-
oping policy guidance, interacting with other federal agencies and foreign govern-
ments, and supervising operations. The US–VISIT program team, led by Director 
Jim Williams, deserves great credit for effectively managing the program but they 
have done so under tight direction from the DHS leadership. 

The 9/11 Commission took a hard look at the US–VISIT and basically said that 
DHS was on the right track, just to deploy the system more quickly. As the program 
tackles difficult increments ahead, the public should know that its public servants 
have, despite immense technological and political challenges, deployed a system that 
truly has enhanced our security without destroying the attractiveness of the United 
States as a place to study, conduct research or business, or see friends or family. 
In short, US–VISIT is a government program that actually works.

VISA WAIVER PROGRAM 
As it is the most recent development in this area, the announcement last week 

by DHS Secretary Chertoff concerning the application of the statute requiring bio-
metric identifiers established by the International Civil Aviation Organization for 
travelers utilizing passports issued after October 26, 2005 for travel to the U.S. 
under the Visa Waiver Program merits discussion. I believe the outcome announced 
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by DHS is an appropriate one. The original, and worthy, goal of the Enhanced Bor-
der Security and Visa Entry Reform Act of 2002 was to leverage the international 
nature of ICAO to bring biometrics to the border. The decision by ICAO to mandate 
a digital facial image which could be compared to the person presenting the pass-
port could represent a marginal increase in security by detecting persons with 
forged or stolen passports. However, the software that will allow such effective com-
parisons in actual field environments without generating unacceptable numbers of 
false positives is still under development. Allowing an additional year until October 
of 2006 to ensure interoperability of documents and document readers and enhance-
ments to the facial recognition software is a wise decision. In addition, the damage 
to our economic relations and to the willingness of VWP countries and the European 
Union to work cooperatively on border management issues that enforcement of this 
year’s deadline would have caused hardly would have been worth the marginal im-
provements in security possible this year. It is also very important to remember that 
when the EBSVERA was enacted, there was no US–VISIT program to find terror-
ists or criminals about whom we have biometric information. Thus a reinterpreta-
tion of a somewhat vague statute to reflect changed circumstances is a reasonable 
resolution of a looming crisis.
NEXT STEPS FOR USING BIOMETRICS TO SECURE OUR BORDERS 

However, while the programs described above represent effective use of bio-
metrics, this technology can and should provide significantly greater benefits to se-
curing our borders and facilitating legitimate travel. Among the key recommenda-
tions I would like to provide the Committee to best put biometric technology to work 
include:
• Transition to 10-Fingerprint Collection 

It appears to have been somewhat forgotten amid the success of the 2-fingerprint 
system utilized by US–VISIT, but DHS promised from the beginning that a transi-
tion to 8 or 10 prints would be necessary at some point to address two separate 
weaknesses with the 2-print program. First, leading scientists at NIST and else-
where have long believed that an IDENT database populated by millions of 2-print 
records would eventually begin to generate unacceptable levels of false matches. 
While I am not aware that this scenario has begun to occur, it must be tackled 
ahead of a crisis. Second, I understand that a small but potentially important num-
ber of latent fingerprints collected from crime scenes or terrorist investigations may 
elude matching in IDENT if they come from different digits, such as from thumbs, 
than are collected under US–VISIT. Deploying 10-print readers to consular posts 
abroad and U.S. ports of entry is a necessary transition over the next several years. 

While many have discussed this issue in the context of the relative merits of the 
IDENT and the FBI’s IAFIS fingerprint databases, the need for DHS and DOS to 
capture 10 fingerprints should not lead one to conclude that our border management 
systems could be based on the IAFIS system. IAFIS was not designed to run on a 
real-time basis, meaning it is an unlikely candidate to serve as the platform for an 
entry-exit system. DHS requested fingerprints held in IAFIS to load into IDENT 
and has received increasing cooperation from DOJ in this regard, but it is critical 
to remember that the overwhelming majority of IAFIS prints are of U.S. citizens 
who do not register with US–VISIT. The linkages between the systems need contin-
ued improvement but it would take a major overhaul of IAFIS to even consider uti-
lizing it for real-time entry-exit purposes.
• Collection of Fingerprints in U.S. Passports 

The United States has never advocated mandatory collection of fingerprint infor-
mation in foreign passports, in part because it has never required that U.S. citizens 
provide fingerprints in their own passport applications. This decision needs to be re-
examined. In part due to this decision, the United States and the larger world com-
munity are building out two elaborate but conflicting border management systems. 
In the first, governments are going to great lengths to collect terrorist fingerprints 
along with biographic information, to share such information with other govern-
ments, and to ensure that agencies within their government are sharing relevant 
fingerprints. Within the U.S. government alone, massive efforts have been expended 
to ensure sharing of relevant biometric information between agencies. In the second 
system, countries are building elaborate systems of tamper-resistant passports and 
passport readers capable of doing biometric comparisons; however, neither the man-
datory biometric of facial recognition nor one of the optional biometrics, iris scan, 
can be utilized to find a known terrorist or criminal from a database, because such 
databases do not exist. 

The historical resistance of governments to fingerprint law-abiding citizens, not 
only in the U.S. but in Japan, Australia, and numerous other nations, is weakening. 
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The collective weight of the 28 million enrollments in US–VISIT is huge. The pro-
gram applies to all nationalities and races, has generated no privacy complaints, 
and has not impacted the speed of border crossings. At a time when terrorists have 
killed large numbers of people in Asia, Europe, Africa, and other areas of the globe, 
in addition to North America, people are understandably willing to put aside nerv-
ousness about fingerprinting in order to cut off the lifeblood of terrorists—mobility 
across borders. 

Thus I recommend that the U.S. match the bold step of the European Union to 
include fingerprints in passports and that the U.S. should advocate for fingerprints 
as a mandatory biometric in passports at ICAO. At a time when we are going to 
great lengths to build anti-terrorism and law enforcement systems based on finger-
prints, we will never be able to fully engage other countries if we decline ourselves 
to do what is needed. Taking this step for U.S. citizens who travel internationally 
might also allow us to avoid a national identification card that many believe is ap-
propriate for border security purposes. 

Of course the U.S. government could attempt to build a regime to allow one-to-
one biometric check between the person who applied for a passport and the person 
appearing for reentry to the U.S. based on an iris, hand geometry or facial recogni-
tion match. Such a system, however, leaves extensive fingerprint information unuti-
lized and denies us the ‘‘bully pulpit’’ to ask ICAO and other governments to march 
down the fingerprint path. It is also worth noting that current policy does not allow 
U.S. applicants to be vetted biometrically against criminal or terrorist databases be-
fore they are issued passports, meaning we may miss potential imposters or home-
grown terrorists or criminals. Nor are we in a strong position to ask other countries 
to vet their applicants against watchlists they maintain or have rights to access. I 
am encouraged by the strong efforts of DOS to vet applicants against name-based 
databases such as the Terrorist Screening Center and certain lists of persons with 
outstanding warrants, but a fingerprint capability would augment those efforts con-
siderably.
• Biometrics Are The Solution at Our Land Ports of Entry 

The next handful of years will see a convergence of major initiatives affecting how 
traffic flows across our land borders with Mexico and Canada: the deployment of 
US–VISIT to primary lanes of our land ports of entry and exit; the requirement that 
U.S. citizens, Canadians, and residents of certain Caribbean nations present a se-
cure travel document to enter or reenter the U.S.; and the possibility of a new guest 
worker program to ensure that foreign workers able to pass a security check are 
allowed to work for willing employers in the U.S. These three issues need to be con-
sidered in conjunction as border management systems are developed. 

First, it is absolutely critical that the Congress aggressively fund US–VISIT so 
that land border implementation is not delayed. This project is extremely difficult 
but essential. Travel documents for Mexican nationals, most significantly Border 
Crossing Cards used for millions of trips a year, must be retrofitted or reissued to 
include information capable of being read wirelessly at land ports of entry. Entry 
traffic lanes must be constructed or altered to allow for wireless connectivity to 
identify watchlist or criminal hits in time for an inspector to refer a potential en-
trant to secondary processing. While it may not be feasible to conduct a one-to-one 
check on all applicants (i.e., is the person holding the identification card the same 
person to whom it was issued), a one-to-many check (i.e. does the information on 
the card indicate a watchlist hit) should be feasible. 

The exit feature of the land borders is no less daunting as we currently have no 
exit infrastructure at all. A reasonable goal over the next several years is construc-
tion of a system that will inform DHS whether persons departing the U.S. have 
complied with the terms of their entry, with relationships built with Mexican and 
Canadian authorities to assist with the very rare case of a departing individual who 
needs to be apprehended immediately. 

In addition, I understand that maintaining current levels of funding for US–VISIT 
may delay full implementation of the exit component at air and sea ports. DHS has 
had enough pilot testing done on a variety of biometric exit models involving kiosks, 
departure receipts, and gate confirmation to make decisions on the best system to 
deploy. It is time to round out that aspect of our entry-exit system to identify those 
who violate the terms of their visa and the occasional but important instances 
where a known terrorist or violent criminal is attempting to depart the country. 
US–VISIT’s recent identification of a sexual predator seeking to leave the country 
in Texas is a great example of an exit enforcement capability. I also believe that 
having a robust exit system may allow the country to consider changes to the cur-
rent statutory standard that visa applicants prove that they are unlikely to overstay 
their visas. 
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Lastly, US–VISIT’s end state will include a ‘‘person-centric’’ inventory of all rel-
evant enforcement and immigration services information. When fully-funded and 
implemented, the program should put an end to the unwieldy and confusing system 
of records maintained regarding travel and immigration and will result into better 
service to legitimate travelers and students, and better enforcement tools as well. 

Second, the passage of the Western Hemisphere Travel Initiative last year as part 
of the intelligence bill means that millions of U.S. citizens returning the U.S. and 
many Canadians and nationals of certain Caribbean nations will be required to 
produce a secure travel document such as a passport or SENTRI or NEXUS card 
beginning in 2008. I congratulate the Congress for this important security enhance-
ment, but recognize that the law will create immense workload challenges for DOS 
and lifestyle changes for border residents. This increased workload makes the chal-
lenges to deploy US–VISIT and next generation passports all the more important. 

Third, discussion about a temporary worker program has intensified since Presi-
dent Bush’s 2004 request that Congress enact such a program in line with his immi-
gration principles. Some commentators have presented the issue as a choice between 
a new worker program and enhanced border security. Such analysis is wrong. It is 
the passage of a properly developed guest worker program that will bring massive 
improvements in border security and thus homeland security. Millions of undocu-
mented aliens have crossed the border illegally in search of work who present no 
risk of terrorism or organized criminal activity. Border Patrol agents in the field, 
however, have no way to differentiate between the individuals that make up this 
flood of human migration and the small but crucial number of potential terrorists 
or criminals that attempt to blend into the masses. Providing those who want to 
work and have no prior criminal or terrorist record a means to enter the country 
legally through ports of entry will make it much more likely that the Border Patrol 
will be able to locate and arrest the criminals and terrorists who will lose their 
cloak of invisibility that the current situation offers. 

However, those who are skeptical of this argument have understandable reasons 
for this view. For decades, enforcement tools to combat illegal immigration went un-
derutilized, underfunded, or unsupported by the employer community. While DHS 
has made substantial progress in enforcing the current regime, deploying a new 
guest worker program will require significant new resources for border and em-
ployer enforcement and for port of entry operations and facilities, development and 
issuance of tamper-proof identification documents, streamlining of the legal regimes 
that adjudicate the status of border crossers and undocumented aliens, and new 
avenues of cooperation between the U.S. and Mexican government. 

All of these enhancements to our current enforcement posture should support a 
basic motto of any new legislation: ‘‘deter and reward.’’ Those who are seeking to 
enter our country to work must be faced with a reality that crossing our borders 
illegally or attempting to work without proper certifications will be detected and 
punished with long-term consequences for violations. In contrast, those that follow 
the rules on applying for work, passing a security check, and crossing the border 
legally should be able to work and receive retirement and travel privileges. 

Among the specific recommendations I would like to provide the Committee con-
cerning the proposed temporary worker program related to biometrics are the fol-
lowing: 

• Interview and Criminal History Background Checks: Any new applicant 
should be required to submit ten fingerprints for a IDENT and IAFIS re-
view to demonstrate, in addition to any employment criteria designed to en-
sure that the entrant’s employment is not likely to be filled by a U.S. work-
er, that he or she has no ties to terrorism or history of prior criminal behav-
ior other than non-violent illegal entry to the U.S.; 
• Use of Biometrically-Enhanced Identification Documents: Any new en-
trant should be required to obtain a unique, biometrically-enhanced identi-
fication document that can serve as a document for entry under US–VISIT 
at a port of entry and as an employment verification document; 
• Employment ‘‘Insta-check’’: Employers should only be able to hire new 
temporary workers from outside the U.S. after DHS and fellow agencies 
have developed and deployed a ‘‘insta-check’’ system pulling biometric infor-
mation off travel documents to verify eligibility for employment and review-
ing Social Security and driver’s license numbers from new workers assert-
ing U.S. citizenship; 

These proposals address the machinery by which new entrants, legal and illegal, 
should be handled. Of course, any new temporary worker program also must be 
structured to allow existing undocumented workers to apply for employment. The 
security imperative for this class of aliens is that they undergo a vetting for ties 
to terrorism and criminal behavior before they are authorized for further employ-
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ment in the U.S. Understanding that a principal reason for the program is to con-
tinue an adequate supply of workers for current jobs, there is no reason that this 
security review cannot be conducted while the worker remains in the U.S. However, 
just as one of our bedrock principals of our overseas visa process is collection of bio-
metrics by a trained U.S. government official to ensure that the applicant is not an 
imposter, consideration should be given to requiring provision of biometrics by this 
population to a U.S. government official, especially if the resulting document will 
be utilized for international travel.

• International Registered Traveler Programs 
A key component of continuing to attract foreign travelers to the U.S. should be 

an international registered traveler program. This program would build on the ex-
isting CBP NEXUS and SENTRI programs for land and air travel between the U.S., 
Canada, and Mexico and bring to life the vision of Secretary Ridge’s January 2005 
announcement of such a pilot operating between the Netherlands and the U.S. 
While it would be beneficial to travelers who undergo enhanced vetting to receive 
preferential treatment at a foreign departure airport, the main use of biometrics 
would be to exempt IRT enrollees from normal immigration and customs processing 
at U.S. ports of entry. Enrollees would simply have their travel documents scanned 
at a kiosk, provide fingerprints to ensure a match to the documents, and proceed 
to pick up their luggage. This system will require construction of real-time 
connectivity to the IRT kiosks. On the front end, enrollees would need to be vetted 
for any connection to inadmissible behavior, including terrorism, criminal behavior 
or prior immigration violations. Especially for Visa Waiver Program travelers who 
have not been required to undergo a terrorism check because they did not apply for 
a visa, such a scrub will need to be thorough and include an interview by a trained 
U.S. inspector. If done correctly, the program would be an excellent example of risk 
management to enable CBP to focus on riskier visitors. It would also send a strong 
signal to the customers, clients, and coworkers of the world, whose travel we need 
to be able to expedite, that the U.S. is open for business.

• International Cooperation 
By definition, border management systems involve international cooperation, and 

the effectiveness of our use of biometrics will depend greatly on our ability to oper-
ate effectively in the bilateral and multilateral environments. Negotiating informa-
tion-sharing agreements or playing a leading role in international standards-setting 
bodies may not be as sexy as deploying new high-tech biometric equipment but both 
are crucial to our success. 

Developing information-sharing agreements with foreign partners is a laborious 
process that has to deal with varying privacy regimes, technical challenges, and con-
cerns about revealing sources and methods of intelligence. However, we know that 
terrorists and other criminals must use international travel to develop their plots 
and the development of robust sharing agreements of biometric and biographic 
watchlist information should be a high priority. Especially with allies like the 
United Kingdom and Canada, these types of agreements dramatically increases the 
odds of using travel checkpoints to find those who need to be detected. 

I would make a special mention of the European Union’s Visa Information System 
due to come on-line in the next several years. Having negotiated the treaty on air-
line passenger data with the EU last year, I know how difficult it may be to build 
interoperability between the VIS and our BioVisa/US–VISIT program. Now is the 
time to begin to tackle that challenge as our citizenries should expect these systems 
to share valuable intelligence when they are both operational. 

In addition, DHS needs to increase dramatically its engagement with foreign gov-
ernments and international standards setting bodies such as ICAO. The proposed 
merging of the BTS Policy office, the DHS Office of International Affairs, and other 
policy entities in DHS into a robust policy office is a necessary first step. DHS needs 
to develop a cadre of country specialists and DHS attaches to represent the depart-
ment in key international locations and to ensure that DHS policymaking does not 
stop at the water’s edge.

CONCLUSION 
I congratulate the Committee and Subcommittee for its continued cooperation 

with and oversight of DHS and its component agencies. I thank you for the oppor-
tunity to appear before you today and look forward to your questions.

Mr. LUNGREN. Thank you very much, Mr. Verdery, for your testi-
mony. 
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The Chair will now recognize Mr. Gregory Wilshusen, the direc-
tor of information security issues for the Government Account-
ability Office. 

And at the end of the testimony of our entire panel, I would sug-
gest we go over and vote and then come back. We will have about 
a half-hour period before the next vote. 

STATEMENT OF GREGORY WILSHUSEN, DIRECTOR OF 
INFORMATION SECURITY ISSUES, GOVERNMENT 
ACCOUNTABILITY OFFICE 

Mr. WILSHUSEN. Thank you, Mr. Chairman, Ranking Member 
Sanchez and members of the subcommittee. I am pleased to be 
here today to present a summary of GAO’s work on radio frequency 
identification, or RFID, technology. As requested, I will present a 
brief overview of RFID technology and discuss the security, privacy 
and other considerations associated with its implementation. My 
testimony today is based upon GAO’s recently issued report on this 
topic. 

RFID is an automated data capture technology that can be used 
to electronically identify, track and store information contained on 
electronic chip or tag. A radio frequency reader scans the tag for 
stored information and transmits the information to a database or 
display device using wireless communications. 

Several federal agencies have already begun testing and using 
this technology, including the State Department, which plans to 
use it in its electronic passport. The proposed U.S. electronic pass-
port is to have an embedded contactless chip. The chip is to store 
the same information printed on the data page of the passport and 
will include a digital photograph. 

Several security issues are associated with federal and commer-
cial use of RFID technology. These issues relate to protecting the 
confidentiality, integrity and availability of the information on the 
tags and in the databases. 

In particular, key security considerations include ensuring that 
only authorized readers or personnel can access or read the infor-
mation on the tags and in the databases, maintaining the integrity 
of that information, ensuring that critical data is fully available 
when needed and protecting against attacks such as skimming, 
which is the surreptitious reading of electronic information without 
the holder’s knowledge, and eavesdropping, the interception of in-
formation from the tag while it is being read by another reader. 

Without effective security controls, data on the tag can be read 
by any compliant reader, data transmitted through the air can be 
intercepted and read by unauthorized devices, and data stored in 
the databases can be accessed by unauthorized users. 

Information security tools and practices are available to address 
these issues. Complying with a risk-based framework mandated by 
the Federal Information Security Management Act of 2002, or 
FISMA, and employing encryption and authentication technologies 
can help agencies achieve a stronger security posture. 

Among the key privacy issues are using the technology to obtain 
or process information about an individual without that individ-
ual’s knowledge or consent, tracking an individual’s movements 
and profiling an individual’s habits, tastes or predilections. 
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The Privacy Act of 1974 limits federal agencies’ use and disclo-
sure of personal information, and the privacy impact assessments 
required by the E–Government Act of 2002 provide a framework for 
agencies to follow in assessing the impact on privacy when imple-
menting RFID technology. 

Additional controls are proposed to mitigate privacy issues, such 
as using as the deactivation mechanism on the tag and incor-
porating blocking technology to disrupt transmission are in 
progress. 

In addition to security and privacy, there are other issues to con-
sider when implementing this technology. These include the inter-
operability and reliability of the tags and readers, the placement 
and orientation of the tags and the cost and benefits associated 
with implementation. 

To summarize, the use of RFID technology can provide many 
benefits; however, security, privacy and other considerations need 
to be adequately addressed in any implementation of this tech-
nology. 

Mr. Chairman, this concludes my statement. I look forward to 
your questions. 

[The statement of Mr. Wilshusen follows:]
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Mr. LUNGREN. I thank the panel for their statements. 
We are going to recess now to go over and vote. I am coming 

back. I hope some other members can come back. It is one vote. 
Well, it is one vote, then a 10-minute debate, then 15-minute 
vote—oh, they changed it now. 

Well, if the gentlemen would like to start, I will let him start 
then. 

Mr. DICKS. Let me ask you, Mr. Herman and Mr. Verdery, one 
of the things I was concerned about was when the decision was 
made by DHS to use in the US–VISIT Program 2 fingerprints 
versus 10 fingerprints. Now, NIST did a big study on this, and one 
of the concerns they had was that here you have got the FBI sys-
tem that is built on 10 fingerprints and it would be much better 
if we had a consistent system. 

And everybody on Capitol Hill was trying to tell this to the ad-
ministration. We had Asa Hutchinson up here for a private meet-
ing to explain to him that the technology with 10 is much better, 
and the only answer we got back was, ‘‘Well, we have to do this 
incrementally.’’ This is Mr. Verdery’s position. But if it is wrong 
and it is less effective and it is going to have to be redone, why 
do it? Why didn’t we do it right the first time? 

Dr. Herman, do you have any wisdom on this? 
Mr. HERMAN. Well, this is certainly what we recommended in 

that 2003 report. 
Mr. DICKS. Mr. Verdery, why did the administration against all 

of this advice go the opposite direction, which could be extremely 
costly if we have to redo this system? 

Mr. VERDERY. A couple of things. One, it is not costly. The 
amount of money that went out for the readers is a pittance com-
pared to the overall cost of the program. To deploy the little small 
fingerprint readers is a drop in the bucket compared to the budget 
of this program, much less the rest of the Department. 

Second, we would have no program if we had waited to do a 10-
print deployment because it would require retrofitting overseas of 
all the consular posts at the little windows. There is no way to put 
a 10-print reader there without retrofitting those offices. And also 
the connectivity required to build out 10-print. 

Now, the things is I think people will get confused sometimes. 
The 10 prints has nothing to do with the fact the FBI has a 10-
print system. It is more data that reduces the chance of making a 
mistake. But it is not because the FBI has 10, it is because you 
have more data. 

Mr. DICKS. Yes, but you get that database, right. If you had 10 
fingerprints, you would get—

Mr. VERDERY. You cannot, because IAFIS cannot work on a real-
time basis. It can only work when they give us prints ahead of time 
and we load them into IDENT. And that is what they have been 
giving DHS is prints that are built into IDENT. There is no real-
time connectivity at IAFIS because it does not work that way. It 
takes days to get an answer from IAFIS. 

Mr. DICKS. Mr. Herman, do you have any comments on this? 
Mr. HERMAN. Well, just that if IAFIS were to be used for back-

ground checks, there is certainly the real-time issue, I agree, but 
if it were to be used for background checks, it would have to be 10 
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fingers because IAFIS will not accept two fingers. The only way to 
use the FBI criminal database for background checks is to use 10 
fingers. 

Mr. DICKS. So by going with two fingerprints, we, in essence, 
eliminated the ability to use IAFIS. 

Mr. VERDERY. No, no, because we requested and got cooperation 
slowly from the FBI to build in the prints of foreign-born criminals 
and people with outstanding warrants and a number of other class-
es into IDENT so you get that capability. It does not check on a 
real-time basis against all 43 million IAFIS prints, most of which 
are U.S. citizens because that is just not possible. If we were trying 
to run it as a real-time system against IAFIS, people who landed 
at Dulles—

Mr. DICKS. All these experts who said it was possible, all kinds 
of companies said it could be done, that this was a major mistake. 

Mr. VERDERY. I have never seen—sorry. 
Mr. DICKS. Well, we have got SAGEM Morpho, a French com-

pany who has done a number of countries, said this could have 
been done, 10 fingers was the right way to go, and this was a major 
mistake that would wind up costing a lot of money to fix later. 

Now, maybe you are wrong on this but this was certainly called 
to the Department’s attention, and to me I am still—I am glad to 
hear all these different views. I am still trying to find out just ex-
actly why the Department did what it did. 

Mr. VERDERY. There are separate questions. There is the 2 
versus 10, which I agree, we should move to 10, but we would still 
be waiting to do 10 now. We would have had no system the last 
2 years, this town over 600 people. We would be just doing nothing. 

So that is the question, do you want the 2-print system that has 
a great record or nothing while you are building out the 10-print 
system is the first question? And the second question is, can IAFIS 
work as a backbone of a 10-print system, and the answer I have 
never seen anyone say anything but no. But I agree with you, we 
do need to go over 10 prints over time, as it is feasibly possible. 
Otherwise, you have nothing. 

And just in terms of how this happened, under the law, the At-
torney General, the DHS Secretary and the Secretary of State all 
had to agree on the two-print system and that was agreed to by 
Attorney General Ashcroft—

Mr. DICKS. They did not go a very good job of explaining back 
up here on the Hill why they felt—the effort was pretty minimal 
in terms of trying to explain it to us about all these facts. I am glad 
you explained it better. 

[Recess.] 
Mr. LUNGREN. I will just reconvene the subcommittee. 
I am sorry, we have had some unexpected votes that are of a pro-

cedural matter, and we do not know how long that is going to go 
on, so rather than have you just sit here, I thought I would come 
back and at least get one round of questions in before I have to go 
back for the next vote. 

Dr. Herman, according to studies by the NIST and others, var-
ious biometrics show promise in identification capabilities, the iris 
biometrics versus the fingerprint one; however, as far as I know, 
there is no existing repository of data on irises. So what is the util-



81

ity of that for which we are investing in those kinds of tech-
nologies? 

Mr. HERMAN. Well, iris could be used for the on-to-one match. So 
you mentioned some programs, Registered Traveler. It can be used 
where checking against the terrorist database is one thing, check-
ing to see whether you are the same person issued a travel docu-
ment is different. And iris can certainly be used in that. Those are 
the kinds of applications that most people are think gin about for 
iris. 

Mr. LUNGREN. Mr. Verdery, what do you say about the applica-
tion of iris? Because in the back of my mind on all of this is how 
practical are these things, how do we make them work effectively 
and efficiently? It just seems to me fingerprints seem to be the 
most capable of being utilized for various different identification 
and matching purposes. 

Mr. VERDERY. Well, a couple things. And you always have to 
think of what is the point of what you are trying to do, and, usu-
ally, this means trying to conduct a one-to-one match, as was just 
mentioned. Is the person standing in front of you the person that 
they claim they are? And also a one-to-many match is the person 
standing in front of you, no matter who they claim to be, are they 
a problem based on the terrorist database or other database? And 
in some cases, you are not quite as worried about the second one, 
access to a facility where you have got other layers of security, 
where you might not be as worried about a one-to-many check 
every time. So an iris could work in those circumstances. 

But also as a good backup there are a small but when you load 
up the numbers a decent amount of people whose fingerprints can-
not be read due to historical factors and the like, and so having a 
backup is very good in those kinds of cases. That is why it was 
done during the Registered Traveler pilot as a backup in some 
cases. 

So, no, it is not good for finding a terrorist out of the group, but 
it can be used in certain specialized situations. 

Mr. LUNGREN. Do you have any sense or have you seen any sur-
veys or was there any research done on whether there is some cul-
tural reluctance for American citizens to submit to fingerprint as 
opposed to iris identification? 

Mr. VERDERY. I am not aware of any scientific research. I am 
sure there is some, but I am not privy to it. Again, I felt a little 
bad for my colleague, Ms. Dezenski, sitting here answering these 
questions when, in all actuality, the decision to go to ICAO and ad-
vocate for facial recognition as a biometric standard in documents 
was not DHS, it was the rest of the government. It actually oc-
curred just before DHS came into existence in early 2003, and the 
State Department carried that message, but it was a U.S. govern-
ment decision. It was not DHS’ decision. 

The question is now should we go back and try to reverse that 
position, and I think, again, as I testified, I think it would be a 
wise move, although I would not want to lead anyone into thinking 
that it would be met with easy success. 

Mr. LUNGREN. Mr. Wilshusen, what are the privacy concerns con-
sidering RFID technology? And what has been done to improve the 
security of these chips? 
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Mr. WILSHUSEN. Well, there are several privacy issues, and these 
include using the technology to obtain or process information from 
an individual without that individual’s knowledge or consent. That 
could be, for example, done by skimming. Also, just—

Mr. LUNGREN. How do you do that? I mean, practically, if I have 
got a card myself, what would—

Mr. WILSHUSEN. Well, one would need for an individual, or unau-
thorized user, if you will, would need to have a reader pick up the 
radio frequency emitted by that particular chip or tag and be able 
to access the data on that tag. 

Mr. LUNGREN. Is that difficult technologically? 
WILSHUSEN; No, not necessarily, no. It would be the same type 

of readers and available that are used for legitimate purposes, but 
it would have to be compliant and meet the same standards that 
are set up for that application. 

Mr. LUNGREN. Do you have to be in close proximity, physical 
proximity? 

Mr. WILSHUSEN. Generally, so, yes. How close is a matter or 
function of what type of chip and what radiorequency is being used 
in that application. 

Mr. LUNGREN. So, obviously, it is whatever information is there. 
The information is merely the name. Okay. So name, address, birth 
date, which could just be as easily printed on there and someone 
could read it themselves. 

Mr. WILSHUSEN. That is correct. 
Mr. LUNGREN. What is the durability of these devices? Do we 

have to be concerned about how readily they can be interfered with 
or destroyed or through accidental exposure to water or something 
that renders them inoperable? 

Mr. WILSHUSEN. In terms on the e-passports? 
Mr. LUNGREN. Yes. 
Mr. WILSHUSEN. Well, our particular review was at a govern-

ment-wide level where we looked at and identified initiatives across 
the different agencies. We did not do an in-depth review of e-pass-
ports specifically but how long the chips can last, depends upon, 
their use. I will actually defer to the gentleman from NIST on how 
long they may last. I think there might have been a question ear-
lier. 

Mr. HERMAN. That is outside of my area of expertise. There is 
a different part of NIST, and I guess it needs to be explained. We 
do the work in the biometrics area. There is a different part of 
NIST that does work on RFID chips. And we could certainly get in-
formation for you if you want, but that is just outside my area of 
expertise. 

Mr. LUNGREN. My thought is that we ought to know that. I 
mean, I do not know. I do not have any idea. I would hope that 
whatever we move to is going to last as long as the passports we 
have or if there is a need for us to update—I am trying to think 
whether there would be a need for us to update information on a 
regular basis, probably not. 

This is just basic information, Mr. Verdery; is that correct? 
Mr. VERDERY. That is right. That is right. And also, I mean, it 

is worth pointing out that even outside the government’s fears, as 
important as it is, the topic of today’s hearing, the commercial sec-
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tor is exploding with uses of RFID, your EZ Pass and your Smart 
Tag at the gas station and a zillion other uses. So they are going 
to lead the way in the technology standards and durability for pur-
poses outside the government perspective, and it is a huge indus-
try, domestic suppliers, foreign suppliers, and that is going to lead 
the agenda here on durability and other factors. 

Mr. LUNGREN. Can you tell me why it takes so long for us to de-
velop these things? I mean, if in fact you are talking about how the 
private sector takes the lead on this and we have these technology 
changes and so forth, they seem to come with such rapidity, is it 
because of the privacy concerns that we have that it takes us such 
a long time to really kind of put these things in train and start 
them moving? 

Mr. VERDERY. Well, I think there are a lot of different factors. 
I mean, when Congress passed the law in late 2002 asking for 
ICAO to come up with the standard, they began the motions to do 
that. ICAO is your typical international organization. It moves as 
quickly as it can but it is bringing, whatever, 187 countries into 
general consensus with difficult technical standards. They were 
moving as quickly as they can. I think the program, if Frank Moss 
was still here, has now been held up for some period of time due 
to the privacy concerns outside of kind of the ICAO process. 

Mr. LUNGREN. Were you involved in the ICAO process before? 
Mr. VERDERY. Tangentially. The US–VISIT staff that was within 

our directorate led our efforts kind of on the technical level in Mon-
treal and other places to try to build up that technical level. 

Mr. LUNGREN. Do you have any insight into why the E.U. has 
reluctance to share their fingerprints with us? 

Mr. VERDERY. Well, I think it is a very fair question. My guess 
is if they were here, they would say, ‘‘Well, what are you going to 
share with us?’’ We have nothing to share with them, we do not 
take fingerprints. And so they have taken the step of—

Mr. LUNGREN. But we have—
Mr. VERDERY. Not in passports. 
Mr. LUNGREN. Not in passports. 
Mr. VERDERY. So they are building out fingerprints in their inter-

nal documents for the E.U. purposes. 
Mr. LUNGREN. Right. 
Mr. VERDERY. And they have said that they are currently plan-

ning on keeping that E.U.-only system a closed system. But that 
is all the more reason for us to be bold in doing it ourselves so we 
have something to negotiate with. Right now it would be a one-way 
trade. 

Mr. LUNGREN. The suggestion I thought I got from the previous 
panel was that we were not doing it because the European coun-
tries would not share with us but we do not have anything, as you 
suggest, to share with them. 

Mr. VERDERY. We can share US–VISIT. 
Mr. LUNGREN. Right, I understand that, but in terms of our pass-

port. 
Mr. VERDERY. That is right. If you travel overseas, there is noth-

ing for them to access in our passport fingerprint-wise because it 
is not there. 
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Mr. LUNGREN. Well, let me just ask you this then: What security 
benefits would you see coming out of us putting fingerprints on our 
passports beyond the US–VISIT Program? 

Mr. VERDERY. Well, the benefits for us doing it on our own are 
a couple. One, if we ran checks of people at the time of application, 
you might be able to find imposters or other criminals or terrorists 
at the time of application and State is doing a lot now on the bio-
graphic side, as Frank testified to, but that does not catch the bio-
metric hits that would come up. 

Second, we could run those people through US–VISIT when they 
travel back and forth. That currently is not done. So that would 
again find those types of imposters or criminals if we wanted to do 
that. 

And, third, is I think the point I was getting at before, it would 
allow us to offer other countries who are worried about Americans, 
legitimately or not, coming into their shores, allow us to build out 
an international system of interoperability built on travel docu-
ments. 

Mr. LUNGREN. The compatibility of the fingerprint system with 
most of these countries around the world is not repeated with any 
other mechanism of identification. I mean, we have our fingerprint 
system for our criminal justice programs, they have their finger-
print system. I mean, fingerprint system started in England, for 
goodness sake. 

Mr. VERDERY. You have INTERPOL as a kind of repository of 
that trade. But, again, that is of criminals, not of just your average 
tourist who has not shown up on a terrorist database. 

LUNGREN; We have another vote going on there. I think I am 
finished with all my questions, but if you can stick around a little 
bit longer, I have got to find out whether my Ranking Member is 
coming back. Do we know? Maybe we can check. Otherwise, I 
might be able to let you go. 

Mr. VERDERY. Sir, if I could, while we have open mike day. 
Mr. LUNGREN. Open mike, right here, open mike Friday, but it 

is on Wednesday. 
Mr. VERDERY. It does not happen very often, but I am not sure 

I actually responded to your question about kind of the cultural 
issues. 

Mr. LUNGREN. Yes. 
Mr. VERDERY. Again, I think the experience of world travelers 

coming to US–VISIT, travelers or all nations, all races, all every-
thing, except for kids and old people and diplomats, basically hav-
ing no problem with the system, takes 6 seconds. Some people 
think it is actually kind of cool, it is kind of neat. I think it is pro-
ducing a sea change around the world as to, ‘‘Hey, look, this is no 
big deal.’’

And the other thing is that fingerprints can differentiate people 
who otherwise might get caught up in some kind of biographic con-
fusion. John Smith, the terrorist, causing all the other John Smiths 
traveling some travel problems. The biometrics would clear that 
person, essentially. 

And, so, again, I think there is a sea change underway. We have 
been leading that, I think we need to continue to lead that. But 
this is the first worldwide use of biometrics, and I think it has been 
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a great experience and hopefully has convinced travelers and gov-
ernments around the world that that is the way to go. 

Mr. LUNGREN. And who are excepted from that? You say children 
and—

Mr. VERDERY. Under 14, I think over 79 or maybe it is 69 and 
diplomats. 

Mr. LUNGREN. And the reason for the first two being exempted 
from that? 

Mr. VERDERY. Initially, it was a workload issue. We did not want 
to overload the system, and the odds of these folks being terrorists, 
I think, were considered to be low or visa overstayers. And so I 
think that was the reason. And diplomats obviously for reciprocity 
concerns. 

Mr. LUNGREN. That is what I keep telling TSA about secondary 
checks of my 2-year-old granddaughter. I do not think there is 
much chance of her being a terrorist. 

I want to thank the witnesses for appearing. I understand no one 
else is coming back. And I would just say for the record that some 
members may want to submit some written questions to you, and 
if they do, if you could respond in a timely fashion. 

I thank you for your testimony. 
And this subcommittee hearing stands adjourned. 
[Whereupon, at 2:06 p.m., the subcommittee was adjourned.]
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