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ACCESS DELAYED: FIXING THE SECURITY
CLEARANCE PROCESS —PART II

WEDNESDAY, NOVEMBER 9, 2005

U.S. SENATE,
OVERSIGHT OF GOVERNMENT MANAGEMENT,
THE FEDERAL WORKFORCE, AND THE
DisTrICT OF COLUMBIA SUBCOMMITTEE,
OF THE COMMITTEE ON HOMELAND SECURITY
AND GOVERNMENTAL AFFAIRS,
Washington, DC.

The Subcommittee met, pursuant to notice, at 3:04 p.m., in room
342, Dirksen Senate Office Building, Hon. George V. Voinovich,
Chairman of the Subcommittee, presiding.

Present: Senators Voinovich and Akaka.

OPENING STATEMENT OF SENATOR VOINOVICH

Senator VOINOVICH. The meeting will please come to order. Good
afternoon and thank you for coming.

Today, our Subcommittee will hold its second hearing on the
Federal Government’s security clearance process. Today’s hearing
on this issue is titled, “Access Delayed: Fixing the Security Clear-
ance Process—Part I1.”

I know that this issue must seem mundane to most people, and
I doubt that it resonates with the general public. However, a bro-
ken security clearance process has serious consequences for the
Federal Government and the Nation. Highly-skilled employees may
sit idly by for months, waiting for their security clearances to be
finalized, while important national security work is not being done.
I have no doubt that many people are dissuaded by the long proc-
ess and seek opportunities elsewhere, thus denying the government
of many hard working and smart people.

Finally, I understand that government employees who already
hold security clearances may nevertheless face lengthy reinvestiga-
tions while seeking jobs in other agencies that require clearances.
I can only imagine how frustrating this must be.

Let there be no doubt that a broken security clearance process
has a negative impact on those seeking to serve, and on the overall
safety of our Nation.

Today’s hearing will examine two critical components of reform-
ing the security clearance process. First, we are going to review Ex-
ecutive Order 13381, issued by President Bush, and the steps that
the Office of Management and Budget is taking to implement the
policy. Second, we will examine the Office of Personnel Manage-
ment’s strategic plan to address the longstanding backlog of secu-
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rity clearance investigations, which was released on Monday
evening.

On June 27, 2005, one day prior to our first Subcommittee hear-
ing on security clearances, the President issued the Executive
Order in compliance with Title III of the Intelligence Reform and
Terrorism Prevention Act of 2004. The underlying policy goal of
this Executive Order was to establish uniform, centralized, effi-
cient, effective, timely, and reciprocal means of determining eligi-
bility for the access to classified information.

I look forward to Mr. Johnson’s testimony this afternoon, as he
is the Administration’s point person for implementing the Execu-
tive Order. It has been almost 42 months since the Executive
Order was issued and I am anxious to learn what steps you have
taken to ensure it is implemented in a consistent manner through-
out the Federal Government.

Additionally, we discussed the transfer of investigative functions
from the Department of Defense to OPM and what impact that
shift will have on the government’s ability to investigate and adju-
dicate security clearances in a thorough and expeditious manner.
At the hearing, Kathy Dillaman, OPM’s Deputy Associate Director
of the Center for Investigative Services, said the agency would pro-
vide their plan to improve the security clearance process to Con-
gress by the end of October. Even though the submission was a
week late, I commend OMB and OPM for working together on the
strategic plan. After our discussions here today, I hope that we will
all have a clearer understanding of the strategies, measures, and
benchmarks the Executive Branch will use to track the success of
the security program.

Central to the successful implementation of the strategic plan is
the leadership from the Federal agencies in charge of the security
clearance process. To this end, I was pleased to learn that OPM Da-
rector Springer recently promoted Ms. Dillaman to an Associate Di-
rector for the newly-designated Federal Investigative Service Divi-
sion within OPM. By elevating Ms. Dillaman to that position, OPM
is sending a strong message that they are serious about enhancing
their security clearance investigative procedures.

In addition, I understand that Mr. Johnson has been personally
involved in the drafting of the strategic plan. Mr. Johnson, thank
you for your efforts and for ensuring that the plan was developed
in a collaborative manner with input from all agency stakeholders.
That is terrific.

We all share a common goal of fixing a process that has serious
implications on the ability of the Federal Government’s national se-
curity workforce to get the job done. Qualified civilian and contract
employees are waiting too long for security clearances. It is both
unreasonable and unacceptable for civilian employees to wait an
average of 274 days for a background investigation to be completed.
Even worse, as noted by GAO, it was taking DOD an average of
375 days to process clearances for private sector contracting posi-
tions back in 2003.

However, the processing time for security clearances is only part
of the problem. According to the OPM strategic plan, there are ap-
proximately 232,000 security clearances pending approval. When
one considers the sheer size of the backlog coupled with the time
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it takes to conduct an investigation, it is apparent that immediate
improvements must be made to the security clearance process to
get the workload down to more acceptable levels.

Fortunately, when examining the OPM strategic plan, it is evi-
dent that bold goals have been outlined for improving the timeli-
ness of the investigation, which in turn should help minimize the
backlog. For example, OPM intends to complete 80 percent of their
investigations within 90 days by the end of calendar year 2006,
thereby meeting the parameters outlined in the Intelligence Re-
form Act. An improvement of this magnitude will require a con-
certed effort from the OPM investigative workforce.

Therefore, I am interested to hear from Director Springer on
what steps OPM will take to ensure that they have the workforce
with the requisite skills to streamline and improve the security
process. I would also like to know if there is anything specific that
Congress can do to help in your endeavors.

Senator Akaka and I will work together with the Administration
and GAO on this matter. We hope that our collective efforts will
improve the security clearance process so that it will be removed
from the GAO high-risk list within a reasonable time frame. Also,
Mr. Stewart, I am interested in your assessment of the OPM stra-
tegic plan to see if you believe it lays the foundation for removing
this issue from the high-risk list.

I would like to thank our witnesses for their participation this
afternoon. I look forward to your testimony. Unfortunately, Senator
Akaka has a conflict. Though, I hear from his staff he is going to
try and make time to attend. We have three great witnesses today
and I want you to know that your entire statements will be entered
into the record. I now ask that you please stand and be sworn in,
as is the custom of the Subcommittee.

Do you swear that the testimony you are about to give is the
gug?l, the whole truth, and nothing but the truth, so help you,

od?

Ms. SPRINGER. I do.

Mr. JouNSON. I do.

Mr. STEWART. I do.

Senator VOINOVICH. Our witnesses include Linda Springer, the
Director of the Office of Personnel Management. Linda, it is great
to see you. Clay Johnson, I am glad that you are here, and Derek
Stewart, thank you for coming today. Linda, we will start with you.

TESTIMONY OF LINDA M. SPRINGER,! DIRECTOR, U.S. OFFICE
OF PERSONNEL MANAGEMENT; ACCOMPANIED BY KATHY
DILLAMAN, ASSOCIATE DIRECTOR, FEDERAL INVESTIGA-
TIVE SERVICES DIVISION, U.S. OFFICE OF PERSONNEL MAN-
AGEMENT

Ms. SPRINGER. Thank you, Mr. Chairman. It is always good to be
back to visit with you on these issues. We appreciate the oppor-
tunity to testify today about OPM’s efforts to expedite security
clearance processes and specifically our efforts to reduce the cur-
rent backlog.

1The prepared statement of Ms. Springer appears in the Appendix on page 23.
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As you know, OPM is now responsible for ensuring that, each
year, approximately 1.4 million Federal employees and contractors
meet suitability and/or security requirements so that they can
serve in the Federal Government. By the end of 2006, OPM is re-
quired by the Intelligence Reform and Terrorism Protection Act of
2004, as you stated, to reduce investigations processing time to 90
days. We intend to meet that goal by adhering to the strategy laid
out in the “Plan for Improving the Personnel Security Clearance
Process,” ! which was jointly prepared by OPM, the Office of Man-
agement and Budget, and major clearance-granting agencies across
the government.

Our last update to you was at the June 28, 2005, hearing on this
issue. Since then, we have worked hard with OMB to complete an
analysis of our overall process and proposed performance goals and
milestones that could be measured with data available from OPM’s
automated processing system. We have also been working with
OMB and senior representatives from the intelligence community,
as well as the Departments of Defense and Homeland Security and
others, to develop an overall “Plan for Improving the Security
Clearance Process.” We have also worked together to build a con-
sensus about those performance goals and the action items which
we will be measuring to improve. We assure you that we are meet-
ing our timelines and goals.

Meanwhile, some specific actions that we have taken are in the
areas of assisting agencies in improving the forecasting of their
workload. That has been a challenge for them. We collect quarterly
data, comparing agencies’ annual workload projections with their
actual requests, and we are then able to enlighten them, so that
they can better project their upcoming workload. That will help us
with our staffing.

We have also been increasing the amount of staff that are de-
voted to background investigations. We have reached levels now
that we think will help us to get through not only our current
workloads, but also the backlogs.

We have also implemented an automated process for collecting
the subjects’ background information electronically, rather than
through a paper-based format. This new system is used by agency
employees, who are seeking clearances, to submit their background
investigation. Since its implementation, that system has been able
to improve our timelines and our accuracy for investigations. Elec-
tronic submissions reduce the amount of time applicants spend
completing forms, and those forms are more accurate, when done
through the automated process versus the manual.

During June of this year, about 370 investigation requests were
used by the new system. By October, we were up to over 4,200 per
week, and that success rate in that greater utilization is helping
us in making a noticeable impact on our timeliness.

Investigation time has been reduced in all levels of clearance. For
example, the investigations process related to top secret clearances
is a particularly important and sensitive program. When OPM was
delegated this authority in February 2005, there were 72,000 inves-

1“Plan for Improving the Personnel Security Clearance Process,” November 2005 appears in
the Appendix on page 00.
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tigations in process. As of October, that number has gone down to
54,000. So we have a ways to go, but I think we are demonstrating
that we put a good down payment on making a dent in the backlog.

In June, OPM reported that its goal was to average 35 days or
less for the priority initial clearance investigations by October 1 of
this year. In October, our Federal and contractor field staff com-
pleted all required subject and source interviews and advance re-
sults to the agencies in an average of 34 days for over 890 priority
investigations.

To ensure our processes are successful, OPM continues to meas-
ure investigation timeliness, including the overall required to get
field coverage and information from key third parties at the na-
tional, State, and local government agencies. That is a critical de-
pendency for OPM in meeting our 90-day goal under the Act.

To summarize, OPM is making significant progress. We have
worked with other agencies and OMB in the development of rea-
sonable goals and targets and we are working to meet them by
measuring success and making procedural changes. We are using
greater automation. We are hiring additional people. And we are
on track to meet the goal of the 90 days within of receipt by the
end of calendar year 2006.

Mr. Chairman, that concludes my remarks and I would be glad
to take your questions.

Senator VOINOVICH. Thank you very much. Mr. Johnson.

TESTIMONY OF CLAY JOHNSON, III,! DEPUTY DIRECTOR FOR
MANAGEMENT, U.S. OFFICE OF MANAGEMENT AND BUDGET

Mr. JOoHNSON. Mr. Chairman, thank you for inviting me up here
today.

When OMB was designated the lead agency and I was des-
ignated by Director Bolton to be the point person on this, we
formed what we called a Security Clearance Oversight Committee
to guide this effort. On that committee, we have Kathy Dillaman,
representing OPM, and we have the seven largest users of security
clearances—Defense, State, Homeland Security, Justice, Energy,
Commerce, and Transportation, seven agencies. We are focusing on
the 1non—DNI intelligence world, which is about 10 percent of the
total.

We are focusing on the part where all the investigative work is
done by OPM. When we get that up to full speed, then we will
bring the other 10 percent in; using the same methodologies and
the same metrics. So, that is why those seven agencies are the ones
involved. We also have representatives from the National Archives,
because they have been working on this issue for years, and we
have representatives from the National Security Council, because
they have worked on it.

We also have a representative from the Director of National In-
telligence because we want to make sure that whatever we set up
for the non-DNI world, that it will be compatible with the way they
envision running their world. We are going to use the same
metrics, the same levels of accountability, the same performance
standard.

1The prepared statement of Mr. Johnson appears in the Appendix on page 30.



6

So we have met three times, end of August, end of September,
and then just last Friday. We have had two committees, one head-
ed up by the National Archives person that looked at the whole
issue of reciprocity, and a representative from every one of those
seven agencies plus the DNI representative were on that. They
have done fabulous work to clarify what we have to do to have a
functional granting of reciprocity with regard to security clear-
ances.

We had another committee that Ms. Dillaman headed up that
looked at what are our standards across the board. What our adju-
dication standards are, what should our delivery of security clear-
ance request forms be to OPM, and what should our investigative
turn-around time standards be, and so forth? She and representa-
tives from all the agencies have been working on that plan, which
was delivered Monday night, and which you have seen.

I am highly confident that we will accomplish the goals that have
been laid out for the security clearance process in the Intel bill.
There is lots and lots of clarity. We have a very clear under-
standing via the Intel bill of what the goals and time frames are,
what we are supposed to do, and by when. It is very clear what
each agency has to do to meet its overall goals, what they have to
do in terms of delivering accurate information to OPM to launch
the investigative part of it and then what kind of turn-around time
they have for the adjudication part of it, and it is very clear what
OPM has to do. These have all been mutually agreed to by these
seven agencies plus the DNI.

The agencies have, or soon will have, detailed action plans for
getting their adjudication turn-around times up to satisfactory lev-
els. I think it is 80 percent within 30 days. Some of them will be
able to do that very quickly. Some will have to hire many more ad-
judicators, or train many more adjudicators, so that the action plan
called for is different for each agency.

There is a lot of performance information. Attached to the plan
are some of the metrics that we envisioned using to hold ourselves
accountable. Everything that moves in this process will be meas-
ured, so there is lots and lots of performance information that we
have to manage ourselves with. There is a very strong commitment
to do what we say we are going to do.

One of the things I have been really pleased by is how “leaning
forward” every representative, from every agency, is. We know this
system is broke. We know there is no law of physics that needs to
be violated to unbreak this system. We just need to be very clear
about what needs to be done and then go do it. There is a very
strong commitment to hold ourselves accountable. It is not OMB
holding the rest of the world accountable, but it is really the secu-
rity clearance world holding itself accountable for having a func-
tional system.

There is a tremendous can-do attitude. We all know we can and
will reform this process and we are all—if I do say so myself—I
think it is a shared sentiment—very proud to be working on it be-
cause we know this has been broken for a very long time and our
group is going to be the one that fixes it.

Senator VOINOVICH. Thank you. Mr. Stewart.
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TESTIMONY OF DEREK B. STEWART,! DIRECTOR, DEFENSE
CAPABILITIES AND MANAGEMENT, U.S. GOVERNMENT
ACCOUNTABILITY OFFICE

Mr. STEWART. Mr. Chairman, we are pleased to be here today to
discuss the government’s plan to improve the security clearance
process and, in particular, we focused on DOD’s personnel security
program. We want to thank you, Mr. Chairman, for your continued
focus on this critical issue. We really do appreciate your attention
to this matter.

When I testified before this Subcommittee in June, I made sev-
eral points, and I would just like to review quickly three of them.
I told you in June that GAO declared DOD’s security clearance pro-
gram as high-risk due primarily to three things: Longstanding
delays in completing investigations, a growing backlog, and no ef-
fective method to estimate total workload requirements.

I also told you that GAO viewed the problems with DOD’s pro-
gram as a national security matter because DOD has about two
million clearances and is responsible for the clearances of contract
personnel in 22 other Federal departments and agencies.

And the third point I made before this Subcommittee was that
DOD’s investigative function, when transferred to OPM in Feb-
ruary, was not a panacea that would fix all the problems.

Well, today, Mr. Chairman, I sit before you almost 4%2 months
later and I am pleased to tell you that based on our review of the
government’s plan, we think that the plan represents an important
step forward and will address some of the longstanding concerns
that we raised at the June hearing.

One very positive feature of the plan is the numerous metrics.
You just heard Mr. Johnson say, anything that moves, we can
measure it, and that is true. There are numerous metrics to help
monitor the timeliness of the clearance process, statistics on how
long the process takes for investigations, the various types of inves-
tigations, the amount of time needed to determine clearance eligi-
bility, and on and on and on. These are all very good metrics that
will help keep the government on track. We are very pleased to see
that.

On the other hand, our review showed that there are a few ele-
ments of the plan that are less comprehensive than those found in,
let us say, a fully-developed plan. To illustrate this point, I will cite
just three examples. We believe that the plan would benefit from
more details on the resources required to accomplish the plan’s ob-
jectives.

Mr. Chairman, in June, I remember you said directly to Ms.
Dillaman, I want to know if you don’t have the resources you need
to get the job done. So I know that you know that is a critical
point.

The second thing that we think the plan would benefit from more
of is more focus on monitoring and improving the quality of the se-
curity clearance process. The primary metric in the plan for meas-
uring the quality of the investigations is the percentage of inves-
tigations returned due to incomplete case files. We do not believe

1The prepared statement of Mr. Stewart appears in the Appendix on page 34.
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that this metric, which is essentially rework, is by itself a valid in-
dicator of quality.

And last, the plan requires agencies to improve the accuracy of
their workload projections to be within 5 percent of their actual de-
mand, but it does not establish interim milestones for achieving
that, or a target completion date for when that requirement has to
be met.

As I noted earlier in my June testimony, DOD’s inability to esti-
mate its workload requirement was a major contributing factor
that led to GAQO’s high-risk designation, because they could not ac-
curately estimate their workload requirements. We cannot empha-
size enough that the accurate workload projections will heavily in-
fluence the success or failure of the government’s plan.

In closing, Mr. Chairman, I would repeat that we are encouraged
by the high level of commitment by Mr. Johnson and his staff at
OMB in taking a lead to develop this plan. This is a positive step
in the right direction. And again, Mr. Chairman, we appreciate
your attention and the Subcommittee’s attention to this critical
matter. This concludes my prepared remarks. I will be happy to
take your questions, sir.

Senator VOINOVICH. Thank you very much.

The first question that I have is in regards to resources. Ms.
Springer and Mr. Johnson, in the 2006 and the 2007 budget that
the Administration is putting together, do they include the funding
to provide people and resources to get the job done.

Ms. SPRINGER. We think that the 2007 budget, as well as the
2006 budget, Mr. Chairman, are set in a way that we can support
the number of people we need to hire. That includes contractors as
well as permanent staff.

One of the challenges that we have is that it takes about a year
or so for an investigator to become fully productive, up to the level
that they will ultimately achieve. So the levels of staffing that we
have budgeted for will allow us to bring on—actually, I don’t want
to say over-hire, but to bring on enough people to compensate for
the fact that there is that learning curve. So we are comfortable
that the amount that is in the budget will allow us to do that.

Senator VOINOVICH. In terms of retirement, succession, and com-
petency, do you feel that you have this under control?

Ms. SPRINGER. We think we do, and obviously, as you mentioned,
I have elevated Ms. Dillaman up to the point of being a direct re-
porter of mine so I am personally involved in reviewing that. But
we have anticipated a normal termination and attrition and we un-
derstand that the turnover levels of contractors are different than
for permanent staff, so we have taken all that into account.

Senator VOINOVICH. Mr. Johnson.

Mr. JOHNSON. We had the OPM review for the 2007 budget the
other day and I was asking about this, what resources were need-
ed, and I think it is fee-for-service, agencies requesting clearances
pay OPM for their services, that is where they get their money. It
is not an appropriated amount. It is tied directly to the level of
work they do. So the money is there and the question is managing
the cost. The big challenge is not where do you get the revenue to
cover it, but managing the cost so that the productivities and the
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retirement and so forth and the competency levels are what we
need to do to achieve the goals.

Senator VOINOVICH. The reason I am asking the question is that
you have many other things that are on your plate.

Ms. SPRINGER. A few.

Senator VOINOVICH. One of which is the pay-for-performance pro-
grams. I want to make sure that we are not shifting money around.
I want to be sure that you have the budget and resources to carry
out this task. I want to make sure you have the wherewithal to get
the job done.

Ms. SPRINGER. Right.

Senator VOINOVICH. In 2004, GAO noted that OPM’s primary
contract was hiring around 100 investigators a month and at the
same time was losing around 70 employees. However, during the
last hearing, Ms. Dillaman indicated that the primary contractor
turnover was down to 18 percent. Is this still the case? In addition,
your plan mentions that OPM plans to promote a redistribution of
staff between the companies currently under contract to better po-
sition a broad base of companies to deal with the unanticipated
workload changes.

I would be interested in knowing, how are your private contrac-
tors doing?

Ms. SPRINGER. I would like to answer that and then maybe, if I
could, ask Ms. Dillaman, if that would be all right, if she would

Senator VOINOVICH. Yes, that would be fine.

Ms. SPRINGER. One of the things that we are doing with our con-
tractors is to have a better segregation of duties, if you will, so
that, for example, when we have quality assurance reviews and
quality control, that we have got a contractor that is independent
engugh of the process to be able to review what another contractor
is doing.

So one of the things that we have observed is that we needed a
better segregation of duties, if you will, to have that right assur-
ance. So bringing on additional contractors was partly to address
that particular situation, so we get a better assurance over that re-
sult.

As far as the 18 percent turnover rate, I think that is probably
a typical rate. Actually, it may even be a little low, but I am going
to ask Ms. Dillaman if she would respond.

Senator VOINOVICH. Ms. Dillaman, would you stand so I can
swear you in.

Do you swear that the testimony you are about to give is the
gué‘}?l, the whole truth, and nothing but the truth, so help you,

od?

Ms. DiLLAMAN. I do.

Senator VOINOVICH. Thank you.

Ms. DILLAMAN. And yes, Mr. Chairman, the turnover has sta-
bilized. It is remaining constant. We have redistributed the re-
sources. Today, the five new contracts that OPM has let has about
1,200 resources of the 6,600 contractors and there will be a contin-
ued redistribution of those resources, so we are right on target with
what we projected in June.

Senator VOINOVICH. Do you have the people to monitor what the
contractors are doing?
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Ms. DILLAMAN. Absolutely.

Senator VOINOVICH. That is good. What input did you get from
the private sector in terms of putting your plan together, Mr. John-
son?

Mr. JOHNSON. We wanted to make some progress on the plan be-
fore we met with them, so we met with them first October 18, with
representatives from a number of companies. We have another
meeting Monday afternoon to talk to them, and we have laid out
for them the kind of plan we were developing, our thinking about
reciprocity, the kind of performance measures we were developing,
and got their initial response. We will do the same thing, but with
the real plan, on Monday. The feedback they have given us is they
have let us know loud and clear, which we knew already, that this
is very important for them.

We understand we need to create a mechanism whereby they can
communicate to us if it is not working from their standpoint but
have a mechanism that doesn’t require them to go to the hand that
is feeding them to complain about how their security clearance
process isn’t working. So we are going to set that up so they can
go to a third party to let us know whether it is working or not——

Senator VOINOVICH. So in other words, if they have a problem,
under the plan, they could come to you and say——

Mr. JOHNSON. Right.

Senator VOINOVICH [continuing]. This isn’t working the way we
want it to. So you did get their input on how they thought the proc-
ess could be improved?

Mr. JOHNSON. Well, again, they have asked for feedback mecha-
nisms and they asked to be kept informed and they encourage us
to do it sooner rather than later. I think they were very pleased
with the seriousness of it and the commitment and the method to
the madness and on the measures we were going to have, and the
Intel bill goals are what they are and they understand we are com-
mitted to achieving those goals and are highly confident that we
will be able to do so.

Senator VOINOVICH. OK. Senator Akaka.

OPENING STATEMENT OF SENATOR AKAKA

Senator AKAKA. Thank you very much, Mr. Chairman.

Let me welcome the panelists. It is good to see all of you, and
I regret that I missed your testimony.

Mr. Chairman, I would like to thank you for your leadership in
seeking to reduce the number of government programs that are on
GAOQO’s high-risk list. What we are doing in this Subcommittee, ex-
amining problems and inefficiencies, is really having an effect.

I was late because I was coming from an Armed Services Readi-
ness Subcommittee hearing where Chairman Ensign and I heard
testimony from Under Secretary Ken Krieg who also testified at
this Subcommittee’s hearing on DOD logistics last month. We also
had DOD Comptroller Tina Jonas, as well as Randolph Hite of
GAO there. At the SASC hearing, the Secretary spoke of the suc-
cessful collaboration he has with OMB and GAO in developing
plans to reduce the number of DOD programs on the high-risk list.
This ties in with our concern here today.
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Mr. Chairman, we are making good progress on the high-risk
list, and I am pleased that the Administration, at the highest lev-
els, is involved in the process. Mr. Chairman, I want to thank you
for holding this hearing. If I may go to one question, we are coming
to a vote.

Senator VOINOVICH. Yes, why don’t you go ahead.

Senator AKAKA. All right.

Senator VOINOVICH. We have got some time left. I am going to
try and see if we can’t run this until about the end, and then we
will leave and try and cast the second vote, because there are two
votes, I think, if it is all right with you.

Senator AKAKA. Mr. Johnson, thank you for your approach to ad-
dressing the challenge. I can see that the OPM plan provides cer-
tain goals and milestones. Although I did not expect to see details
on funding the plan, I know that meeting the plan’s metrics will
require significant funds for programs and other personnel serv-
ices. Some of my questions for Secretary Kreig were along these
lines, too.

My question to you is, do you or Director Springer have any pre-
liminary figures on how much money will be needed to reach the
goahs ‘;)f the plan, especially in the area of information technology
needs?

Ms. SPRINGER. Senator, we don’t have a number to give you right
now. We could look into it. I can say that for the next year, the
next budget cycle and the way this is structured, the way our in-
come or our money comes in to fund these things, that we are well-
funded to be able to achieve next year’s goals. But looking long-
term, particularly for IT, we would have to get back to you on that.
We will do that.

Mr. JOHNSON. But the money that funds their security clearance
activities comes from the fees that are paid by the agencies that
are seeking the clearances. So if there is a lot of volume, there is
a lot of money. It varies with the amount of work.

Senator AKAKA. Director Springer, I commend the plan’s efforts
to monitor how quickly agencies are supplying the required records
to complete the clearance investigation. I know that investigators
are sometimes hindered in their work because of problems obtain-
ing State and local records. However, I know my own State of Ha-
waii has what is called the Criminal Justice Information System
that allows all Islands to hook into a single reporting system,
which, in turn, can be used by Federal law enforcement, as well.

Can you describe the State and local access problems and share
with us whether you believe legislative action is needed to facilitate
such access?

Ms. SPRINGER. I am going to ask Associate Director Dillaman,
who is responsible for the program, to answer that, Senator.

Ms. DILLAMAN. Senator, we have a team dedicated to the re-
search into a number of different State and local record systems to
see the best way to use technology or access to get the information
we need. We do, in fact, with our duty station in Hawaii, use your
%entralized criminal history record system. That is true in many

tates.

At the State level, we are looking at Bureau of Vital Statistics
records, possibly National Guard records, other records at that
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level, and quite frankly, 50 States have 50 different ways of keep-
ing their records. So the liaison has to be State-specific to identify
how the records are kept, what the most efficient way to get access
to those records would be, and we have to monitor the timeliness
for each State.

There are 26,000 local law enforcement agencies and it is the
same exact issue with each and every one of them. So doing ade-
quate research to determine whether or not a State record system
suffices in lieu of doing local checks, or, in fact, the reporting sys-
tem within a State is such that it doesn’t, that we have to go to
each and every local law enforcement agency where we know the
individual has activity. And so that is a dedicated team effort on
our part.

Senator AKAKA. Thank you. Director Springer, the plan’s staffing
distribution charts project the total staff level of 9,000 by October
1, 2006, with a mix of 1,800 Federal employees and 7,200 contract
staff. Projected staff levels 3 years later, October 1, 2009, would
still be at 9,000, but with 500 fewer Federal workers. Can you ex-
plain why the mix of Federal employees to contract workers will
change?

Ms. DiLLAMAN. Well, the primary reason for the change is going
to be related to normal decrement, normal termination, retire-
ments, for example, that we expect will occur and then rebalancing
will just happen as we have to go to contractors to some degree to
compensate for that.

Let me just say that I have spent a fair amount of time out in
the field at field offices, at several of our field offices, visiting with
the staff, legacy DSS staff, OPM staff, contractors, just about every
type, every level, supervisors down to investigators, just about
every level, hundreds of people who are working on this effort, and
over the past few weeks, I have had a chance to go out and visit
them. And what I can tell you, because I open up the microphone
and say, just ask me any questions you want to, the questions
range from, “We would like to have an ice machine in our office,”
to “Can you get us a certain type of technology?”

But I can tell you that the questions that we are getting don’t
indicate a level of dissatisfaction or a lack of support, but rather
a real sense of commitment and can we get even some better tools
and understanding of the objectives. I am not getting questions
about the requirements that we are putting on the ability to meet
the goals.

So I think that whether it is the contractor community or wheth-
er it is an employee, a legacy employee or an OPM employee, that
everyone is committed and working together very well. That mix
will just evolve as we have changes in retirement, normal changes
that we project over these next couple of years.

Senator AKAKA. Thank you. My time has expired.

Senator VOINOVICH. I need to recess this hearing to go and vote.
I have additional questions, and I am sure Senator Akaka has
some as well. I apologize to you, but that is the way things are
around this place.When I was governor and mayor, I controlled the
schedule. Thank you. [Laughter.]

[Recess.]
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Senator VOINOVICH. The Subcommittee will come to order and re-
convene. I apologize for the delay. I hope you had a chance to talk
back and forth.

Mr. Stewart, in your statement, you raised a couple of questions
in regard to the plan that you observed. Overall, you thought it
was a good, comprehensive plan but you did raise a couple of issues
with the plan. I would be interested in the response to those ques-
tions that you raised, either by Ms. Springer or by Mr. Johnson.

Mr. STEWART. The couple I mentioned

Senator VOINOVICH. If you could repeat them again. I want to
give them a chance to respond to the fact that you raised these
issues.

Mr. STEWART. Yes. There are a couple of issues. One centers on
quality, and Mr. Chairman, I want you to know that I didn’t men-
tion it, but Mr. Johnson and the OMB staff and the GAO staff have
been meeting. We had a meeting right after the hearing in June.
Mr. Johnson invited us over in July and then we met again in Oc-
tober. We have been talking and we have made this comment to
OMB, so this is not a surprise.

When we were briefed on the plan, the one concern we had was
around quality. There are a lot of metrics, as I noted, in the plan,
really good metrics to measure things, but we are concerned about
the quality of the process. We know that the government has hired
a lot of new investigators and will continue to hire new investiga-
tors. It is important to make sure that everybody is trained and on
the same page, familiar with the government standards, etc., and
the plan mentions that there is a training program.

But beyond that, we don’t see a mechanism in the plan, a metric,
I guess, for measuring quality beyond the metric of rework or the
percentage of investigations that are returned because they are in-
complete.

Senator VOINOVICH. So it is the quality of the work that is done
which reflects the quality of the people that do the job. Your con-
cern is: Is OPM going to have the training necessary for their em-
ployees to be able to do a quality job?

Mr. STEWART. I couldn’t have said it any better, sir, and I would
just add to that in addition to the training, will there be something
other than rework that OMB or OPM will be looking at to make
sure that quality is built into the process?

Senator VOINOVICH. Ms. Springer.

Ms. SPRINGER. Yes. Thank you for restating that question. With
respect to training, I will say a few things. Let me make a couple
of comments about training and quality control, if you will, and
then maybe I will ask Ms. Dillaman if she wants to supplement.

There is an OPM team that is dedicated to training new agents.
The first year, in particular, as I earlier mentioned, is where that
steepest learning curve is.

Senator VOINOVICH. Can I ask you something?

Ms. SPRINGER. Yes.

Senator VOINOVICH. How much of this work is going to be done
in OPM and how much of it is sent out to contractors?

Ms. SPRINGER. Do you mean the training work itself?

Senator VOINOVICH. You are going to farm out some of this work,
correct?
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Ms. SPRINGER. The investigative work.

Senator VOINOVICH. So the contractors are going to do the inves-
tigation work. OPM is not in the business of doing the investigative
work. Do you have people that do investigative work?

Ms. SPRINGER. Yes, we do.

Senator VOINOVICH. About what percentageof the workload will
they be doing versus the private sector group?

Ms. SPRINGER. It is about a one-quarter/three-quarter split,
three-quarter contractor, one-quarter OPM.

Senator VOINOVICH. OK. What is the reason for the one-third
that are in-house? Does the work that they are doing require high-
ly-trained people?

Ms. SPRINGER. Yes.

Senator VOINOVICH. The other work that you are farming out
may not require that level of training?

Ms. SPRINGER. I am not sure it is so much that we had to supple-
ment quickly and with flexibility the existing staff that we had and
that we inherited, and the fastest way to do that was with contrac-
tors. I don’t think that there is one particular type of work being
done solely by contractors and another type that is done solely:

Senator VOINOVICH. So you do not distinguish the work that is
being sent out or kept in-house on the level of investigation that
has to be done?

Ms. DILLAMAN. Sir, if I may address that, when we inherited the
Federal agents from the Defense Security Service, both groups, the
Federal and the contractor group, were dedicated to all levels of
background investigations. Now, the long-range plan is to seg-
regate the work so that, for example, the Federal agents are clear-
ing the contractors and the contractors aren’t clearing themselves
and that the Federal agents would serve as a backbone, where the
more sensitive investigations, higher-priority investigations, or
those investigations that may contain up-front known issues would
be handled by the Federal team. But for the remaining Federal ca-
pacity, they would be working side-by-side with the contractors
doing the same work.

Senator VOINOVICH. I would like to get an idea of what the cost
is for the in-house employees versus the contractors. Additionally,
I would also like to see the level of the quality of the work.

I suspect that you pay more for the people that are in-house, but
the issue then becomes do you get a better quality worker? My un-
derstanding is that a lot of the in-house employees are part-time
workers. Down the road, I would really like to get a feel for just
how this is working out and what the trade-offs are. Of the third
that are doing it in-house, how many of them are going to be
around for a while and how many of them would be close to retire-
ment.

I would like to know, what is your succession plan? What is your
long-range plan?

Ms. SPRINGER. We can get that for you.

Senator VOINOVICH. Mr. Stewart, your concern is the training of
the people that are in-house, as well as the training of the contrac-
tors. Specifically, the supervision of the work that is being farmed
out to make sure that the quality of the work that is being done
is what it should be.
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Mr. STEWART. Yes, sir. And in fact, in our 1999 report, which is
a little old now, we made this recommendation 6 or 7 years ago.
We thought to ensure quality that there should be some periodic
sampling of case files to see how well the investigators had satis-
fied the standards. We actually did that, Mr. Chairman, and it was
tedious. With a team of six or seven people, the job took a year and
a couple of months. But, we went through actual case files and
sampled to see how well things were done. It is that type of quality
assurance that we were looking for in the plan that we didn’t see.

Senator VOINOVICH. It makes sense to me that if you are going
to farm out three-quarters of your work to the private sector, that
you have a process in place to monitor the performance of the pri-
vate sector, to periodically ascertain the quality of the work that
is being done. Ms. Springer, are you going to implement this review
process?

Ms. SPRINGER. We have some of that now, and if you would like
to describe just briefly what we are

Ms. DiLLAMAN. Certainly. And by no means, the returns from
agencies, that is not the only metric of quality. In our structure,
we have built a very robust quality assurance program for the con-
tractors. I have a branch dedicated to contract management and
quality oversight.

Every investigation conducted by a contractor goes through a re-
view process. The terms of the contracts require the companies
themselves to have a quality assurance program that we review.
Over and above that, I have a dedicated Federal team that does
sampling of the contractor-conducted cases, both to confirm that
the contractor has a good quality assurance program. Rigid metrics
are kept down to the agent level on those.

Parallel with that, I have the same quality assurance program
with the Federal agents that conduct investigations. So there are
multiple tiers of quality review with performance statistics at the
company and individual level.

Senator VOINOVICH. Mr. Stewart, I would like you to sit down
with Ms. Dillaman——

Mr. STEWART. Yes.

Senator VOINOVICH [continuing]. And talk about this and maybe
get back to me in the next couple of weeks. I would like to know
whether or not what OPM has in place is what you have in mind.

Mr. STEWART. We appreciate Ms. Dillaman’s contribution here. I
was not aware of that entire structure. I am aware that the con-
tractors have their own quality assurance program. That concerns
us a little bit, because that means that they get to judge them-
selves, and that has been an issue for a while and we have made
a couple of recommendations back 7 or 8 years on that point, long
before Ms. Springer and Mr. Johnson’s time on this issue. I think
Ms. Dillaman had been around then, I am not sure. But we will
get together and get more details.

In fact, Mr. Chairman, at your request, we have underway an en-
gagement looking at the processing of top secret clearances. So we
are going to get into some of these issues as we proceed with that
work and we are going to report back to you formally in a report
on what we find.

Senator VOINOVICH. OK. Thank you.




16

Mr. STEWART. The other issue, the other concern that we had
was on the projection of workload requirements. Mr. Chairman, if
there is one thing that really concerns us, it is the workload re-
quirement. You may recall when I was here in June, I testified that
DOD had not done a good job of estimating its workload require-
ments and I gave you a few statistics, and I will repeat those. In
fiscal year 2001, DOD over-estimated its workload by 150,000
cases. In 2002, it under-estimated its workload by 135,000 cases.
And in 2003, it under-estimated its workload by 100,000 cases.

We have talked to contractors recently, Mr. Chairman, and the
contractors tell us that their biggest concern in conducting this
work is that they don’t know what the workload requirements are.
They don’t know what is coming at them. They don’t know how to
prepare for what is down the road. One contractor told us it cost
them almost $80,000 to hire, train, and develop an investigator.
They told us that they were trying to change the paradigm of hir-
ing retired Federal workers and part-time staff, and they were ac-
tually active on campus, recruiting people with degrees in criminal
justice and trying to build a younger, more committed workforce.
That is expensive. They want to do it. They are committed to that.
But they don’t know what the requirements are.

So we think it is critical that the agencies do a good job of—not
a good job, but an accurate job of projecting their workloads. The
plan speaks to that. Our concern is that there are no interim mile-
stones. There are no target completion dates for when the agencies
are supposed to do this, and we know from experience with DOD,
if you don’t force a certain date, it is not going to happen. It hasn’t
happened in 20 years and it probably won’t happen until their feet
are really held to the fire.

Senator VOINOVICH. So you are saying that the customers of
OPM need to do a better job of projecting their caseload. Addition-
ally, the plan needs more milestones to ensure that this problem
can be fixed.

Mr. STEWART. Absolutely, sir. I mean, if I am OPM, I say to
DOD, you know generally what your workload is. What initiatives
do you have in place? With contract employees, of the two million
security clearances that DOD is responsible for, about a third of
those are for industry personnel, contractors, almost 700,000. When
a government contracting officer lets a contract, that contracting of-
ficer knows, or has a pretty good feel for, which jobs are going to
require clearances. There should be some way that DOD can roll
that up and say, these are how many contracts we are going to let.
This is how many people we need to clear

Senator VOINOVICH. So that really gets back to OMB making
sure that the agencies that are the customers of OPM come up
with accurate numbers. It makes sense to guarantee the contrac-
tors that they will have X-number of work for 2 or 3 years. In turn
they will hire a better quality of individual and train them.

We have a 5- or 6-year highway fund. Before we went to ISTEA
and T-21, Congress would appropriate money annually. The con-
tractors around the country never knew whether the money was
coming or wasn’t coming, so they weren’t able to plan their work-
force, the equipment they would need, and so forth. This new sys-
tem has really put them in a position where they can do a better
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job of managing their workforce and their capital investment. In
my opinion, we are getting a much better turnaround. We are get-
ting more in return from the money that we are spending. So it
would be interesting to see if something like that could be done.

For my next question, there are five reports that OPM has laid
out, clearance granting, agency reporting, and agencies with dele-
gated investigative authority require OPM to obtain performance
information from other Federal agencies. What steps are you tak-
ing to work with the Federal community to make sure you receive
the information in a timely manner, and also, how will you verify
the authenticity of the performance information?

Ms. SPRINGER. Well, one factor there—I will just start off and
maybe Mr. Johnson will want to comment—is that OMB now ap-
proves delegations related to—for these investigative agencies. In
order for them to get their continued delegation, it is going to be
predicated on their ability to provide accurate data and timely data
to OPM for us to be doing this kind of tracking of how they are
doing. So there is a little bit of leverage that we have with respect
to that. The agencies are going to want to give us timely and accu-
rate information.

I don’t know if you want to comment further on that.

Mr. JOHNSON. On the information, there are different kinds of in-
formation that we need that we track. How long it took for some-
body to—once they handed a form to a prospective employee—from
that date to when they submitted it accurately to OPM. There is
a date on the form. They know when they get it. So that is auto-
matic. That comes with it.

The error rate, they get it—so Ms. Dillaman determines the level
of errors. So we don’t have a problem in getting that information.

I think we do require them to report to us when they complete
the adjudication, so there is a requirement that they are obligated
to report to them, and we don’t get that information automatically.
We are relying on them to report that to us and report it accurately
to us.

We have not talked about how we build a quality control process
into that to make sure that they are reporting that information ac-
curately. Right now, we need to set up a system where it will be
what it is, and then the next level of sophistication is to make sure
there is quality control to make sure it is accurate.

A lot of the information comes to us automatically. It is really
the adjudication completion date that is the one thing that we rely
on them to report accurately to us.

Senator VOINOVICH. In other words, the investigation is done.
You do it for the agencies. They look at the investigation and they
do the adjudication on whether or not the individual is qualified to
come to work for the agency?

Ms. DiLramaN. Exactly, and the clearance will be reported in the
central clearance record system, so that, too, gives us an indicator
of when the action actually took place.

Senator VOINOVICH. For example, if you are hiring somebody for
the State Department, when do they go on the payroll, after the
adjudication is done?

Mr. JoHNSON. Well, Ms. Dillaman and I were just talking about
this during the break. Some agencies grant interim clearances, and



18

so we are talking about getting information from agencies and un-
derstanding who uses interim clearances, who does not. That will
have a bearing on whether Ms. Dillaman should be rushing the
non-interim clearance people their information, because they can’t
go to work until they are granted the full clearance. So we need
to understand that better.

But the short answer to your question is, it depends on the agen-
cy. It depends on whether they grant the interim clearance

Senator VOINOVICH. It seems to me you are going to have to fig-
ure out a priority system. I think we are losing very qualified indi-
viduals because it takes too long to get their clearance.

Mr. JOHNSON. You have a priority-setting clearance, I mean proc-
ess, don’t you?

Ms. SPRINGER. Yes. We actually charge for a quicker turn-
around. There is a protocol where if you pay a premium for special
cases, where there is something that needs to get through really
fast. I am not as familiar with it, but there is some way if there
is a particularly urgent situation.

Senator VOINOVICH. Well, if you start getting into the nitty-gritty
of it, it is more complicated than you think. But, the priorities are
important, particularly, when we are going to be competing for
qualified individuals. We have asked GAO to do a report on the
need for scientists and engineers in various departments through-
out the Federal Government. Anything that stands in the way of
bringing these people on board puts the Federal Government in a
non-competitive position.

Mr. Johnson, reciprocity is a vital component of the National In-
telligence Reform Act and the President’s Executive Order. In order
to address the issue, you established the reciprocity working group.
Can you discuss the structure of this working group, including the
mission of the group and the Federal agencies that belong to it? In
addition, what, if any, enforcement authorities does the working
group have to ensure that agencies are abiding by the reciprocity
standards of the Intelligence Reform Act and the Executive Order?

I hired somebody to come in and work in my office that had cer-
tain clearances from the State Department and it took a while for
her to—when she came on board with me, it was the same kind
of clearance and it took a while before all that information got sent
over. If it wasn’t for the fact that I think she pulled some strings,
because she knew some people over there and was able to jump-
start the thing, it would have been quite some time before the
clearances went through.

So how are you going to deal with that, because that is a prob-
lem. Some of these agencies, as you know from the testimony we
had, are kind of:

Mr. JOHNSON. Protective of their:

Senator VOINOVICH. You have got it. Yes. How are you going to
work on that?

Mr. JOHNSON. The committee we formed is not an enforcement
committee. They were to define what the reciprocity issues are and
what has to be done, what they recommend doing to address those
issues. So they have laid out what the exceptions for reciprocity
should be, and their proposal is that it is when the current clear-
ance that someone has is an interim clearance, or is the result of
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a waiver, that has been granted or it is a clearance—or the new
clearance calls for a polygraph and the old one didn’t—that would
allow additional work to be done. The new clearance prohibits for-
eign-born family members, whereas the old clearance may not
have. Or if somebody has an exception, if they want to seek other
than 1those, they have to come and get Josh Bolton’s or my ap-
proval.

So it is very specific about when additional investigative work is
allowed. If none of those situations occurs, you accept without fur-
ther investigative work and without further adjudication the clear-
ance that the person has if it is for the same level.

Senator VOINOVICH. Is there a secure website where agencies can
view a person’s clearance status?

Ms. DILLAMAN. There is a database, sir, that will be in place De-
cember 15, that OPM is sponsoring, where all the clearances will
be residing in one central record system. Each agency will have ac-
cess to to confirm the person’s current clearance status with this
system.

Senator VOINOVICH. And then the point is that there are some
indicators in place that say when an agency could require, as Mr.
Johnson has said, more information and when it wouldn’t be satis-
factory in terms of whatever it is they wanted?

Ms. DILLAMAN. Yes, sir.

Mr. JOHNSON. So if they come to Ms. Dillaman for more inves-
tigative work, she can say, well, this person—this is an improper
request, so there is a recordation there, possibly. Then that is one
piece of feedback that they are not granting reciprocity. Another
one is where the contractor or the employee believes they have a
clearance and they are not being granted reciprocity or it is not
being recognized by the new employer. We are going to create a
mechanism where they can communicate that to us, as well, so we
will have some data gathering about where reciprocity is not being
granted.

Senator VOINOVICH. Will you get reports regarding the agencies’
request for information to determine whether some of these agen-
cies are getting a little bit fastidious?

Mr. JOHNSON. Yes. You asked about enforcement, I mean, how
do we—what bad things can we do to agencies that don’t recognize
other people, or clearances granted by other agencies.

Senator VOINOVICH. Yes.

Mr. JOHNSON. What I mentioned in my opening remarks, I think
is relevant here. The attitude and the “can-do” mindset of the agen-
cies involved is really great. Everybody understands that we can
better train all our adjudicators. We can do the work more consist-
ently and faster and they are going to do their part. Just in gen-
eral, I don’t think we have a problem getting people’s attention. It
is not the Bush Administration, just in general. If you are real
clear, about which agencies are not granting reciprocity and what
individuals are above the standard or below the standard for reci-
procity, then some appropriate, important person calls some other
appropriate person and says, you have got to honor reciprocity.

So there has been an Executive Order since 1997 that says there
shall be reciprocity. Nobody has held an agency accountable for
abiding by that Executive Order. You need performance measures
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and then you need a mechanism to hold agencies accountable for
complying with the rules.

Senator VOINOVICH. It is important to make sure that we have
buy in from the top. The message needs to be that we want to get
the job done, we want to make sure that we are thorough, but we
don’t want to put ourselves in a position where we are slowing the
process down.

Mr. JOHNSON. Yes. That is why it has been important to have
the representative from the DNI there who agrees with all the
things that have been decided about reciprocity and they are fully
prepared to abide by those rules.

So one of the things we have talked about also is the concern
about how consistent or inconsistent the quality of adjudication
might be. Some agencies have said, well, I am not personally satis-
fied with the quality of the training my adjudicators get. And some-
one would say, well, mine are great, and medium, so we were talk-
ing about how we bring more consistency to the quality of adjudica-
tion, not the investigative work, but the adjudication, so there is
an effort underway to look at how we could standardize the train-
ing. DOD has most of the adjudicators in the Federal Government,
so one thought is maybe we should make that a good training pro-
gram. Maybe we use their training program as the sort of bench-
mark for how to train all adjudicators.

Senator VOINOVICH. Mr. Johnson, I would like you to know that
I am excited about what you are doing. I really believe that if you
carry out what you have planned, then I think that we can get this
off the high-risk list. The only question I have is why does the Ex-
ecutive Order expire on July 1, 2006?

Mr. JOHNSON. Let me talk about that. The thought was, we will
revisit, then, who ought to be the prime mover. Right now, there
is some thought that the DNI ought to be the person that is ensur-
ing that the security clearance process works. In July or June of
this past year, the DNI was trying to get office supplies and so
forth, so they were not prepared to do that, so they said, let us
make it OMB, because we are prepared to do it and we know how
to do it, so let us do that and then we will review the bidding this
next year. I don’t know whether the decision will be that we con-
tinue to be the oversight or whether it comes to DNI. But, we know
the thing will not be where we want it to be by June, but we will
pick somebody else. We will renew the Executive Order and go
from there.

Senator VOINOVICH. I would feel a lot more comfortable if you
stayed with it.

Mr. JOHNSON. Thank you, although, sir, the three times we have
met, the oversight committee, we have a little vote for who the
most valuable member of the meeting is. I have never won that
award. [Laughter.]

But Ms. Dillaman has won it each time, so if there is a treasure
in this group, it is Ms. Dillaman.

Senator VoINOVICH. Well, you had better be concerned about
Negroponte stealing her. [Laughter.]

Ms. SPRINGER. It is not going to happen. [Laughter.]

Senator VOINOVICH. Thank you very much, and again, I apologize
to all of you for having to leave and vote. I am thrilled about where
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we are with this process. Mr. Stewart, I encourage GAO to con-
tinue working with OMB and OPM. Again, I want you to know, if
there is anything I can do or this Subcommittee can do to help
make this possible, let me know. I want to do it. Thank you.

The meeting is adjourned.

[Whereupon, at 4:32 p.m., the Subcommittee was adjourned.]
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Mr. Chairman and Members of the Subcommittee, thank you for the
opportunity to testify today to discuss the Office of Personnel
Management’'s (OPM) efforts to expedite the security clearance
process, specifically the agency’s efforts to reduce the current

backlog.

As you know, OPM has been responsible for processing security
clearances for civilian agency employees and contractors for
decades. Over time, our workload in this area has increased, but
grew exponentially after we became responsible for processing all
civilian, military and contractor investigations, previously handled by
the Department of Defense (DOD), in February 2005. OPM is now
responsible for ensuring that each year approximately 1.4 million
Federal employees and contractors meet suitability and/or security
requirements so they can serve in the Federal Government. The
majority of the current workload is focused on completing
investigations for the DOD. In fact, approximately 80 percent of our

(23)
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national security investigations are related to clearing DOD’s military,
civilian and contractor workforce for employment. Currently an
investigation backlog means the process has not been completed in
120 days. By the end of 2006, OPM is required by the Intelligence
Reform and Terrorism Prevention Act of 2004 to reduce
investigations processing time to 90 days. We intend to meet that
goal by adhering to the strategy laid out in the Plan for Improving the
Personnel Security Clearance Process which was jointly prepared by
OPM, the Office of Management and Budget, and major clearance
granting agencies across Government. It represents the collective
good faith efforts of all stakeholders to address the problems
associated with the clearance process by outlining the roles and
responsibilities of each party, actions to be taken, and the agreed
upon target goals and measures that need to be met in order for the

program to succeed.

When we formally merged our Federal investigations unit with the
Department of Defense we received 144,000 investigations from the
Pentagon. At that point in time, OPM was in the process of
completing 260,000 investigations for civilian agency personnel and

contractors.

We were asked to handle this additional workload for a number of
reasons. First, OPM has a fully proven process for handling various
types of investigations. Second, OPM has an automated system that
reduces duplication of effort and shortens the time it takes for

investigations o be completed. Finally, we are able to use our
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existing fee-for-service system to pay for the cost of administering

this program.

Background
During the June 28, 2005 hearing on this issue, OPM outlined the

overall process for granting or denying security clearances and
identified the various stakeholders for all steps of that process. In
July, working with the Office of Management and Budget (OMB),
OPM completed an analysis of the overall process and proposed
performance goals and milestones that could be measured with data

available from OPM'’s automated investigations processing system.

Since that time, we have worked with OMB and senior
representatives from the intelligence community, as well as the
Department of Defense, Department of Homeland Security, and
others to develop an overall plan for improving the security clearance
process. We have also worked together to build a consensus around

performance goals and action items to improve timeliness.

Those goals include improving future agency workload projections,
improving both agencies’ and OPM timeliness for completing
investigations, improving the quality of submissions, and improving

timeliness of adjudications.

Progress to Date

One of the contributing factors to the backlogs we are addressing
today has been Federal agencies’ inability to accurately forecast the
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number of investigations and clearance actions that are needed each
fiscal year. OPM will assist agencies in improving their workload
forecasting by collecting quarterly data comparing agencies’ annual
workload projections with actual requests. With this information,
agencies will be able to improve the accuracy of workload projections
and to identify changes that require priority planning while

investigations and adjudications staffing adjustments are being made.

In the meantime, OPM has been taking significant steps to meet the
needs of agency personnel. For example, OPM has increased the
amount of staff devoted to the background investigations program by
400 since June 2005 bringing the total number of dedicated
investigations staff to 8,400. Approximately 6,600 of the 8,400 are
private sector employees, some of whom were recently hired using
the staffing resources of five new companies with which we've
contracted. We believe the current staff level is capable of handling
the workloads projected for FY 2006. This means they will be able to
handle both new applications and the elimination of the backlog at the

same time.

In 2004, OPM implemented an automated process for collecting
subjects’ background information electronically rather than through a
paper-based format. The OPM system, the Electronic Questionnaire
for Investigations Processing (eQIP), is used by agency employees
seeking clearances to submit their background information. Since its
implementation, the system has been able to improve the timeliness

and accuracy of submissions for investigations because it reduces
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the amount of time applicants must spend completing forms
accurately for the initial and reinvestigation processes. During June
of this year, over 370 investigations requests were handled each
week using eQIP. By October, that number climbed to an average of
over 4,250 each week, largely due to the successful use of the

system by military, civilian, and contractor staff.

The investigations process supporting Top Secret Clearances,
referred to as Single Scope Background Investigations (SSBI), is a
particularly important and sensitive program. When OPM was
delegated this authority in February 2005, there were 72,000
investigations in process. As of October of this year, we reduced that
number to 54,000, a significant improvement, but an area which
continues to be a subject of attention. For requests designated for
priority handling --over 13 percent of the total number of Top Secret
requests-- the average processing time was reduced from 147 days
in June 2005 to 104 days in October. We continue to work toward

reducing the time it takes to complete the process for these cases.

Investigations that support a Secret or Confidential Clearance,
National Agency Check with Law Check (NACLC) averaged 163
processing days in June. By October, the processing time decreased
to 136 days. Priority requests for this level of investigation also
decreased from an average of 95 days in process during June to 51

days in process during October.
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In June, OPM reported that its goal was to average 35 days or less
for the priority initial clearance investigations by October 1, 2005. In
October, our Federal and contractor field staff completed all required
subject and source interviews and advanced results to the agencies
in an average of 34 days for over 890 priority Single Scope

Background Investigations.

Looking Ahead
For new investigations received in the first two quarters of FY 2006, it

is OPM's goal to process 80 percent of initial clearance investigations
within 120 days of receipt, positioning us to meet the requirement of
completing 80 percent within 90 days by the end of Calendar Year
2006 as specified in the Intelligence Reform and Terrorism
Prevention Act of 2004.

To ensure our processes are successful, OPM continues to measure
investigation timeliness including the overall time required to obtain
the field coverage and information from third-party National, State,

and local government agencies

Finally, I'd like to tell you about the progress we've made dealing with
the issue of international coverage. During the last hearing we
reported that OPM was working with the State Department and the
DOD to establish an international coverage unit under DOD’s
authority to replace the overseas coverage previously obtained from
Defense components abroad. Our first teams deployed in August,
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and we will maintain a constant presence in several countries as we

work to reduce the existing backliog.

Conclusion

OPM is making significant progress. We worked with other agencies
in the development of reasonable goals and targets and are working
to meet them by measuring success and making procedural changes
where necessary. We are on track to meet the goal of processing
investigations within 90 days of receipt by the end of Calendar Year
2006.

Mr. Chairman that concludes my remarks. | wouid be happy to

answer any questions you may have.
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Thank you, Mr. Chairman, for inviting me to testify on the Administration’s
efforts to improve the process by which the government grants security clearances.
We recognize that the granting of security clearances should be faster, but also
should ensure only those who need and deserve a security clearance actually get
one in a timely manner.

The keys to improving the effectiveness and efficiency of the security clearance

process will be:

e Having the Office of Management and Budget (OMB), the Office of
Personnel Management (OPM, and the agencies set clear, mutually agreed
upon goals;
plans and milestones that measure whether we’re on track to meet our goals;
a lot of monitoring of the performance of responsible investigative and
adjudicative agencies; and

¢ accountability for achieving mutually set goals.

We’ve had goals before, but have never held agencies accountable for meeting
them.

Since enactment of the Intelligence Reform and Terrorism Prevention Act of
2004, the Administration has taken serious steps to improve the security clearance
process. The Administration gave lead responsibility for improving the security
clearance process to the Director of OMB. The Director has delegated that
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responsibility to me. Various other responsibilities have also been delegated,
principally the responsibility for the day-to-day supervision and monitoring of
security clearance investigations, and for the tracking of the results of individual
agency-performed adjudications, which were assigned to OPM.

To assist OMB and OPM in this endeavor, we have enlisted the support and
commitment from all major agencies seeking and involved in providing security
clearances. They include the Departments of Defense, Homeland Security,
Energy, Justice, Transportation, Commerce, and State, as well as the National
Archives and Records Administration and the Director of National Intelligence.
These agencies, together with the National Security Council, which make up the
Security Clearance Oversight Steering Committee, are committed to reforming the
process and achieving the goals laid out in the Intelligence Reform and Terrorism
Prevention Act: they are very proud to be a part of this effort.

The Security Clearance Oversight Steering Committee first met in August of
this year with the initial focus on improving the investigative' work done by OPM.
OPM currently conducts 90 percent of the investigations necessary to determine
eligibility for a security clearance. The Steering Committee met again in
September, October, and late last week. It established two working groups, one to
craft the plan to meet the goals of the Intelligence Reform and Terrorism
Prevention Act and another to address issues related to the reciprocity of security
clearances among Federal agencies.

The Plan for Improving the Personnel Security Clearance Process

I will let the Office of Personnel Management discuss the plan in greater
detail. If implemented as promised, however, you can be assured the plan will
result in improving the timeliness and processing of personnel security clearances.
The plan details individual areas of responsibility and actions required for success.
For instance,

¢ By the end of this year, a single consolidated data base of personnel security
clearance information within OPM’s jurisdiction will be established and it
will be easily accessible by authorized users to confirm who already has
what clearances.
¢ By December 2006, 80% of background investigations will be completed
within 90 days of receipt of the necessary information
¢ By December 2006, 80% of adjudications will be completed within 30 days
of receipt. '
Interim goals and metrics are agreed to by the participating agencies and will be
tracked on a quarterly basis.
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Reciprocity

Of course, if many agencies now requiring additional investigation of
personnel with existing security clearances no longer require those investigations,
the strain on the security clearance process would be diminished significantly. We
commit to enforcing the longstanding policies that require agencies to honor
existing security clearances except under extraordinary circumstances. Reciprocity
means that for individuals with existing clearances at the same level, unless one of
several narrow exceptions are present, an agency may not:

& request a new security questionnaire;

s review existing background investigations;
® review existing security questionnaires;

s initiate any new investigative checks.

The Reciprocity Working Group has identified the narrow exceptions which
must be present in order for an agency to require the above additional
investigations. Those exceptions are:

o the current clearance is interim or temporary;

» for highly sensitive programs, the current agency accepted greater risk by
granting a waiver or other exception; ’

o for certain highly sensitive programs, the individual must satisfy a polygraph
requirement of the new agency when no such requirement was imposed by
the current agency;

e for certain highly sensitive programs, the individual is disqualified based
upon immediate family who are not U.S. citizens if applicable to the new
program;

o for certain highly sensitive programs, the individual does not meet additional
but not duplicative investigative or adjudicative requirements approved by
OMB on a program specific basis.

Reciprocity has been required before, but no one has ever held agencies
accountable for honoring it. We will.

Technology

Technology can improve the way we collect information, investigate an
individual’s background, and track the security clearance process end to end. Our
first priority is to maximize the use of technology at our disposal today. For
instance, all agencies have committed to full use of eQIP, the system for electronic
collection and transmission of individual background information, by April of
2006. This, alone, will ensure not only the timely collection of background
information, but also that it is complete and accurate when it is received.
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Agencies are also beginning to employ phased reinvestigations, the process
of accessing available electronic databases to update an existing background
investigation and security clearance. Expanded use of this technology will greatly
reduce the time it takes to update existing security clearances.

We plan on achieving the security clearance goals of the Intelligence Bill
with better use of current methodologies and technologies. Developing new
technologies and enhanced tools will allow us to further speed and improve the
effectiveness of the granting of security clearances.

Contractors

Companies with employees waiting for security clearances are justifiably
troubled by the length of time it takes to complete a background investigation and
grant a security clearance. The Steering Committee met with contractors to hear
their concerns and brief them on our progress. We will meet with additional
contractors next week. It will be important to establish a feedback mechanism for
contractors so their concerns about the timeliness of security clearances are
addressed but the risk of alienating the agencies with whom they are attempting to
do business is minimized.

Conclusion

The Steering Committee’s current focus is on improving the ninety percent
of investigations now performed by the Office of Personnel Management, and
making the greatest use of current technology. Once improvement plans for this
work are final and well into implementation, the Steering Group’s focus will shift
to ensuring the remaining ten percent of investigative operations are performing to
the same standards, and to the developing and applying new technologies. The
bulk of this remaining 10%, the Intelligence Community, has been an active part of
our oversight work to date, and agrees with all the standards and measures of
success.

1 am very proud of the progress we have made in a short time to address the
challenges facing the security clearance process. I expect to be back before this
Subcommittee over the next year to inform you of the progress we have made.
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DOD PERSONNEL CLEARANCES

Government Plan Addresses Some Lon:
standing Problems with DOD's Program,
But Concerns Remain

What GAO Found

We are encouraged by the level of commitment demonstrated by OMB in
overseeing the preparation of the government plan for addressing problems in
the personnel security clearance process. The plan represents an iraportant step
toward addressing some long-standing concems GAO has raised in this area. It

ludes some ek that a comprek ive strategic plan should contain,
such as metrics that will be used to monitor the timeliness of the security
clearance process governmentwide. However, the plan provides few details on
other features that GAO looks for in a comprehensive strategic plan. For
example, in some cases, the plan does not provide details on discrete actions the
government would take or their projected completion dates. In addition, the
plan does not always include details on the resources required to accomplish the
plan’s objectives. Finally, the plan does not describe potential risks or mitigation
plans to address potential risks.

Although the government plan establishes metrics to address the timeliness of
the security clearance process, they focus on some phases of the process more
than others. Specifically, the plan identifies a2 wide variety of metrics for
monitoring the timeliness of security clearance investigations, but it does little t~
address timeliness in the adjudication phase of the process. The government
plan also provides quarterly goals for different types of investigations. However,
the plan does not identify baseline measures or interim goals for average
adjudication processing time.

Although it explicitly acknowledges that agencies have concems about the
quality of investigations and adjudications, the government plan devotes little
attention to monitoring and improving the quality of the personnel security
clearance process. The plan’s primary metric for measuring the quality of
investigations—the percentage of investigations returned by requesting agencies
due to incomplete case files—is not, by itself, a valid indicator of the quality of
investigative work. Other or additional statistics, such as the number of
counterintelligence leads generated from security clearance investigations, may
be needed. The government plan did not identify a metric for assessing the
quality of adjudications, although GAO and other agencies have identified
actions that would facilitate monitoring and improvement of the quality of this
portion of the personnel security clearance process.

DOD must correct previously identified problems before its personnel security
clearance program can be removed from the high-risk list. Before removing
DOD's personnel security clearance program from the high-risk list, GAO will
examine whether OMB, OPM, and DOD have satisfied certain criteria, including
the establishment of leadership support, sufficient resources to resolve the risk,
and a corrective action plan. GAO's criteria also include the presence of a
program to monitor and independently validate the effectiveness and
sustainability of any corrective actions and the agency's ability to demonstrate
the implementation of corrective measures.

United States Office
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Chairman Voinovich and Members of the Subcommittee:

1 am pleased to be here today to discuss the government plan for addressing problems in
the Department of Defense’s (DOD) personnel security clearance program. Clearances
granted through such programs allow personnel access to classified information.
Unauthorized disclosure of classified information can cause exceptionally grave damage
to national security. As you know, Mr. Chairman, in January of this year, we added
DOD’s personnel security clearance program to our list of government high-risk
operations.' Our high-risk list focuses on those major programs and operations that need
urgent attention and transformation in order to ensure that our national government
functions in the most economical, efficient, and effective manner possible. Also, some
federal programs and operations are designated high risk because of their greater
vulnerabilities to fraud, waste, abuse, and mismanagement.

We declared DOD’s personnel security clearance program a high-risk area in January
2005, in part because of long-standing delays in completing requests for security
clearances. We have reported backlogs and impediments to timeliness and quality
throughout DOD’s personnel security clearance process. DOD has faced challenges in
the past in setting and projecting the requirements for clearances, submitting requests
for investigations, conducting timely investigations, and adjudicating, or determining,
whether someone is eligible for a clearance. We also found that DOD had been unable to
accurately estimate the size of its clearance backlog.

Problems with timeliness and quality in the personnel security clearance process can
affect our national security. For example, delays in renewing security clearances for
personnel who are already doing classified work can lead to a heightened risk of
disclosure of classified information. Moreover, delays in providing initial security
clearances for previously noncleared personnel can result in other negative
consequences, such as additional costs and delays in completing national security-
related contracts, lost-opportunity costs, and problems retaining the best-qualified
personnel. Given the vast scope of DOD’s personnel security clearance program, these
negative effects resound across government. Within DOD, the Office of the Under
Secretary of Defense for Intelligence is responsible for the clearances issued to
approximately 2 million personnel and for coordinating and implementing DOD-wide
policies related to accessing classified information. While most of the clearances DOD
handles are for servicemembers and DOD’s federal employees and contractor personnel,
the Office of the Under Secretary for Intelligence is also responsible for the clearances of
contractors for more than 20 other federal agencies, as well as the clearances of staff in
the federal government’s legislative branch.

My testimony today will focus on the government plan and its relevance to improving
DOD’s personnel security clearance process and how well it addresses our past
concerns. The Office of Management and Budget (OMB) took the lead in developing the
government plan, and the Office of Personnel Management (OPM), which is now
responsible for 90 percent of the clearance investigations in the federal government,

' See GAO, High-Risk Series: An Update, GAO-05-207 (Washington, D.C.: January 2005).
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assisted OMB in developing this plan. Because we have had a limited time to review the
government plan, we have been unable to conduct a thorough assessment. Therefore, my
preliminary observations will focus on four key areas. First, I will describe how well the
government plan adheres to the standards of comprehensive strategic planning. Next, I
will provide our evaluation of how well the plan addresses concerns about the timeliness
and the quality of personnel security clearances. Finally, I will discuss the actions
required to remove the program from our high-risk list. I would like to note that, at your
request, we have recently begun a review focusing on the quality of top secret security
clearance investigations and adjudications for contractor personnel. As of February
2005, these personnel waited, on average, over 1 year for DOD to determine clearance
eligibility. As part of that review, we will examine the government plan more fully and
provide an assessment in our report to the Subcommittee.

My statement is based on our preliminary review of the government plan and previous
GAQ reports and analyses. Our work was performed from October 2005 through
November 2005 in accordance with generally accepted government auditing standards.
In our preliminary review, we considered what was presented in the government plan in
light of elements from the Intelligence Reform and Terrorism Prevention Act of 2004 as
well as relevant prior reports from GAO and DOD's Inspector General.

Summary

In summary, Mr. Chairman, the government plan represents an important step toward
addressing some of the long-standing concerns we have raised about the personnel
security clearance process. We are encouraged by the high level of commitment that
OMB has demonstrated in preparing this plan. The government plan provides many
metrics that will be used to monitor the timeliness of the clearance process
governmentwide, but it provides few details on other elements that a comprehensive
strategic plan might contain. For example, in some cases, the plan does not provide
details on discrete actions the government would take or projected completion dates for
actions the plan identifies. In addition, the plan does not always include details on the
resources required to accomplish the plan’s objectives. Finally, the plan does not
describe potential risks or mitigation plans to address potential risks.

The government plan identifies a wide variety of metrics for monitoring the timeliness of
security clearances. Passage of the Intelligence Reform and Terrorism Prevention Act of
2004 addressed many of our past concerns about metrics and monitoring the program.
For example, the act requires that, during the period between December 17, 2006, and
December 17, 2009, each authorized adjudicative agency shall make a determination on
at least 80 percent of all applications for personnel security clearances within an average
of 120 days of receiving the security clearance request. However, the government plan is
inconsistent in its treatment of some timeliness issues. Specifically, the plan provides
quarterly goals for different types of investigations, but it does not identify interim goals
for average adjudication processing time. In addition to metrics, the government plan
describes the use of information technology to positively affect the timeliness of
clearances.

Page 2 GAO-06-233T
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The government plan devotes little attention to monitoring and improving the quality of
the personnel security clearance process, although it explicitly acknowledges that
agencies have concerns about the quality of investigations and adjudications. The
primary metric found in the government plan for measuring the quality of investigations
is the percentage of investigations returned by requesting agencies because of
incomplete case files. Because the number of investigations returned for rework is not—
by itself—a valid indicator of the quality of investigative work, use of other or additional
statistics such as the number of counterintelligence leads generated from investigations
may be needed. The government plan did not identify a metric for assessing the quality of
adjudications, although we and other agencies have identified actions that would
facilitate monitoring and improvement of the quality of this portion of the security
clearance process. However, the government plan contains provisions for an investigator
training and quality assurance program.

Before removing the security clearance process from our high-risk list, we will examine
whether OMB, OPM, and DOD have satisfied the criteria we have established for
removing a high-risk designation. As we established in November 2000, these criteria
include leadership support, sufficient resources to resolve the risk, and a corrective
action plan. Our criteria also include the presence of a program to monitor and
independently validate the effectiveness and sustainability of any corrective actions and
the ability to demonstrate the implementation of corrective measures. DOD must
undertake many corrective actions to implement our recommendations and to correct
previously identified problems before its personnel security clearance program can be
removed from its high-risk list.

Background

On June 28, 2005, I testified before this subcommittee on DOD’s personnel security
clearance program.’ I noted that while DOD has taken steps to address some of the
problems that led us to designate its personnel security clearance program a high-risk
area, we found continuing challenges in each stage of DOD’s clearance process. I also
noted that, despite partially concurring with our May 2004 recommendation,’ DOD had
not developed and implemented an integrated, comprehensive management plan to
eliminate the backlog, reduce the delays in conducting investigations and determining
eligibility for security clearances, and overcome the impediments that could allow such
problerns to recur.

On the day before your June hearing, the President signed Executive Order 13381, which
is to expire on July 1, 2006, and has the stated purpose of strengthening processes for

* GAO, DOD Personnel Clearances: Some Progress Has Been Made but Hurdles Remain to Overcome the
Challenges That Led to GAO’s High-Risk Designation, GAO-05-842T {Washington, D.C.. June 28, 2005).

* GAO, DOD Personnel Clearances: Additional Steps Can Be Taken lo Reduce Backlogs and Delays in

Determining Security Clearance Eligibility for Industry Personnel, GAO-04-632 (Washington, D.C.: May
26, 2004).
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determining eligibility for access to classified national security information.' The order
stated that the Director of OMB may assign, in whole or in part, to the head of any
agency, either solely or jointly, any process relating to determinations of eligibility for
access to classified national security information.

At the request of the OMB Deputy Director, OMB and GAO officials met on July 12, 2005,
to discuss OMB’s general strategy for addressing the problems that had led to our high-
risk designation for DOD’s personnel security clearance program. Among other things,
the Deputy Director indicated that (1) OMB staff would work with DOD and OPM to
develop preliminary milestones and metrics for correcting problems associated with the
program and (2) GAO would be asked to comment on that information in August or
September. We indicated that GAO would need to remain independent, but could provide
general comments to OMB about milestones, timeframes, criteria, and other materials
developed by OMB and other executive branch agencies. The timeframe of August or
September for the next meeting with OMB corresponded roughly with the up to 90 days
after selection that was specified in the Intelligence Reform and Terrorism Prevention
Act of 2004 for the head of the identified lead agency to develop, in consultation with the
appropriate committees of Congress and each authorized adjudicative agency, a plan to
reduce the length of the personnel security clearance process.’

Plan Identifies Metrics but Lacks Details on Other Critical Elements of a
Strategic Plan

The government plan provides many metrics that will be used to monitor the timeliness
of the clearance process governmentwide, but the plan detailed few of the other
elements that a comprehensive strategic plan might contain. The Government
Performance and Results Act of 1993° identified some of the elements that might be
found in a comprehensive strategic plan. Those elements include a comprehensive
mission staterent, general goals and objectives, a description of how the goals and
objectives are to be achieved, key external factors that could significantly affect the
achievement of the goals and objectives, and a description and schedule of the program
evaluations used in establishing and revising general goals and objectives. GAO has also
published an evaluator’s guide to use in evaluating strategic plans. This guide discusses
key performance indicators and the means to verify and validate the measured values.’

The government plan provides numerous metrics to monitor the timeliness of the
clearance process. For example, the plan requires more accurate projections of the
numbers of clearances needed, statistics on how long it takes to process a request for the

‘ The White House, Executive Order 13381, Strengthening Processes Relating to Determining Eligibility
for Access to Classified National Security Information (June 27, 2005).

*50 U.S.C. § 435b(g).
¢ Pub. L. No. 103-62.

" GAO, The Results Act: An Evaluator’s Guide to Assessing Agency Annual Performance Plans,
GAQ/GGD-10.1.20 (Washington, D.C.: Apr. 1, 1998).
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investigation once the request has been made, information on the time required to
perform various types of investigations, and the amount of time needed to determine
clearance eligibility. Many of the metrics will be monitored on a quarterly or yearly basis
according to the example tables contained in the plan. Another positive feature of the
plan is that the same metrics will be used in many governmental agencies, making it
possible to roll the data up and obtain a larger federal government perspective. ‘

Many portions of the government plan fail to include important elements of strategic
planning that could influence how effectively and efficiently the plan is carried out. I will
illustrate our concerns using two example sections from the plan. In the first case, the
plan includes a section on how the government intends to address reciprocity.’ For those
who are unfamiliar with that term, reciprocity is the extent to which departments,
agencies, or military services accept clearances and access granted by other
departments, agencies, or military services. The government plan does not include
discrete actions with projected completion dates that could be used to monitor interim
progress toward the goal of greater reciprocity. The plan overlooks such actions and
related timeframes even though a June 17, 2005, memorandum written by the Deputy
Director of OMB indicates that the plan for each of the 25 areas on GAO’s high-risk list
should set goals and milestones that, if implemented will reduce the risk of waste, fraud,
abuse, and mismanagement. A second example of the security clearance plan’s failure to
follow principles of strategic planning can be found in the plan’s section on requirements
for access to national, state, and local record systems. Nothing in this section of the plan
mentions actions and milestones for actions, or how OMB or the federal government
could affect access to state and local records. The plan also fails to consider whether
additional monetary or human capital resources would be needed for that effort, what
external risks could adversely affect the government plan, or what steps the government
could use to mitigate those risks.

Plan Emphasizes Timeliness of the Clearance Process

The government plan identifies a wide variety of metrics that can be used to track the
timeliness of clearances, and it describes generally some initiatives for speeding the
processing of clearances. In February 2004, we expressed continuing concerns about the
size of DOD's backlog and its accurate measurement.” At that time, we recommended
that the Under Secretary of Defense for Intelligence develop timeliness definitions and
measures, and monitor the security clearance backlog at each stage of the personnel
security clearance process.

* 50 U.S.C. § 435b(d)(1) provides that “all security clearance background investigations and determinations
completed by an authorized investigative agency or authorized adjudicative agency shall be accepted by all
agencies.” Exceptions to reciprocity are, however, permitted on a case-by-case basis under the conditions
specified in the U.S, Code.

° GAO, DOD Personnel Clearances: DOD Needs to Overcome Impediments to Eliminating Backlog and
Determining Its Size, GAO-04-344 (Washington, D.C.: Feb. 9, 2004).
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Passage of the Intelligence Reform and Terrorism Prevention Act of 2004 addressed our
concerns about metrics and monitoring within the larger context of the total federal
government, specifying timeframes for the completion of both investigations and
adjudications and requiring an annual report to Congress detailing the timeliness of the
clearance process. Specifically, the act requires that not later than December 17, 2006,
and ending Deceraber 17, 2009, each authorized adjudicative agency shall make a
determination on at least 80 percent of all applicants for personnel security clearances
within an average of 120 days—90 days to complete the investigation and 30 days to
complete the adjudication—of receiving the security clearance application.”® Also, not
later than February 15, 2006, and annually thereafter through 2011, OMB must provide a
report to appropriate congressional committees on the progress made during the
preceding year toward meeting these goals.”

The government plan identifies numercus management reports and metrics that can be
used to monitor all stages of the personnel security clearance process. To monitor the
submission of requests for investigations, the plan indicates that the government will
require that submissions be processed within an average of 14 calendar days of the
subject completing the security clearance questionnaire. For the investigation stage, the
plan shows baseline measures for how long it took to complete the average investigation
and the investigative workload. This type of information is shown for multiple quarters in
fiscal year 2005. The plan also provides quarterly goals—expressed as average days
taken to complete an investigation—for different types of investigations. The
adjudication-timeliness goals mandated by the National Intelligence Reform and
Terrorism Prevention Act of 2004 are noted in the plan, but it does not identify baseline
measures or interim goals for average adjudication processing time.

In addition to metrics, the government plan describes the use of information technology
to positively affect the timeliness of clearances. For example, OPM has deployed the
electronic Questionnaire for Investigations Processing (e-QIP) system for a subgroup of
users and indicates that all agencies will be required to submit their requests for
investigations with e-QIP by March 2006. OPM is also involved in an effort to streamline
clearance processing by digitally sending completed investigation files to adjudicative
agencies for review, approval, and submission to the investigation provider. However,
the plan provides few details that would allow us to assess the maturity of either
initiative.

Plan Needs to Build More Quality into the Clearance Process

The government plan devotes little attention to monitoring and improving the quality of
the personnel security clearance process. At the same time, the government plan

50 U.S.C. § 435b(g)(3). Section (g)(2) also provides that the timeframe for completing clearances will
reduce further once 5 years have elapsed from the enactment of the section. At that time, the section
indicates that to the extent practical, the plan shall require each authorized adjudicative agency to make a
determination on at least 80 percent of all applications for a personnel security clearance within an
average of 60 days—40 days to complete the investigation and 20 days to complete the adjudication.

" 50 U.S.C. § 435b(h).

Page 6 GAO-06-233T



42

explicitly acknowledges that agencies have concerns about the quality of investigations
and adjudications. Specifically, the plan says that “a lack of reciprocity often arises due
to reluctance of the gaining activity to inherit accountability for what may be an
unacceptable risk due to poor quality investigations and/or adjudications.” These
concerns exist despite the fact that since 1997, all federal agencies have been subject to a
common set of general personnel security investigative standards and adjudicative
guidelines for determining whether service members, government employees,
government contractors, and others are eligible to receive security clearances.”

The primary metric found in the government plan for measuring quality of investigations
is the percentage of investigations returned by requesting agencies due fo incomplete
case files, but use of that metric is problematic. In 1999, we reported that the number of
investigations retumed for rework is not by itself a valid indicator of the quality of
investigative work, because adjudication officials said they were reluctant to return
incomplete investigations in anticipation of further delays.” Regardless of whether this
metric remains a part of the plan, developers of the plan may want to consider adding
other indicators of the quality of investigations, such as the number of
counterintelligence leads generated from security clearance investigations and
forwarded to relevant units. Our 1999 review of a random sample of investigations is
another example of a method that can be used to evaluate quality. This type of periodic
review could be performed by an office of the inspector general or some other unit that
is not affiliated with OPM’s investigations facility in order to insure the independence of
the findings.

The government plan indicates that OPM has developed an investigator training and
quality assurance program. This is a positive step. Our prior work has shown that
investigation quality can be negatively affected when investigators are insufficiently
trained. However, the plan does not discuss implementation of the training program or
the metrics associated with the quality assurance program.

The government plan does not identify a metric for assessing the quality of adjudications.
As the Defense Personnel Security Research Center has noted, it is difficult to measure
the degree to which adjudicative standards are met.” Nevertheless, GAO and other
agencies have identified actions that would facilitate monitoring and improvement of the
quality of this portion of the security clearance process. For example, a 2001 GAO report
recormmended that DOD require adjudicators to use common explanatory guidance and

 The White House, “Implementation of Executive Order 12968,” Memorandum (Washington, D. C.: Mar.
24, 1997). This memorandum approves the adjudication guidelines, temporary eligibility standards, and
investigative standards required by Executive Order 12968, Access to Classified Information (Aug. 2,
1995).

® GAO, DOD Personnel: Inadequate Personnel Security Investigations Pose National Security Risks,
GAO/NSIAD-00-12 (Washington, D.C.: Oct. 27, 1999).

" Ralph M. Carney, Joanne Marshall-Mies, Daniel G. Youpa, and Whitney B. Helton-Fauth, Quality

Assurance in Defense Adjudication: An Adjudicator Workshop for Defining and Assessing Quality,
PERSEREC TR 02-04 (Monterey, Calif.: Defense Personnel Security Research Center, March 2003).
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document adjudication determinations.” In addition, a 1998 DOD Inspector General
report suggested implementation of a peer review program among DOD adjudication
facilities.”

The government plan does not contain initiatives for improving adjudication quality. We
have, however, previously reported recommendations for improving DOD’s adjudication
quality.” In our 2001 report, we recommended that DOD make four major improvements
to its adjudicative process. First, DOD should establish detailed documentation
requirements to support adjudication decisions. Second, the department should require
that all DOD adjudicators use common explanatory guidance. Third, it should establish
common adjudicator training requirements and develop appropriate continuing
education opportunities for all DOD adjudicators. Finally, DOD should establish a
common quality assurance program to be implemented by officials in all DOD
adjudication facilities and monitor compliance through annual reporting. DOD has
indicated progress on some of these initiatives such as professional adjudicator
certification and continuing education opportunities. The government plan may be able
to broaden the DOD initiatives to governmentwide actions for improving adjudication
quality.

Actions Required to Remove DOD’s Clearance Program from the High-Risk List

DOD must undertake many corrective actions to implement our recommendations and to
correct previously identified problems before we will remove DOD’s personnel security
clearance program from our high-risk list. Many of the issues about timeliness and
quality are being addressed in actions that OMB and OPM will monitor as part of the
government plan. Those actions need to address the criteria that we use in determining
whether or not to remove a high-risk designation. These criteria, which we defined in
November 2000, are shown in Figure 1."

® GAO, DOD Personnel: More Consistency Needed in Determining Eligibility for Top Secret Security
Clearances, GAO-01-465 (Washington, D.C.: Apr. 18, 2001).

' DOD Office of the Inspector General, Audit Report: Department of Defense Adjudication Program,
DoDIG 98-124 (Washington, D.C.: 1998).

" GAO-01-465.
* GAO-01-159SP.
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Figure 1: Criteria Agencies Must Meet Before High-Risk Designations Can Be Removed

e A demonstrated strong commitment and top leadership support to address the risk(s)
« The capacity (that is, the people and other resources) to resolve the risk(s)
A corrective action plan(s) that
« defines the root causes,
« identifies effective solutions, and
« provides for substantially completing corrective measures in the near term, including but
not limited to steps necessary to implement solutions we recommend
« A program instituted to monitor and independently validate the effectiveness and
sustainability of corrective actions
« The ability to demonstrate progress in having implemented corrective measures

Source: GAC.

Since our high-risk list began in 1990, the government has taken high-risk problems
seriously and has made long-needed progress toward correcting them. During the past 15
years, those efforts have resulted in 16 high-risk areas being removed from the list. For
example, in January 2005, sufficient progress had been made to warrant the removal of a
high-risk designation from three areas: student financial aid programs, Federal Aviation
Administration financial management, and Forest Service financial management.

We will remove a high-risk designation when agency actions, including those in response
to our recommendations, result in significant progress toward resolving a high-risk
problem.

Concluding Observations

Mr. Chairman, we are encouraged that OMB has undertaken the development of a
governmentwide plan for improving the personnel security clearance process. Still, much
remains to be done to develep a more comprehensive plan for improving the timeliness
and quality of the security clearance process. Developing specific steps to address the
general concerns that | identified today should move OMB and the executive branch
agencies closer to that goal. As we stated in our high-risk report, perseverance by OMB
and the agencies to implement our prior recommendations and continued oversight,
such as that shown by you and this committee, are both essential to bringing lasting
solutions to this high-risk area. In short, this is a good first step in the right direction. We
will continue to monitor the security clearance program, as we do for all of the programs
on our high-risk list.

Mr. Chairman and Members of the Subcommittee, this concludes my prepared statement.
1 would be happy to answer any questions you may have at this time.
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Questions from Chairman George V. Voinovich

Subcommittee on Oversight of Government Management, the Federal Workforce and the
District of Columbia

Questions for the Record

Access Delayed: Fixing the Security Clearance Process, Part II

November 9, 2005

Questions for Director Springer

1. On page 15 of your strategic plan, you have a series of pie charts that project future staff
levels. Inotice that your federal workforce will be reduced from its current level of 21 percent to
13 percent by October 2009. In addition, it appears that you will add review and support
functions to your workforce. Can you please elaborate on the roles and responsibilities of the
employees who will be working on these functions? In addition, do you anticipate that these
employees will be federal or contract workers?

Answer: The charts in the strategic plan represent the possible reconfiguration of the
Federal/Contractor staff that OPM will use in the future to conduct background
investigations. This projection is based on the expectation that the contractors providing
field services will successfully increase their capacity to handle the routine investigations,
with specific investigations targeted for completion by the Federal field staff. At this
time, it is too early to calculate the contractors’ capacity potential. The addition of review
and support functions as separate parts of the chart is not due to new services being
performed by contractors. It merely reflects our decision to separate the functions from
the coraprehensive end-to-end US Investigations Services (USIS) contract, which
bundled these review and support services with field investigative services. The review
and support functions performed by contract personnel will augment the review functions
conducted by the Federal review staff. The Federal review staff will be responsible for
those investigations that are either inherently governmental in nature or those that contain
serious issues that may possibly lead to an adverse suitability or security clearance
determination.

The roles and responsibilities of the support functions performed by the contractor(s)
include: opening mail, collating hard copy attachments with electronic case papers,
reviewing/screening each investigation request to insure accuracy and completeness,
troubleshooting data errors, completing data entry of case and processing information,
ensuring appropriate access levels, and other support functions required to conduct
background investigations. The review staff analyzes the content of completed
investigations to insure the information meets the established national standards.

2. At the end of the fourth quarter of 2005, it was taking OPM 310 days to completely close out
a Single Scope Background Investigation. According to your strategic plan, you intend to reduce
this time to 180 days by the end of the second quarter in 2006. Further, the National Intelligence
Reform Act requires that the background investigations are completed in 120 days by the end of
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the fourth quarter in 2006. Do you think it is possible to meet these deadlines? What steps are
you taking to meet them?

Answer: The Intelligence Reform Act requires that OPM complete 80% of all
investigations that support initial security clearances within 90 days of receipt by the end
of 2006. OPM is confident that we will meet the deadlines for these investigations, and
we are working aggressively to meet all the requirements of the Intelligence Reform and
Terrorism Prevention Act. Capacity has been expanded, systerns have been retooled, and
processes have been engineered to compress timeframes without compromising quality
and integrity. The firms who were awarded new investigative contracts now have a more
mature workforce with a year’s experience. This experience and expertise is critical to
the success of these new investigators, and the results are already being seen with the
backlog of cases dropping dramatically. It is important to note that the average number
of days to complete a case has been distorted by closing a large number of old cases. A
better measure is the number of days needed to complete a case. We are carefully
monitoring our old case inventory, and working actively with our partner agencies to
resolve long-standing bottlenecks in the process.

3. According to your strategic plan, OPM currently employs 8,400 employees and contractors
devoted to the security clearance investigation process. In your plan you noted that many of
these employees are relatively inexperienced and not fully trained. What steps is OPM taking to
ensure that the workforce has the requisite training necessary to conduct investigations in an
efficient and thorough manner? How long do you think it will take to train your investigators?

Answer: On-the-job experience is a critical part of the learning process for new
investigators. Training is also a valuable tool, however, and we have implemented a
comprehensive training program for our Federal investigative employees. The training
program combines mentoring, pre-academy training materials, and three weeks of
classroom training that occurs early in the first year they are with the program. New
agents begin producing investigations immediately after their initial training, and full
productivity is usually achieved within the first year. Currently our contract firms design
and implement their individual training programs according to standards set forth by
OPM. We conduct review and oversight of the contractor training programs.

4. The Federal Times recently reported that OPM is accepting bids from private sector
companies to supplement your contractor security clearance workforce. As mentioned in your
strategic plan, your agency needs 8,000 employees to manage your workload projections for FY
2006. Since you already have 8,400 federal and contract employees, why is it necessary to hire
another contractor before you have the existing workforce fully trained and functional?

Answer: Until now, OPM has relied exclusively on the comprehensive contract with US
Investigations Service (USIS) for a wide range of investigations, review, and support
services. The USIS contract will expire in July 2006, and in order to get the best possible
value, OPM has opted to compete the review and support functions separately from the
fieldwork services. Recent press coverage has focused on those efforts to restructure our
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contracts in this way. OPM is not expanding the functions performed by contractors or
increasing the number of contractors performing similar functions.

5. On page 14 of the strategic plan, you note that OPM does not track the time it takes to
conduct reinvestigations because it was not a requirement of the National Intelligence Reform
Act. However, reinvestigations are an important part of the clearance process and it does take
time and resources to conduct them. What performance metrics do you have to track the time it
takes to conduct reinvestigations?

Answer: OPM tracks and monitors the timeliness of all types of investigations
completed. Improvements in the timeliness of the reinvestigations have also been noted
due to our increased capacity. As part of workload management, we carefully evaluate
the age of cases on hand, the time taken for each step of the process based on the dates of
key milestones, and several categories of pending data. This information allows us to
focus our efforts where they are most needed and identify recurring impediments to the
investigations process.

6. There has been confusion in the past as to when the clock starts for tracking cycle time to
complete an investigation and adjudication. Therefore, can you explain when a clearance request
becomes a “backlogged” request?

Answer: The term “backlog” is often used when referring to the number of cases in
process. Many of the cases in OPM’s pending inventory are well within the expected
timeframes for completion, however, and are mischaracterized as backlogged when
counted with cases that are well beyond their expected completion date. We limit the use
of the term “backlog” to only those cases that are beyond their expected completion date.
Depending on the case type and the level of service requested by the customer agency,
the completion date is set from the date a complete and accurate request is received by
OPM from the requesting agency. Likewise, for adjudications, the completion date is set
from the date a complete and accurate investigation is received by the agency
adjudicating office.
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Senator Daniel K. Akaka
Questions for the Record
Access Delayed: Fixing the Security Clearance Process, Part II
Subcommittee on Oversight of Government Management,
the Federal Workforce, and the District of Columbia
November 9, 2005

Questions for Director Linda Springer
Office of Personnel Management (OPM)

1. Q. Atthe hearing, [ asked whether the Office of Personne!l Management (OPM) had any
preliminary figures on how much funding would be required to reach the goals of OPM’s
strategic plan. You indicated that there were no budget numbers but that there will be sufficient
funds to meet next year’s goals. Would you please provide me with a breakdown of program
costs for fiscal years 2004 and 2005, including the total amount of fees paid by agencies in both
fiscal years?

A. Revenue and expenses for FY 2004 and 2005 were:
e FY 2004 - Program Costs (expenses) = $343 million
* FY 2004 - Fees paid by agencies (revenue) = $363 million

FY 2005 — Program Costs (expenses) = $517 million
e FY 2005 - Fees paid by agencies (revenue) = $523 million

2. Q. Inresponse to my question regarding staffing levels and the distribution of federal
employees to contract employees, Ms. Dillaman responded that changes resulting from
“termination, retirements, for example” will result in rebalancing of the mix. While I
appreciated Ms. Dillaman’s additional comments that everyone is committed to working
together, whether federal or contract employee, I would like to know if there are plans to replace
those federal employees who retire or are terminated since your charts project a total staff level
of 9,000 by October 1, 2009, with a mix of 1,300 federal employees and 7,700 contract staff?
This figure represents a decrease in 500 federal employees from October 1, 2006. Is there a
succession plan to replace these federal employees?

A. OPM will maintain or increase the Federal staff level to have sufficient resources in
place throughout the country and to staff international coverage requirements through the
end of FY 2006. Given the substantial percentage of Federal staff who will be retirement
eligible through October 2009, this staff may be reduced through attrition to
approximately 1,300 by the end of 2009.

3. Q. The plan calls for monitoring each contractor’s training program to ensure consistency
of investigative standards and practices. [ believe good training programs will be central to
reducing the backlog of investigations and guaranteeing timeliness. Will all contractors use the
same training program, and if not why? What input does the Federal Investigative Services

Page 1 of 3
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Division of OPM provide to contractors in the development of contractor training programs?
What contractual guarantees exist regarding training programs? Who within the Division
reviews contractor training programs? How does training for contractors differ from training for
federal employees within the Division?

4.

A. Currently each contractor has developed its own training program after receiving a
baseline of materials and presentation from OPM. Allowing each contractor the
flexibility of design enables the contractor to implement creative solutions to training
issues. OPM has worked closely with each contractor in the development process and
conducted official reviews based on baseline standards prior to recommending final
approval and implementation of each training program. We have also conducted rigorous
oversight of the training being conducted. Each contract requires the contractor to
develop its training program, seek OPM approval, and allow OPM oversight/auditing of
its training. The review of contractor training programs falls within the purview of the
Deputy Associate Director for Program Services. The major difference between Federal
training and contractor training is that Federal employees conduct the Federal training.

Q. The plan suggests that OPM will continue to issue what are termed closed-pending

investigative reports. However some agencies do not adjudicate cases until an investigation is
complete. If this is the case, why doesn’t OPM list such investigative reports as incomplete and
overdue? How many reports are closed-pending as of September 30, 20057

5.

A. OPM monitors, tracks, and actively conducts appropriate follow-up on investigations
that are still pending and exceeding expected completion dates. OPM routinely provides
the pending case inventory level, including a subset of data representing the number that
has been “closed pending,” to OMB for oversight purposes.

An investigation may be “closed pending” when all the required personal coverage has
been obtained by the field investigators. The investigation may be pending one or more
third party record searches outside OPM’s immediate control, and substantial delays may
be experienced retrieving the final portions to the complete investigation.

The close-pending process serves two purposes. First, it advances substantial
information that may be used by agencies to make an interim or conditional decision on
the subject’s suitability or eligibility for a security clearance. The policy on the use of the
“closed pending” investigation varies by agency, and we are in the process of cataloging
which agencies use this service. The “closed pending” investigation also serves to
advance any serious issue information that has been developed by an investigator or as
part of the record search completed at that time. This is critical if an agency has already
hired the individual prior to completing the investigation.

As of September 30, 2005, OPM had 48,388 investigations in a closed-pending status.

Q. The plan indicates that OPM will redistribute staff among the contractors to deal with

unanticipated workload changes. Will you largest contractor want to decrease its current market
share of investigations, especially after the company has invested time and money in the
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development of its investigators? Conversely, is it reasonable to expect all of the other firms to
add two to five times the investigator capacity that they currently have?

A. OPM will not direct the redistribution of staff among the contractors. The new
investigative contractors are aggressively building their workforces and are keeping a
focus on recruiting individuals who are new to the investigative arena. It is OPM’s intent
to distribute workloads proportionate to the level of staff each company provides. While
our largest contractor may not wish to lose any of its current market share, it is in the
Government’s best interest to promote competition by all qualified vendors. This will
result in improved service levels and reasonable pricing.

6. Q. Intestimony before the Subcommittee in September 2004 and June 2005, the
Government Accountability Office (GAO) noted that OPM continues to use its investigations
contractor to conduct personnel security clearance investigations for the contractor’s employees
even though GAO raised an internal control concern about this practice during its 1996 review.
It is my understanding that the same contractor is currently evaluating the quality of its and other
contractors’ investigative reports. What steps has OPM taken to address the internal control and
quality-control problems identified by GAO?

A. The Federal investigative staff that transferred from DSS came to OPM with a
substantial backlog of investigations in process for the Department of Defense. To date,
OPM has not been able to direct any new work assignments to this staff to allow them
sufficient time to eliminate this backlog. Once eliminated (mid-year FY 2006), it is our
intent to assign the contractor employee cases to the Federal investigative staff Until
that time, the contractors are required to complete the investigations for their own staff
under strict Federal oversight by OPM’s Contract Management team.

Completed investigations on contractor personnel are reviewed by Federal review and
adjudication staff. Contractors do not evaluate the quality of each other’s work. OPM
currently has solicitation open for Review and Adjudication Support Services. Our intent
is to have an independent contractor, one that does not have an investigative fieldwork
contract with OPM, perform case review activities in addition to our current Federal
review staff. Work done by both the contractor and Federal staff would be subject to
quality assurance conducted by Federal staff reporting directly to our Deputy Associate
Director for Program Operations.

Page 3 of 3
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Questions from Chairman George V. Voinovich

Subcommittee on Oversight of Government Management, the Federal Workforce and the
District of Columbia

Questions for the Record

Access Delayed: Fixing the Security Clearance Process, Part II

November 9, 2005

Questions for Mr. Johnson

1. What do you see as your biggest challenge to implementing the provisions of the Intelligence
Reform Act and the President’s Executive Order on security clearances?

Answer: Getting agencies to do as they promised.

2. OPM has developed a new electronic questionnaire for investigations processing called e-
QIP. I can see that this system has the potential to improve the process for the applicant and for
OPM as well. The OPM plan indicates that OMB is requiring all agencies to submit their
investigative requests through this system by March 2006. Do you believe that agencies will
meet this deadline? What steps are you taking to educate the federal community about this new
system?

Answer: Yes. There is every incentive for agencies to use the system. It is as easy for the
individual applying for a security clearance to use it as it is for OPM to receive information from
it. And from the look of things, use of the system is ramping up considerably. As OPM
testified, during June of this year, over 370 investigations requests were handled each week using
eQIP. By October, that number climbed to an average of over 4,250 each week, largely due to
the successful use of the system by military, civilian and contractor staff. OPM has notified
agencies of its phased approach to agency use of the system and is providing training for
agencies at its e-Clearance Learning Lab in Arlington , VA on the first and third Wednesday of
every month.
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Senator Daniel K. Akaka
Questions for the Record
Access Delayed: Fixing the Security Clearance Process, Part I1
Subcommittee on Oversight of Government Management,
the Federal Workforce, and the District of Columbia
November 9, 2005

Question for Mr. Clay Johnson
Office of Management and Budget

Would you please detail how the Office of Management and Budget (OMB) plans to work with
OPM in 2006 to monitor the progress of the OPM plan and to determine if additional funding is
needed for program implementation?

Answer: The numerous agencies, including OPM, that are engaged in the effort to
improve the security clearance process are committed to success. All of these agencies
have contributed to the creation of a plan to improve the process and will continue to
support our efforts to track and meet the milestones laid out in the plan. OMB is not
alone in this — we have the enthusiastic support of all the agencies involved. Relying on
OPM’s enormous capacity and the timely reporting of performance data relative to the
security clearance process and addressing problems as they arise, we will achieve the
goals we have set for ourselves.
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United States Government Accountability Office
Washington, DC 20548

June 14, 2006

The Honorable George V. Voinovich

Chairman

Subcommittee on Oversight of Government Management,
the Federal Workforce, and the District of Columbia

Committee on Homeland Security and Governmental Affairs

United States Senate

Subject: DOD Personnel Clearances: Questions and Answers for the Record
Following the Second in a Series of Hearings on Fixing the Security Clearance
Process

On November 9, 2005, 1 testified before your subcommittee at a hearing on “Access
Delayed: Fixing the Security Clearance Process, Part IL” This letter responds to three
questions for the record that you posed. The questions and my responses follow.

1. What steps will GAO take to ensure that OPM, OMB, and the federal
Intelligence Community are meeting the goals and objectives outlined in
the OPM security clearance strategic plan?

We will continue to assess and monitor the Department of Defense’s (DOD)
personnel security clearance program, including DOD's progress in meeting the goals
and objectives outlined in the governmentwide plan. At this time, we have no ongoing
or future work that would assess whether the federal intelligence community is
meeting the goals and objectives of the government’s plan.! We are currently
reviewing the timeliness and completeness of DOD’s and the Office of Personnel
Management’s (OPM) processes used to determine whether industry personnel are
eligible to hold a top secret clearance. We will report that information to your
subcommittee this fall. Also, our standard steps of monitoring programs on our high-
risk list require that we evaluate the progress that agencies make toward being
removed from GAO’s high-risk list. Finally, we continuously monitor our
recommendations to agencies to determine whether active steps are being taken to
overcome program deficiencies.

'For us to undertake such work would require the sponsorship of the Senate Select Committee on
Intelligence or the House Permanent Select Coramittee on Intelligence. While we have the authority to
do such work, we lack the cooperation we need to get our job done in that area. As a result, unless and
until we receive such cooperation, and given GAO's limited recourse, we will continue our long-
standing policy of not doing work that relates directly to intelligence matters unless requested to do so
by one of the select intelligence committees.

GAO-06-693R Security Clearances
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2. As you mentioned in your statement, a commitment from leadership is a
key indicator for successful implementation of any strategic plan. At this
point, do you believe that OMB and OPM have made the necessary
commitment to improve the security clearance process? What steps
should the Administration take to ensure that their security clearance
initiatives are transparent and will continue past the Bush
Administration?

We have been encouraged by the commitment that the Office of Management and
Budget (OMB) and OFM have demonstrated in the development of a governmentwide
plan to address clearance-related problems. Also, the OMB Deputy Director met with
GAO officials to discuss OMB's general strategy for addressing the problems that led
to our high-risk designation for DOD’s clearance program. Demonstrating strong
management commitment and top leadership support to address a known risk is one
of the requirements for removing DOD's clearance program from GAO's high-risk list.
We are concerned about whether such progress will continue since Executive Order
No. 13381 has not been extended and no other office has begun to assume that
leadership role for the period after the order expires on July 1, 2006, While OPM has
provided some leadership in assisting OMB with the development of the
governmentwide plan, OPM may not be in a position to assume OMB's leadership role
for a variety of reasons. These reasons include (1) the governmentwide plan lists
many management challenges facing OPM and the Associate Director of its
investigation unit, such as establishing a presence to conduct overseas investigations
and adjusting the investigative workforce to the increasing demand for clearances;
(2) adjudication of personnel security clearances and determination of which
organizational positions require such clearances are outside the current emphases for
OPM; and (3) agencies’ disputes with OPM may require a high-level third party to
mediate a resolution that is perceived to be impartial.

OMB and OPM could enhance the transparency and likelihood that the initiatives
would be continued by improving communications with clearance-process
stakeholders and correcting the deficiencies in the governmentwide plan that [
outlined in my November testimony and mention later in this correspondence.
Communication problems may be limiting governmentwide efforts to improve the
personnel security clearance process. For example, until recently, OPM had not
officially shared its investigator’s handbook with DOD adjudicators. Adjudicators
raised concerns that without knowing what was required by the investigator’s
handbook, they could not fully understand how investigations were conducted and
the investigative reports that form the basis for their adjudicative decisions. Similarly,
the transparency of the initiatives may be limited if the governmentwide plan is not
communicated and available to all stakeholders, including investigators, adjudicators,
agency and company officials needing personnel with clearances, and those seeking
clearances. Also, another step in increasing the probability that the initiatives will
continue into the future would be to enhance the effectiveness and efficiency of the
initiatives by correcting previously identified deficiencies. Perseverance by the
administration in implementing our recommended solutions and continued oversight
and action by Congress are essential elements to removing DOD’s program from our
high-risk list and improving clearance processes governmentwide.
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3. Do you think that OPM’s plan includes the necessary performance goals
and milestones to streamline the security clearance process in order to
get this removed from the high-risk list?

As I'said in my November testimony, the plan represents an important step toward
addressing some long-standing concerns GAO has raised about DOD’s personnel
security clearance process, but much remains to be done to develop a more
comprehensive plan for improving the timeliness and quality of the security clearance
process. My testimony noted that the plan did not contain details on some elements
that should be in a comprehensive strategic plan. For example, the plan provided few
details on the discrete actions the government would take to address problems,
projected completion dates for the actions, the resources required to accomplish the
plan’s objectives, or potential risks or mitigation plans to address the risks. Also,
while the plan establishes a wide variety of metrics to address timeliness for the
investigations phase of the process, it does little to address timeliness in the
adjudication phase of the process. Third, although the plan acknowledges that
agencies have concerns about the quality of investigations and adjudications, the
government plan devotes little attention to monitoring and improving the quality of
the personnel security clearance process. Developing specific steps to address the
general concerns that I identified in my testimony should move OMB and the
executive branch agencies closer to their goal of improving the personnel security
clearance process.

If you or other members of the subcommittee have any additional questions about
DOD’s personnel security program, please contact me at (202) 512-5559 or
stewartd@gao.gov. Contact points for our Offices of Congressional Relations and
Public Affairs may be found on the last page of this correspondence. GAO staff who
made major contributions to the correspondence are listed in the enclosure.

Sincerely yours,

Dok B Bt

Derek B. Stewart
Director, Defense Capabilities and Management

Enclosure

GAOQ Contact and Staff Acknowledgments
GAO Contact Derek B. Stewart, (202) 512-55659 or stewartd@gao.gov
Acknowledgments In addition to the contact above, Jack E. Edwards,

Assistant Director; Jerome Brown; Kurt A. Burgeson;
Susan C. Ditto; David Epstein; Sara Hackley; and James P.
Klein made key contributions to this correspondence.
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January 17, 2006

The Honorable George V. Voinovich

Chairman

The Honorable Daniel K. Akaka

Ranking Minority Member

Subcommittee on Oversight of Government Management,
the Federal Workforce, and the District of Columbia

Committee on Homeland Security and Governmental Affairs

United States Senate

Subject: Questions for the Record Related to DOD’s Personnel Security Clearance
Program and the Government Plan for Improving the Clearance Process

On November 9, 2005, I testified before your subcommittee at a hearing on “Access
Delayed: Fixing the Security Clearance Process, Part I1.” This letter responds to three
questions for the record that Senator Daniel K. Akaka posed. The questions and my
responses follow.

1. The Government Accountability Office (GAQ) in testimony before this
Subcommittee in September 2004 and June 2005, indicated that the Office
of Personnel Management (OPM) continues to use its investigations
contractor to conduct personnel security clearance investigations for the
contractor’s employees even though GAO raised an internal control
concern about this practice during its 1996 review. Would you please
elaborate on these concerns, and describe whether you believe OPM has
taken sufficient steps to addressing the internal control and quality-
control problems identified by GAO?

Although we have evidence that OPM has not taken steps to correct the cited internal
control weakness that we identified nearly a decade ago, conclusions about the
sufficiency of OPM's specific quality control procedures must wait until we complete
other work requested by this subcommittee and others. When OPM was privatizing its
investigative function in 1996, we identified an internal control concern—OPM’s
investigations contractor was conducting personnel security clearance investigations

GAO0-06-323R DOD Security Clearances
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on its own employees.' The February 2005 transfer of the Department of Defense’s
(DOD) federal investigators to OPM resulted in OPM again having federal
investigators available to correct this internal control weakness, but OPM has not yet
used the federal investigators for that purpose.? OPM officials have, however,
indicated that they plan to have the federal investigators perform the personnel
security clearance investigations of contract investigators starting in March 2006. If
OPM follows through with this plan, it would correct the cited internal control
weakness.

We have begun work requested by this subcommittee and others to obtain up-to-date
information on the sufficiency of the specific procedures that OPM uses to monitor
the quality of the investigative reports that it provides to its customers. Our
examination of quality control procedures will include observing the training that
investigators receive, conducting a site visit to OPM’s investigations processing
center to review the step-by-step process used to monitor quality, and reviewing a
sample of the investigative reports that DOD adjudication facilities have used to
determine eligibility for a security clearance.

2. Does GAO have a position on the use and measurement of timeliness for
closed-pending investigative reports?

In our February 2004 report, we noted that OPM’s issuance of closed pending cases—
investigations sent to adjudication facilities without one or more types of source
data—causes ambiguity in defining and accurately estimating the backlog.” In our
October 1999 report examining the completeness of clearance investigations supplied
by DOD’s Defense Security Service, we noted that risks to national security are posed
when investigations do not fully comply with federal standards.' To lessen the risk
associated with incomplete investigative reports, we recommended DOD
adjudication facility officials grant clearances only when all essential investigative
work has been done. Adjudication facility officials said that they were reluctant to
return incomplete investigations for further investigation because they were
concerned about additional delays.

In fiscal year 2002 (the last year for which we have data), about 10 percent of the
283,480 DOD cases fully closed by OPM were initially delivered to DOD adjudication
facilities as closed pending cases. When measuring the timeliness of its contractors’
performance, OPM defined completed investigations as cases that (1) have the
complete information required for the type of investigation, (2) are closed pending, or
(3) have been discontinued. If the investigations have not been fully completed, we

'See GAOQ, Privatization of OPM’s Investigations Service, GAO/GGD-96-97R (Washington, D.C.: Aug.
22, 1996).

*According to OPM officials, these federal investigators are currently being used to help reduce the
existing backlog of DOD security clearance investigations.

'GAQ, DOD Personnel Clearances: DOD Needs to Overcome Impediments to Eliminating Backlog
and Determining Its Size, GAO-04-344 (Washington, D.C.: Feb. 9, 2004).

‘GAO, DOD Personnel: Inadequate Personnel Security Investigations Pose National Securily Risks,
GAO/NSIAD-00-12 (Washington, D.C.: Oct. 27, 1999).
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believe that closed pending cases should be included in the investigative portion of
the backlog.

3. What are some of the primary criteria that GAO uses to determine
whether or not to remove a program from its high-risk list, and what is
needed for security clearances to be off the list?

In order for DOD’s personnel security clearance program to be removed from our
high-risk list, the program must address (1) the general criteria outlined in our fiscal
yvear 2001 report and (2) the many recommendations that we have provided specific
to DOD’s program. In our 2001 report, we identified the following general criteria that
are considered in designating and removing programs from our high-risk list:®

+ ademonstrated strong cormitment and top leadership support to address the
risk(s);

+ the capacity (that is, the people and other resources) to resolve the risk(s};

« a corrective action plan that defines the root causes, identifies effective solutions,
and provides for substantially completing corrective measures in the near term,
including but not limited to steps necessary to implement solutions we have
recommended;

s aprogram instituted to monitor and independently validate the effectiveness and
sustainability of corrective measures; and

+ the ability to demonstrate progress in having implemented corrective measures.

Before removing the security clearance process from our high-risk list, we must
determine whether DOD has satisfied all of the criteria we have established for
removing a high-risk designation. As noted in our November 2005 testimony,” DOD
must undertake many corrective actions to implement our recommendations and to
correct previously identified problems before its personnel security clearance
program can be removed from our high-risk list. Perseverance by the administration
in implementing our recommended solutions regarding the personnel security
clearance process and continued oversight and action by Congress are both essential.
When actions, including those in response to our recommendations, result in
significant progress toward resolving a high-risk problem, we will remove the high-
risk designation.

SGAO, Delermining Performance and Accountability Challenges and High Risks, GAQ-01-159SP
{Washington, D.C.: November 2000).

*GAQ, DOD Personnel Clearances: Government Plan Addresses Some Long-standing Problems with
DOD’s Program, But Concerns Remain, GAO-06-233T (Washington, D.C.: Nov. 9, 2005).
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If you or other members of the subcommittee have any additional questions about
DOD’s personnel security program, please contact me at (202) 512-5559 or
stewartd@gao.gov. Contact points for our Offices of Congressional Relations and
Public Affairs may be found on the last page of this correspondence. GAO staff who
made major contributions to the correspondence are listed in the enclosure.

Sincerely yours,

xMﬁ’.W

Derek B. Stewart
Director, Defense Capabilities and Management

Enclosure
GAO Contact and Staff Acknowledgments
GAO Contact Derek B. Stewart, (202) 512-5559 or stewartd@gao.gov

Acknowledgments In addition to the contact above, Jack E. Edwards, Assistant
Director, Kurt A. Burgeson, David Epstein, Sara Hackley,
William J. Rigazio, and Jennifer Young made key contributions
to this correspondence.
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Overview

The National Intelligence Reform and Terrorism Prevention Act (IRTPA) of 2004
addresses the ongoing problem of backlogs and timeliness delays in the processes for
obtaining security clearances and lays out specific timeliness requirements for granting
security clearances.

As required in the Act, the President designated oversight responsibility for the security
clearance process to one specific Federal entity, the Office of Management and Budget
(OMB), and set forth timeliness standards for initial clearance determinations. Except for
Intelligence and Special Access Programs, OMB Memorandum M-05-17 delegated the
Office of Personnel Management (OPM) responsibility for the day-to-day oversight and
monitoring of security clearance investigations including reinvestigations, and for
tracking the results of individual agency-performed adjudications.

The purpose of this plan is to provide an overarching strategy for improving the
timeliness and processing of personnel security clearances, detailing individual areas of
responsibilities and actions required for success. In addition, it addresses actions being
taken as a result of GAO’s designation of DoD’s personnel security clearance program
as a high risk area.

To achieve the timeliness goals, all agencies or offices that have ownership of the various
steps of the process were identified, and performance goals and milestones for measuring
improvement have been established for each step. Responsibilities have been defined
for:

Agencies that process applicants for a security clearance
Service providers that conduct investigations

Agencies responsible for providing records

Aauthorities that grant clearances
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Background

Prior to 2003, the Department of Defense (DoD), Defense Security Service (DSS) and
the Office of Personnel Management, Center for Federal Investigative Services (CFIS)
each provided background investigations for a specific base of government agencies or
DoD components to fulfill their respective investigative requirements. DoD’s program
was primarily focused on national security investigations for military, contractors and
civilian employees of DoD, while OPM was responsible for national security, public
trust, suitability, and regulatory investigations of various levels for most other Federal
agencies. In total, DSS and OPM provided over 90% of the Federal government’s
background investigations.

In 1999, DoD was faced with the challenge of completing reinvestigations on over
700,000 individuals holding DoD clearances. This backlog had accumulated when DoD
instituted a quota system for submission of reinvestigations during a period after
significant staff reductions were made within DoD. The backlog was exacerbated by
implementation problems with DOD’s automated investigations processing system. At
that time, OPM had no processing backlog, and 90% or more of the investigations
conducted by OPM were delivered within deadline. DoD requested OPM assistance to
address this backlog.

Since 1996, OPM operated their investigative program entirely with a contractor
investigative field and support staff that was overseen by a Federal contingent, and the
required growth necessary to assist DoD would come through adding additional
contractors. The Department of Defense had a substantial Federal workforce, augmented
by contractors, dedicated to their processes. Substantial growth was needed within
DOD’s program as well to meet the overall demand.

From 1999 through 2001, substantial progress was made increasing overall processing
capacity. The events of September 11, 2001 and the resulting impact throughout many
Federal agencies, however, stalled progress as new priorities and workloads were
identified and existing staff were reconfigured to meet the most critical needs.

In 2002, as initiated by the Administration, Congress recommended that DoD and OPM
consolidate their investigative programs under OPM to improve processing of security
‘clearance investigations. Both OPM and DoD agreed to the proposed merger, and
authorizing legislation was passed in 2003, paving the way for a successful merger in
February 2005.
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Workloads

Over the past decade, the number of individuals processed for an initial security clearance
or subject to the standard periodic reinvestigation has grown substantially. As a principle
provider of background investigations to support these actions, OPM has experienced
tremendous increases in the number of investigations requested by Federal agencies.

This growth included a planned redistribution of DoD’s background investigations
between OPM and DSS beginning in 1999. In 2005, OPM assumed full responsibility for
all DoD workloads as part of the planned program merger.

The following chart details the increases experienced by OPM through FY 2005.

Requests for Investigations
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Staffing/Contractor Resources

in order to keep pace with dramatically increasing workloads, OPM has expanded their
contractor base as the primary source of new resources needed to meet the current
volume demand. In addition, the merger of OPM and DSS’s personnel security
investigations program resulted in the transfer of approximately 1,600 Federal employees
from DoD to OPM on February 20, 2005. In total, OPM has grown from 775 resources
in 1996, to over 8,400 full time equivalent employees and contractors currently devoted
to the investigations program, including 5,328 field investigators.

OPM Investigations Total Staff Levels at End of FY
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M Contractors M Core Federal Staff [ Former DSS
OPM Field Investigator Staff Levels
Investigator Levels End of FY 04 End of FY 05
Contractor Investigators 3,048 4,012
Federal Investigators 0 1,316
Total 3,048 5,328
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Action Plan for Improving the Securitv Clearance Process

Meeting the requirements for improving the Security Clearance process, as outlined in

the Intelligence Reform and Terrorism Prevention Act of 2004, will require action and

support of the clearance granting agencies, investigative service providers, and national
record systerms.

To that end, OMB has convened a task force of agency representatives from the major
clearance granting agencies. including the intelligence community and the investigations
service providers, to identify areas of responsibility and establish performance
requirements.

This plan addresses the problem areas identified, specific assignments of responsibility,
performance metrics, and specific actions needed to address these problems at various
stages of processing where delays may occur.

The following actions have been identified as critical for success:

1. Establish a single consolidated data base of personnel security clearance
information that is easily accessible by authorized users to confirm current
active clearances that are reciprocally acceptable throughout the
government.

Responsibility: OPM
Milestones:

September 29, 2004  Certification and Accreditation of the Personnel
Investigations Processing System (PIPS), to include
Clearance Verification System (CVS), was completed
Status: Successfully completed September 29, 2004

September 25, 2005 Completion of initial Assessments of Agency Capabilities
Status: Successfully completed September 29, 2005

Note: A complete review of all Executive Branch Agencies
is currently in progress.)

October 29, 2005 Security Plan completed
Status: Successfully completed October 29, 2005

November 9, 2005  Requirements Document completed and approved
Status: On track for completion by deadline

November 11, 2005 Provide expanded formats and updated instructions
Status: On track for completion by deadline.
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November 30, 2005  Completion of Training Plan
Status: On track for completion by deadline.

December 7, 2005 Completion of User Acceptance Testing
Status: On track for completion by deadline.

December 17. 2005  Production Implementation
Status: On track for completion by deadline.

Require clearance requesting agencies to improve the accuracy of their
workload projections so that adequate investigative and adjudicative
resources are available to process clearance actions timely.

Responsibility: All Federal Agencies

Agencies have been requested to review their internal workioad projection
mechanisms to more accurately predict their requirements for the upcoming iiscal
years. Many of the backlog situations of the past were either the result of
inaccurate projections or unforeseen events that significantly increased the
investigative demands which then impacted on an insufficient staffing adjustment
period to handle workload changes.

Agencies have been asked to work toward refining projections to be within 5%
of actual demand. Actual submissions versus projections will be calculated by
OPM each quarter and will be provided to OMB for oversight and to all clearance
requesting agencies for adjustment as necessary. Agencies will notify OPM
within 10 working days after the determination has been made that their workload
will increase/decrease by more than 5% of the annual projections by investigation

type.

. Establish timeliness standards and submission quality standards for
clearance requesting agencies that submit requests for background
investigations.

Responsibility: All Federal Agencies

When a background investigation is required to support a clearance
determination, there are often substantial delays in the submission process.

Reduction in investigation submission timeliness to 14 calendar days or less, as
required by CFR 732.202, can be achieved by first acknowledging the
requirement and complying with the regulation. Agencies with significant
concerns in meeting this challenge may contact OPM for advice and assistance.
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I addition, many agencies experience a high rejection rate of investigation
requests due to incomplete or inaccurate information on the subject’s documents.
This may add several weeks to the overall clearance granting process, Agencies
have agreed to work toward a rejection rate of no more than 5% of submissions
to improve the overall timeliness of processing. Timeliness of submissions and
rejection rates will be calculated by OPM each quarter and the data will be
provided to OMB for oversight purposes and to each agency for appropriate
action.

. Reduce investigations processing timeliness to meet the requirements of the
IRTPA (80% completed within 90 days of receipt by December 2006).

Responsibility: OPM and other investigative agencies
National Agency record repositories

Timeliness of investigations depends on four distinct factors:

a. Adequate trained resources available to conduct field investigations
b. Timeliness of responses from national, state, and local record agencies
c. Use of technology to streamline and/or enhance processing
d. International coverage requirements

Resources:

OPM estimates that 8,000 full time equivalent resources (contractor and Federal
combined), fully trained and working at a full-performance level, are nceded to
handle the workloads projected for FY 06 while continuing to reduce and
ultimately eliminate the backlog by the end of 2006.

The estimate of need is based on a calculation of required resources by
multiplying the workload projections by the average number of staff hours
devoted by type of investigation. At present, approximately 35 total staff hours
are needed for each Single Scope Background Investigation that supports an
initial Top Secret Clearance and 10 total staff hours are needed to support
National Agency Check with Law Check investigations that support Secret and
Confidential clearances.

Currently, OPM is staffed with approximately 1,800 Federal staff, and 6,600
contractors, representing six companies. While the total number overall is
sufficient, many are relatively inexperienced and do not perform at a full-
performance level. In addition, five of the companies under contract are
relatively new to OPM and are in the early stages of growth. OPM is promoting
the growth of these contract companies by redistributing workloads based on the
number of FTE they assign to the OPM contract.

It is OPM’s goal through FY 07 to maintain a strong backbone of Federal staff
and promote growth within the companies under contract. In addition, OPM
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plans to redistribute workloads assigned to contractors over a broad base of
multiple contract companies to allow for more flexibility in dealing with future
workload fluctuations

OPM has also developed a robust training and quality assurance program to
ensure that new field investigators, both Federal and contractor, are adequately

trained to produce high quality reports of investigation.

OPM Action Plan for Maintaining Adequate Resources:

» Maintain Federal staffing level, replacing those lost to attrition

e Strategically place new Federal field resources in geographic areas that match
high volume workloads

¢ Continue workload distribution across six companies under contract with
OPM, requiring each company under contract to maintain adequate staff
levels to deliver investigations assigned within deadline. Each contract
includes timeliness and quality requirements for performance measurement.

* Monitor each contractor’s training program to ensure consistency of
investigative standards and practices

¢ Obtain additional staff required for new or increased workloads from the
companies under contract with OPM

Requirements for National, State, and Local record systems:

Federal record repositories that provide required information and files in support
of the government’s background investigations must improve response timeliness
in order to meet the overall goal of reducing the time required to conduct
investigations. Some of these systems are outdated and require substantial
modernization to become efficient and effective. Record providers need to assess
and develop, in coordination with OPM, action plans with milestones, to improve
their system infrastructures.

OPM has developed performance metrics which measure the overall timeliness of
each Federal record repository to identify those that may delay the investigations
process. A processing goal of completing 90% of all requests within 30
calendar days has been established for each agency. Actnal performance data
and pending search inventory levels will be provided to OMB quarterly for
oversight purposes.

Use of Technology in Conducting Background Investigations:

The leveraging of technology is critical to improving the overall timeliness of
investigations and adjudications. OPM is currently leading or involved in several
large-scale automation projects to reduce the time involved in providing a
finished product to clearance granting agencies. Improvement projects include:

10
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¢-QIP - deployment of the electronic Questionnaires for Investigations
Processing (e-QIP), the secure website designed to house all personnel
investigative forms, continues throughout the Executive Branch. e-QIP
permits the electronic entering, updating, and releasing of personal
investigative data over a secure Internet connection to the sponsoring agency
for review, approval, and submission to the investigation provider.

Many civilian agencies have already deployed, Industry components for the
Department of Defense are now submitting their requests via e-QIP, and
remaining agencies are providing their deployment plans and schedules to
OMB. OMB has required agencies to meet this schedule by no later than
March 2006.

Imaging — OPM is imaging completed investigations (digitizing of the
completed investigative file) and electronic delivery to adjudicating
authorities will be available early in FY 2006. OPM has instituted two phases
of imaging. The first phase will be piloted with DoD in early November,
2005. In December, 2005, the deployment plan and tmeline will be presented
to the remaining agencies. Phase two calls for the delivery of the investigative
report as data rather than imaged files which requires an entire review of how
investigative results are presented. OPM expects to continue working this
issue in cooperation with the customer agencies through FY 2006.

Emerging Technologies Working Group — OPM is actively involved with
academia and other federal agencies through the National Science Foundation
in researching innovative technical solutions to improve the timeliness and
quality of the background investigative process.

International Coverage Requirements

In FY 2005, OPM partnered with DoD to mutually define support agreements to
facilitate and improve OPM’s capacity to conduct background investigations for
military personnel abroad. Results of this partnership include:

Use of DoD facilities and services to promote the effectiveness of OPM’s
international investigation program

Deployment of 26 OPM agents abroad to conduct background investigations.
In August 2005, OPM deployed agents abroad to Japan, Spain, and Germany
Inclusion of DoD in determining the tempo of international investigations

In addition, OPM has met frequently with the Department of State to discuss
initiatives that can be undertaken independently or jointly to improve the
timeliness of international investigations. OPM is currently researching the
feasibility of personnel resource sharing to compensate for additional costs that
will be incurred by the State Department in meeting shorter timeliness for
completing investigations.
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Milestones:

e January 2006: Develop and implement programs to identify personnel
needing investigated prior to deployment to reduce overseas investigations
and research the feasibility of conducting other methods of interviewing,
such as video teleconference.

o March 2006: OPM and DoD will jointly review progress of the
international investigations program and make improvements where
required.

o July 2006: Identify and develop processes and procedures designed to
maximize the utility of electronic databases to improve timeliness.

Future responsibility for international coverage will be shared by the State
Department. FBI, and OPM, with DoD’s continuing support.  Timeliness for
each agency will be measured with the expectation that international coverage
will be obtained by deadline.

Other Initiatives:

¢ Phased Periodic Reinvestigation — this product became available to all Executive
Branch agencies on October 1, 2005 for use in lieu of the standard full-scope
Periodic Reinvestigation (SSBI-PR). A possible reduction in case processing
time and cost are anticipated on “no issue” cases. However, due to the initial
offering of this product, time and cost data is unavailable to determine how much
of a savings will actually be realized.

* Revisions to the Standard Form 86/85/85P — an interagency working group has
been established and draft versions of the investigation questionnaire forms are
currently under review. Availability and implementation of the revised forms are
expected in May 2006.

+ Financial Reporting Questionnaire into e-QIP — During FY 2006, OPM will
include this form into the e-QIP system.

5. Reduce adjudication timeliness to meet the requirements of the
IRTPA (80% completed within 30 days of receipt by December 2006).

Responsibility: Clearance Granting Agencies

Each clearance granting agency is responsible for developing a sufficient base of
resources to process security clearance actions within the required timeframes.
Agencies are required to report their adjudication actions to OPM, and this data is
recorded in OPM’s security clearance database. Quarterly, OPM will provide
each agency summary data on the number of clearance actions reported, including
the average processing time and the total completed within the specified standard.
OPM will provide OMB with data on all agencies for oversight purposes.

12
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Investigations Processing Trends and Improvement Goals

To measure progress meeting the goals of the Act, baseline metrics and periodic
milestones have been established for OPM’s Investigations Program.

1. Case Inventory: As timeliness continues to improve, the size of the pending

case inventory of initial clearance investigations will decrease. The following
chart shows the inventory level of Single Scope Background Investigations
(SBI's) and National Agency Check with Law and Credit Checks (NACLC)
Investigations that have not been advanced or closed complete to the adjudicating
agencies at posted points in time, as well as goals for inventory levels through the

end of CY 2009, The inventory goals are based on current receipt trends and

reflect work in process reducing from 120 days 10 90 days by the end of CY 2006
and 40 days by the end of CY 2009.

Pending Case Inventory Levels (Including Goals through CY 2009)

Goal End oal En
Feb-05 | Oct-05 | Apr-06 | Oct-06 of 2006 | of 2009
SBI 72,057 | 53,948 | 30,000 | 25,000 | 23,000 | 17,500
NACLC| 186,209 | 178,705 | 160,000 | 140,000 | 120,000 | 90,000

|ENACLC mSBI

The first two columns (Feb-05 and Oct 05) reflect actual number of pending cases,
all others are milestones.

13
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2. Case Processing Timeliness: OPM’s average case processing timeliness and
percent of investigations advanced or closed complete to the requesting agencies
has shown steady improvement since February 2005. The productivity increases
can be attributed to a proven automated system, centralization of mvestigation
processing, standardization of case submission and investigative requirements,
and improved oversight tools.

The following chart shows the average case processing timeliness for Single
Scope Background Investigations (SBY’s) that support tnitial Top Secret
Clearances and National Agency Checks with Law Checks (NACLC’s) that
support initial Secret and Confidential Clearances.

Average Case Processing Time —~ Receipt to Closed Pend/Complete and Closed
Complete (calendar days)

Case FY 2005 - Actual | FY 2006 - Goals CFY | FY

Type 2007 | 2010
Qu2
Ds§ Qu3 Qtr4 Qtr I Qu2 Qir3 Qu4 All All
Transfer T
SBI’s Priority Sve 2.282 4.041 2.877 361
| _Closed Pend/Cm Total
Average Days | 110 7 41 39 35 35 35 33 35
SBU’s Standard Sve 17,866 22,806 26,018 3,491
Closed Pend/Cm Total
Average Days 296 288 274 248 180 150 120 90 40
SBI’s Priority Service 2.066 3,659 2,721 466
Closed Complete Total
Average Days 171 148 121 105 90 90 90 60 40
SBI’s Standard C Sve 15.904 22,924 22,168 2,787
|_Closed Complete Total
Average Days 357 335 310 302 180 150 120 90 40
NACLC’s 88,564 | 86021 93,130 | 16168
| Closed Complete Total
Average Days 151 160 156 143 130 120 120 90 0

*Qur 1 of FY 2006 data through 10/15/2003

In addition to measuring the average timeliness, OPM will also be reporting the
percentage of investigations closed within deadline, with the requirement to close 80% of
all initial clearance investigation requests within 90 calendar days of receipt by the end of
CY 2006 and 90% of all initial clearance investigations within 40 calendar days of receipt
by the end-of CY 2009. Note: This chart does not include reinvestigations or other non-
clearance granting investigations as this was not a requirement of the National
Intelligence Reform and Terrorism Prevention Act of 2004.

14
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3. Staffing/Contractor Work Distribution: In FY 2005, OPM achieved a
combined Federal and contractor staffing level capable of handling FY 2006
projected workloads while responsibly reducing the backlog of work in process,
as demonstrated in the chart that outlines the pending case inventory levels. Itis
OPM’s goal, however, to continue to increase this staff level to accelerate
reduction of the backlog. In addition, it is OPM’s intent to promote a
redistribution of staff between the companies currently under contract to better
position a broad base of companies to deal with unanticipated workload changes.

Current Staff Level (10/1/05)

Federal Staff: 1,800
Contractor Staff: 6,600
Total: 8,400
Federal Review
19% 3%

Support

13%

Company F
36%

Company E
8%

Projected Staff Level (10/1/09)

Federal Staff: 1,300
Contractor Staff: 7,700
Total: 9,000

Company A

3%

Company B

8%

Cempany C

4%

Company D
6%

Federal
21%

Company A
2%

Company B

Cam pai‘}yl” C

3%
Company D
3%
Company F (,omzp‘iny E
Projected Staff Level (10/1/06)
Federal Staff: 1,800
Contractor Staff: 7,200
Total: 9,000
Federal Review
13% 49,
Support
Company F 1%
12%

15

Company A
12%
Company B
Company D 12%
2% Company C
12%
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Executive Summary of Reciprocity Working Group
Recommendations

Reciprocity means that for individuals with existing clearances at the same level,
unless one of several narrow exceptions are present, an agency may not:

- request a new security questionnaire;

- review existing background investigations;

- review existing security questionnaires;

- initiate any new investigative checks.

The narrow exceptions to reciprocity as recommended by the working group are:

- the current clearance is interim or temporary;

- for highly sensitive programs (to include SAPs, SCI and Q) the current
agency accepted greater risk by granting a waiver or other exception;

- for certain highly sensitive programs, the individual must satisfy a
polygraph requirement of the new agency when no such requirement was
imposed by the current agency;

- for certain highly sensitive programs, the individual is disqualified based
upon immediate family who are not U.S. citizens if applicable to the new
program;

- for certain highly sensitive programs, the individual does not meet
additional but not duplicative investigative or adjudicative requirements
approved by OMB on a program specific basis.

In order to ensure consistency between the agencies, the working group has
developed guidance in the form of a checklist that will allow an agency to quickly
determine if an existing clearance meets one of the narrow exceptions to reciprocity.

The working group identified and defined the necessary data fields for OPM’s
Clearance Verification System (CVS) that will allow agencies to readily differentiate
between those access eligibility determinations that require reciprocal recognition and
those that meet the narrow exceptions to reciprocity.

Since the new data fields will not be avatlable until December 17, 2005, and since it
will take agencies a period of time thereafter to develop the necessary interfaces to
populate these data fields, manual work around procedures have been developed by
the working group.

- A master list of agency points of contact has been developed by OPM that will
allow agencies to verify existing clearances by either phone or fax.

- A clearance verification request with all the necessary data elements has been
developed that will allow agencies to readily determine by phone or fax if an
existing security clearance must be reciprocally recognized or if it meets one
of the narrow exceptions to reciprocity.

The working group has significantly advanced the concept of reciprocity by
addressing the provision of E.O. 12968 which allowed agency heads the discretion, to

16
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establish “additional, but not duplicative, investigative or adjudicative procedures”
for a SAP (to include SCI).

- The working group recommends that implementation of this authority by
agency heads be limited to: 1) requiring a polygraph examination; and ii) to
disqualifying individuals based upon immediate family who are not U.S.
citizens. (These are the two most frequently imposed additional
requirements).

- The working group further recommends that agencies desiring to implement
additional criteria other than the above for the purpose of determining
eligibility for access to classified information must first obtain program
specific approval from the Director, Office of Management and Budget
(OMB). (This is consistent with §3001(d)(3)(A)}, Title III, Public Law 108-
548 and E.C. 13381)

Recognizing that a lack of reciprocity often arises due to reluctance of the gaining
activity to inherit accountability for what may be an unacceptable risk due to poor
quality investigations and/or adijudications, the working group recommended
measures [0 increase the level of confidence among agencies to include:

- Expanding to all agencies a recently resumed Intelligence Community Forum
that fosters mutual confidence by providing 2 mechanism for personnel
security practitioners to collaborate on issues of common interest.

- Identifying within 60 days opportunities for standardized training for
adjudicators executive branch-wide.

Recognizing that employment suitability determinations made in accordance with
Executive Order 10450 can often serve as impediments to reciprocity of access
eligibility determinations made in accordance with Executive Order 12968, the
working group recommended steps to ensure that suitability determinations do not
duplicate security clearance determinations.

Recognizing that it is essential to measure progress with respect to ensuring
reciprocity, the working group recommended that:

- The aforementioned forum be assigned the responsibility to organize periodic
on-site peer reviews of each agency assigned adjudicative responsibilities and
to provide quarterly progress reports to OMB.

- Periodic voluntary reports be solicited from cleared industry with respect to
their experiences relating to reciprocal recognition by the agencies of access
eligibility determinations.

- Additional specific metrics be developed within 60 days in order to measure
agency success in achieving reciprocity.

17
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Management Information Reports for OMB

In order to provide total accountability for the security clearance determination process,
OPM has developed a series of management information reports to compile performance
data for all steps of the process.

The reports will be prepared by OPM each quarter and will be provided to clearance
granting agencies and OMB for oversight of the entire process.

A processing diagram has also been developed to reflect the various stages of processing
and clearly note the performance standards proposed to facilitate timely processing.

The format for each report is attached. The first full collection of data will cover the
fourth quarter of FY 2005 and will be provided to the major clearance granting agencies
as a benchmark “starting point” for planned improvements throughout FY 2006.
Included are:

1. Processing Diagram and Proposed Standards

2. Clearance Granting Agency Report

3. Investigations (OPM) Report

4. National Agency Record Repository Workload and Timeliness Report

5. Agencies with Delegated Authority to Conduct Background Investigations
(other than OPM)

6. Agency Use of e-Clearance Tools

18
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Processing Diagram and Standards

Step 1 - Subject selection and determination that a clearance is required

NonDOD
Agencie

OPM CVS and SH
Clearance Verification System
Security/Suitability Investigations Inde:

Agency Personnet or
Security Office

]

Investigation Required ?

DOD
Agencies

DOD JPAS
{Joint Personnel Adjudication System)

)

- Subject
provides data
and/or forms

OPM eQIP
(Electronic Questionnaire
for Investigations Processing)

Request for Investigation S
(SF 86 data, fingerprint chart, release, andjor other required forms)

R R KN RN AN AN NN AR E NP N AN AR EEAA AN E PR ACENS NGO NUERERMCRRRAN RN

Step 2 - Conduct Investigation

1 to OPM Electronically and/or Hardcopy

Proposed Standards:

*Annual investigation
workload projections are
within 5% of actual
submissions

* Required investigations
submitted for processing
within 14 calendar days
of subject completion of
the SF 86 (hardcopy or
eQIP)

* No more than 3% of
all submissions rejected
due to insufTicient data/
information provided by
subject or agency

ReEEEERNA KT R R R AR

Proposed Standards:

Investigations:
« 80% of initial

4

within 90 days of receipt
of all required formy/data

National Agency

Record Repositories:

*90% of all search
requests (including file
F N lotod

Federal Record Repositories Personal Subject Interview
(FBI DOD, OPY. CIA, Siate, IVS. cte.)
\.
OPM PIPS
State Record Systems Pers_onnel Personal Sources
sk Verifcaton, National Guaro, etc) In Ves“ga?lons (Neighbors, Employers. References, eic}
L Processing 4
System
Field Record Checks
L.aw Enforcement Offices h Financiat Medical, ¢1c)
(Over 22,000 local offices.)
-
National Credit International Other Records
Bureaus Coverage (Commercial Daabases, etc.§

.

NN R AR AN AN RN AR B AR E RN R AN YN RN U RN RIS NN NS RSB ER RSN R N

Steps 3 and 4 — Adjudicate Investigation and Make Clearance Determination

Report Adjadication Action to OPM

Security/Suitability Investigations
" Index
Agency
Adjudication Z
Grant/Deny Determination Record Security Clearances in OPM
Clearance Verification System or DO

Joint Personnel Adjudication System

19

within 30 cale;dar days

nternational Coverage

* 90% of all requests
completed within 30
calendar days

REkaREEERREANARRENRRRRY

Proposed Standards:

+ 80% of all investigatious
are adjudicated within
36 calendar days of
the date the investigation
was completed,

» Agencies report all
adjudication actions to
OPM within 30 days of
the action taken.




83

0T

‘KouaFe renplarpui Aq pojueId SOUEBILATD JO JAQUINT Y] SAIJNHUSPT UONOeS SIY ], — SEOURIES[) JALDY

'sAep O unpim parepdwos suonoe jo ofeusoiad Yy pur ‘usye) suonoe papodar LousTe xoquinu oy ‘pantodal
3q uonoe ue ambas yeys peradwos suonednssaul Jo 1equinu [e10y ays odAy ases £q seynuepr uonoas suyy ~ SUNICASY UoHEspapY

"$u011501100 103 AoueSe Fumnugns oyl 0} pawmiar sased jo ofejusoiad Ay SOURUAPE UONDAS S1Y ], — SUOTSSIUGAS TUSISTS(]

‘uorssruqns J10-2 pue Adoopiey y1oq ojut papialp oq [{im K1080180 SIY], JAJO 12 POAIRDaI alep oY) 0) uonednseaur
105 1senbar ayy pausis 1020qus sy S1ep oY Wiedy sABp JO Joquinu a8BIaAT 9 SOIRSIPUT UONSS SIY |, ~ (STBIGAE) SSOUT[SUIT ], UOISSIUIGRS

*d10)-° ySnoIy
10 suotsstwgns Adoopiey £q suonednsaaur 9douRIEID 1110035 s1sanbar AousBe ue Joujoym SOYNULPT UOTIVDS SIYT, ~ J10-2 JO 9571

‘sidrooar jemoe pue uonoefoid AousBe woiy 9ueys jo a8vjusorad
S5 $109[J3 WY 2UL} ISR} BY I IeAA [ROSI) JUALND 9 Joy suonoofoxd oyl pue 21ep 0 18e4 [eDSY JULLND A ‘sreak [eosy 7 snoiaaxd oyt
104 pantwigns suonedisaaul [e101 o Jo uosurediiod adA] aseo © sapia0Id UoRoas S1y ] — SUOISSTIIGRS [ENIOY PUE SUOND3I01] AoUsdy

‘parepdw oo uaaq pey Jo Suiuuns Apeasfe uonisod Jusng oy jo adoos ayp Sunoow sem uonesnsaaur snoaaid
© uaym uone3nsaaur mau v 10j 15onba v BUIA[OAUL SASED JO 12QUINU 9] SANIUIPT UONDS SIY], - ISTA] A[STHOTARI] SIUaialbay

1roday Jo Jumuo)

"SOOUBIRAD DALIOR JO JAQUINU PUR UOHEOLNOU UONESIpn{pe SUOTSSIuqns Jo
Arpenb pue ssaurjaun ‘poyiaws ‘suonodafoid Aouade [enpialpur uo paseq LONRULIOJUT 9duRIES[O K31In0as sapiaoid 11oder Aprairenb sy,

1oday £oualy Junuvan) aouvava)yy [ | 1oday



84

s1d10ai [emor oy 01 vonoslosd 0 A4 © Surreduios £q porenofes st ouBLEA |

UONOBIIOS 10§ suossnuqng
powInlar jUSdIRg Licialecle]
$§371 40
d10° skop p| 28piasay
- pavpuvig
Adooprey SSIULPWLY,
uolsspuqng
d109 Aq
SUOISSIUGNG d10°
Kdooprey Kq Joasn
SUOISSIUNG
(FOURLIEA
SUGISSTIqRNS
2P 01 (BRI $0 Ad Y

wondalosd 50 A4

pue suondafory

SUOISSIIQNS 0 A4 | KouaBy
SUOISSTIANS £0 Ad
KouaBy 01 P AJSNoIA3]

pauinjal sisenbay

syuawsambay

FES)

(autayf O/S1L)
ddd
SHd
paseyq

(awiay O/S.L)

s 4dids

(Jfronaanag)
30

1€ PRO

(1/fu0ona125g)
SIOVNV
2 SITIVN

(Qpasang
doy)

s. 148

radA ], sduraesyuogudnsaauy

p P1en0 ‘Sp0T X4

(210 01 4D JOISI UBLAND 10f DIDP ‘PAIOU 2SIAIIYIO SSAJU) )

syuwaunaedsq 1y Aouady

oAy K5U35Y BUTIUEID) SoUPIPa[ ) -~ S8a001] 9oUPIes] ) AINDag

1 1roday




85

SO/1/01 30 8V

SO/6/L 30 SV SAINIO
SO/IST/1 oSy uj pajtoday
YO/LIL IO SY saduEIEd])
[EAU2PY U, RIS ONP1098 do . AV
90 A 1 21qUIDAD 39 [ji% VIV STYi fo uonDIn) sAep O Wy
pawidwoe)) g (03e shep
06 1940 Paso
povodoy suondy Jo g suonEdnSoAUl
pauoday suonoy S0XA)
Bupioday
parinbay wonEIpNlpy
UONEBIYLON UONOY
{faomn3ay ?Msz m\w,t (Dnassag
PAPISUDSUON ddd (au12y O/S.L) | (qfuonpaines) | (1fuonpass) doy)
ISP 2%qnd) S4d 10§ SIIVNV :adA ], 9oueaea|) moneSnsaauy
A0 paseyd s ddIgs 19 Y0 ®SOTOVN | SJIdS
¥ J9nrenQ ‘s007 Ad syusunIeda( [V AOUISY

TI0U3Y AoUSSY JUUBIL) SOUBIES] ) -- 559001d 90UBIBa,) AJLiNoog

7 @8ed ‘1 110doy




86

oy
[

"(1wah | 19A0 pue ‘skep Oz ‘sAep 6 10A0) 28 urel190 B 190 Surpuad pasofo
uaaq aary eyl Sutpuad Surutewal SUONRENSAAUI JO IOQUINU Y} S)BOIPUT UONOAS STY) UT SUWIN[0)) AIOTUSAU] 9587 SUIPUS Paso[)

‘(reak | 10A0 pue sKep O] ‘SABp 7] ‘sep 06) 988 oy1oads v 1940 (popnpout
1ou Sutpuad paso}d) Buipuad Surureial SUoRESNSSAUT JO IOQUINY [B)0] Y3 21BIIPUT UONDSS ST U suuInjo)) KIOTHSAT] 358,y SUIpUaq

*SRLI0BIED GOULIEO[D JUAIRJJIP SU) JO ora 10§ 11renD oy so] 9yoiduros pasopo pue ‘Suipuad
Paso[d ‘panpayos suoleSnsaAUl JO JAqUINU 8103 Y3 s109jyar 1odas ayy jo uoniod suyy, :TICA() 107 PISOL)/PINPalDS SUONESNSSAT]

‘31Bp 0] PRINPaYDS SUONEBSNSIAUL JO JOQUINU BY) ST SUT] I8B] SUL "GO PUB $( Feak jeosy
JO 2DUDIAYHP YD St 2UN YHnoJ sy Jeak [eOsy juaumd oY) 1oj uonoasford AousBe awp sepiaosd ouf pIyy oy, ‘SIeAA [BosY 0m) snotasid
ay1 10 QIEP 01 Pajnpayds SUonESNsaAUl Jo Joquinu dy sepajout podas oy Jo uotuod doy sy, PAIPAUDS SUONEBTISIAU] (8101, A

7 110day jo Jumuo)

‘Buipua sourenb sod sad4) uonrdnsoaut 105 071 JULIDSP pue pauados: ‘pasold [2101 A3

uo uonewIoful ap1aoid SUrOUoD) Afeng) ~ uonedNseAU] [RUONIPPY 10] Aously £q peusdosy pauiniey ‘37 WOdSY Suipus rarenb syi
10} saseo a1ajdwios 10 Surpuad pasopd uo uonewLOjul apiaold suljpes( Aq pasol)) LI pue ssaullswl], SuIsseooid ase)) 8ereay G
F16a3y -1eumnb 1ad ‘sKep g | pue sAep 06 1ano Suipuad suouedusaaul jo Bunsi e seald sjeaa] A1ojusauj ose)) Suipus €7 Hoday

300t Aouady [eroadg pue suopeSnsaaul 1SN O1qnd SBOMeA ‘S IOV N SARISUSS uoN (G pue suonednsaauRy

Opaag dog toj pasn (3d poseyd) ¥dd (S ‘suonpBuseauray Oeeg doy, 10J posn (Y4-14S) suonednsaauray s1pousd

~ suonesnsaauj punosdxyorg adoog 2[8ulg) YJ-19S (+ {1€) suonrdnsaau] punoiSyoeg JYQ (¢ $90URIRS]D "J/[BHUSPLHUO)/ABINSS
10§ pasn suonednsaaut (JDVNY) Annbuyp (pix Yooy AousSy [rucneN $5900 puR (OTTDVN) 1PSID 23 MeT Yiim Jody)

£ously [ruoneN (7 ‘seourseal)) 021008 do [ 1o past (1g§) uonednsaau] punoidyoeg adoog 9f8ulg (] :sedA) eouerespouonedusaaul
£G UmOp UANOIQ SSAUIAWD PUE speopyiom uone3nsaaut ap uo wiep sepiaord ey: Loder Apielrenb e s1 sIy], SJUSIUO)) JO ATpUIUING

SSoUNIWL] SUISSPOO0L] PUD SPDOIYAIOM SUONIDSISIAU] NI O T Moday



87

‘2)el JUSIOIP
a1 pue wieouod Aeeb v Jo 1nsal v 5B pouadoal s1om 1BY) SISED JO Iaquiny 9y} puk Jeurenb yores 1oy odk) eseo Aq patejdioo saseo
Jo sequint sy sepiaosd 7 1odey jo uoniod isep oy g ISUISSHST KIER() — UONEBTSAAU] [BUSHIPPY J0] ASUSTY Aq pousdoad/painiag

37 1a0doy Jo Juajuo))

auljpeep Aq pasolo 1ueosod pur a01AIas prepueys pue Kjuoud yloq 1oy are[duiory pasoly pue SuIpus pesory) 10§ sssurfown Surssesoid
ased a8esaar o) s100pjal 7 Hoday Yy jo uoniod siyf SUTPEA(] AQ PaSOl,) TUadIa] PUE SSeUT|SIILL SUISSEI01] 556,) G8eIeAY

qz 110day Jo Juaguo)

‘awn ut sjusod oyroads 1k soures) awn oiyoads pasoxa jey) Jequinu sy pue suonedussaur (Buipusd pesolD
pue 3utpus ) Sutpuad jo Lioiuaaul [eiol 9y s0apgar 7 Hoday jo uonaod sy SUIN UTIUIO S1j100dS ¥ J0 §¢ SUIpUa] SUONESNSaAU]

ey 110day Jo Jusuo)

'SABp (8] UM pue skep
06 Ulym Suipusd paso[) PUE Pasoly o Jeyl suoneSNseAul o Juediad oul SHORN UONDSS SIYL T(BI[dUI0.) 10 SUTPUS]) PasOl ) JUSI5]

“901Adas paepuess pue Ajuoud oy yoq Aq pue vonednsaaut Jo ssL0Feres JUSISYIP aY) Jo
yowa 10] a12[dwion) 9301 01 owily Buissenoid oFvIaAR 91 SYORK UONOAS SIUY TAITEN() 10] 9IS[AW0.) 9501,y O) SUil], BUISS00I] S8CIOAY

“301A198 prepuers pue Kioud 9yl yloq Aq pue uonednsaaut Jo sero3eled JUaISIHp oY
10 4Ora 10) PUd{ 25017 01 swn Fuisssooid oFeIaAr oyl HPBN uonoes syl TEIEN(Y 107 (d0)) PUS] 950[0) 03 oWl BUISSS00]] SBCIAY

“otatos prepuels pue yuoud 2y yjoq £q pue uonesnsaaur jo sauoFeres Juaieyjip oyl Jo
yora 1o a1dwoy asol) 01 awn Jurssecord aferoar ay) ORI UONDSS Sty ), TIRAY 10] SIS[AWO,y 5501y 01 Sil], SUISS3001] 908IoAY

1,UO7y SSAUIPUL] SUISSIO0L] PUD SPPOIYLOM SUONDSUSaAU] WJ O T 140daY



4

‘majduros A]12i01 sou 2 1ng Suipuag paso[D Asnelaaid sxam ey suoieBnsaaur apnpur £eur sequing o191dwo) pasold ,

STEI0T SADAT Ui POpOTSu]

(183K 1 39AQ)

$|8167 5A0GE 1T papnou]

(skep 081 12A0)

88

S|T10] SAGQE U1 popniou] {paprpoui

(shep Q71 19A0) Jou Suipusd

sAep 06 1AQ paso1))

Axojuoauf

101 ase[y Buipusg
2ridwo) pasop)

19y1end)

Jurpuad pasoD 10J Paso)

/P3NPty

PoInpayos 1810, suonedusaauy

auz3{1q1 SO/v0

[BM9Y 50 XA pajnpayds

payalord 60 Ad suoyedysaauy

0 Ad ®10L A4

£0 Ad

{&a0pn oy

PATISUIS-UON

LGN )
PYO

(nutoy O/S.L)
Ad paseyq

(auray O/SL)
s 4d1gS

(7Hfuoppo4308)
(I WO

(Tfuop2490g)
STOVNV
PUBSOTIVN

(Dpparagdo])
S48

sadAy, soueres))yuonednsasuy

y Ja31en) ‘Sp07T Ad

(P20t 2SIAMIIO $SB[UN CO/0E/6 SUIPUD 1a3end) 10] Bvc])

SS3UTAWL], SUISS350I] pUt SPEOYIOA, SUONBSIISAU] (IS INdO

7 voday




89

9

SABCT 081 Ui/M

(aepduwo)y)
%08 TIYOD paIsory
sKe(] 06 ti/m Juassag
_ sReC 081 uym (Buipuag
Pasoid)
%08 IVOD pasoy
: sKec] 06 UM Jusdrg
sKe(1 081 UM (ea1duro)
Jo durpuay)
%08 "IY0OD Pasory
ske(q 06 uym TUIDIY

901AIRS PIEPUBIS
I311enl) 10§

2018308 AITOLG D 03 21,
201 a8RI0AY

901AISS pIEpURIS
a911Eng) J0§

901A19S A1U0Ug 4D 01 awly
2044 98BI0AY

{2101 SAOGE UL POPNIIU]

(reak [ 10A0)

S[RI0T 3A0GQT U1 papni3u}

(5£%p 081 J9A())

sKep 06 1940 Ayoymasu]
asery Surpuag
0L pasor)

(aaonmaay
Pl uon | (au1ay O/8.L)
gstag ongnd) | S dd peseyd

LU0

(aur2y O/S.L)
s ydIds

(1/fuoppaizag) | (1ifuo)na4935)
.19 YO SIDVNV
puE s Y IOVN

(Or1aa0a5doy)
s1ds

sadA, mu..«._av_u\:o:muumwé_

¥ 133080 ‘s007 XA

T.U07) SSOUT[aUI |, SUISSa00]] pu® SPEOLIOAL SUOTEANSaAU] (1SId-INdO 7 1a0dey




90

LT

Fuipudg
pasoD fero],

Suipuag

$40p 081 <

Fuipusq
pesorn S qd aseyd

Burpuag

sop 081 <

Buipuag
) s.4dids

Burpusd

skop p6<

uipusg
Paso[) s.1d BYWO

Burpusg

skop g6 <

Suptiad SIDVNY
P35Oy BITOVN

Buipuayg

sdvp <

Buipuad
PIsoLD S48

Burpuay

90/1/L

90/ /Y

90/1/1

SO/1/01

SO/6/L

S0/0C/C

Jore Suipuad suonednssay]

101800 ‘S007 A

[PAYT AI01UAU] ose)) Surpusd -- (ISIH-INQO Bz 1oday




91

SAEP 081
ul/m pasol) %

OAS PIEPURIS | s g

oAg Ajuotd | peseyd

sAep 081
ul/m pasop) %

oAS PrepuelS | s yaigs

oA Ayong

SABP 081
Ut/ pasor 9

OAS PIEPUBIS 5 [¢] 19YI0)

OAS AjLIOL]

SKep 06
ut/m pasord % | s.IDOVNV

OAS prepuBls /S OTTOVN

248 Ajuoug

SABD 06
uy/m pasol)

IAS plepuels  }s1dS

oA§ AIoud

90/1/L 90/1/v

S0/1/1

SO/1/01

SO/L/L

SO/1/v

:Zuipus] 1) 105 9ye1duIo))
10 Bulpuad pasor)

t 193800 ‘5007 Al

90 Ad

1O pus Aq 1d10091 JO sAep Iepualed (g UIYITM Paso[d SUOHESISaAUT 90UBIEIO TBIIIUT JO %508 TV

-auTpeap Aq pasoo 1usored pue sseurpourt] 8uissenold ase)) afeloay -- SII-INJO az odey




92

6C

210y uayaq | s ud
pausdoay paseyq
Paso[]) [B10],
210y 1UIIL3(]
pauadoay s 4d19S
Paso) [EI0L
DY UL
pauadosy
Paso[ly [e10), | S Jd PUIO
210y 1Y | s JOVYNY
peuadoay BITIVN
pasor’) [eio]
210y U]
pousdoay S IdS
Pasor) {vl0L
S0/0€/9 90/1¢€/¢ SO/LE/T1 S0/0¢/6 S0/0E/9 SO/1e/E “3ulpug] JoLeng)
y Jaxen() ‘so07 Ad

suou0)) A3end) — 10§ Uone3NsIAU]
[euonIppy 10j 15anbay Aously Aq pauadosyy/pouniey SII-INJO o7 1oday




93

(swasAs ajyy ulElal By ALoypne Redsep nodsseq wuounredad] omg

1sed 10 JuauND Yiim se1ouade [ju) o1} Aoualy aanednsoauf SNI
ADIAIOG OATIOR]OS vID

NEDONId/Ansear), s o

(yusunuedac] 21815 pue INJO AQ PIONPUCD 0G) SEASIOA() yundre8ury 19
A1noag waunredoq 2101S $9oRUD) SweN 16

oM ST SyooUD osniods AUE spijoul OS[E 856U]) POYOBi], o1t T8l SaUDIEas

‘payoral Suroq $aY0IRss aYl JO AUB L0] passaIppe papoou uoneue[dxe puonippe Aue 10j oq piuoMm siyy, TSHSWTES

sAep (6 urys 210w pAojdinod asoy) pue ‘sAep 6 01 07 ‘shep ¢z uey ss91 pasopduros osoyt ‘a1e0jdwos o3 sdep ut
ssautpawn afesaar oy sodal Jo Ajep 01 1woA [eosy paaeiduod SAUILDS (8101 AU S10a]J21 LUR[OD Sy, T3TEP OF A PAIS[duio.) Satjoaeas

'skep 06 Jar0 Suipuad sT1RYM pue ‘skep (6 0) O¢ Jo 988
ue i ulpuad siieym odar oy 3o o1ep o jo st Supuad $aYOIRSS (810} BYI SI0S[JSI UWIN{OD Sy, TSTE( 1IOdST 078 SSUSIRsS Julpuad

‘sau103180day] prooay Aousdy [euoneN 24} ({8 SIOo[Ja1 uwnjod swyy, THISISAS piodsyg
110day Jo Judgun)

‘ssaurpowan pue ‘o8e o8eioae

‘pa1adilion saydinas {mo) 2y 0N osfe 1] a8 nay pue Lonsodar rejnonred e sof parejdwoo pue Suipuad SaYOIRSS 18103 U1 S109[J1
wodar sy $yayd Aouade jruoneu paredwod pur Juipuad jo sniws ays syorn Tey) wodar Apsswenb v s s14y, ueIn0)) Jo Arsunung

ssaunawl] K&401150day pi022y Kouady jpuonvp ¢ 1oday



94

(R5U38T [eRPIATPUL AQ UMOPYEAIQ
fenpialput Joj ¢ 53ed 235)
so[1] A8y aanednseauy

30TATAS SATIIO[RS

NHADNIJ/Ansea1],

(e
SEISIAQ) [BUOHBILISIU]

(ueumeda(] 25e18)
SEOSIOA() [RUOTBUIU]

AInoag AEIS

11odssed 2181S

SNI

VIO

(SRS
£Q UMOPKEOIq (ENPIAIPUL
305 7 98ud 29%) o o

o adisguL] 194
A2y SWEN/H
SAep (sheq) SAED 06 < skep
SAED (06 < 06 01 0T skep o7 > swy, (B0l Suipuag 06 01 0¢ g0},
SO 28eIoAY Suipuod wayshg proddy
a1ep 03 X J ParRIduIo)) ssydIess a1e( 110day o/
S3dIBaG Bulpuag
¥ 1311800 *S007 A
SSOUI[AUIT ], SI{ASTY PIOIDY ASUSS Y [BUOIBN ¢ 1oday




95

YIHLO

via

vid

OdN

o1ao0d

h:t:ih4

VSN

Qv

VHOQ/MOSIA

(XS1a/S1aQ $SA

1S0OdY

(SINND SION
skup (skecp) skep (6 < skep
06 007 SAEp (17 > owi g ey, Buipuoyg 06 010 18101

SHUAWUIO]) seioay suipuad watsdg paoday DA

a1ep 01 X1 pasojduro)) saydaedg aye(f 110day o

sayoaeag Supuag

¥y 211800} ‘SO0 Ad

SSUT[AWT I, S1[NSOY P03y ADUISY [BUONIBN € yodoy




96

€t

=)

901AIRS [9150d

VSN

av

VAL

311

508y ssautsng [[eWS

d10)) sovad

ALIN03S puBawior]

Kinseaiy,

004 Sunseopeolg
AL Vv/eonsng
skep (sheqr) sAep 06 < skep .
SKep 06 < 06 0102 shep o7 > swiy [moL Butpusg 0601 0¢ 210, WI)SAS P10y
SIHAUWOT) a3uiony Buipuod £o>uady aanednsoau]
atep 01 A paejduro)) saydaesg e 1today ofe
$3LESG BuIpud g
p 191en0 5007 Ad

SSSUISWIT], SINSIy PI0oay AJUSSY [BUOHIEN

¢ Jroday




97

a3

SHSIA 9IS pue saouade syl Yiim Anabur ySnonyl peumwiqQ

($J1d) wasAs Buissoooid suonesnsaauy
[2UUOSIDd WOy (§YID) WISAS 15onbay uonrwIO U] 0SB pPajewrojne oY) ySnomy) paureiqQ

[ea9LaI 201N} J0J SI[1] JO UOTEOO] [eoisAyd seynuap]
POUIBIUIBUL PUE PAPIO2I ST BJED IURIED[D SSBqRIBP UDIUM SAINUIP]
INO 10 82N U0 531 $1onpuod Kouafe 1oyisym soynudp]

xapuy suonednsaau] Qiunoag/Aupgring s JAJO 01 Aouade Aq poutodar ‘adA1 £q *sasen jo Jaquuny

19A0QY p puE ‘¢ ‘7 Sy

9A0QY | WY

pauIeIqQ S| Bjeq Kol

1SOfL] SARESNSOAL] JO UOURSOT ¥
[ POPIODAY BIB(T 9OUBIRA[D ¢

:Aq pa1onpuo) SOVN T

waseq v INJO Ut suoneoynoN 1

110day Jo Junuoe))y

"pojEDo]

Sau sapy aanuBnsaaut Adod pImy oY) o1oyMm PUE ‘PIPIODAI SI BITD A0UBIESID SYI ISYM ‘PAIONPU0D 2U0m SN 2 moy ‘Kjuopne sanednseaul
poteSalap o1om $o10uaBe oyl Yoiym SULINp SOIEp 24 seyuapt 1 ‘AIoyine aAneSNSoAUl s10142.4d ilm SOUL 10, "PIEDO] oIk SI]Y sAneSusaaul
Adoo pImy aLp 219YMm PUB “PApIOOI SI BIEP SOUBIEI[D DY) AI0YM ‘PIJONPUOD UDaq 2ABY (SOVN) SHosyD KoueBy [euoneN oyt moy ‘revrenb ay
Sulnp WdO 01 perodar aary $910UoSr 2a109dSa1 B3 SASED JO JAGUUNU SY] SSLNUSPI 1T *AJUOYINE SANRSNSIAUT 1UaLMND )i 9SOUL Jog "paredarep
‘udeq peY J0 ‘U0dq Sty A1LIoyINe SANESNHSIAUT YoIym Of sa1ouade oyl Jo SINIANOR Y S100) a1 1odal AfreLenb SIy], :$jusjuo)) Jo Arsurung

&rtoymy 2a1p8isaau] paipSaja(q Yim sa1ualdy p 110day



98

SNSe)) PRISNTOS Ul PIUTEIUIEW L1 0URIELD) OUN

9SRQRIED [RUIRIU] UB UI PAURIGIEW $30401dWe-uot U eIep 9oULres|)
$ONSE,) PoseNesg uf peutenmv soekojdwe uo viep doueIesd]) g :
SO[ISEY) PAISTIEOS UL PIUTRITELL TEp S0URILD VIO

L666-0T10T VA “sllla1ua) mOﬁZ
OHIZeT x0g 0 'd
YOLTT VA BLpUBXa[Y A ; NCE]
1§ N0 S 148 v
0177 BB A U O 5

YOST WY I UOUTIQISBM 005 T

£2207 D ‘UOIBuIgsEM
DOLS NS ‘“MN 19911S H 056
SILALRS 124038 S

67207 OQ ‘ucrBuiysepm
A8 NS MN oAV Eluea[fsunad 00¢(
UONIN0I] 10PIOE 2§ SWOISND)

£31INdag puBRUIOY

87207 O UOITHIYSeAY
M '$199118 D PUT

4 pur SuiaesSuyg jo nesing
S6ETTPOIY XM 30USI0TT
7 98 "1 peuds ¢

ADIAIIG INUSATY euIowu]

Aansgaxy,

L£207 O ‘uoulysep
0097 WA "MS 1S D 0LE

H0Og 3unsedpeorg

9TT07 O "UOIBUIYSeAY
PLYT WY TMN TIAY SNISNYIESSBIN 059

ALveusaf

sajL] aanednsaau]
Jo uonEd0Ty

BPWO | SVl | SAD

daoda | W40

A0 Aouady YO | IDVYNV/ | AdIgS

DIDVN | /48

Ul papIoddy
BIR(] 9OURIBIY))

:Aq pagonpuo) S0/0£/60 91 SO/TO/LO fHudy

SOVYN Iseqeie(]
WO Ul SUoBRYION

¥ 1913800 007 Ad

ATIOINY SATTEBTISAAU] PoIBDala(] JUaHN ) YA SIIoUL8Y

p 1oday




99

-orendordde su Sy df 10 521158 PR4ANIRIS UT B1Rp StwWos sodal 1rq “0SeqRIRP JIN09S UMO ST UL POUTRIUIRIE BiEp S0URIRA[D
“SUONEINSIAULI UO SHVYN AYI SINPUOD NJC PUB SUCHESNSOAUT [RDIUT 20 SN UMO SH $19PU0) VSN .
s2dA] 9580 IDVYNYVY PUE IDVN U0 SOVN SIonpuod WJO

sadAy ase0 YJIES Pue [gS U0 SDVN uao siEstonpuo)  sdio)y soveg o

6000-1918¢ NI ‘stydurajy
yInes & Uparg skexydwny N 72
1591} IS0

014G [BISOJ

$SLOT N @PEOAL D 281000 1] (VSN
$LL9 915 ‘PrOY 9BeARS 0086
£2507 OQ ‘uoiBurysepm arv
VT WY AN UMY BIURAJASUUSG 00C1
Z0bLE NI ESc0UBNEYD VAL
FO19d 1S PATN 101 ]
607TC VA Uoisuiny
1 LIS UUAT N 1081 juounaedaq a1e1g
9TPOT O 'UOIBUIYSEM vas

0095 218 "MS IS € 607

07507 OQ "uoiBuIysem
00rS "Wy “MN 1S 0T 1111

,Sd1e) adeag

BWO | SVl | SAD | WO | Aussy | WO | IDOVNV/ | ddias
SafLf aAIeSISaAU daea | Wdo IDTOVN | /I4S )
. Eo - ! U] paproosy 1Aq panpuo) $0/0€/60 03 SO/10/LO foudy
4 feo rIB(] dAuRIed) SOVYN aseqeyeq
JNQ Ul SUoneaynoN
t 191IENQ ‘S007 A4
7 a8ed ‘p 3a0doyg

KIIOUINY SANRSNSIAU] PAIBsd[a(] TUain,) UIIA Sooussy




100

HPO4 (PUU0SIR] RIOYIO S [EAPIAIPUY U8 Uf PA{I] 99110U € ST 30URIE2[D B JO PXO21 [BFO A[uo 2t ‘A[paruoday auwro s, uBwWEY pue s, 1p(os ‘§'n

Ol

SOVN UMO J194) PAIOBPU0D VA ‘s9sed [eroads swos uo 10 ‘WJO Aq patonpuod A[za1dA azom sOVN VAQ/AOuSHL
Apaoys SAD ot padwinp oq ]I PUB SSRGRIEP UMO S} UI PSUIBIUIEUI BIRp S0URIEI]))

007 ATRIQed Ul N0 fits paSrou Yotym ‘SSA AQ Paisnpuod s1m SOVN

ExBeiivg (Vg g

POKOJISAP UBDY 2ARY SPLOTI {[Y

¥661/60 01 6861

o PUIOH S URULITY
pue s J21p[os§ '§'N

9p5O7 D uoiFunisem
AN IS 9 00¢

661/60 01 6861

VSVN

$80T (TN “1eA0pue
I Asuuad 109¢

TOAL O L861/T1

S[eySIBI ‘ST)/eonsaf

20727 'V A uoiButly 00Ad @ $861/01 | vaAdpsaf

3 AneN AULY 0L

01S1-20Z07 DA "uOBuysem 8661/60 01 L8361 D10 uonwdNpy
MN "oy puelkIe 00y

80¥0T DA GoISUIuSEM P661/01 03 6361 JCRRElN )
MN “9AY BluBajAsuuddg 0L
UONBISILIWDY SPI0223 PUE SAALYIIY [RUOHEN
PO | SYAf | SAD WdO Aduady
S aod | NdO
$9]L] 2ANESNSIAU] 0] paplooay 1AQ patONpUO)) saje(] uonedop( fouady
Jo uoneoq B1B(] DURIBID SOVYN
$ BN ‘5007 Ad
ATTIOINY SATIBTISoAU] Polesa]a(] SNOIASIT YA SOI0USsY ¢ a8ed ‘p yrodoy




101

*SYIUOUT XIS 1S2] S} UIYIM PATEPIRA PuE NJQO 03 pariodar usaq aaey
TEYI 950U 2IB SIDUBIBI[D ANDY 1ouenb 3y JO PU OY) JO SB GA D) Ul $2DUBITS[O SATIOR [B10) U1 J03[JI SIOQUINU asey] SAT Ul SooUeIea]) SAloY

“201A108 siy1 ut uonedisnred KousBe yoen [[im om ‘soj1y paBetur jiwsuel; o) ANjiqe sy sty NJO 90U :5B[L] pesewl] JO 11505y ASUB3Y

‘PSNIWISURD 9 URD 9SBO 1B[nofred B J0U JO ISUISyMm SUTULISP 1USIU0D pue diy
aseo ‘Bursopd 2iuoas]2 ut aedonsed o1 seasSe Louefe ue oouQ) BION PeRIUSUERN JO pajiet Futaq 9soy) Jo JITdS B3 MOYS SISED IO “SA
Adoopiey Jo s1equInU U} PUE ‘201A13S 1Y) Jo aSvueape Junyes st Kousde uv 10U JO JOYIOYM BIIPUT UOIIDAS STYI UL SUWIN[00 Sy, "SIBWIOISNO 10

0 $3SED PAsO[ QWOS JO Sefy uud Jusues A[JROIIONI2[S 0} 2[qR U] S8y JNJO ‘S1eek [BIoASS 10 SUIS0]) S1UI0I03] BIA SUONESNSIAL] SATS00Y

"280 JO JUSIXD O} MOLJS SISED OIUOTIAY “sa Adooprey
JO siaquunu 3 pue ‘sisenbar uonednsaaul 1wqns 03 Jid)-o 3uisn st Aousde uv JOU IO JOYIGYA 2JBDIPUI UOTIOS SIY UI SWUN{OD) JI0-3 J0 35,1

"PoIUNOD 10U 2B S UO 105{gns Su JO PIOSSY ON SEM SISL[) QISYM JUOD SOYOTRas Auy

YASDE PIO03Y,. B Ylim paIa(duwiod soysIeas 250yl $I09[Jo1 A[U0 JaquunU STy} Joa2moy ‘1otrenb oY) J0] UMOYS 2IB SUONOBSUR [830) YT (urT)
Sdld PUE (SV () Waiskg Suoneoipnipy [oUUOSIa JUIOf 9U1 uSaMIRq Ul 941 y3nory 1o {(dS) feriod 21noas “(N(1) dn-1eid B st I8y J0q0ym ‘0s
JIPUB “SAD/SdId 01 $89001 o1u0n93[3 sey Aouade ur jou 10 IByiaym atediput Hodar 2U) Jo uonoas sty ut suwnjoly (SA/SAld 0 $5000Y SUrT-ucy

'S|00) 2OUBIED]D-3 Y} JO Aur asn ey serouade |[v 51001 uwingoo sty ], ASUSSY SUNUEIE) S5UEIea] )

110day Jo JuUSIu0))

“(3[qE[IBAR SAW028Q 1 UdYM) SOl pafewrt Jo 1d1a023 DTUONIB[ PUR *SA D) UT SIOUBIRDIO BANOE *‘SUISO[O DTUONIS[P

SUOISSIUIGNS suoneENsaaut 104 (JI0)-2) SuIssanold suonednsaau] Io) saIreuuonssn)-o ‘sayaress ([IS) Xopu] suouednsaauy AIqeing/A1Linoag

10} (SAD) WASAS UONEIJLIDA 3VURIRID/(SJId) WaIsAS Suissasold suoneBnseal] [aUl0sIag JO asn apujour s[ool asay], ‘Aouade
AQ ‘SIWOISND § JUSWAERURIAL [DUUOSID JO 201JJ() AQ $]001 9oueIea])-2 Jo adesn syoen jeys odar A1orenb © 8151y ju3U0)) Jo Areamg

$]00] 20uUn4V2])-5] JO a5[) KoUady Sunuv.Le) 20UpiD2]) S 140day



102

vsD

SOTYIE 1A0D)

11ouno)) 92dg
Jo 9230

SATeSaY pad

Wper) Wi

9): L

JIdd

004

vdd

uoneonpy

dod

dued W/XH

K310ug

10qeT

sonsnf

YOON

214D

SIOIAIRS 1D

eal et ilog)

VIId

“WHHOD) "UOIA
ameg wy

av

QIMNousy

$0/1/01 30
§8 SAD Y
saIuBIEI]D)

oy

a1 padewy
jo
1d109y
KoudBy

DHUONIINGY Adodpaey N/K

Jruoadapy | Adodpaeyy

S350y Jo #

$ISE) JO #

N/A

SUOMOBSTIEL],
12191,

POYIDAL

N/A

(5007 A4 Wyenb p)
% BUISO]) D01
BlA SUCHIBBSIAUY ALY

(S0 XD

SuoissRUqNg 98-4S 104

J10-9 j098()

(5007 A4 133renb p)
SAD/SdId 01 $5390Y UIf-uUQ

. KouwaBy
Sunuean
RuUERIEd)

& 1aen) ‘007 AJd

SO0, 90UBIBI[ )-3 JO J5[] AOUASY SUNURIL) SOUBIE3])

¢ yroday




103

oy

o4l

4SIN

awg

‘OAG BALIORRS

OHS

vds

vss

sdioD) sovag

old

Sdsn

JALY]

DUN

VIAVYN

OdON

VSVYN

HYIN

ASN

swpuR Pad

10u9yu]

Ddd

and

SHA

SHH

SO/1/01 Jo

sE GAD UL

sa3URARIY
BAIY

sa[i] padeuty
Jo
1oy
Adouady

U0 Adoopregy N/A

ETTSESE]

Adoopiey

sase]) J0 #

5ase7) Jo #

N/A

suopesuexy, | POYRIN | N/A
%101,

Aouady

(5007 Ad 131aE0D it
2 JUISOTD) U0
BIA SUONEBNSIAUY 2A1909Y

(50 AD

suoisspuqng 98-4S 104
&mo.m Joasn

(5007 A4 1213enb .p)
SAD/SdId 03 $550Y I -UQ

Bunueas
ERL AL o)

t 1aen

$00T A4

S[00 ], 20UBIEa] )-3 JO 95] AJUS5Yy SUNUEIL) 0UBIBa] )

7 a8ed ‘g y1oday




104

[1om se sadK) 9sed urelas o) payru] pue KoueSe ue jo siweuoduos

1120 01 PN 2Q O$[ Urd $a1081) (SUOISSIUQNS 9ZJS 41 01 PANLIT} JOU 218 s2unBy 950y ], SUISO[D OO BIA SUOHPSINSIAUL POATOAT ‘DY 44

“§IA[ASWAYD SuoneIusaAUL Ay} 19npuod g J10-2 osn ey seouale aanednssaul are s1g Jo 1da(g pue ‘sdio) 20ead ‘ALY «
{104 2IN29§ —~ gS dn-fer] —~ (1 SPOYISIA $S900Y QUIT UQ

SUN0D 'S}
Jo 3dYJO "Wpy

dJHMOd

asuaje]

SIEIIY SPA

VAL

Kmnsealy,

uoneyodsuel],

NUOADAE | AdodpITE]

DIONNIY AdodpavH [ N/& N/A | suonoesueay | POUPIL | N/X
SO/1/01 30 sajig padewy SISET) JO # SASE]) JO # 1810}, Aruady
Se SAD Ul Jo (S007 A4 Ho13E0D |, p) (S0 Ad) Bunuern
saduRILI[) 1diaday £+ BUISO[)) 1U0.303[Y SUOISSIUGNE 98-S 104 (5007 Ad +o1senb  p) aduBIB[)
3AN0Y Aouady BIA SUOHBBTISIAUY JAIDIY d10-3 jossn SAD/SJId 01 85900y WIT-UQ
b J1Ien0 ‘S00T Ad
S[O0 ], 2oUeIed])-9 JO 95[) AOUSEY sUnjlieir) adUueIed|) ¢ a8ed ‘g Jrodoy




		Superintendent of Documents
	2010-08-17T23:23:26-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




