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FISCAL YEAR 2009 NATIONAL DEFENSE AUTHORIZA-
TION ACT—BUDGET REQUEST FOR THE DEPARTMENT
OF DEFENSE SCIENCE AND TECHNOLOGY: RESPOND-
ING TO THE 21ST CENTURY IRREGULAR WARFARE
THREAT ENVIRONMENT

HOUSE OF REPRESENTATIVES,
COMMITTEE ON ARMED SERVICES,
TERRORISM, UNCONVENTIONAL THREATS AND CAPABILITIES
SUBCOMMITTEE,
Washington, DC, Thursday, March 13, 2008.

The subcommittee met, pursuant to call, at 10:32 a.m., in room
2212, Rayburn House Office Building, Hon. Adam Smith (chairman
of the subcommittee) presiding.

OPENING STATEMENT OF HON. ADAM SMITH, A REPRESENTA-
TIVE FROM WASHINGTON, CHAIRMAN, TERRORISM, UNCON-
VENTIONAL THREATS AND CAPABILITIES SUBCOMMITTEE

Mr. SMITH. Good morning. We will call the committee to order.
Thank you all for coming.

I would like to begin, actually, we are having a memorial service
this morning—or had a memorial service this morning—for our
troops who have died in Iraq and Afghanistan. And at 10:30 the
House is observing a moment of silence, and I would like, if we
could, to do the same here.

So we will start by observing a moment of silence.

Thank you.

Well, I want to thank our panel for being here this morning. I
have some brief opening remarks, and then I will turn it over to
Mr. Thornberry, who will have some brief opening remarks.

Then, actually, just for about five minutes if we could, before we
get started with our panel, we have Dr. Schwitters, from the Uni-
versity of Texas, I believe it is, who has some expertise on the spe-
cific issue of managing our data. And there is a number of different
aspects to that, but it is one of the more important issues that we
are examining here, within the science and technology (S&T).

Specifically, what we are focused on is the bandwidth issue, and
the problems as information warfare becomes more and more an
everyday part of every single one of our troops’ lives, you know,
having them be able to access that. How can we manage all that
is out there, take advantage of the spectrum we have?

And then the other piece of it, of course, is just managing, you
know, the data in general, you know, whether you are, you know,
communicating or simply trying to go into one of our systems and
get some information out of it. The analogy that occurred to me,
it is like classic professor’s office that is now packed to the ceiling
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with papers and files and folders, and it is great to have all that
information, but when you need one piece of it can you reliably get
it?

And can you reliably get it if you are just an average everyday
person and not some sort of computer genius? You know, basically,
can our, you know, vast, you know, military establishment take ad-
vantage of that data and how can we better manage that? So we
will do that in general.

But the main purpose of this morning’s hearing is to review our
Department of Defense’s fiscal year 2009 budget request for science
and technology. We have five witnesses with us here today: Dr.
Allan Shaffer, who is the Principle Deputy for the Director, Defense
Research and Engineering; Dr. Dom—I will go back to bed and we
will just start over

[Laughter.]

He can mispronounce last names, but when you mispronounce
“Tom,” you know you are off to a bad start. Dr. Tom Killion, who
is the Deputy Assistant Secretary of the Army for Research and
Technology; Rear Admiral Bill Landay, Chief of Naval Research;
Mr. Terry Jaggers, the Deputy Assistant Secretary of the Air Force
for Science, Technology, and Engineering; and Dr. Tony Tether, the
Director of Defense Advanced Research Projects Agency (DARPA).
We will take you in that order when we get started.

And T will just say a couple quick things. We are pleased that
the budget request for science and technology represents a four
percent growth over the fiscal year 2008 request. We have enor-
{nous needs in this area for some of the reasons I mentioned ear-
ier.

As we move into a more irregular warfare environment that in-
volves all kinds of different aspects of technology, it becomes more
and more important that we stay on the cutting edge of that in
order to keep up with our adversaries, to track what they are doing
and also, you know, use those tools offensively as well. And there
are dozens and dozens of different applications of that, which I
won’t get into—I will leave that to our witnesses—but I will say
it is, you know, one of the most important things that this com-
mittee does, is try to figure out how to properly fund our invest-
ment in science and technology to keep us apace with that.

And I want to thank all of our witnesses in advance for the fine
work that they are doing in these areas—incredibly complicated
stuff, complicated stuff that changes moment by moment. Keeping
up with it is definitely a fulltime job, and I think you guys are
doing an excellent job of that, and we want to help you in any way
we can to provide the funds to help you do the research and devel-
opment that needs to be done in these areas.

And with that I will turn it over to my ranking member, Mr.
Thornberry, for any comments he has.

STATEMENT OF HON. MAC THORNBERRY, A REPRESENTATIVE
FROM TEXAS, RANKING MEMBER, TERRORISM, UNCONVEN-
TIONAL THREATS AND CAPABILITIES SUBCOMMITTEE

Mr. THORNBERRY. Thank you, Mr. Chairman. I appreciate, as
well, the witnesses being here today. This is always a little bit of
a frustrating hearing for me, when we have it, because there are
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so many witnesses with so many issues, and I have so much to
learn, and we have such limited time, that it just doesn’t all seem
to fit together.

It sounds like a cliche to say that today—that tomorrow’s na-
tional security is dependent upon today’s science and technology,
but just because it sounds like a cliche doesn’t mean it is not true;
and I think it is. I also think it is one of the easiest areas of the
budget to shortchange.

And I am not very pleased with a four percent increase. As you
mentioned, the rate of change in the world today is extraordinary,
and we are facing new domains of warfare; and to even hope to
keep up with an understanding of what is happening, much less to
do something about it, requires significant investments, I think, in
science and technology.

I know that the organizations represented here are all doing
great things. I will just say that I am most interested in hearing
about the problems that you have—the obstacles that you have. Ev-
erybody has things to brag about, justifiably, but I think we are
here to help the country, and we have to understand the problems
and obstacles you face as much as the things that are going well
for you.

So with that, I appreciate, again, all the witnesses and look for-
ward to their testimony. I yield back.

Mr. SmiTH. Thank you.

And with that, I will call up Dr. Schwitters.

If you could give us just a brief overview on the data collection
issues, and we have a statement from you as well, which is in the
record, which we will review at our leisure, but I am interested in
any comments you have. And if you could—I know it is a big sub-
ject—if you could try to keep it to five minutes, just because we
have a number of people on the panel we want to hear from.

STATEMENT OF DR. ROY SCHWITTERS, CHAIR, JASON STEER-
ING COMMITTEE AND PROFESSOR OF PHYSICS, UNIVERSITY
OF TEXAS AT AUSTIN

Dr. SCHWITTERS. Thank you, Mr. Chairman, for this opportunity.
If you had seen my office you probably would have had second
thoughts about this professor’s office

Mr. SMmiTH. Well, we are relying on your ability to manage data,
not papers, so——

[Laughter.]

Dr. SCHWITTERS. So I am pleased to discuss with the sub-
committee today some observations and suggestions for managing
the prodigious quantities of data produced by new sensor systems
increasing being planned and deployed in national security applica-
tions. As you mentioned, I prepared a written statement for the
record, and I will briefly summarize some of that here right now.

Advances in microelectronics and related fabrication technologies
enable new kinds of surveillance and monitoring systems com-
prising very large numbers of high-performance sensors that offer
the promise of truly revolutionary advances in tactical intelligence
and other pressing needs. I think everybody agrees, these are
game-changing technologies if we can learn how to use them prop-
erly.
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The potential of this technology currently is being hampered by
inadequate analysis tools, which are not suited to handling the
large quantities of data created by the systems. My comments
today are drawn from interactions I have had with technical ex-
perts on new sensor systems and from discussions within my col-
leagues in JASON, a group of research scientists and engineers,
largely from academia, who study technical problems related to na-
tional security for various agencies in the government.

In recent years our group has encountered the data glut problem
in many different forms; for example, from tactical approaches to
help counter Improvised Explosive Device’s (IED) aimed at our
troops in Iraq to understanding test results from prototypes of ad-
vanced systems. Several of us deal with these very similar issues
in our own scientific work.

For example, now, a single modern aerial reconnaissance system
may use 100 megapixel cameras operating several frames a second.
They can generate 10 to 100 terabytes of data. Of course, these
are—I am always reminded of some of the TV science shows where
they say “billions and billions.”

Terabytes today are the measure of data storage; you can buy a
one-terabyte disc and it holds a lot of information. These systems
generate tens to hundreds of terabytes in a day of observation.

I have been told that, for reference, that the—and this sounds
low to me—but the estimated data rate between the Iraq theater
and Continental United States (CONUS) is about 270 of these
units per year, just to set the scale. So a single platform flying with
modern sensors can easily swamp that kind of data rate in a day,
with the kind of data we are talking about in a year of communica-
tions.

Merely increasing the capacity of our data channels won’t do the
job. In fact, flying modern discs on airplanes to analysis centers
outside of theater provides pretty good bandwidth. But it is the
analysis that must keep up with the flow of data to avoid pileup.

And I am reminded of the hilarious TV episode of “I Love Lucy,”
where Lucy and Ethel are at the chocolate factory and the choco-
late just gets out of control, and you never get back in gear. The
same kind of thing can happen. Well, discs do the same thing; they
fall on the floor. And once you get behind, it is very difficult to
catch up.

Furthermore, it is the quality of the information that can be de-
rived from the new sensors that I think is of paramount impor-
tance. Photos and videos are no longer sufficient; the human mind
can’t keep up with that kind of information. So we need new ways
to handle this data, and that is the issue in front of us.

The traditional approaches, for example, of compressing data,
like video information, actually can harm the analysis value of the
data; you lose critical information that cannot be retrieved unless
that data are handled properly. These are simply new things that
gve need to deal with in addition to just managing the volume of

ata.

Now, I wanted to sort of raise with you the question of, you
know, who is doing it right? Is anyone handling this problem in the
science or technical community? And I think—and I would like to
suggest—that there are good examples from the scientific research
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community for handling large sensor systems that actually go back
to before the personal computing revolution.

In my statement I describe two current cases that I think are rel-
evant to the discussion. One is from astronomy, called Panoramic
Survey Telescope and Rapid Response System (Pan-STARRS),
which is a large camera that actually has several hundred times
the capacity of the best quality personal cameras you can buy in
the stores today. These people are surveying the entire visible sky
several times a month, and really revolutionizing our under-
standing of the cosmos.

The other examples I brought in the paper have to do with re-
markable detectors being completed right now at the CERN Large
Hadron Collider. These devices can swamp the data rates I men-
tioned earlier within a few seconds of information, and their goal
is to learn about the smallest particles of matter and energy in the
universe.

The sizes and data rates involved in both of these examples are
actually much greater than those contemplated for tactical surveil-
lance systems. They and other examples from the scientific commu-
nity share important attributes, which are relevant to national se-
curity systems.

One: Scientific systems must separate very rare events with high
efficiency from large backgrounds of ordinary activity. It is not
practical to do this by analysts viewing pictures anymore. Auto-
mated quantitative forms of image analysis were developed to solve
this problem.

Two: The quantity of data is strictly managed to maintain a via-
ble analysis pipeline with priorities established by the science
teams.

Three: The teams comprise highly integrated groups of hardware
builders, software developers, and data analysts.

Now, what I have been describing here is essentially the busi-
ness of systems engineering. And my basic point to the committee
and to the people I talk to in the Defense Department on these
questions is that we are facing really a new form of system integra-
tion here, and we all have to learn how to do this together.

This is not a solved problem. There are not standard theories of
data fusion or compression that can be applied in a more tradi-
tional sense of system engineering. We have to learn a lot from the
data itself.

So I would advocate that we think and try to, to the extent pos-
sible, establish integrated teams of users and builders—analysts,
software developers, hardware experts—to understand and deal
with the management of large data from the very design phases of
these programs through their actual exploitation. I would like to
see elevated support and recognition of the importance of quan-
titative data analysis in tactical and strategic systems.

And I would also advocate the commitment of some fraction of
existing tactical intelligence resources—prototype sensor exercises
and other opportunities for the entire community to learn how to
do this tough job. There is a lot of learning ahead of us in this.

At this point, let me just close and recall that in fact, the World
Wide Web was invented at CERN a generation ago to handle the
problems of data glut and team communications in experimental
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high energy physics. I believe that more such discoveries await us
that have the potential to change tactical surveillance and other
areas of intelligence in ways as profound as the World Wide Web.

Thank you for your attention.

[The prepared statement of Dr. Schwitters can be found in the
Appendix on page 37.]

Mr. SMmiTH. Thank you very much. And as we go forward, if we
do have questions for you, when we get to the question period we
will call you forward and deal with that.

In the meantime, we will turn it over to Mr. Shaffer.

STATEMENT OF ALAN R. SHAFFER, PRINCIPAL DEPUTY, DI-
RECTOR, DEFENSE RESEARCH AND ENGINEERING, DEPART-
MENT OF DEFENSE

Mr. SHAFFER. Chairman Smith, Congressman Thornberry, distin-
guished members of the subcommittee, thank you for the oppor-
tunity to appear before you today to describe the Department of
Defense science and technology program. I ask that my written
statement be entered into the record.

I am honored to represent the great accomplishments of the
thousands of dedicated DOD science and technology professionals.
Our program has a history of developing technologies leading to su-
perior operational capabilities employed by the men and women
serving in our armed forces today. While we continue to deliver su-
perior capabilities, the new challenges we face drive us to evolve
and expand our program.

The evolution of the national security environment, as outlined
in the 2006 Quadrennial Defense Review (QDR), coupled with the
emergence of an agile and global technology base has led to
changes in the technology landscape for the DOD. Congress has
recognized this evolving set of challenges and supported the DOD
science and technology budget requests. For that, we thank you.

In response to the evolving need, the Department has experi-
enced a decade-long growth in the science and technology budget
request, culminating in this year’s request of $11.5 billion, which
is among the highest science and technology budget requests in his-
tory. Perhaps more noteworthy in the requested increase for this
year is the requested increase for basic research, where we have an
imprecedented 16 percent real growth in our request, to $1.7 bil-
ion.

Secretary Gates shaped this growth to begin to posture us for the
future. This requested increase reflects the broad professional judg-
ment of DOD’s leadership, numerous Blue Ribbon advisory panels,
and prominent industry executives, that our current military ad-
vantage is based on discoveries from basic research, and the belief
that the long-running U.S. basic research leadership is in decline.

The growth in our requests are indicative of the continued com-
mitment we are making to develop the technologies that support
the future needs of the men and women in uniform. They deserve
the best we can give them.

Over the past two years, we have begun to reshape the science
and technology investment of the Department to increase the so-
called “non-kinetic” capabilities by initiating or expanding pro-
grams in a number of nonconventional areas, such as biometrics;
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human, social, culture, behavioral modeling; locating, tagging, and
tracking; network science; persistent surveillance; and cyber protec-
tion. While we are currently well positioned to support the future
force, there is still much to accomplish. We much simultaneously
develop affordable technologies to improve current war-fighting
systems, and address and integrate emerging technologies devel-
oped anywhere.

I know this committee is interested in how we are responding to
the new areas of research for irregular warfare. I will use the ex-
ample of handing large data sets generated by the explosions of the
ubiquitous sensors and expanded communication capacity, but the
process we use is similar for the other areas of irregular warfare.

The current projections are for the data volume of the defense
systems to grow by as much as a factor of 1 billion over the coming
decade, but the defense science and technology community is al-
ready planning for this growth through a multifaceted approach.
First, in the fall of 2007, department science and technology leader-
ship commissioned a large data handling technology focus team.

This multidisciplinary team used a systems engineering ap-
proach to baseline the current program, and then recommended a
way forward. The principle that emerged—and this is important—
is that DOD large data is not just about the size and amount of
data, but the time to act. The team recommended several actions,
from revamped architectures to processing closer to the sensor.

You have already heard from Dr. Schwitters, the chairman of the
JASONs. We seek outside experts like the JASONs and the De-
fense Science Board (DSB) to provide independent assessments,
which help shape our future.

But planning is not enough. We are also expanding the infra-
structure to support development and testing of new algorithms
and software to attack the challenge systematically.

In late 2007, we conducted a large data collection exercise called
Bluegrass, in and around Lubbock, Texas, to simultaneously col-
lected data from multiple types of sensors, such as radar, infrared,
and other sensors. All this data is stored for the Department and
Massachusetts Institute of Technology (MIT) Lincoln Laboratory,
who make it available for others to use. We are attacking the chal-
lenge in a disciplined way.

Finally, we are investing in a number of large-scale demonstra-
tion programs to begin to test solutions. For example, the Large
Data Joint Capability Technology Demonstration (JCTD) integrates
bigger communication pipes with advanced storage systems and ad-
vanced data search and visualization software and methods. The
first military utility assessment of this JCTD recently showed we
could reduce tasks that used to take hours to minutes.

In closing, Mr. Chairman, I would once again like to thank the
committee for the support of our science and technology program,
and seek your continued support of the programs laid out in the
fiscal year 2009 President’s budget request. The ongoing emphasis
of this Administration is to provide our armed forces the best tech-
nologies and capabilities we can by revitalizing our workforce and
expanding the science and technology program into new and excit-
ing areas.

With your help, we will succeed.
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[The prepared statement of Mr. Shaffer can be found in the Ap-
pendix on page 44.]

Mr. SmiTH. Thank you very much.

Dr. Killion.

STATEMENT OF DR. THOMAS H. KILLION, DEPUTY ASSISTANT
SECRETARY OF THE ARMY FOR RESEARCH AND TECH-
NOLOGY/CHIEF SCIENTIST

Dr. KiLLION. Thank you, Chairman Smith, and distinguished
members of the subcommittee, and hopefully my name won’t come
out like “dom,” because I am just recovering from the flu. It might
actually sound like that unintentionally.

I do appreciate the opportunity to come before you today and dis-
cuss the fiscal year 2009 Army science and technology program and
the significant role that S&T is playing in supporting the war-fight-
er today and in the irregular warfare environment. I have sub-
mitted a written statement and request that it be accepted for the
record.

I want to thank the members of this committee for your impor-
tant role in supporting our soldiers who are at war, and for your
advocacy of the Army’s S&T investments that will sustain techno-
logical preeminence for our future soldiers. Your continued support
is vital to our success.

The Army’s S&T investment strategy is shaped to pursue tech-
nologies that will create unmatched and unprecedented capabilities
for our future land combat forces. Our S&T program is also dy-
namic and responsive to the needs of today’s soldiers by exploiting
opp((irtunities for near-term solutions to satisfy current operational
needs.

We have already provided solutions to a broad range of these
needs that have been driven by today’s irregular warfare environ-
ment. We have developed and assisted in the fielding of passive
armor solutions that provide tactical wheeled vehicles with ballistic
protection that rivals that of combat vehicles; we have created im-
proved soldier body armor that protects extremities; and we have
provided detection and neutralization systems against improvised
explosive devices.

Our investments in the quest for precision guidance in artillery
munitions have enabled the guided multiple launch rocket system
and the Excalibur precision 155-millimeter artillery munition.
These capabilities have been decisive during today’s irregular war-
fare combat operations, targeting the enemy while preventing un-
necessary loss of life and harmful collateral damage. And, in a less
materially-focused area, we have developed a training tool called
Battlemind, which helps to prepare soldiers for the mental rigors
of combat and aids them in preparing for reintegration when they
return home.

While the focus of our S&T investments is necessarily on the
near and midterm futures, we have also sustained our commitment
to basic research that seeks to enable the next generation of sol-
diers with paradigm-shifting capabilities to dominate in the full
spectrum of battlespace environments. Our fiscal year 2009 budget
request provides increased funding for new research initiatives
such as human, social, cultural, and behavioral modeling; modeling



and analysis of complex multi-scale networks; and
neuroergonomics. They will understand how the brain functions in
an increasingly complex multitask environment, they enable more
effective design, and guide enhanced training.

In closing, I would like to thank you, Mr. Chairman, for the op-
portunity to testify before the subcommittee, and for your support
to the Army’s science and technology investments. I am proud to
represent the efforts of thousands of Army scientists and engineers
dedicated to providing our soldiers with the best possible tech-
nology in the shortest possible time.

I will be pleased to answer your questions and those of the sub-
committee.

[The prepared statement of Dr. Killion can be found in the Ap-
pendix on page 73.]

Mr. SmiTH. Thank you.

Admiral Landay.

STATEMENT OF REAR ADM. WILLIAM E. LANDAY, III, USN,
CHIEF OF NAVAL RESEARCH, ASSISTANT DEPUTY COM-
MANDANT OF THE MARINE CORPS FOR SCIENCE AND TECH-
NOLOGY DIRECTOR, TEST, EVALUATION AND TECHNOLOGY
REQUIREMENTS

Admiral LANDAY. Chairman Smith, Congressman Thornberry,
distinguished members of the subcommittee, it is an honor to ap-
pear here today to update you on the progress of the science and
technology efforts within the Department of Navy and to discuss
how the President’s budget request for 2009 supports the Navy and
the Marine Corps team. I have also submitted a written statement
and request that it be entered in the record.

The Naval science and technology challenge is to enable future
operational concepts that support the vision of the Navy and Ma-
rine Corps as laid out by the Secretary of the Navy, the Chief of
Naval Operations, and the Commandant of the Marine Corps. They
envision a force that is joint, expeditionary, distributed, persistent,
forward deployed, and capable of defeating a competitor in major
combat operations or an insurgent force in nontraditional oper-
ations.

The President’s 2009 budget requests $1.84 billion for an S&T
portfolio that enables that vision. This reflects a 6 percent real
growth over the President’s 2008 budget request for the Depart-
ment of Navy.

Our Naval science and technology strategic plan identifies 13 key
areas where science and technology investment will have high pay-
off in supporting the Navy and Marine Corps war-fighting visions
and needs. In order to execute this strategy, we must continue to
address the changing global environment in the following ways: We
must monitor, assess, and leverage emerging science and tech-
nology in a global manner. The increasingly rapid movement of
technology and innovation around the world demands that we be
able to take advantage of emerging ideas in science, regardless of
where they originate.

We must maintain an investment portfolio that is balanced be-
tween the long-range scientific discovery that comes from basic re-
search programs and the nearer-term focused product nature of the
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advanced technology development programs. We must focus on de-
livering value to today’s war-fighters while ensuring that the well
of new and novel technology development remains deep and vibrant
in support of the next generation of sailors and Marines.

This year, we made a major increase in our investment in basic
research to strengthen our efforts in emerging areas of science,
such as autonomy, cyberspace, novel materials, and cognitive
science, among others.

Finally, we must continue our efforts to aggressively transition
the technology and innovative concepts to the war-fighters.
Through our Future Naval Capabilities program, we are averaging
over 80 percent success in moving science and technology develop-
ments into the acquisition programs, spanning the so-called “valley
of death.”

There are currently 169 Future Naval Capability products under-
way, in various stages of the three to 5-year development. Thirty-
six are expected to complete and transition in 2008; an additional
20 are planned to complete in 2009. The fiscal year 2009 budget
request continues funding for the remaining projects and initiates
an additional 28 projects.

One of the key areas in our strategy is our ability to succeed in
asymmetric and irregular warfare. Our goal is to enable naval
forces to preempt or defeat nonconventional threats and forces op-
erating within complex physical, cyber, and social terrains.

A key aspect of this strategy is the concept of operational adapta-
tion. What can we do to enable our Marines and sailors to adapt,
influence, shape, and act within the decision cycle of an adversary,
even if that adversary is what would be considered an asymmetric
or irregular foe?

Investments in areas such as imaging through structures;
rivering operations; image and pattern recognition; societal, cul-
tural, and behavioral modeling; biometrics; advanced training; and
cultural immersion; and battlespace shaping through information
operations will provide our Marines and sailors the ability to out-
think and outadapt the enemy. This is about making the enemy
fear us as the swift, flexible, unpredictable asymmetric threat.

We have a strong emphasis in today’s needs, and a long-term
focus on strengthening the Navy and Marine Corps’ ability to meet
any challenge and to adapt to any security environment. We con-
tinue to move toward greater integration of capabilities, more effec-
tive partnership between the research and acquisition worlds, and
an ever-strengthening ability to achieve shared goals with Director,
Defense Research & Engineering (DDR&E), the Army, Defense Ad-
vanced Research Projects Agency (DARPA), and Air Force research
organizations.

I believe the state of our S&T investment represents a careful
stewardship of taxpayer dollars that will make significant contribu-
tions to our war-fighters as they serve in defense of the United
States, both today and well into the future. I thank you and this
committee for your continued support of naval science and tech-
nology, and am prepared to answer any questions.

Thank you.

[The prepared statement of Admiral Landay can be found in the
Appendix on page 85.]
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Mr. SMITH. Thank you, Admiral.
Mr. Jaggers.

STATEMENT OF TERRY J. JAGGERS, SES, DEPUTY ASSISTANT
SECRETARY OF THE AIR FORCE FOR SCIENCE, TECH-
NOLOGY AND ENGINEERING, OFFICE OF THE ASSISTANT
SECRETARY FOR ACQUISITION

Mr. JAGGERS. Thank you, Mr. Chairman, members of the sub-
committee and staff. I am pleased to have the opportunity to pro-
vide testimony on the fiscal year 2009 Air Force science and tech-
nology program.

Last year, I spoke extensively about adapting Air Force S&T to
the new security environment identified in the Quadrennial De-
fense Review. Recall, I presented our new Air Force S&T vision: to
anticipate, find, fix, track, target, engage, and assess anything,
anytime, anywhere as our guide for shifting investment emphasis
from traditional conventional threats to address new unconven-
tional threats, such as terrorism. I am proud to say that this budg-
et continues to reflect a shift toward this vision and the new secu-
rity environment.

Also recall that in 2005 I established five guiding principles for
the Air Force S&T investment program. These principles have pro-
vided a valuable framework in constructing this budget.

Developing, recognizing, and ensuring competent, technical, in-
tellectual capital exists in the laboratory and elsewhere across the
Air Force as my number one guiding principle. As functional man-
ager for the 15,000 scientists and engineers across the Air Force,
my commitment to the development of the 3,300 scientists and en-
gineers in our laboratory is paramount to maintaining our national
aerospace power.

My second guiding principle is to ensure a balanced portfolio of
investments between near, mid, and far-term needs. To ensure our
far-term needs are met, we allocate no less than 15 percent of our
core portfolio to our 6.1 basic research efforts. To meet near-term
needs and ensure technology solutions are transitioned to both the
war-fighter and our acquisition programs, we allocate no less than
3% percent of the portfolio to 6.3 advanced technology development
efforts.

My third guiding principle is to focus our resources on the stra-
tegic priorities of the Air Force, the Department of Defense, and
the nation. To this end, our budget reflects significant focused in-
vestment changes to which I will speak to shortly.

Honoring commitments is my fourth guiding principle. Collabo-
rative research with my colleagues seated next to me, academia, in-
dustry, and our allies, as well as transition agreements with war-
fighters and Program Executive Officer’s (PEOs), were all protected
in this budget. The Air Force seeks out collaboration and we stand
by promises that we make.

Last, but not least, of my guiding principles is to find new and
improved ways of transitioning technologies directly to the war-
fighter in the field or into our acquisition weapon systems. I am
proud to say that this year we are establishing a new Technology
Transition Office within Headquarters Air Force. I have challenged
this office to develop a comprehensive strategy for overcoming tran-
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sition obstacles related to laboratory S&T, joint capability tech-
nology demonstrations, rapid response to urgent war-fighter needs,
small business innovative research, and partner transitions to the
Air Force from DARPA and others.

Our 2009 President’s budget request for Air Force S&T is ap-
proximately $2.1 billion, which includes $1.9 billion in core S&T ef-
forts, with the remaining funds supporting devolved programs to
include high energy laser and the University Research Initiative.
This year’s budget request includes an increase of $157 million, or
a 6.7 percent real growth, over fiscal year 2008 core requests. Even
taking the $40 million of Man/Tech funding that was moved into
S&T this year out of the equation, it still represents a very health
4.5 percent real growth and reflects the continued strong support
of Air Force leadership for its S&T program.

Earlier, I had mentioned some significant focused investment
changes we made to this year’s budget. First, we shifted over $20
million across the Future Year Defense Program (FYDP) from tra-
ditional investment areas to new areas that anticipate terrorist ac-
tions and tag, track, and locate these bad actors anywhere on the
globe 24/7.

Next, we shifted almost $200 million across the FYDP to increase
focus on game-changing technologies to guarantee modernized sys-
tems have technological superiority on the battlefields of the future
and against today’s terrorists. Specifically, we increased invest-
ments in cyberspace to help our new cyber command fight through
network attacks, in defensive counterspace to respond to the na-
tional Space events of last year, in directed energy for both non-
lethal deterrence and ultra-precision strike, in revolutionary pro-
pulsion such as hypersonics and variable-cycle engines as sug-
gested by a National Research Council study, and in thermal man-
agement technologies in response to a Scientific Advisory Board
study that suggested looming thermal problems for our complex
weapon systems of the future.

At the same time, we protected game-changing investments that
were in the 2008 budget that support the Air Force energy strategy
to develop alternative fuels, efficient engines, and aero-efficient
structures, an advanced composite cargo aircraft project that pro-
vides a capstone to our Composite Aircraft initiatives to reduce
aging aircraft sustainment issues, and sense-and-avoid technologies
for unmanned aerial systems to operate them in theater or domes-
tic airspace as ubiquitous as piloted vehicles are operated today.

Mr. Chairman, this budget is aligned in three priorities of the
Air Force: to ensure technology is transitioned to war-fighters with
the expediency necessary to win the global war on terror, to de-
velop our airmen as future technical leaders and ensure we have
a competent workforce skilled in managing the complex weapon
systems we will need for the future, and to ensure our research
and development dollars are focused on modernizing and recapital-
izing weapon systems critical to airspace and cyberspace domi-
nance to ensure the Air Force can fly, fight, and win in any future
conflict.

Again, Mr. Chairman, members of the subcommittee and staff,
thank you for allowing me to provide an opening statement, and I
look forward to your questions.
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[The prepared statement of Mr. Jaggers can be found in the Ap-
pendix on page 99.]

Mr. SmITH. Thank you very much.

Dr. Tether.

STATEMENT OF DR. ANTHONY J. TETHER, DIRECTOR,
DEFENSE ADVANCED RESEARCH PROJECTS AGENCY (DARPA)

Dr. TETHER. Chairman Smith, Congressman Thornberry, and
distinguished members of the subcommittee, thank you for having
me here today to describe DARPA’s current research and our plans
under the fiscal year 2009 budget request.

This February was our 50th anniversary. My written testimony
looks back over what we have done in the near past, since 2001,
and highlights our progress in eight big deals, as well as the fu-
ture. These big deals include: deny hiding in any environment and
cultural background, providing persistent situational awareness
and rapid strike, removing the value of using biological weapons,
increasing the survival from life-threatening wounds.

I enjoyed writing this testimony since it gave me a chance to ex-
plain DARPA and to brag about the accomplishments we have
made since 2001, and those in progress and yet to come. But please
read it when you get a chance.

The facts are, however, that we couldn’t have done all this with-
out a lot of outside help. But the help from the Congress, and this
committee in particular, has been and will continue to be necessary
for DARPA to be DARPA and to continue doing what we do.

I heard from your staff that you are interested in large data set
analysis. Because of that, I will spend a few minutes expanding on
the written testimony and describe what DARPA does in this area.

First of all, there are many levels of large data set analysis. The
data from sensors such as Constant Hawk, and so forth, is most
certainly large, and we do research in how to help people find tar-
gets of interest.

But to me, a more interesting large data set problem is when you
really don’t know a priori what you are looking for, or even if there
is any information in the data. After all, it may be just random.

Well, we call our most sophisticated large data set research “top-
ological data analysis.” Our large or massive data sets topological
analysis program uses very sophisticated topology and geometry to
capture the intrinsic geometry of massive data sets, and systemati-
cally extract hidden features therein.

All that is needed to start the mathematics is a metric, such as
the distance between any two data points in the set. Now, the dis-
tance doesn’t have to be things like feet; it could be temperature,
it could be density, it could be anything you want it to be.

We have some current accomplishments. This analysis was ap-
plied to analyze massive data sets in biology—collections of heart-
beat data for health and diseased patients.

The data for healthy heartbeats appears to capture nontrivial
higher geometric structure than those for diseased patients. In
other words, there is a difference between the two. This work is
just beginning, but the potential is absolutely enormous: statistical
markers for health and disease.
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It has also been applied to uncover unexpected high-dimensional
structures in the statistics of natural images. Applications include
novel, nonlinear compression schemes, as talked about earlier, for
images and movies. This would greatly aid systems such as Con-
stant Hawk in getting the data directly to the ground faster than
possible today.

By now, I am sure some of you are saying, “Well, there he goes
again. Is he ever going to tell us anything relevant to, you know,
to what is going on in the world as we know it today?” And the
answer is that there is relevance to IEDs. There is great relevance,
in fact.

First, I cannot go into any specific details, due to the sensitivity
of exposing countermeasures to the IED problem; but we have a
program called Persistent Operational Surface Surveillance and
Engagement (POSSE), joint with Joint Improvised Explosive De-
vice Defeat Organization (JIEDDO), which has been briefed to your
staffs, whose objective is to determine if there is any difference be-
tween a facility that makes bombs and an ordinary Iraqi facility.

To do this, we have established an experimental capability at the
National Training Center, at Fort Irvin, where we are going to
gather an extremely large data base on all activities—normal Iraqi
facilities and bomb-making. We hope to use techniques such as top-
ological analysis to determine if there is any underlying structure
to the data, with the hope that the structure you get from data
coming from a bomb-maker’s facility is different from an ordinary
facility, thereby allowing us to find out where they are being made.

This is really exciting. While I don’t know the outcome—because
if T did, DARPA wouldn’t be doing it—I am confident that tools
such as topological analysis will answer the question, whether it
can be done.

I hope I have provided you with some insight into what we are
doing in large data analyses, and request that you scan my written
testimony to see what we have done and will be doing elsewhere.
Again, none of this could be possible without the support you have
given DARPA.

I want to thank all of you personally, and from all of the DARPA
employees as well as all our industry and university performers,
for your support. We hope that this support continues into the fu-
ture because without it, DARPA will not make it to its 100th anni-
versary.

With that, I would be glad to take your questions.

[The prepared statement of Dr. Tether can be found in the Ap-
pendix on page 113.]

Mr. SmiTH. Thank you all very much. I appreciate it. And I ap-
preciate the members’ patience; as Mr. Thornberry mentioned, this
is a whole lot of information in a whole lot of different areas. We
are going to have some hearings that drill down into some of the
specifics here on social modeling, on strategic communications, and
also on biometrics, which we set up to help us get down into some
of those specifics.

And Dr. Tether, I specifically want to thank DARPA for their
work on health care issues. You know, many of us here saw your
prosthetics demonstrations on the advancements that have been
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made there, and some of the technologies that have been developed
to enable battlefield survivability have been just incredible.

And I know you are moving forward and taking the next steps
on, you know, going beyond that and coming up with even greater
health care advancements. I think it has been critical to our troops,
and we appreciate that work.

I want to ask spec