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(1) 

THE PASSPORT ISSUANCE PROCESS: CLOSING 
THE DOOR TO FRAUD 

TUESDAY, MAY 5, 2009 

U.S. SENATE, 
SUBCOMMITTEE ON TERRORISM AND HOMELAND SECURITY, 

COMMITTEE ON THE JUDICIARY, 
Washington, DC. 

The Subcommittee met, pursuant to notice, at 2:40 p.m., in room 
SD–226, Dirksen Senate Office Building, Hon. Benjamin L. Cardin, 
Chairman of the Subcommittee, presiding. 

Present: Senators Cardin, Feinstein, and Kyl. 

OPENING STATEMENT OF HON. BENJAMIN L. CARDIN, A U.S. 
SENATOR FROM THE STATE OF MARYLAND 

Chairman CARDIN. The Subcommittee on Terrorism and Home-
land Security will come to order. I want to thank our witnesses for 
being here today. I particularly want to thank Senator Kyl and 
Senator Feinstein for the purpose for why this hearing has been 
called, looking into the security of the issuance of passports. It was 
Senator Feinstein and Senator Kyl who asked GAO to undertake 
a study to proactively test the effectiveness of our current passport- 
issuing process to determine whether malicious individuals could 
use counterfeit or fraudulently obtained documents to obtain a gen-
uine U.S. passport. 

Now, this is an extremely important issue for us because the 
passport is the gold standard for identification in this country. It 
is used for so many purposes, and it also, of course, gives an indi-
vidual an ability to travel, which is an important tool for someone 
who wants to do harm, including terrorists. 

The GAO report that we have before us—and we will be hearing 
from GAO today—concludes that terrorists or criminals could—I 
am quoting from the report. ‘‘Terrorists or criminals could steal an 
American citizen’s identity, use basic counterfeiting skills to create 
fraudulent documents for that identity, and obtain genuine U.S. 
passports from the State Department. GAO conducted four tests 
simulating this approach and was successful in obtaining a genuine 
U.S. passport in each case. In all four tests, GAO used counterfeit 
and/or fraudulently obtained documents. The State Department 
and the United States Postal Service employees did not identify 
GAO’s documents as counterfeit. GAO’s investigators later pur-
chased an airline ticket under the name used on the fraudulent 
passport and then used the passport to check in for the flight, get 
a boarding pass, and passed through security checkpoints at the 
airport.’’ 
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Now, that should alarm all of us—four out of four able to obtain 
fraudulent passports. In one case, the applicant used the Social Se-
curity number of a 5-year-old fictitious child, and the applicant was 
53 years old. In another case, the applicant used the Social Secu-
rity number of a deceased individual who died in 1965, and we 
have records where that could have been checked out. 

Now, the State Department acknowledges the problems, and I 
know recommendations have been made by GAO, and we are talk-
ing about making modifications in the system. And that may give 
us some comfort if this was the first time that these issues were 
brought to our attention. But there have been previous GAO re-
ports with similar findings and similar efforts and commitments 
made to correct the failures of the system. 

So as has been pointed out in the report, ‘‘State officials have 
known about the vulnerabilities in the passport-issuing process for 
many years, but have failed to effectively address these 
vulnerabilities.’’ 

That is a serious statement, one in which this Committee is 
going to ask questions today. We are concerned of whether GAO’s 
recommendations will be effectively acted upon. 

Now, I want to submit for the record the National Federation of 
Federal Employees Local 1998, statements talking about the pres-
sure on passport specialists to act quickly on approval. And I un-
derstand that. You are probably getting calls from our office telling 
you to move these passports a little bit more expeditiously, people 
have planes to catch, and get these passports issued. There is pres-
sure. I understand that. But we have got to get it right. We cannot 
issue fraudulent passports in this country. We have got to take 
every step to make sure that cannot be done. There is too much 
reliance on the reliability of a passport that goes through our inter-
national borders. 

So, today, we will hear from Brenda Sprague, Deputy Assistant 
Secretary for Passport Services, Bureau of Consular Affairs at the 
U.S. State Department, and from Jess Ford, the Director of Inter-
national Affairs and Trade at the GAO. 

With that, let me turn to Senator Kyl, who has been the moving 
force behind the GAO report and this hearing. 

STATEMENT OF HON. JON KYL, A U.S. SENATOR FROM THE 
STATE OF ARIZONA 

Senator KYL. Thank you, Mr. Chairman, and thanks also to Sen-
ator Feinstein, as you mentioned, who was also active in seeking 
to get this information. I appreciate the work of the GAO. Obvi-
ously, we will learn at the time that Mr. Ford testifies a little bit 
more about their evaluation of the extent to which this is a prob-
lem. But certainly in the report, it is evident that we do have a 
problem. 

I want to acknowledge—and, incidentally, I totally agree with ev-
erything you said in your opening statement, Mr. Chairman. The 
passport is supposed to be the gold standard for documents in the 
United States, and yet this GAO report verifies that it is not as re-
liable as we thought it was. 

There are some corrective actions I understand State has indi-
cated that it is taking, but I think there are some other common- 
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sense things that have not yet been done, and perhaps the best 
thing I can do is just presage some of the questions that I will be 
asking, and perhaps in opening statements you can address these: 
first of all, why so many individuals’ applications were approved 
even though there were no Social Security numbers sought or sup-
plied. Something like 72,000 applicants, according to GAO, in just 
a 6-month period last year received passports without supplying a 
Social Security number. 

And then, conversely, in those situations where there was a num-
ber supplied, the State Department approved thousands of applica-
tions without any feedback from Social Security as to whether the 
number was accurate or whether the individual was connected to 
the number. And, also, whether it is current policy—this is the way 
current policy at least is described, in which case obviously policy 
was breached in many of these cases—whether it is current policy 
to approve applications from only individuals who have presented 
a Social Security number and only after word has come back from 
the Social Security Administration confirming the information rel-
ative to that number. If that is the policy, it has obviously been 
breached. If it is not the policy, why isn’t it? 

And, finally, asking whether—and I will be primarily focused on 
this from our GAO witness, but whether weakening the REAL ID 
driver’s license requirements will also end up making it possible for 
more criminals, terrorists, and others to get fraudulent passports 
and thereby pose an additional risk to the country. 

As I said, the U.S. passport is thought to be the most secure 
identification that we have in this country, and clearly that is not 
the case, according to the GAO report. We need to make sure that 
enough changes are effectuated that we can return to that gold 
standard, and that will be up to our colleagues at the State Depart-
ment to ensure that this is accomplished. 

Thank you, Mr. Chairman. 
Chairman CARDIN. Thank you. 
As I mentioned at the beginning of the hearing, we thank Sen-

ator Feinstein and Senator Kyl for bringing this issue to our Sub-
committee’s attention and to the American people’s attention. Sen-
ator Feinstein is the former Chairman of this Subcommittee, and 
as I have said many times, I look to her for continuing the priority 
that this Committee has had in protecting the security of our coun-
try. 

Senator Feinstein? 

STATEMENT OF HON. DIANNE FEINSTEIN, A U.S. SENATOR 
FROM THE STATE OF CALIFORNIA 

Senator FEINSTEIN. Well, thank you very much, Mr. Chairman, 
and I thank you for your leadership. It is very much appreciated. 
And thank you for continuing the tradition that Senator Kyl and 
I began. I think we spent a lot of time on this issue in this Sub-
committee, and we now have the GAO report. And so if I may, as 
you know, I went on to chair Intelligence, and so I have got an In-
telligence meeting. But I believe this is important, so I would like 
to make a brief statement, if I might. 

Chairman CARDIN. Certainly. 
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Senator FEINSTEIN. When the GAO uncovered in its investiga-
tion—what it uncovered I think is very alarming. A GAO under-
cover agent attempted to get a United States passport based on 
counterfeit documents and fraudulent Social Security numbers and 
succeeded in four out of four attempts. That is 100 percent of the 
time. 

The State Department failed to clear all four of these passports 
through the Social Security number clearance check—first mis-
take—which takes only 24 hours. 

The State Department did not identify the counterfeit birth cer-
tificates or the counterfeit driver’s licenses. It also issued all four 
passports to the same individual and had no system to pick this 
up. One passport, as we know, was issued to a middle-aged man 
based on a 5-year-old’s Social Security number, and another was 
issued even though the Social Security number was from a de-
ceased individual. 

Now, the question arises: How many passports are out there that 
were wrongly issued and are being used by those seeking to do oth-
ers harm? 

The State Department will testify today that it has made con-
crete steps to begin to close these vulnerabilities. While this is en-
couraging, State Department officials have known about these 
vulnerabilities for many years, but have failed to fully secure the 
process. 

For example, the GAO, in a report released in 2005—that is 4 
years ago—recommended that the State Department check all So-
cial Security numbers against the Social Security Administration’s 
data base of deceased individuals. But this was not done until De-
cember 2008, 3 years later. In addition, it is my understanding that 
employees processing the passports had raised this solution with 
the State Department as early as 2001. 

Now, the GAO’s report contains problems and solutions, and let 
me run through a few of them. 

Problem: Applications were not held for 24 hours to allow for So-
cial Security numbers to clear a system. Solution: No passports 
should be issued before the 24-hour Social Security check is clear. 

Problem: Adjudicators did not identify counterfeit birth certifi-
cates. Solution: A birth certificates data base to provide greater ac-
cess to a national data base verifying birth certificates. This is in 
existence. 

Problem: Adjudicators did not identify counterfeit driver’s li-
censes. Access to a national driver clearinghouse is available. Bu-
reau of Diplomatic Security can request that the passport office 
gain access to this data base. 

Problem: All four passports were processed to the same person. 
Solution: Develop the technology to have the photograph matched 
against existing data bases. The State Department is building a fa-
cial recognition system currently. 

Problem: Social Security number did not match with date of birth 
given, was flagged by computer, but missed by adjudicator on the 
screen. This is a human error. Training and oversight for all adju-
dicators is presented as the solution, along with regular audits and 
undercover checks internally of passport issuance process. 
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Problem: Social Security number that belonged to deceased was 
not caught. Solution: Again, the Social Security death match sys-
tem is now up and running since December of 2008. 

And the final problem: The State Department did not know it 
had wrongly issued the passports until the GAO told them. And 
the solution is to require an audit for passports issued wrongfully. 

So there are solutions to every one of these problems, but, you 
know, I think that the passport is more and more becoming the 
common identity document. And if this passport is easily forged 
and so easily obtained that the clearances are not gone through by 
State, I think it jeopardizes the whole system. 

In my view, this is a very important hearing, Mr. Chairman. I 
thank you for holding it, and hopefully the State Department will 
be willing to take the necessary actions. 

Chairman CARDIN. Thank you, Senator Feinstein. 
I would ask that Ms. Sprague and at the same time if Mr. Ford 

would just be prepared to take the oath, that way we could do both 
of you at one time. Thank you. If you would raise your right hand. 
Do you affirm that the testimony you are about to give before the 
Committee will be the truth, the whole truth, and nothing but the 
truth? 

Ms. SPRAGUE. I do. 
Mr. FORD. I do. 
Chairman CARDIN. Thank you. Ms. Sprague, we are pleased to 

hear from you. 

STATEMENT OF BRENDA S. SPRAGUE, DEPUTY ASSISTANT 
SECRETARY FOR PASSPORT SERVICES, BUREAU OF CON-
SULAR AFFAIRS, U.S. DEPARTMENT OF STATE, WASH-
INGTON, DC 

Ms. SPRAGUE. Chairman Cardin, Senator Kyl, Senator Feinstein, 
and distinguished members of the Subcommittee, I appreciate this 
opportunity to discuss the passport issuance process and the plans 
we have to address our fraud vulnerabilities. We take seriously our 
responsibility to protect U.S. borders and the integrity of the U.S. 
passport through vigilant adjudication. The Bureau of Consular Af-
fairs works diligently to improve training, procedures, and over-
sight throughout the passport adjudication process. The outcome of 
the General Accountability Office’s recent investigation shows that 
we need to do more. We have already taken a number of immediate 
actions and are in the process of devising a detailed plan to en-
hance our entire process and program. 

As you already have been briefed, a GAO investigative team in-
formed Consular Affairs on February 10, 2009 that they had per-
formed a probe of the passport issuance process. The team reported 
that a GAO investigator submitted four passport applications— 
three at local postal acceptance facilities and one at a passport 
agency—utilizing a combination of counterfeit or fraudulently ob-
tained documents. All four applications resulted in U.S. passports 
being issued in error. The subsequent GAO report specifically iden-
tified two major/significant vulnerabilities in our process: one, that 
passport specialists were unknowingly approving applications be-
fore all information checks were completed; and two, passport spe-
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cialists and acceptance agents did not recognize fraudulent docu-
ments. 

CA immediately initiated a number of measures to address these 
vulnerabilities and to mitigate potential fraud in the future. Some 
measures taken or contemplated would be more appropriately dis-
cussed only in a closed session. 

First, upon receiving information from the GAO regarding the 
four passports issued in error, we promptly identified each pass-
port, and in accordance with standard operating procedures, we re-
voked the passports and posted corresponding ‘‘lookout alerts’’ in 
our internal systems and with U.S. border officials and Interpol. 

We suspended adjudication approval authority for the four pass-
port specialists who issued the four GAO applications. 

We suspended the authority of the acceptance facilities that ac-
cepted the three GAO applications. 

We immediately provided counterfeit document detection re-
fresher training to all passport agency managers and specialists. 
Biweekly case study meetings are being held by agency supervisors 
with the passport specialists regarding unfamiliar or fraudulent 
documentation received in the office. The GAO report was shared 
with passport agency staff to reiterate the importance of carefully 
reviewing identification and citizenship documents, as well as the 
information on passport applications, to detect fraud. In addition, 
we revised performance standards for passport specialists to re- 
emphasize the importance of quality adjudication and fraud pre-
vention performance standards. 

We instituted a 100-percent audit of all live applications. Pass-
port specialists were released from the audit only when they had 
demonstrated to their supervisors that they were processing work 
in full compliance with adjudication standards as related to both 
proper annotation and attention to possible fraud indicators. 

We revised our procedures regarding the processing of same day 
‘‘will call’’ service cases. Additional supervisory oversight is re-
quired for all same day applications. Agencies have been directed 
to complete all information checks prior to the issuance of the pass-
port. These procedural changes enhance our ability to identify po-
tential fraudulent applications or documents. Additionally, passport 
acceptance agents at post offices and courthouses and passport spe-
cialists at our passport counters must now photocopy all identifica-
tion documentation submitted by applicants so that it can become 
a permanent part of the passport record. 

Second, we created an Adjudication Policy and Process Review 
Working Group in mid-March to help further identify necessary im-
provements. This working group consists of five subgroups, which 
are: 

One, Restructuring of Adjudication Process and Oversight: This 
subgroup is reviewing the current adjudication program and work-
ing on recommendations to restructure our processes. Additionally, 
the subgroup is working on recommendations for a new adjudica-
tive managerial oversight function. 

Adjudication Requirements and Standards: This subgroup is de-
veloping standardized desk and counter adjudication procedures. 
Additionally, it is developing standardized procedures for passport 
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specialists regarding the use of the Social Security number and 
other commercial data-bases. 

Post-Issuance Audit: This subgroup is developing a statistically 
valid audit process for previously issued passports. The results 
from this audit will be used for future training purposes. 

Training Initiatives: This subgroup is identifying enhancements 
for fraud training for all passport specialists, supervisors, and 
fraud prevention managers. It is reviewing the curriculum of the 
National Training Program, which we use for training our new em-
ployees, to ensure that it appropriately and thoroughly addresses 
the document verification requirements used by passport special-
ists. Also, the subgroup is identifying and recommending standard 
requirements for on-the-job training for new hires once they com-
plete the National Training Program and begin working with 
‘‘live’’—unapproved—applications. Additionally, it is developing 
standardized fraud awareness training for our courthouse and post 
office acceptance facilities. 

Technology: This subgroup is identifying technical and proce-
dural vulnerabilities to the integrity of the passport process. Addi-
tionally, it is working on recommendations for improvement to our 
automated systems through access to additional data-bases. In con-
nection with this initiative, we have already developed the business 
process requirements for introduction of a facial recognition tool by 
the end of the calendar year. 

Formal recommendations from the subgroups are expected by the 
summer of 2009. Shortly afterward, they will be compiled, final-
ized, and forwarded for Department management approval. 

Third, CA is already working on some long-term initiatives to ad-
dress our process vulnerabilities. We are currently pursuing an ini-
tiative to combine the systems platforms for domestic and overseas 
passport adjudication and issuance to ensure consistency and im-
prove overall quality control. The combined system will utilize as 
many automated adjudication checks as possible. 

The GAO report recommended that we work with State-level offi-
cials to develop a strategy to gain access to their data-bases and 
incorporate reviews of these data-bases into our adjudication proc-
ess. Prior to the GAO undercover test, CA officials had held ongo-
ing meetings with Federal and State government agencies regard-
ing access to information and data-bases for citizenship and iden-
tity verification. As a result of the GAO’s recent recommendation, 
I also sent a letter to all State Registrars asking for their assist-
ance in providing the Department access to their birth and death 
records for verification purposes. We plan to vigorously continue 
this effort. 

I appreciate the opportunity to share with you the Department 
of State’s comprehensive approach to enhancing U.S. border secu-
rity by augmenting the security of all aspects of the U.S. passport 
program. We appreciate GAO’s constructive recommendations and 
look forward to working with Congress and the GAO to produce the 
most secure passport possible. Let me end by assuring you that the 
Department is fully committed to a secure passport issuance proc-
ess and deterring and detecting fraud. 

Mr. Chairman, thank you again for the opportunity to be here 
today. I will be pleased to answer any questions that you, the 

VerDate Nov 24 2008 11:38 Jan 19, 2010 Jkt 054246 PO 00000 Frm 00011 Fmt 6633 Sfmt 6633 S:\GPO\HEARINGS\54246.TXT SJUD1 PsN: CMORC



8 

Ranking Member, and other distinguished members of the Sub-
committee might have. 

[The prepared statement of Ms. Sprague appears as a submission 
for the record.] 

Chairman CARDIN. Well, Ms. Sprague, thank you very much for 
your testimony. I think everything you said, it is hard to disagree 
with any of the changes that you are putting in place. 

I want to point out that I will confer with Senator Kyl and Sen-
ator Feinstein after this hearing to determine whether we need a 
closed session to go over the recommendations that cannot be done 
in a public session, and we will make a determination. 

But I want to just ask you first, tell me the reaction in your De-
partment when you found out about the GAO report that four out 
of four fraudulent passports were obtained by the use of fraudulent 
information. 

Ms. SPRAGUE. Speaking for our management team, I would say 
the correct reaction would be they were heartsick, horrified, embar-
rassed. Speaking for the passport specialists with whom I have spo-
ken, they were horrified, upset, anxious, concerned, and they have 
cooperated in a tremendous way with us, all of them, to try and 
address these vulnerabilities and find ways to improve our situa-
tion and to make things better. 

Chairman CARDIN. I appreciate that. 
Senator Feinstein pointed out something I had read earlier, that 

these passports were used to obtain boarding passes for flights. It 
is very conceivable that this method could have been used by a ter-
rorist in order to gain into travel and then having a passport that 
would not reflect any sign of concern to the security people at the 
border. That obviously is a significant breach in the security sys-
tem of our country. 

What concerns me is that this is not the first time. There have 
been previous GAO reports and there was your own internal report 
in 2008 that showed the issuance of passports that should not have 
been issued to criminals. 

Why is it different this time? Why should this Committee expect 
that these recommendations will be effectively implemented when 
in the past they have not been effectively implemented? 

Ms. SPRAGUE. Mr. Chairman, we have a very difficult challenge 
facing us, and we have addressed it in a number of ways. 

When we look at a passport and we sit down to adjudicate it, we 
are trying to establish three things: No. 1, the identity of the indi-
vidual; No. 2, whether or not this individual is a citizen; and, No. 
3, whether or not there is some reason this person should be pre-
vented from traveling. 

I would like to address the alert system first. We have, since 
2005, done a great deal of work on our alert system working with 
the Terrorism Screening Group, working with NCIC, working with 
our own colleagues in the visa office, to make a system, a lookout 
system that is first class. We believe that people who have been 
identified to us by law enforcement who apply in their own names 
would, in fact, be intercepted. 

The second part of that is identity. Identity is very difficult. We 
rely upon, for the most part, driver’s licenses. There are difficulties 
with driver’s licenses. We, of course, have difficulties verifying the 
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identity of driver’s licenses. But even when we can verify that a 
driver’s license was issued to a particular individual, we have no 
guarantee that that person is, in fact, who—— 

Chairman CARDIN. I also understand you do require in almost all 
cases a Social Security number. 

Ms. SPRAGUE. We do require a Social Security number, but we 
cannot refuse to adjudicate a passport if someone does not provide 
a Social Security number. 

Chairman CARDIN. Let us first start with those who do supply 
a Social Security number. 

Ms. SPRAGUE. Yes. 
Chairman CARDIN. We have data banks which could have discov-

ered in, I would think, both of the cases in which the fraudulent 
Social Security numbers were used that they were fraudulent. Why 
were they not used? And has that been corrected? Will there be 
routinely the use of the data banks to determine whether the num-
ber given is from a person who is alive and at the proper age? 

Ms. SPRAGUE. We have a system—it is a 24-hour batch process— 
that we rely upon to confirm the validity of the Social Security 
number. Actually, the overnight check provides us a hit against the 
Social Security Death Master File as well as giving us a match/no- 
match. But it also provides us with reasons that there is not a 
match so that we can further resolve it, because in many instances 
the Social Security data-base will have errors or there will be data 
entry errors, and we are able to resolve those with the help of So-
cial Security. 

The reason this happened—and this was something that GAO 
brought—— 

Chairman CARDIN. But my question is—— 
Ms. SPRAGUE.—to our attention—is that the 24-hour batch did 

not run. For probably the first time in our history, we were able 
to move passport applications so quickly that we were unaware of 
the fact that the check had not been run. We—— 

Chairman CARDIN. I do not follow that. I cannot follow that. You 
lost me. 

Ms. SPRAGUE. The applications—— 
Chairman CARDIN. You are saying that there was a system in 

place for the Social Security number checks, you thought they had 
been done, but they were not done? 

Ms. SPRAGUE. Yes. The short answer is yes. At headquarters—— 
Chairman CARDIN. That is even more concerning. 
Ms. SPRAGUE. It is a concern. 
Chairman CARDIN. Because how do we know that that will not 

happen—that is not happening right now? 
Ms. SPRAGUE. Because we have given directive to the field that 

no application is to be processed until the 24-hour match is. 
Historically, passport applications did not move through the sys-

tem as quickly, and after the passport surge, we had hired a great 
deal more people, and then when passport demand went down in 
2008, the work began to move through the system so quickly that, 
unbeknownst to the people who were processing it and unbe-
knownst to us at headquarters, it actually was given to the adju-
dicators before the check had been run. And just looking at the 
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batch, there was no way for the supervision or the individual em-
ployee to realize that had not been done. 

Chairman CARDIN. How would they know today that it has been 
done? 

Ms. SPRAGUE. Because we are not going to permit anything to go 
faster than 24 hours. It simply will not be turned over. 

Chairman CARDIN. Well, how will they know that the actual 
check has been done? Let us take the case that there is—that the 
system is down that does the checks or that someone does not show 
up that is responsible for it or it is one of those that gets lost 
through the system and no check was done. How will the indi-
vidual who approves the passport know that the actual check has 
been done? 

Ms. SPRAGUE. There is a screen that appears on the—there is a 
box that appears on the screen that says ‘‘No record found.’’ We 
have instituted new procedures that when that happens, it must 
immediately be turned over to a supervision. So, in this particular 
instance, the passport adjudicators got the ‘‘No record found’’ and 
proceeded anyway. We have put a stop to that. 

Chairman CARDIN. I am still not comfortable that we have a sys-
tem in place that will stop the issuance of a passport, checks have 
been made as to whether this person has a valid Social Security 
number or not. You are telling me that on the screen of the person 
who is going to approve the application there will be a reply saying 
‘‘No record found,’’ or something like that. 

Ms. SPRAGUE. It says ‘‘No record found,’’ and in that case it must 
be pulled and handed over. 

In the case of a death match, for instance, adjudication stops and 
the application cannot be processed anymore. 

Chairman CARDIN. OK. Let us take both cases, and let me just 
finish this up. If it shows that the person is deceased, the Social 
Security number used, obviously you are not issuing the passport, 
at least that is—— 

Ms. SPRAGUE. That is correct. 
Chairman CARDIN. What do you do? Do you then send it to inves-

tigation? 
Ms. SPRAGUE. We send it to the fraud prevention manager, and 

after he has conducted his investigation, it can be turned over to 
Diplomatic Security for further investigation, and that is normally 
the route that it would go. 

Chairman CARDIN. And that could lead to prosecution or—— 
Ms. SPRAGUE. It could indeed. 
Chairman CARDIN. And now, if you find no record found, pre-

viously if it was 24 hours later, the passport would have been 
issued, and now you are telling me it will not be issued, it will be 
sent to a supervisor? 

Ms. SPRAGUE. It should never have been issued, but we have 
taken additional steps to ensure that the ‘‘No record found’’ will, 
in fact, stop the adjudication. 

Chairman CARDIN. Can you override that? 
Ms. SPRAGUE. At this time we can, but that is one of the things 

we are going to be looking at and making it impossible to do so. 
One of the problems that we have with Social Security is that 

there can be a lot of errors in the Social Security data-base. 
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Chairman CARDIN. I understand. 
Ms. SPRAGUE. And as a result of that, we do want to enable the 

supervisor, and at times even the adjudicator, to be able to override 
what can be easily identified, for instance, transposition of a num-
ber. But we have to—— 

Chairman CARDIN. I just want to make sure it is not overridden 
because of an anxious traveler. 

Ms. SPRAGUE. I agree with you. 
Chairman CARDIN. I want to make sure that there is someone 

looking at it that is satisfied that this person is entitled to have 
a passport issued. I am still not satisfied that you have that in 
place. And I must tell you, you are not giving me a comfort level 
that I would like to have today. 

I have some more questions for the second round. Let me turn 
it over to Senator Kyl. 

Senator KYL. Senator Feinstein, do you need to leave? 
Senator FEINSTEIN. I have just—if I may just for a minute and 

then I will excuse myself. 
Ms. Sprague, we have been looking at this for a while now. I 

think the only way to really know if your reforms are effective is 
in 6 to 9 months ask for another GAO investigation. I found when 
I was mayor of San Francisco, I sent an undercover officer out to 
San Francisco airport with a concealed weapon and said, ‘‘See if 
you can go through the magnetometers. I want to see how good 
they are.’’ Again, four out of four times they got through, which 
sent a very loud message of what we had to do, and I think this 
sends a very loud message of what you have to do. 

My view is that no passport should be issued until these checks 
are complete. No system should be overridden to give a passport. 
And what I suspect has happened—and I cannot prove this—is 
that somebody has said, you know, move those passports. And so 
they go out before the checks have been adequately performed. 

I think as the Chairman referenced—and the Ranking Member 
knows very well—this is really the soft under-belly of our country, 
and it really puts us in harm’s way if these checks are not made. 

So I have no question other than to say to you it is really up to 
you, and I believe that the Senate will support you in this matter. 
We cannot put out passports that are gained with fraudulent docu-
ments, ever. 

Ms. SPRAGUE. Absolutely. 
Senator FEINSTEIN. So thank you very much for being here, and 

we will do another report, and we will see how good you did. 
Ms. SPRAGUE. Senator Feinstein, I did want to tell you that, in 

response to the GAO investigation, we are working with the Bu-
reau of Diplomatic Security to create red teams who will test our 
system and give us a heads up, so the next time that GAO comes, 
we will be ready. 

Senator FEINSTEIN. Good. 
Chairman CARDIN. Will we get those reports from what your red 

teams find? 
Ms. SPRAGUE. I think we can arrange for that. 
Chairman CARDIN. Senator Kyl. 
Senator KYL. Thank you—— 
Senator FEINSTEIN. Thank you, Senator Kyl. 
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Senator KYL. Sure, you bet. 
There are so many questions here. This may seem a little scat-

tershot, but let me just fire away here. One of the things that Mr. 
Ford’s report says is that the limitations in the access to inter-
agency information contribute to vulnerabilities related to proc-
esses. Do you concur with that? 

Ms. SPRAGUE. I think that we get very excellent cooperation from 
our Federal partners. We work very closely with the Department 
of Homeland Security, with the FBI, and with other organizations. 
Our difficulties arise when we are attempting to assimilate and 
work with the data from the 50 States and the District of Colum-
bia. 

Senator KYL. So to the extent that he may be referring to State 
agencies, you concur, but you do not agree that limitations and ac-
cess to interagency information—‘‘interagency’’ sort of seems to me 
within the Federal Government. You would not agree with that as-
pect of the report? 

Ms. SPRAGUE. No, I would not. I think that we get very good sup-
port from Homeland Security, from the intelligence community, ev-
erybody does—— 

Senator KYL. So there is no Federal data-base that you are not 
able—— 

Ms. SPRAGUE. No. Some of the Federal data-bases, we wish they 
were a little bit better than they are, but—— 

Senator KYL. But no limitations on access to them. 
Ms. SPRAGUE. No limitations. 
Senator KYL. Thank you. OK. You indicated you are in the proc-

ess of designing a plan. You proceeded then to indicate a lot of 
other things that are already being done, but with regard to this 
plan, do you have an estimate of when that will be done? 

Ms. SPRAGUE. I am sorry. I do not—— 
Senator KYL. One of the very first things you said when you 

began your testimony was that you are in the process of designing 
a—— 

Ms. SPRAGUE. Oh, OK. We are going to have—we have the pre-
liminary reports of the working group are being done this week. 
We have our regional directors here in town. They have done some 
outstanding work. I have had a pre- briefing from the five groups. 
I think we will be moving forward on implementing most of those 
recommendations before the end of the summer, some of them even 
sooner than that. 

Senator KYL. You will let us know when that has occurred and 
provide that to us. 

Ms. SPRAGUE. Absolutely. 
Senator KYL. Thanks. You said that you cannot refuse to issue 

a passport if there is no Social Security number supplied. Is that 
correct? 

Ms. SPRAGUE. That is correct. 
Senator KYL. What is the reason for that? 
Ms. SPRAGUE. Because we do not have legislative authority to do 

that. 
Senator KYL. What legislative authority do you have to deny a 

passport? 
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Ms. SPRAGUE. Someone is not a U.S. citizen or they are not a 
person who—they are not the individual—they are not applying in 
the correct name, obviously, identity, but also they—— 

Senator KYL. So it is the judgment that they are not a citizen 
or they should not be able to travel? 

Ms. SPRAGUE. Yes. And there are also some other holds on the 
issuance of passports such as active warrants, if people have child 
care—— 

Senator KYL. OK. So they—excuse me for interrupting here, but 
so the bases for denial certainly could be that there is no valid So-
cial Security number supplied, but you cannot deny it simply based 
on that fact. Is that what you are saying? 

Ms. SPRAGUE. That is what I am saying. The lack of a Social Se-
curity number is considered a very significant fraud indicator. 

Senator KYL. Right. 
Ms. SPRAGUE. And it immediately subjects the application to ad-

ditional scrutiny. 
Senator KYL. OK, or at least should have and will in the future. 
Ms. SPRAGUE. Absolutely. 
Senator KYL. Is the same thing true with regard to a driver’s li-

cense? Because you said that mostly for identity purposes you rely 
on driver’s licenses. 

Ms. SPRAGUE. Driver’s licenses are a serious problem for us, and 
we have been working with, for example, the American Association 
of Motor Vehicle Administrators and seeking to have access to a 
data-base. There is a law enforcement data-base. The Bureau of 
Diplomatic Security is working on getting us access to it. 

For our purposes, we would like to have front-end access so that 
all that information is available to the adjudicator before they 
start. At this stage, what it appears would be the only thing avail-
able to us is query access, which does not give us as good a feeling 
as it would be if we could check everything, as we do with war-
rants, for example. 

Senator KYL. Failing to prove identity of proving the wrong iden-
tity is a basis for refusal. 

Ms. SPRAGUE. Absolutely. 
Senator KYL. Using the driver’s license is one of the key things 

that you use to determine identity. 
Ms. SPRAGUE. Yes. 
Senator KYL. Theoretically, you could identify a person through 

some other means and still issue a passport. Is that what you are 
saying? 

Ms. SPRAGUE. Well, not everyone has a driver’s license. 
Senator KYL. Right. So the answer is, yes, theoretically you 

could. 
Ms. SPRAGUE. Yes. 
Senator KYL. OK. What would be the impact if the REAL ID re-

quirements were loosened in some way? 
Ms. SPRAGUE. I will candidly tell you I am very disappointed at 

the idea that we will back away from some of those requirements. 
We were very enthusiastic about tougher standards for driver’s li-
censes. 

Senator KYL. One thing. Based on the comprehensive immigra-
tion bill that I helped to draft a couple years ago, the two-stage 
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process of checking the Social Security and then verifying the iden-
tity of the individual based upon a visual check of the driver’s li-
cense. One of the ideas that had come out of that was that there 
is some kind of association of State driver’s license bureaus, what-
ever that is called, and that it should be possible to get that group 
to compile all of their information together for at least an accessing 
of information, if not pre-access to it. 

Are you aware of that? Or is that what you were referring to? 
Ms. SPRAGUE. We are aware of that, and we have been in touch 

with the American Association of Motor Vehicle Administrators, 
and they are doing work in this area. However, they are encoun-
tering significant difficulties because of privacy requirements on a 
State-by-State basis. 

Senator KYL. Could you, as a part of the follow-up to this hear-
ing, give us a little memo on what you would like to see there, how 
it might be useful to you, what problems you are encountering? 

Ms. SPRAGUE. We would be delighted to do that. 
Senator KYL. I appreciate that. You talked about the facial rec-

ognition tool and said that you hope to have that in effect by the 
end of the year. But that is only for a certain number of people or, 
I guess, as a pilot or what? 

Ms. SPRAGUE. We are hoping to have the whole program in place, 
and we will be using some of the technology that we have devel-
oped over the years working with visa applicants. The State De-
partment has been doing that for a long time, and we are going to 
draw upon the expertise of those people. 

It is a daunting technical challenge because we are going to be 
screening these pictures against a 92-million-file data-base, and 
that can be very daunting. And we are going to have to figure out 
how we are doing it. 

As a first step, which we hope to implement even sooner, we will 
be doing facial recognition against the fraud information that we 
have in our own fraud library, and that will be step one. 

Senator KYL. But that is not in every case. 
Ms. SPRAGUE. You would only catch people who were known to 

be frauds. 
Senator KYL. Yes, right. 
Ms. SPRAGUE. The repeats, such as the ones we had in this, will 

not come about until we get the full facial recognition. 
Senator KYL. And you hope to have that by the end of the year, 

but it is only the first type of facial recognition, then you are going 
to make it more—well, you describe to me what it is. I am still not 
sure. 

Ms. SPRAGUE. The fraud—the hit on the fraud—— 
Senator KYL. That is all you will have by the end of the year? 
Ms. SPRAGUE. We hope to have by the end of the summer. The 

larger program we hope to have by the end of the year. 
Senator KYL. OK, and describe the ‘‘larger program.’’ 
Ms. SPRAGUE. The larger program would be that trained special-

ists at the National Visa Center in Kentucky would be looking at 
the application before it comes to the adjudicator, reviewing it 
against the hits that come out of the system, and saying this like-
ly—— 

Senator KYL. What hits would come out of the system? 
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Ms. SPRAGUE. They would be looking for look-alikes, and they 
have a technology in which they try and do that facial recognition 
and identify characteristics and present people who are possible 
matches. The applicant applies—— 

Senator KYL. Can I just take one more minute here on this? The 
applicant applies and presumably has a driver’s license with a pho-
tograph? 

Ms. SPRAGUE. We are using the photograph that he has sub-
mitted in connection with—— 

Senator KYL. With the passport, OK. And then you run that 
against a data-base—— 

Ms. SPRAGUE. Of 92 million records. 
Senator KYL. OK. And that data-base, does it purportedly have 

in it all of the driver’s licenses that have been issued in the coun-
try? 

Ms. SPRAGUE. No. It has passport photos, and we would be reli-
ant on passport photos to do this check. 

Senator KYL. So it would be past passport photos. 
Ms. SPRAGUE. Exactly. 
Senator KYL. So if somebody had a previous passport and it was 

validly issued, you should have a match. 
Ms. SPRAGUE. Exactly. 
Senator KYL. If they had a previous passport invalidly issued, 

you would still have a match. 
Ms. SPRAGUE. Yes, if they were applying now under a different 

name, there would be a match to the picture. 
Senator KYL. And that would not show up as a ‘‘to be checked’’ 

item in that case. 
Ms. SPRAGUE. Absolutely—well, if you have not—if we had a pic-

ture come up—— 
Senator KYL. If it is a different name. 
Ms. SPRAGUE.—With a different name and it was the same per-

son, that would be an absolute—— 
Senator KYL. Double-check it. 
Ms. SPRAGUE. Yes. 
Senator KYL. Yes, OK. All right. And I gather at some point you 

would hope to be able to check it against driver’s license photos. 
Is that correct? 

Ms. SPRAGUE. I do not know that we would want to go that far 
because I do not know we would have access to that kind of record. 
What we would very much like to do is be able to take the driver’s 
license number and check it against a data-base that would give 
us the picture, and then we could compare that to the passport 
photo. That would be a wonderful—— 

Senator KYL. And if I just could, Mr. Chairman, in the bill, 
again, on the comprehensive immigration reform, which was not 
passed, that is exactly the system that was set up, that the Asso-
ciation of Motor Vehicle Departments would house the photos of all 
the people with driver’s licenses, and when the applicant for a job 
came to the individual and the computer screen showed—you 
punch in the driver’s license information, it would show the driver’s 
license photo taken on the day that the driver’s license was issued, 
and the individual would then have the opportunity to match vis-
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ually the photograph on the driver’s license with the individual 
standing in front of him or her. 

Ms. SPRAGUE. Yes. 
Senator KYL. Is that a potential way to help resolve this situa-

tion? 
Ms. SPRAGUE. Obviously, that would be terrific. 
Senator KYL. Could you, in that little short memo I asked you 

to do for us, discuss that possibility for us? 
Ms. SPRAGUE. Yes. 
Senator KYL. Thank you very much. 
Ms. SPRAGUE. Happy to do that. 
Chairman CARDIN. Thank you, Senator Kyl. 
I just want to expand on that. I want to give you an opportunity. 

If there is a need for us to strengthen the laws on passport 
issuance, we want to hear from you. So if you believe that the law 
is inadequate as it relates to those people who have Social Security 
numbers and providing information for you to do an adequate 
check, then let us know so that we can consider strengthening the 
law. Or if you do not have adequate resources to get this job done, 
we want to know about it. So maybe I can just tag onto Senator 
Kyl’s request, make his memo a little bit longer and include those 
points. But if there is a need for us to consider changing the law, 
or if you do not have the resources to get the job done, we want 
to know about it. 

Ms. SPRAGUE. Our most striking need is to have better access to 
State data-bases—death, birth, and also driver’s license. If we 
could have that, it would take us a long way. It would not solve 
all our problems because you do not necessarily have a direct link 
between a birth certificate and what happens to an individual later 
on. But it would certainly enable us to know that a certificate was 
issued in this name at that time and that the number matched to 
a number in their system. 

Chairman CARDIN. And Senator Feinstein alluded in her opening 
comments to data banks being created in this area. Can you give 
us the status on births? What is the status? 

Ms. SPRAGUE. The National Association of Public Health Statis-
tics Information Systems has been given a grant by the Depart-
ment of Homeland Security to create a consolidated data-base of all 
the 50 States and the District of Columbia, and they are hard at 
work on that. They anticipate that that will be available for all the 
50 States and the District of Columbia by 2010. We are working 
with them. They have given us access, and we are routinely access-
ing those States which are already participating, but it is not a 
complete list. It is not even half. And we have actually worked with 
them to approach some States to accelerate because these are 
States in which we have a very high number of people applying, 
and we would very much like to verify it. And they are working 
with us on that, but we are not there yet. 

Chairman CARDIN. And it is on track now for 2010? 
Ms. SPRAGUE. They tell us December of 2010. 
Chairman CARDIN. The end of 2010. And on the driver’s licenses, 

you have already covered a good part of this, but with the current 
requirements for driver’s licenses, that, of course, will be imple-
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mented over the next several years, absent further delays. Will 
that give you better access for verification of identification? 

Ms. SPRAGUE. It would give us greater confidence in the docu-
ments that we do see, but the ability to verify that these are val-
idly issued driver’s licenses would still rely upon a national data- 
base. When we have spoken to the people from the American Asso-
ciation of Motor Vehicle Administrators, they have given us a rath-
er bleak assessment of when such a data-base would be available. 

Chairman CARDIN. Is there a commitment to have a national 
data-base? 

Ms. SPRAGUE. The law enforcement community does have a na-
tional data-base. It is not available to us at this time. But the Bu-
reau of Diplomatic Security is acting as a sponsor for us to have 
access to it. 

Chairman CARDIN. Is there a reason why you should not be able 
to do a Social Security number check with everyone who has Social 
Security numbers? 

Ms. SPRAGUE. No, there is not. 
Chairman CARDIN. But currently that information is not nec-

essarily given to you? 
Ms. SPRAGUE. It is given to us in the 24-hour batch processing, 

and we have it within 24 hours after we submit that information 
to the Social Security Administration. 

Chairman CARDIN. And you are implementing a process that that 
check must be returned before the passport can be issued. 

Ms. SPRAGUE. Yes. Our Inspector General just completed an in-
vestigation, an ongoing audit of our activities, and they rec-
ommended that we stop the process if there is any Social Security 
problem, and we are responding to the OIG’s recommendation. 

Chairman CARDIN. I am not sure we all agree with Senator Fein-
stein that there should be no exceptions to the rule, but I think we 
all agree that there has got to be some really good reason for 
issuing a passport if you have not gotten the information back. It 
should not be a routine decision made because of time or those 
types of considerations. We have to have confidence that the person 
has cleared the basic data checks. 

Ms. SPRAGUE. At the present time, we have restricted same-day 
issuances, which would be the only instance in which we would 
issue such a—we would issue before the 24-hour batch to truly life- 
and-death emergencies. And we have the ability, even for those, to 
get an instant check with this Social Security Death Master File, 
so that no one is getting a passport until that check is completed. 

Chairman CARDIN. And I would ask that you would share with 
our Committee, with our staff, your internal audits that you do or 
inspections that you do so that we have an understanding of where 
we are in that process. I think that would be helpful for us to be 
able to get that information, and I appreciate your willingness to 
make that available to us. 

Let me just tell you, I think your first response to the first ques-
tion I asked was a very telling response and one that I really sin-
cerely appreciate, because obviously this is a very difficult situation 
for dedicated people who are working very hard, and we are all 
very concerned about it. 
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I would just make one final observation, and that is, you know, 
we are under pressure to allow other countries more liberal access 
for their citizens coming into America, and we base that upon their 
reliability and the people who come here as being eligible to visit 
our country. And I think that if we would have seen this type of 
a survey from one of the countries that was seeking visa waiver, 
we may have been very reluctant to grant that country a visa waiv-
er. So this is a very serious issue, and I think your first response 
indicated that, and we want to work with you to get this corrected. 
We know how important a passport is to a person who is applying 
for it, so it is a very anxious moment until they get that passport 
in their hands. We understand that, particularly if they have vaca-
tion plans. So we want to work with you to make sure we can get 
this done as efficiently as possible, but we cannot compromise our 
national security. 

Senator Kyl. 
Senator KYL. Thank you. 
Back to the use of the Social Security numbers, according to the 

GAO report, in the last 6 months before the end of 2008, close to 
72,000 applicants received passports without supplying a Social Se-
curity number. Why did that happen? 

Ms. SPRAGUE. In looking at the records quickly—and I cannot tell 
you we did a complete audit review, but we did look at it quickly— 
most of those were children under the age of 1. It was out of a uni-
verse of 6-million-plus passports, I believe, and most of those were 
children or people living abroad who had never acquired a Social 
Security number. 

Senator KYL. You talk about a batch process. Is the reason why 
this takes overnight because you bundle them all up and send 
them in all at once? 

Ms. SPRAGUE. It is the way we best interface with Social Security 
to provide data of that volume. 

Senator KYL. OK. Well, you know that the E-Verify system works 
almost on a real-time basis. If I am an employer and I want to 
check the Social Security number of an applicant, I take the infor-
mation from him, type it into the computer, it goes to Social Secu-
rity, and within a matter of seconds I get the information back, it 
is a match or no match. Why can’t you do that? 

Ms. SPRAGUE. We don’t do it for two reasons. First of all, because 
we want to make sure that it is done, and so that is the reason 
that we want it to be available to the adjudicator before he even 
starts. 

Second of all, by going through the batch process, they give us 
a lot more information. When you go with the E-Verify process, 
which is the other alternative that they can offer, they give you a 
match or a no-match. We get information—and I am not as up on 
this as I should be. But we will get information, for example, that 
will indicate to us that a number has been transposed, and we can 
look on the screen and see that someone read a 7 as a—— 

Senator KYL. OK, so if you had to—— 
Ms. SPRAGUE. So that has been very useful to us. 
Senator KYL. If you had to, you could use it in the E-Verify sys-

tem and get an immediate response, but you get more useful infor-
mation by taking the 24-hour period. 

VerDate Nov 24 2008 11:38 Jan 19, 2010 Jkt 054246 PO 00000 Frm 00022 Fmt 6633 Sfmt 6633 S:\GPO\HEARINGS\54246.TXT SJUD1 PsN: CMORC



19 

Ms. SPRAGUE. Exactly. 
Senator KYL. OK. Thank you. 
Ms. SPRAGUE. Exactly. 
Senator KYL. The only other thing I wanted to ask you to do, you 

answered my question that reducing the requirements under REAL 
ID would be a real problem. I have forgotten—I do not mean to put 
words in your mouth, but it was—— 

Ms. SPRAGUE. We are extremely disappointed. 
Senator KYL. Extremely disappointed in any effort in that vein. 
In the ever lengthier memo that we are asking you to send us, 

could you just describe the reasons for that, what your concerns 
really are and the reasons for that? Because there is still a lot of 
debate about exactly what we should do with that, and I think your 
weighing in, indicating how important it is to have good informa-
tion there, could be influential with colleagues who may simply not 
be aware of the reasons why the State Department needs to have 
this information. 

Ms. SPRAGUE. I would be delighted. 
Senator KYL. Great. That would be much appreciated. 
Thank you, Mr. Chairman. 
Chairman CARDIN. Thank you. 
Thank you, Ms. Sprague. We appreciate your testimony. We ap-

preciate the work that you all do, and we look forward to working 
with you. 

Ms. SPRAGUE. Thank you, Senator. 
Chairman CARDIN. Mr. Ford, we have the GAO report to Con-

gress that was made available at the request of Senator Feinstein 
and Senator Kyl. The report will be made part of our Subcommittee 
record. We thank you for the work that you have done in this area, 
and we look forward to hearing your testimony. 

STATEMENT OF JESS T. FORD, DIRECTOR, INTERNATIONAL 
AFFAIRS AND TRADE, U.S. GOVERNMENT ACCOUNTABILITY 
OFFICE, WASHINGTON, DC 

Mr. FORD. Mr. Chairman, members of the Subcommittee, thank 
you for the opportunity to discuss our recent work on significant 
fraud vulnerabilities in the passport issuance process. My testi-
mony today will highlight the results of our March 2009 report, 
which you just referred to, and also will summarize a letter we 
sent to you in April which catalogued a number of suggestions that 
we had for the State Department to try to remedy some of these 
vulnerabilities. 

As you know, a passport not only allows an individual to travel 
freely in and out of the United States, but it also can be used fur-
ther as an identification document to prove U.S. citizenship and set 
up bank accounts, among other things. Because passports issued 
under a false identity help enable individuals to conceal their 
movements and activities, there is great concern that passport 
fraud could facilitate acts of terrorism. Further, passport fraud fa-
cilitates other crimes such as illegal immigration, money laun-
dering, drug trafficking, tax evasion, and alien smuggling. Mali-
cious individuals may seek to exploit vulnerabilities in the State 
Department’s current passport issuance process by using counter-
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feit or fraudulently obtained documents as proof of identity and 
U.S. citizenship. 

In March of 2009, we reported on the results of our investigation 
into the vulnerabilities of State’s passport issuance process. Specifi-
cally, our undercover investigator was able to easily obtain four 
genuine U.S. passports using counterfeit or fraudulently obtained 
documents. We attempted to obtain the four genuine U.S. passports 
by using counterfeit or fraudulently obtained documents, such as 
birth certificates and driver’s licenses, and Social Security numbers 
of fictitious or deceased individuals. In the most egregious case, our 
investigator obtained a U.S. passport using counterfeit documents 
and a Social Security number of a man who had died in 1965. In 
another case, our undercover investigator obtained a U.S. passport 
using counterfeit documents and the genuine Social Security num-
ber of a fictitious 5-year-old child—even though the individual ap-
plying for the passport was 53 years old. 

The results of our investigation confirmed that the State Depart-
ment continues to struggle with reducing fraud risks that we had 
previously identified in reports we issued in 2005 and in 2007. In 
2005, we reported that using stolen identities and documentation 
was a primary tactic of those who sought to obtain a U.S. passport. 
We also reported weaknesses in the State Department’s informa-
tion-sharing system. For example, we reported that State did not 
receive information about U.S. citizens contained in the Federal 
Government’s consolidated terrorist watch list, and the State De-
partment did not routinely obtain the names of other individuals 
wanted by both Federal and State law enforcement authorities. We 
also found that the information that the State Department received 
from the Social Security Administration was limited and did not in-
clude access to Social Security death records, although State De-
partment officials said at the time they were exploring the possi-
bility of using these records. 

A little over 2 years later, in July of 2007, we reported that the 
State Department lacked a formal oversight program over its 9,500 
acceptance agencies and noted that State lacked a formal oversight 
effort to ensure that the individuals who worked in these facili-
ties—primarily postal offices—had adequate controls to ensure that 
fraud was not perpetrated by applicants. 

The State Department, as you have heard, has responded to 
many of the vulnerabilities that we recently reported. With regard 
to adjudication, the State Department told us that human error 
and a lack of access to information contributed to failures to iden-
tify our recent undercover tests. According to the State Depart-
ment, passport specialists did not wait for the results of a required 
Social Security data-base check before approving our fraudulent ap-
plications. 

In all four of our tests, State failed to identify the fraudulent 
birth certificates that we used. State officials attributed these fail-
ures to a lack of access to the State-level vital records data that 
would have allowed them to verify the authenticity of the birth cer-
tificates. State officials indicated they were exploring ways to ac-
cess vital records and the Department of Motor Vehicle records na-
tionwide to help address this problem. 
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In the case of our most egregious application in which we fraudu-
lently obtained a passport using the Social Security number of a 
man who had died in 1965, State officials said that the lack of an 
automated check against Social Security death records had been a 
longstanding vulnerability in the passport system. In an attempt to 
provide automated death record information in all cases reviewed 
during the adjudication, passport officials told us they recently pur-
chased a subscription to the Death Master File, which includes 
weekly updates of deaths recorded by the Social Security Adminis-
tration. 

With respect to the passport acceptance process, State officials 
told us they are working toward improving oversight of the pass-
port acceptance facilities that we had recommended from our 2007 
report. They said that in September of 2008, they announced a new 
oversight program, and they are currently in the process of staffing 
that office to provide oversight over all of the acceptance agencies. 

In addition, the State Department told us they have taken sev-
eral actions with respect to our undercover investigation. As was 
mentioned, they suspended the adjudication authority of the pass-
port specialists responsible for approving the fraudulent applica-
tions and the authority of the facilities that accepted the applica-
tions. It revised the performance standards for passport specialists 
to eliminate production targets while all other aspects of perform-
ance standards were left intact. The State officials added that Pass-
port Services will be conducting a study working with its union to 
develop new targets. 

In conclusion, Mr. Chairman, we made several recommendations 
to the Secretary of State to help reduce the vulnerabilities, and I 
will quickly just cite these, and we can discuss these further. 

No. 1 is they certainly need to do more training and devote more 
resources to the whole issue of passport fraud, particularly with de-
tecting false and counterfeit documents. 

Second, we recommended that they explore using commercial op-
tions to providing real-time checks on the validity of Social Security 
numbers and other information on applicants. 

Third, we recommended that they develop what we call ‘‘red 
teams’’ to do intrusive tests similar to our own to test their system 
to make sure that the system does not have the same 
vulnerabilities that we identified. 

We also indicated that they should work with State-level officials 
to gain better access to the key information that they need on driv-
er’s licenses and vital statistics to help ensure that the documents 
they receive are authentic. 

We also recommended that they wait 24 hours before they ap-
prove passports from Social Security except under extenuating cir-
cumstances. 

With that, Mr. Chairman, I would like to stop and answer any 
of the questions you may have. 

[The prepared statement of Mr. Ford appears as a submission for 
the record.] 

Chairman CARDIN. Senator Kyl? 
Senator KYL. Mr. Chairman, thank you for letting me go out of 

order here. I am going to have to leave in just a moment. But I 
wanted to thank you, Mr. Ford, and thank the folks that you work 
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with that produced this report. It is very valuable to us, and one 
has to wonder if you had not done this and brought these matters 
to the attention of the State Department, would they still be mak-
ing the same errors that they were making that your report 
verified? 

While I have a lot of questions, I may submit one or two to you 
for the record. I would like to just highlight one matter and ask 
for you to respond for the record. You do not need to do it right 
now. But if you share the same view that weakening the REAL ID 
driver’s license requirements would be a bad thing, as the previous 
witness, could you expound on that a little bit in a written re-
sponse to the Committee? 

Mr. FORD. I would be happy to do that. I think in general we 
would—given what has happened here in terms of using fictitious 
driver’s licenses, clearly this is an issue. 

Also, I might add that in one of our tests, we did obtain using 
counterfeit documents a D.C. ID and used that as part of our test. 
So we have at least one example where we were able to obtain an 
authentic D.C. Government identification document, which we in 
turn used to acquire one of the passports. 

Senator KYL. I really appreciate it. Thank you very much, and, 
again, I apologize for having to leave, but I just got a notice that 
I have got to run. So thank you very much. 

Chairman CARDIN. Thank you, Senator Kyl. I think you do raise 
a good point, though, about the identification documents that are 
used to support application for a passport. There may well be some 
follow-up that we need to do to protect the integrity of being able 
to obtain those types of documents. It does not relieve the passport 
office from its responsibility, but we do not want to see fraudulent 
documents being able to be obtained. You showed several 
vulnerabilities in the system, in addition to just the passport prob-
lem itself. 

Would it be helpful for you to have access to the red team tests 
that the State Department indicates that they are going to be im-
plementing? Would it be useful for—I have an idea that we are 
going to be asking you to do this again, and prior to that, I assume 
there is going to be some covert tests done by the State Depart-
ment. Is it useful for you to have that information? 

Mr. FORD. Absolutely. If we are asked by Congress to look into 
this matter, to the extent that we can see whether the State De-
partment has done its own internal tests, we certainly would find 
that beneficial. Of course, we have our own investigative unit here 
in GAO, and we can certainly do those ourselves. And given the 
fact that many of these vulnerabilities we reported 4 years ago, cer-
tainly we are concerned about whether these tests need to be done. 
They need to be done more frequently than they currently are. 

Chairman CARDIN. I believe I read in the report—and maybe I 
am inaccurate, so correct me if I am wrong. One of the things I 
found very troubling is that one of the applicants in seeking the ap-
plication was pretty much assured that the passport would be 
ready pretty quickly and got the impression there was not going to 
be much of a review done. 

I guess my concern is this is at least your third time down this 
road. Some of these recommendations are similar to recommenda-
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tions that have been made in the past. I assume as a result of the 
prior investigations there were good-faith commitments made by 
the State Department to implement the type of changes needed. Is 
there something that you have seen in the response from the State 
Department this time that would give you greater confidence that 
the recommendations will be acted upon? 

Mr. FORD. Well, first of all, let me say I applaud the fact that 
the Department took our investigation seriously. They met with 
our investigators. They met with those of us on the audit side at 
GAO, and they sincerely indicated that they needed to address the 
vulnerabilities that we found. 

I would like to say that I have a high level of confidence that 
some of these vulnerabilities will be closed, but I will also say that 
we have been down this road before with them in prior reports. I 
think that it is clear that they did close some vulnerabilities that 
we reported in the past, but I am not sanguine about the fact that 
we will not have similar problems like this in the future. 

I think there is an issue of vigilance that the Department needs 
to maintain, and I think there is also an issue of commitment, you 
know, that they make this part of their everyday way of doing busi-
ness. And I think if they do that, there is a likelihood that we can 
reduce the risk of these types of things happening. But I am not 
sure we will ever get to a point where we can say with certainty 
that these risks will be 100 percent remedied by the Department. 

Chairman CARDIN. We had received a statement from the Na-
tional Vice President of the National Federation of Federal Employ-
ees telling us that there is tremendous pressure put on the workers 
here to process a large number of applicants, that there is a lot of 
community pressure for these passports to be issued, and that at 
least at one point there seemed to be quotas installed, although 
that has been denied as to any quotas existing today. 

Did you find this in your report that there was pressure put on 
the employees to complete applications so that the numbers were 
adequate to meet the public demand? 

Mr. FORD. That was not one of the focuses of our review. How-
ever, we have done some prior work related to the issue from last 
summer—or 2007 when the Department was under extreme pres-
sure to process passports because of the delays, and the American 
public was quite concerned about being able to get their passports. 

While that was not the focus of our review, we did hear instances 
of cases when passport specialists had indicated that they were 
under pressure to produce as quickly as possible the passports, to 
get them out. 

I know that the union believes that the performance standards 
that the Department has placed on them, which have certain pro-
duction goals—I am not sure how they rephrased them; I guess 
‘‘goals’’—of how many passports should be produced in a particular 
timeframe in their view affected their ability to do quality review 
for fraud. We have not examined that in detail, but I can say that 
there is definitely a tension there between the passport specialists 
who want to get the passports done quickly because of those per-
formance standards and the issue of doing a quality review to 
make sure that the proper checks are made to ensure that there 
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is no fraud involved. So that tension certainly existed, particularly 
in 2007 when they were under the gun to get the passports out. 

Chairman CARDIN. I appreciate that. I think there are two sepa-
rate issues here. I just want to clarify this. If we had the best data 
bank information available today, the procedures being used by the 
State Department in issuing passports had such lack of control in 
it because of the 24-hour turnaround without doing the checks, it 
is likely that your four cases would have still been able to obtain 
fraudulent information. It was not the lack of information being out 
there. It was the process being used and the training of the individ-
uals, and you point that out pretty clearly. 

On the other hand, if we correct the first part, if we do all the 
due diligence, we need to have the adequate data bank in order to 
make this an efficient system and an effective system. And I think 
today we have heard how we can improve that. Certainly as it re-
lates to driver’s licenses, as it relates to birth certificates, we can 
certainly improve that type of information, and it would be ex-
tremely helpful to the future issuance of proper passports. 

But I just really want to underscore the point of your study, 
which was the fundamentals were not there. They were not doing 
the necessary due diligence. And it was not the data bank failures; 
it was more the human failure in this case. Isn’t that a fair assess-
ment at this point? 

Mr. FORD. Well, again, that is what the State Department told 
us. We did not investigate whose fault it was for not doing the 
check. We were told by the Department that it was human error, 
that they had not filed the checks. However, there was a lot of con-
fusion about what the requirement is. Whether they actually have 
to wait the 24-hour period or not, whether or not they had a firm 
policy in place that said you must wait 24 hours, that part we have 
not really studied in depth. So I cannot say with certainty it is just 
a human error problem, if that is your question. That is—— 

Chairman CARDIN. No, I think you have answered it. Using your 
report based upon their response, it was predominantly a human 
error problem in the end, using their reaction to it. I know you 
have not studied how accurate their response has been. 

Mr. FORD. Right. 
Chairman CARDIN. But a lot of our testimony here has dealt with 

that issue as well as how we can improve the processing by having 
more reliable data banks accessible by the passport office to check 
births and check driver’s licenses. We have it for Social Security 
numbers. That is there now. 

Mr. FORD. Right. 
Chairman CARDIN. So that could have been done. In at least two 

cases here, it was not done. 
Mr. FORD. That is correct. 
Chairman CARDIN. We know that because that information was 

there. On the driver’s licenses and birth certificates, it is unclear 
whether they could have gotten sufficient information from the 
search. 

Mr. FORD. Well, I think that is true, but I also think that there 
is also some training involved about, you know, looking at the doc-
uments themselves. 

Chairman CARDIN. Absolutely. 
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Mr. FORD. You know, these are the ones we used. Some of these, 
you know, you can go on your home computer and make them, and, 
you know, it is not just checking the data-base. In some cases, the 
person who is accepting your application needs to do at least the 
rudimentary check to see whether or not does this look like a real 
birth certificate type document or not. And they ought to have 
some knowledge, particularly if they are in some State, what kind 
of birth certificates does the State issue. 

It is a little more sophisticated than just, you know, doing a data 
check. The people who accept these applications need to have some 
training in authenticity of documentation, whether it be one of 
these or even driver’s licenses, and they should be familiar with the 
types of documents that are available in the location where they 
operate. 

So there is a training element to this that we have called for in 
our prior work—and I think it is still valid today—that we need to 
have trained people out there that have some general knowledge 
of what does a genuine document look like. 

Chairman CARDIN. And that was your first recommendation, if I 
remember correctly, the proper training of the people who take 
these applications. 

You raise a very, very important point, a very valid point, that 
at the end of the day, a good part of this will be the training of 
the person issuing the application as to whether there is something 
that does not seem right in this application, whether it is the way 
the document looks or other factors. And you need that human as-
pect to this, and training is critically important if we are going to 
be successful in dealing with it. That is all part of national—home-
land security is based upon that type of observation by trained pro-
fessionals. 

We have to figure out—I assume the next time we do this test, 
we are going to try to test that again by using similar type docu-
ments and see whether, in fact, they have improved. 

Mr. FORD. Yes. 
Chairman CARDIN. Well, I thank you. This has been extremely 

helpful, and I will conclude this hearing where I started, and that 
is, you know, this is a matter of, I think, extreme importance for 
national security. We rely more and more on passports in this 
country. It is a standard that we demand from other countries if 
they want access of their citizens to America, and we have an obli-
gation to make sure that our system is done in an adequate way. 
This report was very, very troubling, and I was pleased to see the 
State Department acknowledge that from the beginning. And we 
need to now all work together to make sure that the changes are 
put in place in order to protect the security of our country and the 
integrity of our passport. 

We look forward to working with GAO as we move forward with 
additional work and working with the State Department so that we 
accomplish the objectives of the proper issuance of passports. 

The hearing record will remain open for 1 week for additional 
questions and statements from Senators. I would ask the witnesses 
to respond in a timely manner to any additional written questions 
that may be propounded. 

VerDate Nov 24 2008 11:38 Jan 19, 2010 Jkt 054246 PO 00000 Frm 00029 Fmt 6633 Sfmt 6633 S:\GPO\HEARINGS\54246.TXT SJUD1 PsN: CMORC



26 

With that, the hearing will stand adjourned. Thank you all very 
much. 

[Whereupon, at 3:58 p.m., the Subcommittee was adjourned.] 
[Submissions for the record follow.] 
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