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HARNESSING TECHNOLOGY AND INNOVATION
TO CUT WASTE AND CURB FRAUD IN
FEDERAL HEALTH PROGRAMS

TUESDAY, JULY 12, 2011

U.S. SENATE,
SUBCOMMITTEE ON FEDERAL FINANCIAL MANAGEMENT,
GOVERNMENT INFORMATION, FEDERAL SERVICES,
AND INTERNATIONAL SECURITY,
OF THE COMMITTEE ON HOMELAND SECURITY
AND GOVERNMENTAL AFFAIRS,
Washington, DC.

The Subcommittee met, pursuant to notice, at 2:34 p.m., in room
342, Dirksen Senate Office Building, Hon. Thomas R. Carper,
Chairman of the Subcommittee, presiding.

Present: Senators Carper, McCaskill, Brown, and Coburn.

OPENING STATEMENT OF SENATOR CARPER

Senator CARPER. Well, why don’t we go ahead and invite our first
panel to the table, please. Welcome, one and all.

On most Tuesdays that we are in session, Senate Democrats and
Senate Republicans eat lunch, never together, always apart, and
talk about the challenges that we face as a Nation, and we spent
the last hour, hour-and-a-half in the Senate Democratic Caucus
talking about the budgetary challenges that we face and what to
do about them. One of the people who has thought about this for
a lot longer than this week or this month or this year is the fellow
who is sitting to my right, Senator Coburn, who has just joined us.

He was a member of a commission created by Executive Order
(EO) by the President over a year ago called the Deficit Commis-
sion, co-chaired by Erskine Bowles and by former Senator Alan
Simpson, and 11 of the 18 members of that Commission voted for
a deficit reduction package that would basically reduce the deficits
by about $4 trillion over the next 10 years, mostly on the spending
side, some on the revenue side. It was an approach in which almost
everything was on the table—defense spending, domestic discre-
tionary spending, entitlement spending, tax expenditures, and
weighted about two-to-one or three-to-one to the spending side in
terms of deficit reduction.

One of the concerns, primarily among Democrats but also by Re-
publicans and some Independents, is how do we reduce entitlement
spending without significantly cutting benefits and inflicting real
harm on people. Thanks to the good work by folks on my staff and
on Senator Coburn’s staff, some good work has been done drilling
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down on Medicare and on Medicaid to find there are ways for us
to be able to reduce outlays from those programs, but to do so in
a way that does not mortally wound beneficiaries or, frankly, mor-
tally wound the providers.

As it turns out, there is a lot that we can do and there is a fair
amount that we are doing. The health care legislation that we
passed here a year or so ago actually provides a number of tools
to the Centers for Medicare and Medicaid Services (CMS) to enable
them to go out and save some money and to reduce the flight of
funds, almost the thievery of funds, the theft of funds from the
Medicare Trust Fund.

Senator Coburn and I have been working, and our staffs have
been working to see if there are other things that we can do to
shore up the Medicare Trust Fund, which is now scheduled to run
out of money in 2024. As it turns out, there is a fair amount that
we can do in our role to help some of you at this table, especially
Dr. Budetti and his folks, to realize additional savings. And a lot
of us would just say it is common sense.

The fellow who just handed me my talking points here is Peter
Tyler. Peter has done great work here along with the Republican
staff. But one of the things that we learned most recently was that
in 2007, if you look at the amount of money that was spent—what
was the expenditure, Peter, what was it for 2007? About half of
what was spent on power wheelchairs. I do not know if this came
from the Inspector General (IG) or from the Government Account-
ability Office (GAO) or who. Who did it come from, the IG?

Dr. BUDETTI. The Office of Inspector General (OIG).

Senator CARPER. Yes, the IG. In the first half of 2007, we spent,
I think, about $190 million for power wheelchairs that year, and
roughly half of that was, frankly, pretty hard to prove it should
have been spent.

We have dead doctors writing prescriptions for controlled sub-
stances for folks who should not be receiving those substances.
They are going out and filling those prescriptions and using the
drugs to help feed the drug trade. It is far too easy for bad people,
for folks with criminal intent to get their hands on the provider
IDs, and they are not only ordering controlled substances, but all
kinds of durable medical equipment (DME). There is just a lot
going on.

You look at improper payments, $125 billion, I think GAO tells
us, last year, about $47 billion of that for Medicare, not counting
the Medicare Prescription Drug Program. I am told there is about
another 20 or so billion dollars last year for Medicaid improper
payments. Eric Holder, our Attorney General, tells us there is $60
billion in Medicare fraud. I do not know if he is combining some
of those numbers out of improper payments or not, but it is a lot
of money. And if the President says we are going to cut improper
payments in Medicare by half by the end of next year, if we do
that, that is $25 billion a year. If you do it for 10 years, that is
$250 billion. That is a quarter-of-a-trillion. If we take out half of
the fraud in Medicare, that is another $30 billion a year times 10
years is $300 billion. And you add it together and we are talking
about real money, and none of that has to savage beneficiaries or
inconvenience providers.
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We are interested in getting better results for less money, and
we have been interested in that in health care. We are interested
in a lot of other ways. And one of the ways to do that is to, frankly,
drill down into some of the stuff we are going to talk about today.

I am just very grateful to each of the witnesses for coming, for
preparing for today’s hearing, and with that, I am going to yield
to Senator Brown. Thanks very much.

OPENING STATEMENT OF SENATOR BROWN

Senator BROWN. Thank you, Mr. Chairman. It is good to see you
again.

Senator CARPER. Nice to see you.

Senator BROWN. We are beginning to face difficult decisions that
must be made in order to put our Nation back on the path to eco-
nomic prosperity and fiscal sustainability, and one step we can all
agree on 1s eliminating the waste, fraud, and abuse. Senator
Coburn and Senator Carper were working on it long before I did.
It is about $100 billion a year, and that is why I joined both of
them in supporting the “FAST” Act of 2011, as one of the early co-
sponsors. It is a crucial tool for the government to attack this mon-
umental waste of taxpayer dollars.

This is the second hearing in 5 months that this Subcommittee
has held, finding out ways to root out waste and abuse in the sys-
tem. It is the key to ensuring the viability for these important pro-
grams. Simply put, it is no longer acceptable, for business as usual,
approach and the endless promises for action while the problem of
waste, fraud and abuse continues to grow. This legislation is impor-
tant and is long overdue.

As I stated at the Subcommittee’s March 9 hearing, the Patient
Protection and Affordable Care Act (PPACA) expands Medicaid cov-
erage by an estimated 16 million people by 2019. That is a 32 per-
cent increase over the current enrollment in the program, and the
cost of the Medicaid expansion alone is estimated to be about $430
billion over the next 10 years, and the Federal Government is re-
sponsible for paying over 90 percent of these increases.

This expansion in the government’s role in health care will un-
duly strain our Nation’s already dire fiscal condition and entice
predators that you referenced, Mr. Chairman, just now, to gorge on
the cash cow which these programs represent. It is the govern-
ment’s chronic mismanagement of Medicare and Medicaid fraud
prevention that has landed both programs on the GAO’s High-Risk
List for many years. Expanding benefits without first establishing
the necessary controls, checks, and balances to prevent the waste,
fraud, and abuse we all hear about is putting the cart before the
horse.

The government’s performance overseeing these programs in the
last few decades does not indicate a history of success, and in light
of the burgeoning wave of health care spending and the history of
lax oversight, we need to do more and we need to do it quickly.

Today, we will hear about CMS’s progress in confronting these
areas through efforts like creation of the Integrated Data Reposi-
tory (IDR) program. The IDR was created to provide a single source
of data related to Medicare and Medicaid claims, a good first step.
They began incorporating data in 2006, but have yet to incorporate
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any Medicaid data. At the behest of Congress, CMS recently began
the use of predictive modeling software to prevent payment of pos-
sible fraudulent claims. This has historically been at the heart of
the problem, is trying to identify a lot of these fraudulent claims,
and Congress has that oversight duty through your leadership, Mr.
Chairman, to be proactive in pursuing ways to obtain—to curb that
waste, fraud, and abuse.

So we have a lot of work to do. The American taxpayers expect
more. We expect more and we need to move quickly, so I appreciate
you holding this hearing.

Senator CARPER. Thanks, and I am happy to be here with you.

Senator Coburn, and I again just want to say thanks for letting
me be your wingman on some of this stuff, improper payments——

Senator COBURN. I think you have said it all. I will look forward
to hearing testimony.

Senator CARPER. All right. Great. Thanks so much.

All right. Let me give some brief introductions for our witnesses.
Dr. Budetti, I am glad we are not paying you on an appearance
basis because this could get expensive, but our first witness today
is Dr. Peter Budetti. He is the Deputy Administrator and Director
for Program at the Centers for Medicare and Medicaid Services. He
is, in effect, the person in charge of combating waste and fraud for
both the Medicare and the Medicaid programs—no small job. Dr.
Budetti has a long history in the health care arena in both govern-
ment and private sector, including Chairman of the Board of Direc-
tors at Taxpayers Against Fraud and as a professor at the Univer-
sity of Oklahoma. Dr. Budetti generously testifies in front of our
Subcommittee quite frequently and we thank you very much for
being with us today.

Lewis Morris, also known as Lew Morris, right?

Mr. MORRIS. Yes, sir.

Senator CARPER. There you go. He is the Chief Counsel of the
Department of Health and Human Services (HHS), Office of In-
spector General. Mr. Morris has worked for 25 years for the Inspec-
tor General. He has also served as Special Assistant U.S. Attorney
for the Middle District of Florida, the Eastern District of Pennsyl-
vania, and the District of Columbia. He also serves on the Board
of Directors of the American Health Lawyers Association, and Mr.
Morris, it is good to see you and thanks so much for your testimony
and your preparation for today.

Joe Willemssen, who joins us today from the Government Ac-
countability Office, is the Managing Director of the Government
Accountability Office’s Information Technology Team, where he
oversees evaluations of technology across the Federal Government.
This includes assessments of computer security, electronic govern-
ment, privacy and systems acquisition. He has been at GAO for
over 30 years, and I understand he has testified more than 80
times before Congress. Mr. Willemssen received both a Bachelor’s
and Master’s degree in business administration from the Univer-
sity of Iowa. I think that makes you a Hawkeye for life. We are
glad that you are here with us today.

And we finally want to welcome Louis—do people call you Lou
or Louis?

Mr. Saccoccrio. Lou.
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Senator CARPER. Lou Saccoccio, who is Executive Director at the
National Health Care Anti-Fraud Association (NHCAA), a national
organization focused exclusively on combating health care fraud in
both the public and the private sectors. We focus a lot on the pub-
lic, fraud in the public sector, but it turns out there is a lot in the
private sectors, as well, and we can learn from them. Maybe they
can learn something from us. Mr. Saccoccio has served as Execu-
tive Director for over 6 years. Previously, he worked at the organi-
zation America’s Health Insurance Plans. He is a graduate of the
U.S. Naval Academy—Bravo Zulu—and also of Harvard Law
School, and he served as a Navy JAG lawyer.

Mr. Saccoccio, always glad to have another Navy guy.

You have a common bond with at least two of us, maybe three,
I do not know, but we are happy to have you.

Each of you have roughly 5 minutes to make your statement. If
you go a little bit over that, that is OK. If you go way over it, that
is not OK. I will rein you in. So I would just ask you to go ahead
and your full statements will be made part of the record.

So, Dr. Budetti, please proceed. Thank you all, again, for joining
us.

STATEMENT OF PETER BUDETTI, M.D.,! DEPUTY ADMINIS-
TRATOR AND DIRECTOR FOR PROGRAM INTEGRITY, CEN-
TERS FOR MEDICARE AND MEDICAID SERVICES

Dr. BUDETTI. Thank you, Senator Carper, Ranking Member
Brown, and Senator Coburn. Good to be here again. It is my pleas-
ure to be here before the Subcommittee and have the chance to tell
you that there actually is some good news, that on July 1 of this
year we at CMS implemented a new predictive modeling technology
that was developed with private industry experts to fight Medicare
fraud.

This is built on technology that has been used in the private sec-
tor and it will help identify fraudulent Medicare claims prior to
their being paid on a nationwide basis so that we can begin to take
action to stop fraudulent payments before they are made. This, of
course, builds on the anti-fraud tools that we were provided in the
Affordable Care Act (ACA), including enhanced screening and en-
rollment requirements, strengthened authority to suspend pay-
ments pending credible allegations of fraud and increased coordina-
tion of anti-fraud actions and policies across Medicare and Med-
icaid. This is helping us move from beyond the pay-and-chase mode
into a new era of preventing problems prior to payment.

You have all seen my poster before. I just want to use it once
again to highlight the top three lines. First of all, that we are mov-
ing to a prevention mode. Second, that we are targeting our re-
sources based on the actual risk that we are facing. And third, that
we are moving to use innovative and advanced technologies that
have not previously been used in this fight against fraud.

I would like to now move on to telling you about our predictive
modeling system that we have put into place, and I am pleased to
be able to bring you up to date on this. This is not easy to do, but
it is a challenge that we take on willingly. The Administration is

1The prepared statement of Mr. Budetti appears in the appendix on page 43.
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committed to this action and we are going to move forward with
it very enthusiastically.

The main purpose of this slide is to confuse you.

Senator CARPER. So far, it is working. [Laughter.]

Dr. BUDETTI. It is to illustrate how the new system will integrate
into the claims payment system. You all know that claims go into
our Medicare Administrative Contractors (MACs). They also then
go through a series of other steps, and our fraud prevention system
will intervene in the claims payment cycle. So this is not going to
interfere with the claims payment process unless and until there
is a reason to stop a claim from being paid, and I will be delighted
to talk more about that in just a few minutes.

The result of the analysis will be fraud alerts, risk alerts that
will tell us that we need to look more carefully at individual or pat-
terns of claims, and we will use that information to target our in-
vestigative resources. This will lead to administrative actions by
CMS. It will also lead to referrals to our law enforcement partners.

So this is an important step forward. It is a new system and it
has been in place now for exactly 12 days. The system uses algo-
rithms and advanced data analytics to look at many different fac-
tors, all simultaneously. Another characteristic of the system is
that it is capable of and will, in fact, grow over time. As we get
more experience with it, as we know which of our analyses are, in
fact, paying off with fraud leads that are worth pursuing, that will
then feed back into the system. As we learn from our law enforce-
ment colleagues information from their investigations and other
work, patterns that we should incorporate into our system, the sys-
tem can incorporate that, as well. We can look at information by
beneficiary, by provider, by service origin, by a variety of different
approaches, all simultaneously.

We are also moving to deal with the information that is gen-
erated by the system in a number of ways. We are setting up a
command center that will look at the alerts, will prioritize them,
will triage them, and will take appropriate action very quickly,
whether that is referral to our program integrity anti-fraud con-
tractors to do investigations, whether it is immediate action by us,
whether it is immediate referral to law enforcement.

We are also going to be prioritizing our vulnerabilities, looking
more carefully at exactly what the vulnerabilities are that need to
be expanded in the fraud prevention system that we are imple-
menting.

And we are building a sandbox, an analytics sandbox that will
include data from many sources, including the Integrated Data Re-
pository and other sources of information. This will allow us to test
additional models and additional algorithms and incorporate the
ones that are likely to pay off into the system.

I want to emphasize that this system is one that was used in the
private sector and it was immediately applicable to the Medicare
system. So we were able to implement it just within 9 months of
when the President signed the bill and within the statutory dead-
line that you provided us with.

I look forward to continuing to tell you about this and I look for-
ward to your support and working with you as we move forward
to fight fraud in health care. Thank you.
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Senator CARPER. Well, good. Thanks for that opening statement.
We will look forward to pursuing a number of points that you have
raised. That is good. Thanks.

Mr. Morris, please proceed. Again, welcome. We appreciate the
great work that you and your team have done.

STATEMENT OF LEWIS MORRIS,! CHIEF COUNSEL, OFFICE OF
INSPECTOR GENERAL, U.S. DEPARTMENT OF HEALTH AND
HUMAN SERVICES

Mr. Morris. Thank you very much. Chairman Carper, Ranking
Member Brown, and Senator Coburn, thank you for the oppor-
tunity to testify this afternoon about the role that technology can
play in cutting waste and fraud in the Federal health care pro-
grams.

The Office of Inspector General’s anti-fraud efforts are substan-
tially enhanced by information technology (IT). Data mining and
analytics help us conduct risk assessments, target our oversight ef-
forts, and reduce the time and resources required for audits, inves-
tigations, and other program integrity activities. By integrating
data from Medicare Parts A, B, and D into a data warehouse and
harnessing powerful analytic tools, we have expanded our analysis
of questionable billing practices.

For example, through data mining and analytics, we found that
Medicare was spending about $4,400 per beneficiary for inhalation
drugs in South Florida compared to $815 for the beneficiaries in
the rest of the country. By combining the drug manufacturers’ sale
data and Medicare claims information for a particularly expensive
inhalation drug, we discovered that South Florida suppliers billed
Medicare 17 times more units of the drug than was actually dis-
tributed for sale in that region.

Thanks to increased data storage and analytic capabilities, we
are now more efficiently identifying providers that present compli-
ance risks. For example, we are using data mining techniques to
construct a comprehensive picture of a hospital’s billing
vulnerabilities. Two years ago, the analysis would have taken
weeks or months to execute. Now, it takes approximately 20 min-
utes to run the computer program for each hospital.

Senator CARPER. Say that one more time.

Mr. MoRRIS. What took us months 2 years ago to construct the
actual software package and apply it to a hospital’s set of compli-
ance issues, we can now do in about 20 minutes. We have started
a series of audits already looking at up to 28 different risk areas
in a hospital system by pulling samples of claims and then going
back to that hospital, identifying those compliance issues, and al-
lowing them to not only repay the money owed to our program, but
take a much closer look at their internal controls so that when we
come back in a year or two, we hope to have found corrective action
so we do not need to keep repeating the pay and chase.

Senator CARPER. Good. Thank you.

Mr. MoORRIS. As exemplified by the Medicare Fraud Strike Force
data, it is combined with field intelligence to enable us to identify
fraud schemes and trends more quickly. This data-driven approach

1The prepared statement of Mr. Morris appears in the appendix on page 55.
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pinpoints fraud hot spots, identifies suspicious billing patterns, and
targets criminal behavior as it occurs. The Strike Force model has
proven highly successful and has accelerated the government’s re-
sponse to health care fraud, decreasing by half the average time
from an investigator’s start to the prosecution in these types of
cases. Since their inception in 2007, Strike Force teams have
charged over 1,000 individuals with attempting to defraud Medi-
care of over $2.4 billion.

We also recognize that we can learn a great deal from the private
health care insurers, who have developed technological expertise in
addressing our common goal of stopping health care fraud. It is axi-
omatic that most criminals who prey on the Nation’s health care
system are equal opportunity thieves. They defraud private health
care insurance as well as the Federal health care programs.

OI agents actively participate in health care fraud working
groups, which bring together government agencies and private sec-
tor insurers to share field intelligence and ongoing schemes and de-
velop best practices. We also conduct joint investigations with the
private sector.

While the use of technology allows for a more efficient and tar-
geted approach, several caveats are in order. First, human intel-
ligence remains a key part of any program integrity strategy. Medi-
cine and the health care system are extremely complex. A data run,
even if derived from sophisticated metrics and powerful computers,
cannot replace the role of professionals who bring experience and
insight into the analysis of that data.

In addition, while predictive analytics have proven effective in
identifying potential fraud in the credit card transactions, there are
characteristics of the Federal health care program that may limit
the usefulness of these tools in the health care environment. For
example, a treatment that may be medically unnecessary but may
not be apparent on the face of the claim for reimbursement.

It is also important to recognize that fraud schemes will evolve
in response to these technologies, which introduce new
vulnerabilities. For example, electronic health records (EHR) may
not only facilitate more accurate billing and increase quality of
care, but these electronic health records may also facilitate fraudu-
lent claims. The very aspects of these records that make a physi-
cian’s job easier-—cut and paste features and templates—can also
be used to fabricate information that results in improper payments
and leads to inaccurate and potentially dangerous information on
a patient’s record.

A final caveat. Even the best anti-fraud technology are of limited
value if not effectively implemented and appropriately overseen.
The OIG work spanning a decade has revealed persistent problems
with the performance of CMS’s program integrity contractors and
vulnerabilities in CMS’s oversight. Because CMS is relying on con-
tractors to perform these data-driven program integrity functions,
there is a critical need for meaningful performance evaluation and
adequate oversight of that work.

In summary, technology can be a powerful weapon in the fight
against fraud, but it is not a silver bullet. We must be mindful to
carefully implement and oversee its use, and I would be pleased to
answer any questions.
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Senator CARPER. Great. Thanks so much, Mr. Morris.
Mr. Willemssen, please proceed.

STATEMENT OF JOEL C. WILLEMSSEN,! MANAGING DIRECTOR,
INFORMATION TECHNOLOGY ISSUES, U.S. GOVERNMENT AC-
COUNTABILITY OFFICE

Mr. WILLEMSSEN. Thank you, Mr. Chairman, Ranking Member
Brown, Senator Coburn. Thank you for inviting us to testify today
on your hearing on Medicare and practices to reduce fraud and
waste in Medicare and Medicaid.

At your request, we produced a report that is being released
today on two CMS programs intended to improve the ability to de-
tect waste, fraud, and abuse. As requested, I will briefly summarize
our statement, which is based on that report, and I will also say
that we have not looked at the initiative that Dr. Budetti dis-
cussed, but it sounds intriguing. We are interested to hear more.

But in talking about our statement today, I will briefly touch on
three areas. One, discuss the extent to which the Integrated Data
Repository and One Program Integrity (One PI), have been devel-
oped and implemented. Two, address CMS efforts to identify, meas-
ure, and track benefits resulting from those programs. And finally,
I will talk about the recommendations we have made to CMS to
help achieve its goals of reducing fraud, waste, and abuse.

Regarding IDR, it has been in use since 2006 and it is a very
large data warehouse that can be of great benefit to CMS. How-
ever, currently, it does not include all the data that were planned
to be in it by 2010. For example, IDR currently includes most types
of Medicare claims data but not Medicaid data. IDR also does not
include data from other CMS systems that can help analysts pre-
vent improper payments. Further, CMS has not finalized plans or
developed reliable schedules for efforts to incorporate these data.

One PI is a web-based portal that is to provide CMS staff and
contractors with a single source of access to the data contained in
IDR as well as tools for analyzing those data. While One PI has
been developed and deployed, we found that few analysts were
trained in using the system. Program officials planned for 639 ana-
lysts to be using the system by the end of Fiscal Year 2010. How-
ever, as of October 2010, only 41 were actively using the portal and
tools. Until program officials finalize plans and schedules for train-
ing and expanding the use of One PI, the agency may continue to
experience delays.

With One PI, CMS anticipated that it would achieve financial
benefits of $21 billion. As we have previously reported, agencies
should forecast expected benefits and then measure the actual re-
sults accrued through the implementation of programs. However,
CMS is not yet positioned to do this. As a result, it is unknown
whether the program has provided any financial benefits yet. CMS
officials added it is too early to determine whether the program has
provided benefits since it has not yet met its goals for widespread
use.

To help ensure that the development and implementation of IDR
and One PI are successful in helping CMS meet the goals of its

1The prepared statement of Mr. Willemssen appears in the appendix on page 66.
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program integrity initiatives and possibly save tens of billions of
dollars, we are making several recommendations to CMS. Among
those, one, to finalize plans and schedules for incorporating addi-
tional data into the data repository. Two, finalize plans and sched-
ules for training all program integrity analysts intended to use One
PI. Three, establish and communicate deadlines for program integ-
rity contractors to complete training and use of One PI. And four,
to establish and track measurable outcome-based performance
measures that gauge progress toward meeting program goals.

In commenting on a draft of our report, CMS agreed with our
recommendations. CMS’s timely implementation of these could lead
to reduced fraud and waste and overall substantial savings in the
Medicare and Medicaid programs.

That concludes a summary of my statement. I look forward to
your questions. Thank you.

Senator CARPER. Thanks, Mr. Willemssen. Thank you so much.

Mr. Saccoccio, please proceed.

STATEMENT OF LOUIS SACCOCCIO,! EXECUTIVE DIRECTOR,
NATIONAL HEALTH CARE ANTI-FRAUD ASSOCIATION

Mr. Saccoccrio. Thank you. Chairman Carper, Ranking Member
Brown, and Senator Coburn, thank you for the opportunity this
afternoon to testify.

The National Health Care Anti-Fraud Association was estab-
lished in 1985 and is the leading national organization focused ex-
clusively on combating health care fraud. We are uncommon among
associations in that we are a private-public partnership. Our mem-
bers comprise more than 85 of the Nation’s most prominent private
health insurers along with more than 85 Federal, State, and local
government, law enforcement, and regulatory agencies that have
jurisdiction over health care fraud who participate in NHCAA’s law
enforcement liaisons.

NHCAA’s mission is simple: To protect and serve the public in-
terest by increasing awareness and improving the detection, inves-
tigation, civil and criminal prosecution, and prevention of health
care fraud. The magnitude of this mission remains the same re-
gardless of whether a patient has health coverage as an individual
or through an employer or has coverage under a public program,
such as Medicare, Medicaid, or TRICARE.

Health care fraud is a serious and costly problem that affects
every patient and every taxpayer in America. Just as importantly,
health care fraud is a crime that directly affects the quality of
health care delivery. Patients are physically and emotionally
harmed by health care fraud. As a result, fighting health care
fraud is not just a financial necessity, it is a patient safety impera-
tive.

Health care fraud does not discriminate also between types of
medical coverage. The same schemes used to defraud Medicare
mitigate over to private insurers and schemes perpetrated against
private insurers make their way into government programs. Addi-
tionally, many private insurers are Medicare Part C and D contrac-
tors that provide Medicare coverage and Medicaid coverage in the

1The prepared statement of Mr. Saccoccio appears in the appendix on page 79.
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States, making clear the intrinsic connection between private and
public interest.

As a result, the main point I want to emphasize is the impor-
tance of anti-fraud cooperation and collaboration between private
and public payers. NHCAA has stood as an example of the power
of a private-public partnership against health care fraud since its
founding, and we believe that health care fraud should be ad-
dressed with private-public solutions.

One salient example that illustrates the power of cooperative ef-
forts against health care fraud can be found in South Florida. In
response to the challenge of health care fraud schemes in South
Florida, including fraud schemes involving infusion therapy and
home health care, NHCAA formed the South Florida Work Group.
In meetings held in 2009 and 2010, this NHCAA work group
brought together representatives of private insurers, FBI head-
quarters and 10 FBI field divisions, CMS, HHS’s Office of Inspector
General, the Justice Department, the Miami U.S. Attorney’s Office,
and local law enforcement to address the health care fraud
schemes emerging from South Florida. The details of the emerging
schemes, investigatory tactics, and the results of recent prosecu-
tions were discussed with the dual goals of preventing additional
losses in South Florida and preventing the schemes from spreading
and taking hold in other parts of the Nation.

This type of anti-fraud information sharing, sharing between the
Federal and State programs and between private and public pay-
ers, is critical to the success of anti-fraud efforts. The HHS Office
of Inspector General, CMS, the FBI, and the Justice Department
have demonstrated a strong commitment to information sharing
and are working with NHCAA to identify the barriers, both actual
and perceived, to effective anti-fraud information sharing with the
goal of increasing the effectiveness of this critical tool in the fight
against health care fraud.

In addition to information sharing, the other critical means need-
ed to detect and identify emerging fraud patterns and schemes in
a timely manner is to apply effective and cutting-edge data ana-
Iytics to aggregated claims data. The pay-and-chase model of com-
bating health care fraud, while necessary in certain cases, is no
longer tenable as the primary method of fighting this crime.

In this regard, we applaud CMS for its recent implementation of
predictive modeling using rules and pattern recognition for Medi-
care claims. NHCAA is also encouraged by the expanded provisions
provided in the Affordable Care Act. The Act mandates an ex-
panded integrated data repository that will incorporate data from
all Federal health care programs.

Progress is also being made by commercial health insurers. In
addition to the business rules and outlier models used by insurers
to detect potential fraud, some companies have begun to utilize or
are in the process of evaluating the use of predictive modeling tech-
nology and other advanced data analytics, applying them to fraud
prevention efforts on the front end prior to medical claims being
paid. Although the health care industry has not achieved the level
of real-time data analytics used in the financial services industry,
it is moving in the right direction.
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NHCAA is encouraged by the renewed Federal emphasis given to
fighting health care fraud. We know continued investment and in-
novation are critical, and as greater attention is given to eradi-
cating fraud from our government health care programs, we urge
decisionmakers to also recognize and encourage the important role
that private insurers play in minimizing fraud in our Nation’s
health care system.

Thank you for allowing me to speak today. I will certainly an-
swer any questions from you.

Senator CARPER. Thanks for that testimony. I thought your testi-
mony was just excellent and enjoyed reading it and hearing it in
here today. Thanks.

Let me start, if I could, with Dr. Budetti. First, I would like to
address an issue that has been raised by GAO. First, before I do
that, I just want to say, Dr. Budetti, that the Office of Program In-
tegrity under your leadership has made, I think, a lot of progress,
and there are a number of people responsible for that, but I just
want to say to you, thank you. Since you took your position last
year, there have been any number of positive efforts underway, in-
cluding the implementation of program integrity provisions within
the Affordable Care Act. I think you deserve a lot of credit. So does
your team, as do many of your colleagues at the Center for Medi-
care and Medicaid Services.

However, as I say oftentimes in this room, everything I do, I
know I can do better. The same is true for all of us, and the enor-
mous waste and fraud challenges that we have, that we have heard
about again here today, we have heard about in the past and, hope-
fully, we will hear about in smaller magnitudes in the future. But
those challenges call out for very large efforts and require that the
Congress ensures that the Federal Government takes many more
strides to cut back on waste and fraud and abuse where we can.

Now, in the GAO testimony and their audit report released
today, the fraud detection system, that is the combined Integrated
Data Repository and One PI, is presented as an important new tool
to examine Medicare and Medicaid payments in order to detect
fraud, and it is depicted on this chart! up to my left and to your
right. In fact, the Centers for Medicare and Medicaid Services own
estimates show that if it is fully implemented, the new fraud detec-
tion systems will save some $21 billion—$21 billion—over 10 years
by detecting and avoiding improper payments. The cost to date for
the system is about $161 million, and to complete and operate the
system for 10 years, the additional cost is roughly $184 million.

That is quite a return on investment (ROI), if you think about
it, and curbing $21 billion in waste and fraud would represent a
lot of progress—a lot more progress. I think it makes sense that
the timely implementation would help get these cost savings, ob-
tain these cost savings more rapidly. That is what we want to do.

However, the GAO has clearly shown that the system is not fully
deployed. Despite the Centers for Medicare and Medicaid Services
declaring the system up and running, only, as we have heard, 42
people were trained in 2010, and despite the stated requirement
for, I think, 639 people. Further, the system has yet to include

1The chart referenced by Senator Carper appears in the appendix on page 118.
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Medicaid data. Also, GAO reported that there are no clear plans
nor projected dates with specific milestones to either train more
people nor to include the Medicaid data. And despite being part of
the original design, there are no solid plans to give access to Med-
icaid State offices, I am told.

Obviously, without the system being fully implemented as well
as ensuring that Federal staff, oversight contractors, and law en-
forcement have access and are fully engaged, we will not realize
that $21 billion in savings and that would be a shame.

So, Dr. Budetti, let me just ask, what is your plan schedule to
fully implement and deploy the new fraud detection system? When
will we have more people trained? And when will State Medicaid
offices have access to this system?

Dr. BuneETTI. Thank you very much for your comments, Senator.
I want to add that we always welcome the kind of arms’ length
oversight that we receive from the General Accounting Office—the
Government Accountability Office—I dated myself there—and from
our colleagues at the Office of Inspector General. And, in this case,
we do, in fact, concur with their recommendations.

Senator CARPER. Can I just make a comment?

Dr. BUDETTI. Certainly.

Senator CARPER. I say this a lot. We are all in this together.

Dr. BUDETTI. Yes.

Senator CARPER. We are all in this together. And the only way
for us to get out of this hole, this fiscal hole that we are in, includ-
ing some that we are talking about here, is to get out together. Go
ahead.

Dr. BUDETTI. And we very much appreciate the interest and sup-
port you have shown in this.

The Integrated Data Repository and the One PI system are ones
that were started some 5 years ago or so. The agency did set rather
ambitious goals for itself in terms of the implementation of those
and some of those goals have been met. Some of them have not
been met. This illustrates a number of factors. First of all, it does
illustrate to some degree the challenges of implementing systems,
especially, for example, with respect to the Medicaid data because
States have different kinds of data systems and different formats
and different responsibilities on the States in terms of their ability
to supply the data. The structure of the Integrated Data Repository
at first had to be, as I understand it, had to be redone somewhat.
So there were some problems along the line in terms of meeting
certain deadlines. Others were met.

But in terms of your specific questions, I would like to make a
couple of points, sir. One is that the Integrated Data Repository is
intended for many purposes other than just fighting fraud. It is a
valuable resource and it still continues to be a valuable resource
and it will be as we move forward with our new and advanced tech-
nological solutions that I mentioned earlier. But the Integrated
Data Repository is not strictly for that purpose. It also has a vari-
ety of other uses within CMS and that is an important aspect of
this.

The other question that you asked about, the training, we have,
in fact, now trained an additional 55 personnel so far this year. We
now have a schedule for training all of the private sector personnel
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who are going to be working with the One PI and Integrated Data
Repository

Senator CARPER. Give us some idea what that schedule is. That
would be——

Dr. BuperTI. That is——

Senator CARPER [continuing]. Forty-two plus about 58, so that is
about a hundred.

Dr. BUDETTI. All of the ones who are in our Zone Program Integ-
rity Contractors (ZPICs), the anti-fraud contractors who will be
using the system. I am told that they are all on schedule to be
trained this year, and so that is—we did have to, after getting feed-
back from the people who were trained in the initial courses, we
did redesign the program. We had some user feedback and realized
that we were not—the agency was not adequately preparing them
for using the system. These are complicated systems and the train-
ing program was restructured and revised and we believe it is now
an extremely effective one and we have moved forward with an ag-
gressive schedule. We have trained 55 and we are going to finish
the ZPIC staff training, I am told, this year. So that is a very im-
portant aspect of all of this.

The other thing I would tell you is that the Integrated Data Re-
pository will be one of the sources of data that we will be using in
the sandbox that I described, so that the Integrated Data Reposi-
tory, which holds all of the claims over a prolonged period of time,
is very different than the claims processing system that we are
using with our new predictive analytics. So one is a repository and
one—the IDR is a repository that will hold all the information. The
other is being implemented on top of the claims processing system.
So they will go hand-in-glove.

We are moving forward. We already have the Medicare claims
data in, as you described. We anticipate finishing the different
stages of the Medicare data by next year and we are moving very
aggressively with a variety of systems to improve the Medicaid
data, as well, and doing that in a way that we believe will serve
a variety of purposes, both for the States and providing access to
the States and also for our purposes, both fraud fighting and other-
wise. So I

Senator CARPER. I am going to ask you to hold there. I am well
over my time

Dr. BupeTTI. OK.

Senator CARPER [continuing]. So I want to be fair to my col-
leagues. When we come back, I am going to ask our friend from
GAO just to respond to what we just heard from Dr. Budetti

Mr. WILLEMSSEN. Sure.

Senator CARPER [continuing]. And if you can tell us whether or
not we should feel reassured. Do not do it now, but I am going to
ask you to tell us if we should feel reassured by what he has just
presented, all right? Thanks.

Dr. BUDETTI. Thank you, sir.

Senator CARPER. Senator Brown.

Senator BROWN. Thank you, Mr. Chairman.

So just to followup a little bit, so 41 people, and you are training
another 55, so you are a little under a hundred. You are supposed
to have 639 done by the end of the fiscal year, and I have a little
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sheet here to look at. We have 41, so we can increase that a little
bit. We are supposed to have 639 and it looks like we are a little
short. Ultimately, when we get it done, we have spent $100 million,
if I am not mistaken, on this system and we are trying to obviously
identify, for example, despite deployment of the One PI program,
Medicare fee-for-service (FFS) improper payments amounted to
$34.3 billion for Fiscal Year 2010, an astonishingly high rate of
10.4 percent of all Medicare fee-for-service payments. So when will
they be all trained? You are saying that the remaining 539, give
or take, will be trained by the end of this year?

Dr. BUDETTI. The 55 that have already been trained and the rest
of the workers in our contractors will all be trained by the end of
this year. We are also doing training for law enforcement personnel
and other——

Senator BROWN. Yes, but in terms of the 639, though——

Dr. BUDETTI. Well, the 639 was a number that was established
as a goal a number of years ago, and whether that is ultimately
the correct number, we are constantly revisiting who needs to use
what in terms of fraud fighting capabilities. But we are proceeding
with both the law enforcement personnel and with the ones in our
contractors on a newly structured training program and an aggres-
sive schedule. So I can tell you exactly how many people we plan
to train by when, but I can tell you what I have said so far, which
is what we have done to date and what we expect to do the rest
of this year——

Senator BROWN. Right.

Dr. BUDETTI [continuing]. So that will

Senator BROWN. Thank you. You said, though, this was imple-
mented quite a few years ago and

Dr. BUDETTI. Right.

Senator BROWN [continuing]. We have started the program, and
yet quite a few years ago, still have only done, as of recently, under
100 of these folks to implement this system that is a $100 million
system. I mean, are we getting a good value? Is it reaching its full
potential? It does not seem to be, but maybe I am missing some-
thing.

Dr. BupeTTI. Well, I think we—we have admitted that there
have been some deadlines that we had established that we did not
meet, and we are now working

Senator BROWN. Well, what ones have you actually met?

Dr. BuneTTI. All of the Part A and Part B and Part D data were
put into the Integrated Data Repository in terms of the post-pay-
ment data, in fact, as I understand it, I think two of those were
actually put in ahead of schedule and the additional data to sup-
port the use has also been put in.

I would like to emphasize that the IDR with the One PI system
on top of it is a very valuable tool. We are moving to fully imple-
ment it. It is not the only resource that is available either to us
or to our fraud fighting partners, either in law enforcement or in
our systems. But it represents a major step forward. And in terms
of the savings, we believe that the savings from moving forward
with the IDR will not only be reflected in the fraud fighting capa-
bilities, but also efficiencies in our contracting structure, because
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instead of having a series of small data systems set up all around
the country, we will have this one integrated system.

So we are moving forward with that, Senator, and we do view
it as valuable. But I want to emphasize that it is not our only fraud
fighting tool.

Senator BROWN. Sure. I understand that. Do you know if the
$150 million or so spent on either system has been a good invest-
ment if no outcome performance metrics have been established to
measure their actual benefit?

Dr. BUDETTI. So one of the things that we did commit to in con-
curring with the GAO’s report was to establish and put into place
a measurement of exactly those

Senator BROWN. Have you done that?

Dr. BUDETTI. This is what we have now committed to doing.

Senator BROWN. Oh, OK.

Mr. Morris, on the PPACA legislation that provides additional
funds to strengthen the program’s integrity, it contains other fraud
prevention provisions such as the ability of CMS to withhold Medi-
care payments to providers or suppliers. States also have this abil-
ity in the Medicaid program. How many payments have actually
been withheld, if you know?

Mr. MoRRIS. We took a look at our data and it appears that since
the passage of the Affordable Care Act, there have been 53 pay-
ment suspensions which were initiated at the Inspector General’s
request——

Senator BROWN. Fifty-three out of how many? Out of billions,
right?

Mr. MORRIS. Oh, of potential payment suspensions?

Senator BROWN. No, out of payments, how many have actually
been withheld?

Mr. MoRgris. Well, we identified approximately $8 million in
money that was either on the payment floor, about to go out to the
target of an investigation, or money that was otherwise stopped. So
the 50 payment suspensions I referenced realized a withholding of
about $8 million in monies in the Trust Fund. We have been work-
ing with CMS to strengthen this process. We have entered into an
memorandum of understanding (MOU) that will facilitate more
rapid exchange of information, and particularly in our strike force
areas where we are identifying career criminals. These are not
health care providers.

Senator BROWN. Sure.

Mr. MoORRIS. These are people exploiting our program. Payment
suspensions are more and more becoming the standard.

Senator BROWN. Great. As the opportunity for fraud grows with
the expansion of Medicaid, will CMS be able to meet the added
threat, or is it inevitable, as with past expansions of benefits, that
it will lead to more fraud, or is it a kind of in between?

Mr. MoRRrIs. Well, certainly with the expansion of the benefit
and thus an increase in the volume of claims, there will be a great-
er threat to the program. But we think that if many of the provi-
sions that are both in the Affordable Care Act and are part of the
program integrity efforts that Dr. Budetti has been talking about
are implemented, there should be safeguards.
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For example, effectively screening at the enrollment so that we
only let in honest providers will go a long way to keeping the
crooks out of the system. Similarly, having payment methodologies
that reflect what the true cost of a service is and does not have
enormous fluff which is then used to perpetuate a fraud scheme,
and making sure that we are actually paying for legitimate serv-
ices. These sorts of internal controls will go a long way to pro-
tecting the Medicaid program as it expands.

Senator BROWN. Thank you, Senator Coburn.

Senator COBURN. [Presiding.] Well, I thank each of you for your
testimony. I was not a big fan of the Affordable Care Act, but the
fraud provisions in it, I readily support.

And I want to emphasize this next point in as nice a way as I
can: Having the testimony at 9pm last night for a hearing that has
been announced, getting questions for the record (QFRs) answered
last night from 3 months ago from a Finance Committee hearing
is not acceptable for us to be able to do our job. And my hope would
be that those of you that turned in your testimony or your QFRs
late would understand that. Otherwise, it seems to me the way we
get QFRs answered is have another hearing, so we will have an-
other hearing in 2 weeks to get our QFRs back because that seems
to be the only way to get them back.

Dr. Budetti, what is the cost of the new contract with Raytheon?
And is it a cost-plus contract?

Dr. BUDETTI. The new contract with Northrop Grumman and
their subcontractors

Senator COBURN. With Northrop Grumman, yes.

Dr. BUDETTI [continuing]. Is set at $77 million for just over a 4-
year period. It is an initial implementation period of several
months followed by 1 year of award, and then there are 3 years,
three option years to follow.

Senator COBURN. So that is a fixed-price contract?

Dr. BUDETTI. That is my understanding, sir, yes.

Senator COBURN. Well, you all have let that contract, correct?

Dr. BUDETTI. We let the contract.

Senator COBURN. OK. So it is a fixed-price contract and——

Dr. BUDETTI. I know that there is a cap on it of the $77 million.
That much, I know——

Senator COBURN. And my question is, this is a great company.
I do not have any problem with it. When was the last—did they
have experience in doing predictive modeling for the insurance in-
dustry?

Dr. BUDETTI. So the system that Northrop Grumman and its
partners put forward was one that was developed for the private
sector, was developed and used in Verizon. They used it for their
own transactions and also for their credit card transactions. And
part of our solicitation requirement was that the system would be
immediately applicable to Medicare claims processing, that there
would not have to be a major startup period. And so they partnered
with the National Government Service (NGS) and they were able
to demonstrate to the satisfaction of the people who were reviewing
the proposals that they could apply this immediately, and, in fact,
we have been able to show that is actually happening.
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Senator COBURN. Good. What is your goal? You have showed us
what the plan is with IDR and One PI. What is your goal in terms
of fully implementation of predictive modeling on everything that
CMS does?

Dr. BUDETTI. As of, actually, June 30, July 1, all Medicare fee-
for-service claims nationwide are being screened before the claims
are paid. Our goal is to advance that, to build into the system more
and more of our analytics. Our goal is also to develop the ways that
we can then apply this, as well, to the Medicaid program. That is
a very different set of challenges. We are committed to doing it. We
are also—we are already beginning to look at that, at the possibili-
ties of doing that.

But we have the system in place and operating nationwide and
it is looking at all Medicare claims right away. It will become more
sophisticated. It will add more and more analytics, and we also will
then be taking great care to make sure that we are interpreting the
results properly and going after the bad guys and not the good
guys with it.

Senator COBURN. What percentage of claims that are going
through this now are halted for review?

Dr. BUDETTI. At the moment, what we have done is put it into
place in a way that we have the ability to stop the claims before
they are paid, but we want to get a track record. We want to get
some traction here in terms of knowing what to do with respect to
the kinds of risk scores that we are getting.

We are getting some very impressive results. We are getting
some—a very large number of fraud risk scores. But we do not
know for sure yet that those are fraudulent. Now, many of the

Senator COBURN. So you are going on and paying these claims?

Dr. BUDETTI. I am sorry?

Senator COBURN. So they are going on and being paid at this
point?

Dr. BUDETTI. We are taking a much closer look and we are ex-
ploring the ways that we can take action right now on an adminis-
trative basis before they get paid.

Senator COBURN. But right now, of the claims that come
through——

Dr. BUDETTI. Right.

Senator COBURN [continuing]. And they get flagged, what per-
centage of them are the payments halted on and what percentage
are gone on and paid?

Dr. BUDETTI. Well, we are 12 days into it and right now, what
we are doing is taking the results of the most egregious findings
that we have, taking those to our new rapid response system that
we are setting up to get our contractors to look more carefully—
our Zone Program Integrity Contractors to look more carefully at
them. And if it comes back that our strong suspicions are con-
firmed, we will have the ability to stop those payments. So I am
not ready to tell you that we are—we are—yes, we are making pay-
ments now, but we are positioning ourselves to be able to stop
them. But we want to do this correctly. We did not set this up to
automatically stop claims on day one because we wanted to make
sure that we were getting results that were responsible first.
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Senator COBURN. All right. Then let me get you on the record.
When is it that you are going to have suspicious claims stopped
pay?

Dr. BUDETTI. I expect that we will have some suspicious
claims——

Senator COBURN. No. Every one of them is being reviewed now,
every one of them that hits your risk profile. When is it CMS is
going to quit paying those claims and send them for review?

Dr. BUDETTI. That is exactly our goal, Senator Coburn.

Senator COBURN. But when?

Dr. BUDETTI. Well, let me—so my answer is that, first of all, we
get a risk score that covers a very wide range. So we are taking
the very top, the most egregious ones. We are looking at them, first
of all, to see whether or not they are already under law enforce-
ment investigation of some kind. We do not want to interfere un-
necessarily with a law enforcement investigation if there is one un-
derway. And then the others we are looking at very carefully to
start—and we expect to start cutting off payments very soon.

I am not going to give you an exact date because we are going
through this process for the first time. We are going through it in
a responsive and responsible way. But we are set up for doing this
and we will have the system integrated into the—fully integrated
and automated into the claims processing system over the course
of the next year. But at the moment, we are going to do it our-
selves, taking the time to make sure that we are not interrupting
claims payments that should not be interrupted.

Senator COBURN. Yes, I agree. So I guess the answer is, within
a year

Dr. BUDETTI. Within a year we will have——

Senator COBURN [continuing]. You plan to have this implemented
and working so that we are not sending payments to

Dr. BUDETTI. We will stop making payments sooner than that,
but we will have it fully—we will have it set up so that we are in-
terrupting on a much more rapid basis the claims that fall into the
patterns that we have confidence should be interrupted.

Senator COBURN. Yes.

Dr. BUDETTI. And, yes, this is a step-wise process, but we are
committed to getting there and we are going to get there. This is
the whole purpose of doing it. We want to stop these payments be-
fore they go out the door, but we want to do it right.

Senator COBURN. OK. All right. Thank you.

Senator CARPER. [Presiding.] I think you can feel Senator
Coburn’s sense of urgency, and it is one that we all feel.

Senator McCaskill, good to see you. Welcome. And thank you
very much for cosponsoring our legislation.

Senator MCCASKILL. Yes, thank you.

Senator CARPER. We very much appreciate your interest and
your leadership.

Senator MCCASKILL. I apologize. Just say if there is any question
I am asking that you have been asked before. I could not get here
at the beginning of the hearing. I wish I could have, and I want
to make sure I do not cover any ground that has already been cov-
ered. Did Northrop provide CMS an off-the-shelf product for this?
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Dr. BUDETTI. The product that Northrop Grumman and its part-
ners provided to us was built on the one that Verizon and its sub-
sidiary had developed for use within the telecommunications indus-
try, both for their telecommunications fraud and for their own cred-
it card transactions. What the partnership together provided was
an approach that was proved in one industry but that was imme-
diately applicable to the Medicare payment system, which, of
course, is very different than either telecommunications or credit
card transactions. So this is the system that was selected. This is
the one that has shown itself to be capable of being implemented
immediately and is now up and running on all Medicare fee-for-
service claims as of the beginning of this month.

Senator MCCASKILL. I am cynical about buying IT systems be-
cause my experience in the Armed Services Committee and, frank-
ly, dealing with other parts of government in contracting issues is
that if we say we want somebody to do something, typically, they
say they are going to design a system and it takes years and a lot
more money than we thought it was originally going to take. Then,
ultimately, sometimes it does not even work like it is supposed to
and it gets abandoned. And so it is interesting to me that you were
able to essentially get an off-the-shelf product. Was it specified that
you wanted an off-the-shelf product?

Dr. BUDETTI. We specified that we wanted a product that had
been proven in the private sector that could be immediately appli-
cable to the Medicare system and that was capable of being imple-
mented to meet the rather impressive time line that we were work-
ing under, and we met all of those requirements.

Senator McCaASKILL. OK. I think it is great that you were able
to do that and I wish the rest of government would take note that
we are way behind in terms of the integration of data and the sys-
tems that are available for analysis in government and we use the
excuse of siloed agencies and we want our own system and, well,
we have already got this and it needs to talk to that. Way too
often, we are not specifying that we want something that has al-
ready been proven that, frankly, is off the shelf. That is the good
news.

Now, the bad news. IDR was supposed to contain Medicaid data,
and we began this, what, in 2006?

Dr. BUDETTI. Yes, Senator. You are correct that there are some,
as I mentioned a minute ago, there were some deadlines that the
agency had set out, some goals that the agency had set out that,
for a variety of reasons, were not met. One of them was the full
integration of Medicaid data into the Integrated Data Repository.
There are a number of reasons why that did not happen

Senator MCCASKILL. Give me, like, the top three.

Dr. BUDETTI. The top three are, No. 1, the States really were not
under any requirement that they had to submit the data to us.
They also faced serious resource constraints. They also have their
data in many different formats and many different systems, and so
the integration of those into one place was complicated. And as I
understand it—this, of course, was all somewhat before my time
here—and I also understand that the way that the initial design
for the system was structured, that it might have made it more dif-
ficult to get the Medicaid data into it.
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Those are all things that we are well aware of as the major ini-
tiative to get much better Medicaid data, both for the States and
also for the Federal Government. That is very much a cross-CMS
initiative. It is not just program integrity. It involves the Centers
for Medicare and Medicaid Services, the Children’s Health Insur-
ance Program (CHIP), and survey and search the MCS, as well,
and there is a great deal of work going on to improve that system.

But we do expect to be able to phase in the Medicaid data over
time, and in the meantime, we are doing quite a bit working with
the States directly, as well.

Senator McCASKILL. What is the date that you think you will get
the Medicaid data in?

Dr. BUDETTI. We are currently targeting 2014 for the ultimate,
but that includes the entire revised system that we are talking
about that would be restructured and much more useful for every-
body. In the meantime, we are working very closely with individual
States and with other approaches, and we are currently exploring
ways that we can apply our predictive modeling system, which is
not exclusively dependent on or the same as the IDR, ways that we
can work with the States to use the predictive modeling approach,
because we do not get the same flow of claims data directly to the
Federal Government for Medicaid that we get for Medicare. Medi-
care, we get their claims. They send us their claims

Senator MCCASKILL. Right.

Dr. BUDETTI [continuing]. Because they want to get paid.

Senator MCCASKILL. No, I understand.

Dr. BUDETTI. And in Medicaid, we are dependent upon the States
who are processing the claims——

Senator MCCASKILL. And they are dependent on our money.

Dr. BUDETTI [continuing]. To report to us, and they are depend-
ent upon our money and other resources——

Senator MCCASKILL. And I have found that can be a very persua-
sive tool.

Dr. BUDETTI. And that is a challenge to everybody, yes. Yes, Sen-
ator.

Senator MCCASKILL. Yes. And I think the more that you begin
to exercise that muscle, I think the more cooperation you will get
from the States. They are all gasping right now and incredibly de-
pendent on the help that they are getting from the Federal Govern-
ment, and I, for one, think that it makes more sense that we are
giving them that help as opposed to jacking up costs for everybody
by all the uninsured care that would occur the more we cut back
on the Medicaid program. So I encourage you to use that muscle,
that we have money and you need it to get the data that we need
to provide the integrity to the program.

Let me know the acronyms, you all are not nearly as bad as the
Department of Defense (DOD), but you have a dizzying array of
contractors that are supposed to be fighting fraud. We have the
MACs, the Recovery Audit Contractors (RACs), the ZPICs, the Pro-
gram Safeguard Contractors (PSCs), and that is not counting the
IDRs, the IDIQs, and now the new program. Obviously, all these
contractors that were supposed to be doing all this, it has not
worked out as well as we hoped. What are you doing to clean up
this mess in terms of how many contractors we have and is every-
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body on the same page, is everybody working together, are we
working at cross-purposes? What efforts are being made to allow
peocrl)‘}e to track how well we are doing on integrity without a score-
card’

Dr. BUDETTI. Senator, it took me several months on the job to get
all those acronyms down and I do not think I have mastered all
of them yet. But in answer to your question, we are doing a num-
ber of things. For one thing, we have restructured the way that we
are overseeing our anti-fraud contractors, the Zone Program Integ-
rity Contractors, and we are working to finish the transition to
have Zone Program Integrity Contractors uniformly across the
country.

We have also assigned more staff. We are conducting onsite re-
views instead of paper reviews. We have a number of oversight
changes that we have put into place. We have put them under a
new group within the Center for Program Integrity. We are doing
a lot to improve our oversight of those contractors.

The Medicaid administrative contractors, the ones that handle
the claims, of course, are responsive to a number of different com-
ponents within CMS, but we are working very closely with them,
as well. They interact with the Recovery Audit Contractors, the
RACs, as well.

We have done a lot to improve the ability of the programs to
work together. One of my goals is exactly that, to have a much
more efficient system. One of the characteristics of our new fraud
prevention system that is very useful is that it is also a manage-
ment tool, because as we do these analytics and we send to the
Zone Program Integrity, the anti-fraud contractors, we send them
the results and say, here are 10 people with astronomical fraud
scores. Do something. Look at these real carefully and get back to
us right away. That is our rapid response strategy that we have
developed. That is a new use of the interaction with them, but it
is also a management tool because we know when we sent them
t}f}at information and when they responded. So we have a number
o

Senator CARPER. Dr. Budetti

Dr. BUDETTI [continuing]. Doing this.

Senator CARPER. I am just going to ask that we draw—finish
your sentence, but then——

Senator McCASKILL. No, I do not have any more. I just wanted
to—

Senator CARPER. No. Go ahead and finish your sentence and we
will have a second round, I promise.

Senator MCCASKILL. Yes. I would just

Senator CARPER. Go ahead and finish your sentence, Dr. Budetti.

Senator MCCASKILL. The only request I would make for the
record is if you could provide me a flow chart of all of the different
anti-fraud contractors that are currently working for our Federal
Government and how they work together and what their respon-
sibilities are. Somebody someplace has diagramed that out, I bet.

Senator CARPER. Would that be with or without acronyms?
[Laughter.]

Senator MCCASKILL. It would be helpful if the acronyms would
be front, bold, and center, because I think for oversight purposes,
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it is going to be helpful for us to understand how they work to-
gether now, and then hopefully when you come back in a year or
two and show us the $20 billion a year you have saved, you can
point to which part of the system worked and we can get rid of
some of these contractors that are not working.

Dr. BUDETTI. I will be delighted to do that for you, Senator.

Senator MCCASKILL. Thank you, Mr. Chairman.

Senator CARPER. I want to lower expectations. It is actually $20
billion over 10 years, but if you can do the $20 billion a year, we
will take it.

I said earlier when I was asking the first round of questions and
my time was expiring, I said I was going to come back to, I think
I said to Mr. Willemssen, but I am going to ask the other witnesses
to do this, as well. I want you to reflect on what Dr. Budetti has
said in his testimony and his responses to our questions. What
should we feel good about? What should we feel concerned about?
Do you want to go first, Mr. Willemssen?

Mr. WILLEMSSEN. Certainly, Mr. Chairman. One, we are pleased
that CMS has concurred with all seven of our recommendations
and planned to act to implement those recommendations. If they
act appropriately and implement them fully, then we can see fig-
ures like that $21 billion on the chart up there.

Second, I do not want to underestimate the——

Senator CARPER. Now, how do we make sure that they actually
follow those recommendations? You give them the recommenda-
tions. They say, yes, these are good recommendations

Mr. WILLEMSSEN. That would be my second point.

Senator CARPER. OK.

Mr. WILLEMSSEN [continuing]. And that is related to committing
to milestones and deadlines on when those actions are going to be
put in place. For example, when will CMS put in place the ability
to establish tracking mechanisms associated with those two sys-
tems to demonstrate what kind of benefits are we getting and what
kind of cost reductions are we getting, what kind of fraud are we
identifying and preventing?

And a third point is related to the Integrated Data Repository.
I do not want to underestimate how important that is. That is a
tremendous tool, to have one massive database——

Senator CARPER. Let me interrupt here just a minute. If some-
body on the other side of the moon were listening in to this con-
versation and trying to understand what an IDR is, who can ex-
plain it so that a regular person off the street or just a mortal like
me

Mr. WILLEMSSEN. One way to think of it——

Senator CARPER [continuing]. Could actually understand it and it
actually be meaningful.

Mr. WILLEMSSEN [continuing]. Is if you are

Senator CARPER. Give me a good example. Somebody just give
me a good example of this, OK, and I do not care who does it.

Mr. MoRRISs. The way I have been led to think about it, because
I do not understand it, either, is that instead of going to five little
grocery stores to pick up all the parts you need for a dinner, an
IDR is a supermarket where you get all the components, all the in-
formation you need to build your dinner.
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Senator CARPER. All right. That is great. Even I understand that.

Dr. BUDETTI. And the One PI system that sits on it is the recipe
book.

Mr. WILLEMSSEN. Yes. Very good.

Senator CARPER. All right.

Mr. WILLEMSSEN. In fact, it would give you instant access to the
data you are looking for because you do not have to go through a
lot of iterations. It is sitting right there on your desktop. So I want
to emphasize the importance of that, and that is why it reinforces
why we get as much data on there as possible.

In terms of concerns, I am a little bit concerned with the change
in going from an incremental approach to adding State Medicaid
data to now the approach will be to do all 50 States in September
2014. Our experience shows going in an incremental fashion is
often a more prudent risk-based approach, kind of a lessons
learned, what works, what does not. So just based on what I heard
and what I know of, doing all 50 in 1 month in 2014 sounds a little
risky as opposed to the incremental approach.

Senator CARPER. Would you suggest that the course we take
would be to maybe start with the first State that ratified the Con-
stitution, then the second State? [Laughter.]

Mr. WILLEMSSEN. I will defer to you, Mr. Chairman.

Senator CARPER. All right. OK. Thanks for those responses. Mr.
Saccoccio.

Mr. Saccoccio. Yes. We are very excited about what CMS is
doing, and we understand it is going to take some time. But when
you look at the Medicare system, and then if you bring the Med-
icaid data, as well, there are enormous opportunities there, because
unlike on the private side where, say, an Aetna has its own data
or Cigna has its own data or Blue Cross-Blue Shield of Louisiana
has its own data, here—and although they could take a look at that
data, they are looking at a very small slice of what is going on out
there.

With Medicare and Medicaid, because of the enormous numbers
and integrating all of that data into one place, there is enormous
opportunity there not only for Medicare and Medicaid as they begin
to analyze that data, suspend payments go after fraud, but then to
take that information and share that information also with the pri-
vate side, as well, not giving the private side access to the data,
but taking the trend information that they see, the schemes that
they see arising out of that data.

For example, J codes, the codes used for infusion therapy are
being abused in South Florida and we are starting to see a lot of
that based on the analysis that we are doing. Let the private side
know, the payers that are in those areas know that they should
look at their data so that they can focus efforts, too. So I think it
is an enormous opportunity, given the enormous amount of data
that is there for Medicare and Medicaid.

Senator CARPER. All right. Thanks.

Mr. Morris, what should we feel encouraged about and what
should we still have some concerns about?

Mr. MORRIS. From the perspective of the Inspector General’s Of-
fice, we are very pleased with the sense of partnership and CMS’s
interest in engaging us in designing a system that works for law
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enforcement as well as program integrity. And having worked in
the IG for a number of decades, I can tell you it is refreshing com-
pared to prior interactions we have had with CMS.

I would say areas of concern, as touched on in my written testi-
mony, we think it is going to be critical to monitor how the contrac-
tors perform in this context because our past experience is that
contractors oftentimes disappoint us.

The other particular interest we have is moving to what we call
real-time data. Much of the information that we use as part of our
criminal investigative work is pre-adjudicated. It is data that has
not been scrubbed and perhaps may not even get paid. But it tells
us that criminals are pinging the system. They are testing to see
where claims get rejected because then they shape their strategy
around those screens. So knowing when a criminal has tried to get
in and has been unsuccessful is as valuable to us for fraud detec-
tion as spotting the claims through the predictive analytics. It is
what we are building on. It is something we look forward to get-
ting.

Senator CARPER. All right. That is a good point.

Dr. Budetti, just take a minute and respond to what you just
heard from your three colleagues here, just a minute.

Dr. BUDETTI. Senator, I think that we are very encouraged by
the partnership that we have been able to establish with the Office
of Inspector General and our other law enforcement colleagues and
I will be delighted to look at whatever suggestions the GAO has for
other ways to implement the Medicaid data. I will tell you that
there is a lot of work going on right now to try to make sure that
we are in position to be able to do that and do it properly.

Senator CARPER. All right. Thanks. Senator Brown.

Senator BROWN. Thank you, Mr. Chairman, and you asked a
good question, Mr. Chairman, about IDR and explain it for the av-
erage person listening at home. Doctor, you referred to it as a rec-
ipe book and then a grocery store. It is interesting. It is a recipe
book and a grocery store that does not have all the required items
to either look up or purchase. The shared systems are not in there.
There are a lot of holes in it.

So I am curious, like, when is the recipe book going to be com-
pleted and the grocery store going to have all the products you
need, because every hearing that I participate in, it is, like, oh, yes,
we all get along. Everyone is great. We agree with this. We agree
with that. And at the end of the day, we are kind of in the same
situation, and doing the legislative history and the committee his-
tories as we have done, being the newer person here, it is like deja
vu. It is like Groundhog Day. You hear the same thing over and
over and over. You have a new guy coming in. He has all the great-
est intentions and he is picking up the slack where the other per-
son left off and here we are.

So I guess my question ultimately is to you, Mr. Willemssen. You
have testified previously that one system, the old Medicare Trans-
action System (MTS), was terminated after we spent $80 million,
and you stated that it was a huge learning experience. Yes, it was
a very expensive learning experience, too, in my estimation. In
your opinion, at this point, has CMS learned from its past failure
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and do you have confidence that they will be able to meet its stated
deadline of 2014 for incorporating all Medicaid data into the IDR?

Mr. WILLEMSSEN. Yes

Senator BROWN. That is the recipe and grocery store we were
just referring to.

Mr. WILLEMSSEN. I did testify on that failed Medicare Trans-
action System about 14 years ago. There are similarities. There are
differences. One of the similarities and lessons learned is there was
some underestimation of complexity going into this.

One area I would point to is in Medicaid. When asked earlier,
Dr. Budetti talked about three reasons that made it difficult for
why those were problematic in bringing into the IDR. I would echo
the third reason that he talked about. All those State Medicaid
Management Information Systems are separate. They often have
different data element definitions and different file structures. So
trying to aggregate those all together is very difficult.

So we are encouraged to hear that there are efforts underway to
do that, but I think the way you have to hold the agency’s feet to
{she fire is you have to have them commit to milestones and dead-
ines

Senator BROWN. Right, and

Mr. WILLEMSSEN [continuing]. On when are certain activities
going to be done, and we would like you to come and—the way to
enforce that, continuing congressional oversight. I think there were
comments earlier about QFRs coming at a certain point in time rel-
ative to a certain hearing. There is a lot to be said for congressional
oversight and actions that get taken.

Senator BROWN. And it is interesting you say that, because my
next followup question was, what are key indicators we should look
for to ensure that these progress results are being made.

Mr. WILLEMSSEN. The key indicator I would look for is to ask
CMS what kind of benefits are accruing. Now that they have
agreed to implement a system to track those benefits, what is hap-
pening? What kind of fraud reduction are we accruing? What kind
of chunk out of that $21 billion, which, as the Chairman men-
tioned, was for a 10-year period, but that 10-year period was 2006
to 2015, and right now, CMS does not know if they have accrued
any benefits.

Senator BROWN. Right. That is part of the problem that the
Chairman and Senator Coburn and others have been working on
before I got here. But, I guess, getting back to you, Dr. Budetti,
how can you convince us that this time—and when I say “you,” it
is not you, obviously, because you are new—your entity, your group
that you are representing, how do we know that you are going to
get it right this time? What confidence should we have?

I think we are kind of optimistic here. We will try to work to-
gether. The Senator and I, out of the people that work here, are
probably the two closest people that work together when we have
an opportunity. What assurances can you give us that, in fact, you
are getting it right this time, based on previous testimony and pre-
vious experiences?

Dr. BUDETTI. I appreciate that question, Senator Brown, and
there is a lot of history in a lot of these situations that it is impor-
tant for us to learn from. All I would cite is one example, the fact
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that we did get a major system implemented and up and running
within 9 months of when the President signed the legislation and
it has already reviewed all Medicare claims for the last 12 days
and that we are setting up systems to deal with the results of that.

Senator BROWN. And if I could just interrupt——

Dr. BUDETTI. Certainly.

Senator BROWN [continuing]. I want to congratulate you on that.
Aside from just throwing bombs, I think it is important to recog-
nize a good job, as well, so congratulations on that effort.

Dr. BUDETTI. I appreciate that very much, and, of course, I pass
along your nice words to the people who actually did the work, who
were my colleagues.

The other thing I can say is that I think that you have heard
from me before and you know that the intense commitment that we
bring to this task. I think this is something that we want to accom-
plish, we are dedicated to accomplishing. We want to know exactly
the kinds of results that the GAO mentioned, which is we want to
know whether this is working, and we are developing metrics. We
are looking to be able to measure not just money that we recover,
which is very difficult in some of these situations, but in avoidance
of payments that otherwise would have gone out the door. So we
are, in fact, developing those metrics and looking at the ways that
we can collect those data and I am delighted to continue with your
oversight and report back to you regularly on our progress.

Senator BROWN. Thank you.

Mr. Saccoccio, you look lonely, so I wanted to ask you a question.
[Laughter.]

In your testimony, you discussed how FICO, an expert in credit
risk analysis, was built on its expertise in the financial services in-
dustry to provide a predictive modeling for the private health care
industry. Are any of your members currently using predictive mod-
eling to prevent fraudulent payments?

Mr. SAccoccio. Yes, several are. On the private side, it is kind
of a mixed bag in the sense that you do have some companies that
are well ahead of others. Obviously, you have the national compa-
nies that have more resources than, say, the smaller regional in-
surers. But some of them are using predictive modeling. They are
trying to get a handle on the whole prepayment thing. Remember,
it is not just an issue of predictive modeling but when are you ap-
plying it. Are you looking at claims before they are being paid or
are you taking a look at them after they have been paid.

So the push is to try to do this prepayment as much as possible,
and that is a real challenge because there are requirements to pay
claims in a certain amount of time. Every State has a prompt pay
law. ERISA requires claims to be paid in a certain amount of time.
So the private payers do have that pressure to try to pay those
claims as quickly as possible, which then kind of offsets some of
their efforts on the prepayment side.

But some of the companies have started to use predictive mod-
eling. Some are ahead of others. They all have some sort of data
analytics that they do, but they are all moving in that direction
viflith the emphasis trying to be pushed to the prepayment side of
things.

Senator BROWN. All right. Thank you, Mr. Chairman.
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Senator CARPER. No, thank you.

One of the things that Senator Coburn and I had worked on for
a number of years was the issue of improper payments, and the
earlier legislation, I think, passed in the first term of George W.
Bush on improper payments, I think basically said, Federal agen-
cies, we want you to be mindful of improper payments and start
writing them down, or at least noting what they are.

Senator Coburn and I came back a year or so ago and legislation
signed by President Obama basically said, we not only want you to
note the improper payments, we want you to stop making them.
Federal agencies, we want you to report them. And last, we want
you to go out and recover as much money as you can from those
improper payments, particularly when there are overpayments that
were made. And we had a fair amount of discussion in this hearing
room in the past on recovery audit contractors, folks that literally
we send out to recover overpayments, in some cases fraud, in other
cases just mistakes.

One of the questions that we got into here—I think, Dr. Budetti,
we discussed this with you and the folks at CMS in the past—but
just give us—I think maybe when you appeared at our last Sub-
committee hearing on this topic, I think you said that CMS plans
as expeditiously as possible to implement the final rule on Med-
icaid recovery audit contracting, and I think that was in the early
part of maybe March this year. It has been 3 or 4 months. And now
that we are meeting again in July, could you give us just maybe
a more definitive date on when the final rule for Medicaid recovery
audit contracting might be issued.

Dr. BUDETTI. Thank you, Senator. Yes, I did use words probably
to that effect. I have also said that it would be forthcoming soon.
We do expect

Senator CARPER. Those are the kind of answers that we give. You
are not supposed to do that. You have to be more specific.

Dr. BUDETTI. I can never commit to a specific date on a——

Senator CARPER. I have noticed that.

Dr. BUDETTI [continuing]. Promulgating regulation.

Senator CARPER. That troubles me.

Dr. BUDETTI. But we are expecting this to be out by the end of
the summer.

Senator CARPER. The end of the summer, OK. Now, could that
be, like, September 21?

Dr. BUDETTI. You are very good at knowing the calendar, Sen-
ator. [Laughter.]

Senator CARPER. Well, sometimes, like on the beaches, we close
our beaches down on Labor Day, so we will see. OK. End of the
summer. We will take your word on that.

I want to go back to the—this is really one for all the panelists,
and we will start with you, Mr. Saccoccio, and this is regarding
public-private partnerships. Sometimes we think fraud is some-
thing that only happens in the Federal Government or State Gov-
ernments or local governments. Actually, a lot of fraud occurs, at
least with respect to health care, I am told, with the private health
insurance companies.

I once remember talking to folks from MBNA, a big credit card
bank headquartered in Delaware, now part of Bank of America.
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But I could not understand why they kept hiring all these folks
who had been, like, top senior-level FBI and any number of other
law enforcement agencies around the country, and I thought, what
do they know about credit cards? And as it turns out, they knew
a lot about ferreting out fraud and trying to stop it where it raised
its head.

A lot of folks in financial services know some things that we
could learn from, and certainly the folks in the private health in-
surance companies that we could then learn from them, as well.
And I think, if I understood your response to Senator McCaskill,
Dr. Budetti, one of the reasons why we are able to get something
off the shelf is because other sectors of our country, our economy,
our health care delivery system, they had already worked on this
issue and had come up with a way we were able to actually take
that off the shelf. I think that is what I heard you say.

But let me just—here is a question to all of our panelists on pub-
lic-private partnerships. We have heard, I think from each of our
witnesses here today, the importance of information sharing, public
and private partnerships. Health care fraud criminals target every-
one, whether they happen to be a private health insurance com-
pany or Medicare, and unless we find a way to work together to
identify those who would steal from us, prevent improper pay-
ments, and prosecute those who have already committed fraud, we
will continue to struggle to root out and defeat these fraudsters. I
think it was Mr. Morris—I think it was you, sir—who referred to
the public-private partnership, and Mr. Saccoccio has shared with
us how the National Health Care Anti-Fraud Association brings to-
gether representatives from private insurers and public health care
providers.

What I want to ask each of you to do, just take a minute or so,
a minute or maybe two, to tell us how those of us in Congress could
help strengthen and formalize these types of working relationships
or other improvements that we should encourage in these impor-
tant public-private partnerships. Maybe there is nothing we can do.
Maybe there is plenty of incentive just to do it on its own. But if
there is something that we ought to be doing, we would like to
know about it. Mr. Saccoccio, do you want to go first?

Mr. SAccoccio. Sure. Thank you, Senator. I think a lot of, as you
discussed, private-public partnerships, a lot of it is something that
can be done independent necessarily of additional laws or statutes.
But there are some areas that you may want to take a look at.

First of all, with respect to—as we go down the road here with
respect to predictive modeling in the Medicare program, is there an
opportunity to allow the private insurers, again, access to informa-
tion, not, again, access to the data, but access to trending informa-
tion, schemes, those kinds of things. I suspect that a lot of that
could be done by CMS without legislation, but to the extent that
those issues are addressed in legislation, for example, your FAST
Act bill that you have proposed, allowing the private side to partici-
pate as much as possible in those types of activities that make
sense, and information sharing, obviously, is the biggest one.

The other thing is, are there any other areas of the law that in
some way undermine the ability of law enforcement to share infor-
mation with the private side unnecessarily. Obviously, if there is

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00033 Fmt6633 Sfmt6633 P:\DOCS\68015.TXT JOYCE



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

30

a law enforcement investigation, you do not want to compromise
that investigation in any way. But if there are some statutes out
there that in some ways undercut or undermine the ability to share
information that do not make any sense, to maybe take a look at
those and maybe look at maybe changing that.

Senator CARPER. All right. Good. Thanks. Mr. Willemssen.

Mr. WILLEMSSEN. I would echo a lot of those comments. I think
to the extent—looking at the predictive modeling, to the extent that
you can see some best practices and share those best practices, I
think you will find a lot of private sector organizations willing to
share their tools, in some cases at not that high of a cost because
they want to get the word out. They want to be shown as best in
class and what they are doing may be at a discounted rate for the
Federal Government in a variety of important areas.

I also would second the comment about enhanced information
sharing and just to ensure that as that occurs, that we take into
account privacy and security considerations.

Senator CARPER. All right. Thanks. Mr. Morris.

Mr. MoRRris. I would first note, as was set out in my written tes-
timony, that since 1996, the law has charged us, the Attorney Gen-
eral’s Office and the Secretary through the Inspector General, with
working with the private sector to identify ways to share informa-
tion, and one of the results of that has been the Health Care Fraud
Working Groups, which are based in U.S. Attorneys’ Offices, many
of which have a collaborative relationship with the private side. So
encouraging the spirit of the law be embraced and that we look for
more opportunities to collaborate would be part of it.

I should also tell you that the Inspector General’s Office, through
the leadership of Inspector General Levinson, has really pushed for
greater collaboration, and one of the things that we have done is
undertaken a survey of both our agents, our partners at the De-
partment of Justice, and the private sector to get an idea of what
are best practices. What are the work groups doing that are bring-
ing about successful identification and prosecution of fraud, both on
the private and public side. We are going to be generating a report
as a result of that work and hope to spread the good news about
what works and what best practices should be embraced.

The other thing I would note is that bringing people together to
share ideas is a great way to identify barriers and break them
down, and through the leadership of the Attorney General and the
Secretary, we have had a series of HEAT summits around the
country where the private sector and government agencies have
come together and shared ideas about identifying, preventing, and
prosecuting fraud. So I think knowing that the law is in place and
then having the commitment of leaders to see that its spirit is met
goes a long way to getting greater collaboration.

Senator CARPER. Good. Thank you. Dr. Budetti.

Dr. BUDETTI. I would echo the comments of my co-panelists
today, and I would also—the only thing I would add to that is that
working together with the private sector is both something that we
have done with this particular initiative that we are talking about
today, the predictive modeling, but also there is a very strong inter-
est at the highest levels of the Department of Health and Human
Services to work out a specific framework for additional inter-
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actions with the private sector and working with our colleagues in
law enforcement, as well.

So one of the first things we are going to be doing is sharing in-
formation on payment suspensions with our private sector insur-
ance companies that provide Medigap plans. If we are not going to
pay a claim, why should the Medigap plan pay a claim? But we are
exploring many other ways for us to proceed along the public-pri-
vate partnership to fight fraud. We recognize that everybody has
to be in this together, so——

Senator CARPER. Well, might that work the other way for the pri-
vate health insurance companies if they decide not to pay a claim
under the Medigap——

Dr. BUDETTI. Those are the kinds of things that are very much
of interest and under discussion, yes.

Senator CARPER. Good. All right. One hand washes the other.
Senator Brown.

Senator BROWN. Mr. Chairman, I just have two quick questions,
and I appreciate you holding this hearing again.

So when I am back home talking to people about the overpay-
ment issue, I say, you buy an insurance policy. You pay the month-
ly premiums. You have a beneficiary. That person dies. The bene-
ficiary gets the check, right. Well, in the government’s instance,
sometimes they get that check three or four or five times, and as
a result we have overpayments, or we are paying people that are
actually dead and they are not supposed to be getting payments
from the government.

So I am wondering, I know in the FAST Act that Senators Car-
per and Coburn pushed, that requires a daily view of the Social Se-
curity Administration (SSA) death master to prevent that type of
fraud. Is that something that you folks are doing or plan to do, or
would support, or what is that so that we do not keep paying peo-
ple who are already dead, giving them benefits?

Dr. BUDETTI. Senator, one of the things that we are doing—I
have not talked about this today yet, but one of the other major
initiatives that we are undertaking, and, in fact, we are in the
process of looking for contractors to work on this with us, is to
automate the screening process that puts into place the more de-
tailed screening that was required under the Affordable Care Act.
A lot of that is being done right now, but it is being done in more
cumbersome ways and we are going to be doing it in a way that
will be checking databases and will be checking databases as often
as is necessary to keep them updated. We are going to be checking
on databases continually, not just when people apply to the pro-
gram, but while they are in the program, on an ongoing basis.

So, yes, we are very much interested. We do not want to pay any
claims to or on behalf of someone who was not alive when the serv-
ice is either delivered or received, and so we are committed to all
of the ways that we can do that, and one of the ways is through
greatly improving and enhancing our screening process so that we
are checking all of those databases and checking them regularly.

Senator BROWN. It would just be nice to have an alert on the
screen, “Alert, alert, he is dead. Do not pay him.” Something pretty
simple.
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Dr. BUDETTI. We want to head in that direction, but as you
know, when somebody is entered into the death file, they are en-
tered as a person who dies——

Senator BROWN. Sure.

Dr. BUDETTI [continuing]. Not necessarily as a physician, and so
we have some other connections to make.

Senator BROWN. Well, governmentwide, I mean, we had a hear-
ing, $150 billion a year that we are giving out in just overpay-
ments. That is a lot of money when we are looking for ways to kind
of balance the budget and get our fiscal and financial house in
order again.

Mr. Morris, I just have one final question. How concerned are
you about cybersecurity, the safety and security of the networks
and having people get into private issues with not the best of inten-
tions?

Mr. MORRIS. It is a great concern of ours and we have been doing
a lot of work, both with the Office of the National Coordinator, fo-
cusing on how to build safe systems as we move into an electronic
health record. There is additional work we are doing right now
which we would be pleased to brief you about, probably more ap-
propriate in a private setting.

Senator BROWN. Sure. Are you confident at this point that our
systems are safe and secure?

Mr. MoRRIS. I think there are opportunities for improvement.

Senator BROWN. OK.

Senator CARPER. What I always say here, and Scott has heard
this a million times already, everything I do, I know I can do bet-
ter. That is true for all of us, and it is true here, too. We just have
to constantly improve, because the bad guys, they are not stupid
and they are testing us and we just have to be smarter, get smart-
er faster.

Anything else?

Senator BROWN. I am all set, Mr. Chairman. Thanks for holding
this hearing.

Senator CARPER. Thanks very much for being a part of it and for
joining us in cosponsoring the legislation.

I am going to ask just maybe one or two more and then we will
wrap it up.

This would be for, I think, Mr. Morris and Dr. Budetti. Let me
just ask a question about the program integrity provisions of the
Affordable Care Act, the health care law. There were several provi-
sions of the law, as you may recall, that strengthen new Medicare
and Medicaid provider screening. It allowed for the suspension of
payments—we have had some discussion of that here today—where
there is credible evidence of fraud, and that expanded recovery
audit contracting. Since the passage of the Affordable Care Act, the
Centers for Medicare and Medicaid Services has taken many steps
to implement these provisions.

I would ask, Mr. Morris, maybe you, Dr. Budetti, if you would,
could each of you just outline briefly for us the areas where you
think CMS has done a very good job implementing a provision and
where have we seen the most success. Could you tell us also a little
bit about activities that might still be wanting, where CMS should
focus more or perhaps where we need improvements to get the
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most out of its new authorities. We had some discussion of this al-
ready here today. I just wanted you to drill down on it one more
time.

Mr. MoRRIS. I would say that, across the board, the Inspector
General’s Office has been very impressed by how quickly CMS has
developed the regulations and put into practice many of the statu-
tory requirements. It is no small undertaking and they have really
put their shoulder to the wheel. We have seen this in a wide range
of the program integrity functions.

If there is one area that we have identified where we think there
are opportunities for improvement, it would be in the area of en-
rollment screening. There are regulations out now that implement
the Affordable Care Act’s authority to create different tiers of
prescreening based on the risk presented by a class of suppliers.
We think that there are opportunities for greater flexibility in
using those tools and there are ways that we could encourage CMS
to use that tool to keep the bad guys out more effectively. But
across the board, we have been very impressed by how hard CMS
has worked to get these integrity tools in place, and as I have said
previously, how open they have been to collaborating with us and
taking advantage of our expertise as they have gone through that
process.

Senator CARPER. The second half of that question—anything you
want to add about activities where CMS’s performance might be
wanting in this regard?

Mr. MoRRIS. Well, I think I touched on one, which is we think
there are opportunities to enhance the enrollment screening proc-
ess. I should say that because so many of these provisions have
just recently been implemented, we still need some time to be able
to see how they are actually put into effect and some opportunity
to study. We will be, as part of our general oversight function,
going back and reviewing many of these. Some of them are re-
quired by the statute for us to do an assessment, for example,
screening of background for long-term care providers. Others, we
will be taking on as part of our general work planning. So we will
look forward to being able to come up here and give reports of
progress as the implementation goes forward.

Senator CARPER. All right. Somebody said to me, I think in an-
ticipation of this hearing today, he said, this is about as exciting
as watching wet paint dry. [Laughter.]

For somebody who has—those of us who have worked on these
issues for a while, it is actually more exciting than that. What
would be exciting is when it gets to be 2024 and we run out of
money in the Medicare Trust Fund. What would be exciting is to
say to the people who depend on Medicare in 2024 or 2025 or be-
yond, I am sorry, we do not have any more money to pay for your
coverage.

What would be exciting is as we try to get into these deficit re-
duction negotiations and we can actually say to the President and
bipartisan leadership of the Congress we think we can save some
money in Medicare and Medicaid that we had anticipated because
of the good work that is being done, in part in response to the pas-
sage of the Affordable Care Act and in part maybe out of some of
the ideas that come out of Senator Coburn’s legislation and mine,
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ideas that, I might add, were fed to us by some of our friends here
at the table from the IG’s office and from GAO and from CMS, as
well, and from smart guys like Mr. Saccoccio. That would be excit-
ing.

What I want to do is make sure that we have some of the latter
kind of excitement and none of the excitement that I talked about
earlier, when we run out of money and have to turn to a whole cou-
ple of generations of people and say, that great Medicare program
that has been around since 1965 is going away. We do not want
to do that.

I appreciate the spirit with which CMS has tackled these chal-
lenges. Dr. Budetti, how long have you been in your job now?

Dr. BUDETTI. Since February of last year, Senator.

Senator CARPER. I remember the first time we met. Your hair
was all dark. It was black.

Dr. BUDETTI. It was. [Laughter.]

Senator CARPER. And here we are, not very much later. But, ob-
viously, you and your folks are putting a lot of effort into this.

One of the things I liked to do as Governor—I still like to do it—
is I like to do customer calls. I still call on businesses in our State,
outside of our State that have operations in our State, and the
questions we ask those businesses are, how are we doing, in this
case, the Federal Government or State Government, and what can
we do to help you?

And one of the ways I want to close out here is to sort of say,
what else can we do on our side, on the legislative side, to help
make sure that there will be Medicare around after 2014, and to
make sure that some of the savings that we are talking about here
actually are available to put on the table to help move these deficit
discussions. What else can we be doing? Dr. Budetti.

Dr. BUDETTI. Well, Senator, I just want to express our apprecia-
tion for the support and interest that you have shown in this area
because that is probably the key for us. We have absolutely terrific
tools, both in previous laws but also powerful new tools in the Af-
fordable Care Act and we need to make sure that we continue to
have those supported in a way that will allow us to carry out our
job. So we look forward to continuing to have your support, and,
of course, we are always open to engaging in dialog with you at any
time on ways to move even further forward. And I know, as you
always say, we are doing a good job, somebody, but they could al-
ways do better. Well, we are happy to keep talking to you about
that. Thank you.

Senator CARPER. Yes, thanks. Mr. Morris.

Mr. MoRRIS. We have had the pleasure of working with your
committee staff on a number of ideas around the FAST Act

Senator CARPER. Are any of them sitting behind me today?

Mr. MoORRIS. They are, sir.

Senator CARPER. Do you want to mention any names? Who has
been especially helpful?

Mr. MoRRris. I would say Peter Tyler has been amazing.

Senator CARPER. Oh, really. You did not have to say that. How
about on the Republican side? We have some pretty good people
over here, too.

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00038 Fmt6633 Sfmt6633 P:\DOCS\68015.TXT JOYCE



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

35

Mr. MORRIS. So outstanding that I would not even know where
to begin.

Senator CARPER. OK, fair enough. [Laughter.]

All right. Well, Peter has mentioned a couple of them to me and
we are grateful for the sense of partnership that we have here.

Mr. MORRIS. I could offer as just one example of a small way that
we could expand the ability to protect the integrity of the program,
under the FAST Act, the bill would expand access to CMS for the
National Director of New Hires so they could use that information
for their integrity work. We would suggest that you consider also
expanding that access to the Inspector General’s Office. We would
like to use that tool to screen health care providers to ensure they
have not hired excluded individuals who might be compromising
both beneficiaries as well as the integrity of the program.

Senator CARPER. All right. That is a good point. Thank you. Mr.
Willemssen.

Mr. WILLEMSSEN. I would again echo one thing I mentioned ear-
lier. I think continued congressional oversight through hearings
such as this can, among other things, help spur action. They can
help identify issues. They can identify obstacles that maybe the
Congress can assist the agency, in this case CMS, in overcoming.

Senator CARPER. All right. That is good. I am a big believer in
oversight. Good. Mr. Saccoccio.

Mr. SAccoccio. Senator, I think a lot of the—all the aspects in
the FAST Act are very good, especially those dealing with drug di-
version. That is a major, major issue now with respect to fraud.

Senator CARPER. Have you heard a price tag put on that?

Mr. Saccoccio. No, I would not have a price tag for that, but
it is a major problem, and it is obviously not just a financial issue.
It is a real person issue, as well, as far as——

Senator CARPER. Yes. Well, take just a second and just explain
to the folks that are listening here or following the hearing, the
1’Ii)rug Diversion Act, just tell them what we are talking about

ere

Mr. SAccoccio. What we are talking about there is basically nar-
cotic-type prescription drugs that are being abused and

Senator CARPER. Controlled substances, that kind of thing——

Mr. Saccoccio [continuing]. Controlled substances, the types
that are used many times for pain management, and what is hap-
pening is either through providers that are doing, turning their
practices into pill mills or patients that go from doctor to doctor to
doctor shop to try to get those pills, or pharmacies or pharmacists
that may be involved, and basically getting those drugs and then
selling them on the street because they have a very high street
value and it has just become a very big problem.

Last year, our organization gave our Investigation of the Year
Award to a case out of Kansas where, basically, a physician and
his wife were running a pill mill that was responsible for

Senator CARPER. And when you say “pill mill,” I know what it
means, but why do you not tell others.

Mr. SAccoccro. Basically, they were open 24 hours a day and
anybody that wanted those narcotic controlled substances could
come get a prescription for them without any examinations or any-
thing like that. Basically, you just pay me the money, I will give
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you the prescription so you could go out and get those drugs for
your use or to sell them on the street.

And based on that investigation that was both a private-public
type of investigation, there were at least about 64 deaths that were
attributed to overdoses based on drugs coming out of that par-
ticular physician’s office.

Senator CARPER. That one place.

Mr. SAccoccio. That one place. So it is an enormous problem
and the State entities that would take a look at drug diversion and
try to share that information, some of the provisions that are in the
FAST Act, I think, are very important.

But I think the one message that is critically important is that
this has to be an effort that is not just focused on 1 year or 2 years.
It is going to take a long time. It has to be consistent, and it has
to be a continuous-type effort from year to year. I know there is
a lot of focus on it right now because of the deficit and trying to
find recovery of funds, but it is something that has to be focused
on year in and year out and it has to have a commitment by this
Administration and, quite frankly, any subsequent Administra-
tions, to just keep at it year after year, and that is the only way
ichat you are going to really make an enormous dent in the prob-
em.

Senator CARPER. Thanks for that. I really think all the testimony
has been helpful. The thing that you have done is to remind us
that there are human consequences here. It is not just fraud. It is
not just money that is being stolen out of the Medicare Trust Fund,
but there are real implications for people, for human lives, and I
thank you for humanizing this.

Does anybody have anything else you want to add or take away?

I think one of the people I asked, Peter Tyler, I said, who on the
Republican side working for Senator Coburn has been especially
helpful, and he said, “Well, not Josh Trent—" [Laughter.]

No, he said Josh was a lot of help, so, Josh, thank you, and ev-
erybody else who has been a part of that, we thank you, as well.

Well, this is a little bit like a marathon, not a sprint, but like
a marathon, and we all just need to stay on task. My hope is if we
do that, we will actually save a lot of money and we will help pre-
serve the integrity of this program and we will help restore some
fiscal sanity in this country, and to Mr. Saccoccio’s point, maybe
save some human lives at the same time. So that would be a good
day’s work.

I thank you all for joining us, for your preparation. What we will
do is, I think—Peter, help me, but I think my colleagues have 2
weeks to submit questions and then if they do, I would just ask
that you respond to those questions promptly.

With that, this hearing is adjourned. Thank you all very much.

[Whereupon, at 4:25 p.m., the Subcommittee was adjourned.]

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00040 Fmt6633 Sfmt6633 P:\DOCS\68015.TXT JOYCE



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

APPENDIX

July 12,2011 Senator Carper

Hearing Statement: ""Harnessing Technology
and Innovation to Cut Waste and Curb
Fraud in Federal Health Programs"

"Today's hearing will focus on two of our nation's health care programs, Medicare and
Medicaid, and new steps to help cut waste and fraud in those programs. This
Subcommittee has held several hearings about fraud, waste and abuse in these critical
health care programs, and we will continue to hold these hearings because, as we do for
other programs across government, we must continue to ask this question: 'Is it possible to
get better results for less money in Medicare and Medicaid?'

"Today, our nation faces major questions regarding our economy and federal spending. As
all of us in this room certainly know, our nation is embroiled in a fierce debate about how
to address the country's debt, which totals more than $14 trillion. That debate has now
reached a crisis point over raising the federal debt limit, with a deadline of August 2nd.

" A wide variety of ideas have been put forward on how to reduce our budget deficit and
begin whittling down our debt. Last fall, the bipartisan National Commission on Fiseal
Responsibility and Reform, appeinted by President Obama, provided us with a roadmap
for reducing the deficit over the next decade by some $4 trillion. This proposal included
substantial savings from reducing waste and fraud in our federal health care programs,
Achieving these savings will, in many cases, require action by Congress, as well as ongoing
effort by program administrators.

“In today's hearing, our Sub mittee will ine some next steps that should be taken
to save billions of dolars in waste and fraud in Medicare and Medicaid, which togeth
provide health care for our nation's most vulnerable: seniors, people with disabilities, and
lIow-income children, among others.

"Last year, Medicare paid out about $523 billion to care for 47.5 million beneficiaries.
Medicaid expenditures for the federal government and the states were an additional $403
billion. And these numbers are, of course, expected to grow as our population becomes
older.

" Americans' increasing reliance over time on Medicare and Medicaid is, unfortunately,
translating into increasing levels of waste and fraud. Medicare made an estimated $47.5
billion in improper payments in fiscal year 2010. And this does not even include an
estimate for the Medicare prescription drug program, which I'm told could add more than
$5 billion to that total. For Medicaid, the improper payments figure is $22.5 billion.

(37)
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"That's a lot of money, And Medicare and Medicaid continue to be on the Government
Accountability Office's list of government programs at 'high risk' for waste, fraud and
abuse — as they have been for many years. Now, more than ever, it's urgent that we step up
our efforts to eliminate the problems that lead to waste and fraud in these programs.
Success in doing so will help us achieve our deficit reduction goals. It will also lengthen the
life of the Medicare trust fund, now forecast to run out of money in 2024. Congress has also
put Medicare waste and fraud in its sights.

""The Affordable Care Act, which was enacted almost a year ago, includes a number of
provisions aimed at enhancing our efforts to fight waste, fraud and abuse in Medicare and
Medicaid. Central to the new law is a goal to obtain better results in health care for less
money. Eliminating aveidable mistakes and cracking down on criminals will be important
elements of achieving that goal.

"Today's hearing will look at some of the innovative steps that the Centers for Medicare
and Medicaid Services is taking to reduce improper payments. The Government
Accountability Office (GAO) will testify about a new technology-based tool for detecting
fraud that could potentially save 821 billion over 10 years, once it is fully deployed.
However, as this Subcommittee will learn, while the federal government has made some
progress utilizing this effective new tool, it is failing to realize its full cost saving potential.

"To achieve the maximum taxpayer savings, the federal government needs to do a better
job of getting this new technolegy into the hands of oversight staff werking to curb the tens
of billions of taxpayer dollars lost to waste and fraud in those programs. I will ask our
witnesses what more we can do to fully deploy all the tools available to get the job done in
our fight against waste and fraud in Medicare and Medicaid and throughout the federal
government,

"We will also hear from the head of Medicare and Medicaid program integrity, the anti-
waste and fraud office, regarding a recent announcement about 'predictive analyties.’ This
is technology aimed at preventing waste and fraud by screening claims before payment.
This technology is similar to what credit card companies use to analyze customers'
spending trends in order to quickly detect and stop fraudulent purchases.

"Furthermore, our Subcommittee will look at additional steps that the federal government
should take. Senator Coburn and I, along with several of our Senate colleagues, introduced
legislation last month that focuses on fighting fraud, waste and abuse in the Medicare and
Medicaid programs, known as the Medicare and Medicaid Fighting Fraud and Abuse to
Save Taxpayers Dollars Act, or the FAST Act, The bill includes a wide-range of initiatives
and takes some of what we already know works in the private sector to decrease waste and
fraud- or that we have already seen is beginning to work in government — and applies it to
Medicare and Medicaid.

" Among other things, the legislation would increase anti-fraud coordination between the
federal and state governments, increase criminal penalties for fraud, encourage seniors to
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report possible fraud and abuse in Medicare through the Senior Medicare Patrol, and
would deploy cutting-edge data analysis technologies.

"I often say that there is no silver bullet to fighting waste and fraud. But this bipartisan bill
provides many smaller, proven, common-sense solutions that would decrease fraud, waste
and abuse in Medicare and Medicaid. It builds on recommendations by the Office of the
Inspector General, the GAO and other experts to improve upon the current work of the
program integrity office of the Centers for Medicare and Medicaid Services (CMS).

"The FAST Act has garnered numerous letters of support from organizations including the
Council for Citizens against Government Waste, Taxpayers for Commeon Sense, the
National Taxpayers Union and AARP, a broad range of groups that don't always see eye-
to-eye when it comes to reforming entitlement programs.

*Is CMS moving in the right direction? Yes. But we know what works. We need to do more
of it, I believe our legislation takes the same approaches we will hear about today, and does
even more.

"Our Subcommittee is here today in large part because, I believe, and I am sure my
colleagues believe, that we have a moral imperative to ensure that our Medicare and
Medicaid beneficiaries continue to have access to quality care and, at the same time, that
the scarce resources we put into those programs are well spent. It is the right thing to do as
well, both for the health of these twe programs and for our federal budget as a whole. Each
and every one of us can agree on that point and, I hope, on a great deal more. I look
forward to hearing our witnesses share with us their knowledge and expertise in preventing
health care fraud, and learning what more we can do to get better resuits for less money."

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00043 Fmt6601 Sfmt6601 P:\DOCS\68015.TXT JOYCE

68015.003



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

40

Opening Statement by Senator Scott P. Brown
July 12th, 2011

Subcommittee on Federal Financial Management, Government Information, Federal
Services, and International Security

U.S. Senate Homeland Security & Governmental Affairs Committee

*Can New Technology and Private Sector Business Practices Cut Waste and Fraud in
Medicare and Medicaid?”

Congress is beginning to face the difficult decisions that must be made to put our
nation on a path to economic prosperity and fiscal sustainability. One step we can all
agree on is eliminating the waste, fraud and abuse which is endemic to the Medicare
and Medicaid programs. The waste, fraud and abuse in these programs is estimated at
approximately $100 billion a year. That is why | joined Chairman Carper, and Senator
Coburn in supporting the “FAST” Act of 2011, which provides a crucial tool to the
government for attacking this monumental waste of taxpayer dollars.

Today's hearing is the second hearing in five months that this subcommittee has
held. Finding ways to root out waste and abuse in the system is the key to ensuring
future viability for these important programs. Simply put, it is no longer acceptable for
“business as usual” approach and the endless promises for action while the problem of
waste, fraud and abuse continues to grow. This legislation is important and is long
overdue.

As | stated at the Subcommittee’s March 9" hearing, The Patient Protection and
Affordable Care Act expands Medicaid coverage by an estimated 16 million people by

2019 -- a 32 percent increase over the current enroliment in the program. The cost of
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Medicaid expansion is estimated to exceed $430 billion over the next 10 years. The
federal government is responsible for paying over 90 percent of these increased costs.

This expansion in the government's role in healthcare will unduly strain ocur
nation’s already dire fiscal condition and entice predators to gorge on the cash cow
which these programs represent. The government's chronic mismanagement of
Medicare and Medicaid fraud prevention has landed both programs on the GAQ's "high
risk list” for many years. Expanding benefits without first establishing the necessary
controls to prevent waste, fraud and abuse is putting the cart before the horse. The
government's performance overseeing these programs in the last few decades does not
indicate a history of success. In light of the burgeoning wave of healthcare spending
and the history of lax oversight of these programs, more needs to be done, and done
quickly.

Today we will hear about CMS's progress in confronting waste, fraud and abuse
through efforts like the creation of an Integrated Data Repository (IDR). The IDR was
created to provide a single source of data related to Medicaid and Medicare claims.
The IDR began incorporating Medicare data in 2006 but has yet to incorporate any
Medicaid data. At the behest of Congress, CMS recently began the use of predictive
modeling software to prevent payment of possibly fraudulent claims.

Preventing the payment of fraudulent claims has historically been at the heart of
the fraud problem bleeding these programs of badly needed funds as the Government
has been forced to pay and chase after the money. While this adoption of technology,
long utilized in the private sector such as the credit card industry is welcome, CMS has

lacked a sense of urgency in developing and implementing new tools to prevent fraud,
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Though Congress has an oversight duty to ensure programs implemented by CMS are
effective, CMS should be proactive in pursuing ways to curb waste fraud and abuse in
Medicare and Medicaid. Unfortunately, CMS’s actions aimed at preventing fraud in
recent years have been anemic, at best. It's time that CMS work to fully develop
effective programs to eliminate waste, fraud and abuse in Medicare and Medicaid and
implement those programs in a timely manner, rather than waiting for Congress to tell
them to do something they should have been doing long ago. The American taxpayers
expect more from the agency charged with ensuring their hard earned dollars are not
wasted through fraud and abuse.

1 thank the witnesses for being here today and look forward to a productive

discussion on how the government can do better.
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U.S. Senate Committee on Homeland Security & Governmental Affairs
Subcommittee on Federal Financial Management, Government Information, Federal
Services, and International Security

Hearing on “Harnessing Technology and Innovation to Cut Waste and Curb Fraud in
Federal Health Programs”
July 12,2011

Chairman Carper, Ranking Member Brown, and Members of the Subcommittee, thank you for
the invitation to discuss how the Centers for Medicare & Medicaid Services’ (CMS) advanced
technological initiatives will draw on private sector experience to reduce fraud, waste, and abuse

in Medicare, Medicaid, and the Children’s Health Insurance Program (CHIP).

The Administration is committed to reducing fraud, waste, and improper payments. On June 13,
2011, President Obama launched the Campaign to Cut Waste, a campaign to find and eliminate

misspent tax dollars in every agency and department across the Federal government.

Complementing that effort, on July 1, 2011, CMS implemented a new predictive modeling
technology developed with private industry experts to fight Medicare fraud. Similar to the
technology used by credit card companies, predictive modeling will help identify fraudulent
Medicare claims prior to payment on a nationwide basis so we can begin to take action to stop
fraudulent payments before they are made. This initiative builds on the new anti-fraud tools and
resources provided by the Affordable Care Act. These tools include new screening and
enrollment requirements, strengthened authority to suspend potentially fraudulent payments, and
increased coordination of antifraud actions and policies between Medicare and Medicaid.
Together, these tools are helping us move beyond —pay and chase” recovery operations to an

approach that prevents fraud and abuse prior to providing payment.

Predictive Modeling

To combat health care fraud more effectively, CMS is developing new methods and technologies
to get ahead of criminals and identify their patterns of behavior early. We have launched an
ambitious national effort to stop criminals at every step of the claims process — by strengthening

Medicare enrollment standards and processes, by making it harder for fraudsters to bill
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Medicare, and now by seeking to uncover suspicious billing patterns that may indicate fraud.
This is not easy, but it is a challenge this Administration is committed to meeting. Every
workday, Medicare pays out more than $1 billion from 4.5 million claims, and is statutorily
required to pay claims quickly, usually within 14 to 30 days. Preventing fraud in Medicare
involves paying serious attention to an important balance: carrying out our core responsibility to
protect beneficiary access to necessary health care services and to reduce the administrative
burden on legitimate providers, while identifying and thoroughly investigating suspect claims

and reducing fraud, waste, and abuse.

The new authorities given to us by Congress and the experience of private sector industries in
combating fraud have greatly enhanced our capacity to carry out this task. We are now using
predictive modeling technology to assign risk scores to Medicare claims, which can allow us to
focus our investigative resources. Predictive modeling is an innovative technology that can
detect potential fraud and abuse by simultaneously analyzing multiple data sources, such as
provider billing patterns and the distance between service location and a beneficiary’s address,
for a very large number of claims. Many private industries use similar predictive models to
protect against fraud. Our new system is able to identify suspect claims before we pay. Through
this new technology, we now have an integrated view of fee-for-service Medicare claims
nationwide, expanding our analysis beyond designated regions to reveal scams that may be
operating across the country. This comprehensive view allows our investigators to see and
analyze billing patterns as claims are submitted, instead of relying primarily on post-payment

data.

Small Business Jobs Act Authorities

Nationwide Implementation of Predictive Modeling for Medicare Fee-for-Service

CMS is actively implementing the new tools and authoritics given to us by Congress to reduce
fraud, waste, and abuse. The Small Business Jobs Act of 2010 (P.L. 111-240) originally
envisioned a phased-in approach for predictive modeling technology. 1am pleased to report that
we have implemented this provision aggressively and efficiently only nine months after the
President signed the bill into law. In one important aspect, we are well ahead of the statutory

schedule: instead of implementing predictive modeling in an initial ten States in the first
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implementation year, as required by the statute, we applied the predictive modeling technology
to Medicare fee-for-service claims nationwide on July 1, 201 1. All claims across the country are
now being screened before they are paid. The ones with the highest risk scores will receive
immediate attention and additional review by our analysts through our new rapid response
strategy. The rapid response strategy will permit us to examine the conduct that produced the
high-risk score, and then to consider a wide variety of appropriate actions, including claim
denial, payment suspension or revocation, as well as referral to law enforcement. We decided to
implement the technology nationwide to maximize the benefit from predictive models as soon as
possible. Nationwide implementation also helps CMS integrate the technology into the
Medicare fee-for-service program efficiently across our Medicare Administrative Contractors
and anti-fraud contractors. We will also evaluate the possibility of expanding predictive

modeling to Medicaid and CHIP over the next few years.

Predictive Modeling Contracts

Through the competitive solicitation and award process, we selected Northrop Grumman, a
global provider of advanced information solutions, to implement our predictive modeling
technology. Northrop Grumman has built an integrated team with Federal Network Systems, a
Verizon company, and National Government Services, a longtime Medicare payment contractor,
to develop, refine, and implement the new system, incorporating best practices from both public

and private stakeholders into a system unique to CMS’ needs.

Our contractor, using proven predictive models and other advanced analytics, has moved rapidly
to implement the new technology. We have deployed algorithms and an analytical process that
look at Medicare claims — by beneficiary, provider, service origin, and other variables ~ to
identify potential problems and assign an —alert” and ~#isk scores” for those claims. The new
system alerts us to a potential problem, including unusual billing patterns or other suspicious
behavior , while simultaneously priotitizing claims so we can strategically target our resources

for additional review and investigation, as necessary.

The Small Business Jobs Act requires two contracts, and CMS s in the final stages of awarding

the second one. As described above, the first award to the integrated team of three companies
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implemented all of the elements of the predictive modeling requirements on July t, 2011. The
additional contract will be awarded to develop additional predictive analytic models that will
complement the existing models already in place. These models will run concurrently on the

system implemented by Northrop Grumman and its team.

The new system will expand and grow in sophistication over time. We have started by using a
set of well-established algorithms and will refine, develop, and identify additional algorithms
over the coming months and years. We will base the new algorithms on a variety of sources,
such as law enforcement investigations, private sector experience, and the resuits of our own data

analyses and investigations.

Additional Fraud Detection Efforts

CMS is also implementing other exciting initiatives including streamlining the new health care
provider enrollment requirements authorized by the Affordable Care Act. Last week, we posted
a solicitation limited to eligible 8(a) contractors or businesses that meet the criteria for Small
Disadvantaged Business qualification and are certified with the Small Business Administration
for an automated provider enroliment screening solution following the successful completion of
a pilot. The pilot leveraged an external private sector database to test the added value of
augmenting our internal data on provider enrollment with publicly available information on a
rolling basis. CMS verifies and validates various data elements on provider enrollment
applications using a multitude of websites available to the general public. This process of
verification is somewhat cumbersome, and resource intensive. Additionally, maintaining
provider data is currently dependent on providers self-reporting changes in information that is
relevant to Medicare enrollment. When changes are not reported at all or are reported in an
untimely manner, providers who are not or are no longer eligible for enrollment continue to bill
the program. We found that linking an automated screening tool to our Medicare enroliment
database significantly reduced the application processing time by providing -ene-stop shopping”
for enrollment relevant information. Continuous, automated monitoring of the enroliment
database identified outdated provider records more quickly, and permitted the proactive

confirmation of key information changes. This provides us with another opportunity to save
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taxpayer money, particularly in the area of monitoring license expiration, by timely identifying

ineligible providers and taking appropriate actions to ensure they are not improperly billing.

We anticipate that this new screening technology will automatically verify information provided
on an enroliment application for all Medicare provider and supplier types in all 50 States, the
District of Columbia, and the five Territories. The screening will compile CMS data and
appropriate external data sources, such as the National Plan and Provider Enumeration Systems
for the National Provider Identifier (NPI), the General Services Administration (GSA) Excluded
Parties List, and the Office of the Inspector General (OIG) exclusion database. The screening
will also actively monitor compliance with requirements such as license status or changes in
physical location. We anticipate completing the competitive procurement process this fall, with

full implementation by the end of the year.

Collaborating with the States

We have implemented the Medicaid and CHIP State Information Sharing (MCSIS) system that
provides data directly to the States regarding terminated providers. For providers who have been
terminated from one State Medicaid or CHIP program, this system will prevent enroliment in
another State program, protecting scarce Medicaid and CHIP dollars. Further, CMS will be
sharing information on providers that have been terminated from Medicare for cause with the
State programs as well. If one program knows, all HHS (Medicare, Medicaid, CHIP) health
programs should know. This tool is the beginning of a smarter, more efficient Federal-State
partnership, integrating technology solutions to routinely share relevant program information in a

collaborative effort.

For the continuing education of State program integrity employees, the Medicaid Integrity
Institute (MII) stands out as one of CMS’s most significant achievements. The MII provides a
unique opportunity for CMS to offer substantive training, technical assistance, and support to
States in a structured learning environment. In its three years of existence, the MII has offered
numerous courses and trained over 1,600 State employees at no cost to the States. Over time, the
MII intends to create a credentialing process to elevate the professional qualifications of State

Medicaid program integrity employees. As a result of the MII courses, State staff from across
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the country have the opportunity to engage in productive dialogue about the challenges they face
combating fraud, waste, and abuse issues unique to their State Medicaid programs. This
interaction permits participants to share their success stories, to learn from other’s successes, to
give their Medicaid programs a wider range of perspectives on available policy options, and to
help identify problem providers who attempt to migrate from one State Medicaid program to

another.

Collaborating with the Private Sector

Building on the momentum generated by the National Health Care Fraud Summit in January
2010, CMS, in partnership with the Health and Human Services’ OIG, the Department of Justice
(DOJ), and the Administration on Aging, has convened regional health care fraud prevention
summits across the country. These summits, held to date in Miami, Los Angeles, New York,
Boston, Detroit, and Philadelphia, have brought together Federal and State officials, law
enforcement experts, private insurers, beneficiaries, caregivers, and health care providers to
discuss innovative ways to eliminate fraud within the nation’s health care system. These
summits also featured educational panels that discussed best practices for providers,
beneficiaries, and law enforcement in preventing health care fraud. The panels included law
enforcement officials, consumer experts, providers, and representatives of key government
agencies. CMS continues to explore more opportunities to bring these stakeholder communities
together in other cities to continue this important dialogue and strengthen our cooperative efforts

across the Federal government and with the private sector.

CMS is also developing a process to share data on payment suspensions of providers and
suppliers who provide services to Medicare patients with supplemental coverage from private

plans. We are continuing to evaluate the possibility of sharing this data with all private plans.

Affordable Care Act Fraud-Fighting Tools

The Affordable Care Act is the most comprehensive legislative step forward to fight health care
fraud in over a decade. The Act gives CMS and law enforcement officials tools they have never
had before to protect Federal health care programs from fraud, waste, and abuse. It also

provided $350 million in new program integrity resources, plus an inflation adjustment. With
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this support, we are ramping up our anti-fraud efforts by increasing scrutiny of claims before we
pay them, investing in sophisticated data analytics, and providing more ~boots on the ground” to
fight health care fraud. Below I explain some of the tools that improve and enhance our efforts

to prevent and detect fraud, and crack down on individuals who attempt health care fraud.

Enhanced Screening and Other Enrollment Requirements

On January 24, 2011, we announced a new rule (CMS-6028-FC) implementing a number of the
Affordable Care Act's powerful new fraud prevention legislative tools. Under the rule, which
took effect on March 25, 2011, CMS will conduct enhanced screening of categories of providers
and suppliers that have historically posed a higher risk of fraud or abuse before they enroll in
Medicare, Medicaid, or CHIP. The highest-risk categories of providers and suppliers, who will
undergo the most extensive scrutiny, are newly enrolling suppliers of Durable Medical
Equipment, Prosthetics, Orthotics and Supplies (DMEPOS) and home health agencies. The rule
also establishes certain triggers that would move an individual provider or supplier into higher

screening levels.

The enhanced screening established under the Affordable Care Act will generate a substantial
number of unannounced site visits to providers and suppliers in the moderate and high-risk
categories. Additionally, providers and suppliers who have been flagged through either
predictive modeling or the automated enroliment screening will also undergo site visits to verify
legitimacy. We anticipate that on-site inspections to validate or obtain information of record
about different types of Medicare providers and suppliers will enhance our ability to follow up
on suspect and high-risk providers. It will also help us efficiently meet the new site visit
requirements for an expanded set of providers while reducing the time spent on site visits. To
carry out a large number of site visits within very short timeframes, we have issued a request for

information on our plan to consolidate site visit activities into one single national contract.

The rule also enforces the Secretary’s new authority to impose a temporary moratorium on
entolling new providers or suppliers of a particular type in certain geographic areas, if that action
is necessary to prevent or combat fraud, waste, and abuse. We plan to assess the impact of any

proposed moratorium on beneficiary access, and we will publish a notice, including the rationale
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for the moratorium, in the Federal Register. Importantly, the new rule implements the additional
authority in the Affordable Care Act under which CMS, in consultation with the OIG, will
suspend Medicare payments to providers or suppliers pending an investigation or final action on
a credible allegation of fraud. The law has a parallel provision in the Medicaid program that
requires States to withhold payments to Medicaid providers where there is a credible allegation
of fraud. These tools will move Medicare and Medicaid beyond a -pay and chase™ mode of
having to track down fraudulent payments after the fact to one that prevents fraud before it

OCCUrs.

Increased Coordination of Fraud Prevention Efforts

Many of the Affordable Care Act provisions increase coordination between States, CMS, and our
law enforcement partners at OIG and DOJ. By sharing information and requiring all States to
terminate any provider or supplier that Medicare or another State terminated for cause, the law
ensures that fraudulent providers and suppliers cannot easily move from State to State or
between Medicare and Medicaid. We are also providing improved access to data and training in
the use of data analytic systems to the OIG and DOJ, enabling investigators and law enforcement

agents to more quickly detect and prosecute fraud schemes.

Collaborating with Law Enforcement Partners

CMS is committed to working with our law enforcement partners, who take a lead role in
investigating and prosecuting alleged fraud. CMS provides support and resources to the Strike
Forces, which investigate and track down individuals and entities defrauding Medicare and other
government health care programs. Strike Force prosecutions are —data driven” and target
individuals and groups actively involved in ongoing fraud schemes. These efforts started in
Miami in 2007and expanded to Los Angeles in 2008.  In 2009 and 2010 under the HEAT
initiative, we continued expanding the Strike Force to Detroit, Houston, Brooklyn, Tampa and

Baton Rouge, and in 2011, the Strike Forces were expanded to Dallas and Chicago.

Sharing Data to Fight Fraud
The Affordable Care Act requires the centralization of certain claims data from Medicare,

Medicaid and CHIP, the Department of Veterans Affairs, the Department of Defense, the Old-

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00055 Fmt6601 Sfmt6601 P:\DOCS\68015.TXT JOYCE

68015.015



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

52

Age, Survivors, and Disability Insurance program, and the Indian Health Service. Sharing data
makes it easier for agency and law enforcement officials to coordinate and identify criminals and
prevent fraud on a system-wide basis. Since 2006, CMS has been building the Integrated Data
Repository (IDR), a data warehouse to integrate Medicare and Medicaid data so CMS and our
partners can access data from a single source. The IDR will provide a comprehensive view of
Medicare and Medicaid data including claims, beneficiary, and drug information. The IDR
provides greater information sharing, broader and easier access to data, enhanced data
integration, and increased security and privacy of data, while strengthening our analytical
capabilities. The IDR makes fraud prevention and detection efforts more effective by
eliminating duplicative efforts. It also provides a more rigorous source of data to help eliminate

improper payments.

The IDR is currently populated with five years of historical Medicare Parts A, B, and D paid
claims, and CMS is actively working to include pre-payment claims data. This additional data
will allow us to analyze previously undetected indicators of aberrant activity throughout the
claims process. We are also working to include the expanded set of data elements from States’
Medicaid Management Information Systems that the Affordable Care Act requires States to
report. This more robust State data set will be used alongside Medicare claims data in the IDR to
detect potential fraud, waste, and abuse across multiple payers. Along with the IDR, the One
Program Integrity (PI) web-based portal helps share data with our contractors and law
enforcement. The portal provides a single access point to the data within the IDR, as well as
analytic tools to review the data. CMS has been working closely with law enforcement to
provide training and support in the use of One PI for their needs. These data initiatives will

strengthen our program integrity work within State Medicaid programs and across CMS.

New Tools to Target High Risk Entities

As noted above, the Affordable Care Act strengthens the government’s authority to require
certain providers and suppliers program—based on the risk of fraud, waste, or abuse they pose—
to undergo a higher level of scrutiny before enrolling in the Medicare program. Also, CMS
issued rules on May 5, 2010 (CMS-6010-1FC) implementing Affordable Care Act provisions that

require providers and suppliers who order and refer certain items or services for Medicare and
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Medicaid beneficiaries to enroll in Medicare and Medicaid and maintain documentation on those
orders and referrals. Finally, the Secretary may now require certain provider and suppliers to

post a surety bond that is commensurate with the provider or supplier’s volume of billing.

New Focus on Compliance and Prevention

Under the new law, providers and suppliers must establish compliance programs to ensure that
they are aware of anti-fraud requirements and good governance practices and have incorporated
those practices into their operations. Nursing homes are subject to new compliance and ethics
plan requirements. Other preventive measures focus on certain categories of providers and
suppliers that have a history of abuse, including Home Health agencies, DMEPOS suppliers, and
Community Mental Health Centers (CMHCs). For example, on November 17, 2010, CMS
finalized a rule (CMS-1510-F) implementing the Affordable Care Act requirement for patients to
receive a ~face-to-face” visit with an appropriate health care professional when receiving
Medicare home health and hospice services. Additionally, last week on July 5, 2011, CMS
issued a proposed rule (CMS-2348-P) that aligns the Medicaid face-to-face requirements with
the requirements in the Medicare programs. Another proposed rule implementing provisions in
the Affordable Care Act was issued last week (CMS-1525-P). It requires CMHCs to provide at
least 40 percent of their items and services to non-Medicare beneficiaries in order to prevent the

creation of CMHCs solely for fraudulently billing Medicare.

Looking Forward

Medicare, Medicaid, and CHIP fraud affects every American by draining critical resources from
our health care system, and contributes to the rising cost of health care for all. Taxpayer dollars
lost to fraud, waste, and abuse harm multiple parties, particularly some of our most vulnerable

citizens, not just the Federal government.

The Administration has made a firm commitment to rein in fraud and waste. With the new
predictive modeling technology and Affordable Care Act provisions discussed today, we have
more tools than ever before to move beyond -pay and chase” and implement important strategic

changes in pursuing fraud, waste, and abuse. Through partnerships between public and private

10
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stakeholders, we have learned, from each other, how to better protect our health care system. |

am confident that the harder we work today, the stronger our system will be for years to come.

I look forward to working with you in the future as we continue to make improvements in

protecting the integrity of Federal health care programs and safeguarding taxpayer resources.
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Testimony of:

Lewis Morris

Chief Counsel

Office of Inspector General

U.S. Department of Health & Human Services

Good afternoon, Chairman Carper, Ranking Member Brown, and other distinguished Members
of the Subcommittee. [ am Lewis Morris, Chief Counsel to the Inspector General of the U.S.
Department of Health & Human Services (HHS or the Department). Thank you for the
opportunity to testify about the role new technologies can play in cutting waste and fraud in the
Federal health care programs.

Program integrity efforts are enhanced by new information technologies and benefit from
collaboration with the private sector, especially health insurers with whom we share investigative
techniques and intelligence. My testimony provides several examples of how advanced data
analytics are helping us conduct risk assessments, more effectively pinpoint our oversight efforts,
and significantly reduce the time and resources required for audits, investigations, and other
program integrity activities.

However, technology is not a sitver bullet, and now more than ever, experienced professionals
are integral to protecting Medicare and Medicaid. It is also important to be mindful that as
program integrity efforts become more technology driven, so will health care fraud and we must
adapt to this evolving environment. Additionally even the best fraud prevention technologies
will be of little value if not effectively implemented and appropriately overseen.

New Technologies Hold Tremendous Potential for Enhancing Our Fraud Fighting Efforts

OI1G is using information technologies and analytics, including data mining, trend evaluation,
and modeling, to better identify fraud vulnerabilities and target our oversight efforts. OIG is
leveraging an analytical foundation that provides an enterprise view of questionable activities,
suspected fraud trends, and prevention opportunities. When united with the expertise of our
agents, auditors, and program evaluators, OIG brings a formidable combination of cutting edge
techniques and traditional investigative skills to the fight against fraud, waste, and abuse.

OIG’s data warchouse is a key component of our strategic use of information technologies.
Among other things, the warehouse integrates data from Medicare Parts A, B, and D so we can
develop a more comprehensive picture of beneficiaries’ histories of medical care and providers’
billing patterns. For example, we can flag Part D prescription drug claims where there is not a
related physician or hospital claim under Parts A or B, the absence of which suggests possible
fraud.

In addition to adding powerful analytic tools, the data warehouse has the potential for
dramatically improving the timeliness and impact of our work. Prior to developing the
warehouse, OIG analysts and auditors often waited montbs to access a data extract from

U.S. Senate Coramittee on Homeland Security and Gover al Affairs, Subcommittee on Federal Financial Management,
Government Information, Federal Services, and Intemational Security (July 12, 2011)
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Medicare’s National Claims History. Further delays resulted from writing and running the many
mainframe-based applications needed to complete an analysis or data match. Having the claims
data in-house also means that we no longer compete for time on the CMS mainframe servers and
can introduce new data mining tools and other related databases tailored to OIG’s oversight and
enforcement work. Data matches that used to take weeks or months to complete are now
performed in-house in a matter of hours.

Information technology enables OIG to expand our analysis of questionable billing patterns. For
example, through data mining and analytics we found that Medicare was spending about $4,400
for inhalation drugs per beneficiary in south Florida compared to $815 per beneficiary in the rest
of the country. Combining data from the manufacturer and wholesalers of a particularly
expensive inhalation drug, we found that south Florida suppliers billed Medicare for 17 times
more than the total amount of that drug sold to those providers. We can also more efficiently
identify fraudulent claims for services provided to deceased beneficiaries, bills submitted by
deceased providers, and health care providers who are using beneficiary numbers we know have
been compromised.

O1G’s Use of Information Technology To Support Audits

OIG’s new hospital compliance initiative illustrates the impact of technology on our ability to
identify suspect claims and non-compliant billing practices. Payments for inpatient and
outpatient hospital services account for roughly 30 percent of the $515 billion spent on
Medicare. Given these significant program outlays, OIG has deployed resources toward testing
and ensuring the 3,600 acute care hospitals’ compliance with program requirements.

In the past, OIG’s hospital audits typically focused on a specific area of risk (e.g., unbundling of
services, inpatient same-day discharges and readmissions, and credits for medical devices), and
we audited claims exclusively related to that issue. In part, we had narrowly focused our audits
due to limits on our capacity to store and match data. As a consequence of increased data
storage, computer matching, and data analytic capabilities, we are now more quickly and
efficiently analyzing a vast array of hospital data to simultaneously identify multiple compliance
risks.

As part of our ongoing hospital audit initiative, we test hospitals against 27 risk areas that our
prior audit and enforcement experience indicate are error-prone. To better focus our testing, we
also analyze other hospital information, such as provider overpayment, Medicare exclusions, and
law enforcement databases. Collectively, these data provide a comprehensive picture ofhow a
hospital is performing and where compliance problems may exist. Using computer matching and
data mining techniques, we then identify potential problem areas, select claims for testing, and
conduct hospital site visits to perform comprehensive reviews of billing and medical record
documentation. Hospitals must return any identified overpayments and are expected to
implement necessary internal controls to prevent future improper billing. We have completed
several such audits and have 40 more planned or underway. Two years ago, the data analytics
would have taken weeks or months to execute. Now, it takes approximately 20 minutes to run
the computer program for each hospital.

U.S. Senate Committee on Homeland Security and Governmental Affairs, Subcommittee on Federal Financial Management,
Government Information, Federal Services, and Intemnational Security (July 12, 2011)
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It is important to note that while the use of data analytics allows for a more efficient and targeted
audit process, the expertise and insight of auditors, coding professionals, and medical consultants
remain an essential part of this and any technology-assisted review. Medicine and the health
care system are extremely complex. A data run, even if derived from sophisticated metrics and
powerful computers, cannot replace the role of professionals who bring experience and insight to
the analysis of that data. In short, technology can be a powerful tool in the fight against waste,
fraud, and abuse, but it is not a stand-alone solution.

Given the magnitude of hospital expenditures, we believe this innovative use of information
technology is essential to identifying and recovering improper Medicare payments. We plan to
integrate this Part A hospital data with Parts B and D data to better understand relationships
between provider groups and identify payment vulnerabilities in other areas of the Medicare
Program. We will partner with CMS and hospitals as this initiative moves forward.

In addition to dramatically increasing the efficiency of our audits, this data-driven approach
yields additional benefits. Adopting these types of data analytics, hospitals should be able to
identify and correct compliance problems early before claim submission. We also have received
feedback from the hospital community that these targeted audits enabled them to strengthen their
compliance programs and address compliance more comprehensively instead of focusing on only
singular issues,

OIG Use of Information Technology in Support of Fraud Investigations

As exemplified by the Medicare Fraud Strike Forces, sophisticated data analysis, combined with
field intelligence and traditional law enforcement techniques, have enabled us to more quickly
identify fraud schemes and trends. The data-driven approach of the Strike Forces pinpoints fraud
hot spots through the identification of suspicious billing patterns and targets criminal behavior as
it occurs. The Strike Force model has proven highly successful and has accelerated the
Government’s response to criminal fraud, decreasing by roughly half the average time from an
investigation’s start to the case’s prosecution. Since their inception in 2007, Strike Force teams
have charged over 1,000 individuals with seeking to defraud Medicare of more than $2.4 billion.

Advanced data analytics are enhancing not only our Strike Force cases but also our traditional
investigative work. For example, in the recent investigation of Clinical Home Care, innovative
data analysis, coupled with inter-departmental information sharing and agent field work,
identified over $1.1 million in fraudulent claims. The efforts of OIG Special Agents, working in
conjunction with other law enforcement partners and CMS’s program integrity contractors, led to
the arrest of those responsible for the submission of the fraudulent claims.

Relying on State corporation records and field intelligence, OIG identified a suspicious change in
ownership of Clinical Home Care, a durable medical equipment company (DME) in Palm Beach,
Florida. Using recently available data sources, including CMS’s Next Generation Desktop
database, OIG agents compared records of Medicare beneficiaries with compromised
identification numbers with known fraudulent DME suppliers associated with Clinical Home
Care and then identified thousands of suspect claims. OIG agents worked quickly with CMS’s

1.8, Senate Commmittec on Homeland Security and Gover } Affairs, Subce i on Federal Financial Management,
Government Information, Federal Services, and International Security (July 12, 2011)
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Zone Program Integrity Contractor (ZPIC) to ensure that Medicare did not pay these claims
pending the investigation. OIG arrested its first subject in this case only 30 days after the first
fraudulent claim was submitted to Medicare. That subject, along with another individual, has
since pled guilty. Thanks to a combination of technology, interagency collaboration and hard
work, not a single dollar was lost due to these fraudulent claims.

While successful conclusion of a health care fraud investigation in 30 days is not the norm, this
case exemplifies the exceptional results we can achieve by using technology, combined with
agents’ instincts and knowledge of evolving health care fraud schemes, interagency
collaboration, and tips from citizens, in the investigation and prosecution of health care fraud.

Use of Information Technology To Strengthen Program Integrity

OIG’s use of technology in support of its mission extends far beyond its audit, evaluative, and
investigative work. We also will be using information technologies to better utilize one of the
most powerful tools in our arsenal against fraud, abuse, and substandard care: the exclusion of
individuals and entities from participating in Federal health care programs. Medicare and other
Federal health care programs will not pay for services or products provided by excluded
individuals or entities. If excluded from these programs, a dishonest health care provider is
effectively out of business.

To notify health care programs and providers and prevent inappropriate payments to excluded
parties, OIG posts its List of Excluded Individuals and Entities (LEIE) on the OIG Web site.!
The list is updated monthly and is available in both on-line searchable and downloadable
formats. To ensure that health care programs and patients are protected from all fraudulent,
abusive, incompetent, or otherwise unfit providers, we work with our external partners in State
Governments and other Federal agencies to receive referrals of individuals and entities that meet
the criteria for exclusion.

To ensure the continued success of OIG’s exclusion program in the 21 century, OIG is
revamping our processes with a two-pronged approach: (1) improving coordination: we will
improve the completeness of the LEIE by making it easier for external stakeholders to provide
exclusion-related information to OIG, and (2) increasing communication: we will improve the
accessibility of the database to health care providers and other users. In our efforts to meet both
of these goals, we are examining new methods to deploy information systems and information
technology that will promote better integration between existing OIG resources and those of our
external stakeholders. The result of this effort will be a system that capitalizes on coordination
and communication to effectively protect the programs and beneficiaries from untrustworthy
providers of health care.

Increasing the streams of referrals from our external partners is also vital to our exclusion
program improvement efforts. For instance, we receive important information from State
licensing boards’ notices of adverse actions that allows us to identify numerous individuals who

! http://www.oig bhs gov/exclusions/index.asp.
4

U.8. Senate Committee on Homeland Sccurity and Governmental Affairs, Subcommittee on Federal Financial Management,
Government Information, Federal Services, and International Security (July 12, 201 1)
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are subject to exclusion. However, we do not receive reports of all adverse actions from all
States. State licensing boards are not statutorily required to refer adverse actions against
providers to OIG. We currently receive this information on a voluntary basis from the State
boards, general public notices of board actions in various States, or connections developed by
OIG exclusions analysts. Furthermore, the manner and timing of the notices is entirely
dependent on each State licensing board.

A legislative requirement for State licensure boards to provide notice of adverse actions to OIG
would increase our ability to identify individuals subject to exclusion, Further, regular and
standardized reporting of adverse actions from State licensing boards would allow for more
timely identification of individuals subject to exclusion and could help prevent providers with
significant adverse actions against their licenses from moving from State to State to continue
providing care.

Sharing Intelligence With Private Health Care Insurers

OIG recognizes that private health care insurers have developed a tremendous wealth of
experience and technological expertise in addressing our common goal of stopping health care
fraud. It is axiomatic that most of the criminals who prey on the Nation’s health care system are
equal opportunity thieves — they defraud private health care insurance as well as the Federal
health care programs.

Recognizing this fundamental principle, the Health Insurance Portability and Accountability Act
of 1996 (HIPAA) established and funds a program to combat fraud and abuse committed against
all health plans, both public and private. This legislation required the Attorney General and the
Secretary of Health & Human Services to establish a Health Care Fraud and Abuse Control
(HCFAC) Program under the joint direction of the Attorney General and the Secretary (acting
through the Inspector General). In furtherance of the goals of the HCFAC program, the Attorney
General and Secretary issued a Program Statement and detailed set of Guidelines for joint
HHS/Department of Justice (DOJ) activities to fulfill the dictates of HIPAA. One of the core
concepts of the Statement and Guidelines is that “DOJ, HHS and other enforcement and program
agencies will work together with the private sector to pursue a comprehensive enforcement
approach to health care fraud. The foundation of this approach is coordinating and exchanging
information in a regularized manner.”

In furtherance of that core concept, the Program Statement and Guidelines outlines a rich menu
of possible health care anti-fraud, program integrity, and information sharing activities between
the Federal Government and the private sector. Among the contemplated activities are: 1) the
establishment of working groups to examine particular areas of the health care industry in order
to develop recommendations on enforcement policy; 2) the creation of mechanisms for
government to alert the public, service providers, and consumers to fraud schemes; and 3) the
development of mechanisms for identifying information concerning payment or record keeping
policies, structures, or practices that make public or private health plans vulnerable to fraud, with
OIG to compile and transmit reports on such vulnerabilities to the health plans so corrective
action can be taken.

U.S. Senate Committee on Homeland Security and Gover { Affairs, Subc ittee on Federal Fi ial M
Government Information, Federal Services, and International Security (July 12, 2011)
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Since the creation of the HCFAC program, OIG, DOJ, and other law enforcement and program
agencies have worked to carry out the objectives of the program. As part of that effort, United
States Attorneys’ Offices established Health Care Fraud Working Groups, which brought
together government agencies and private sector insurers united in the common goal of
combating health care fraud. These work groups have proven highly effective in promoting
collaboration. Our agents report receiving significant field intelligence on ongoing fraud
schemes and many have engaged in joint public/private investigations in which their private
sector counterparts provided active assistance or staffing for the case.

Among the private sector organizations participating in this effort is the National Health Care
Anti-Fraud Association (NHCAA). NHCAA is a national organization focused exclusively on
the fight against health care fraud, whose members represent more than 100 private health
insurers. Its mission is to protect and serve the public interest by increasing awareness and
improving the detection, investigation, civil and criminal prosecution, and prevention of health
care fraud. OIG takes an active role in training conferences and conducts regular liaison
meetings with NHCAA in order to share information about significant areas of health care fraud
exposure and emerging trends. In addition, an OIG investigator sits on the NHCAA board as the
law enforcement liaison.

Efforts currently are underway to further enhance collaboration with the private sector. For
example, the recent Health Care Fraud Prevention and Enforcement Team (HEAT) fraud summit
in Philadelphia emphasized the critical importance of public-private collaboration in the fight
against health care fraud.” Because useful information sharing often occurs between
investigators at a case level, we are working with our law enforcement partners to provide “best
practices” guidelines that can promote appropriate information sharing with the private sector.

Anticipating Vulnerabilities and Challenges Presented by the Use of Information
Technology

As the Committee continues to explore ways in which new technology and private sector
business practices can enthance program integrity efforts, it is important to be mindful of the
ways in which fraud will evolve in response to new technologies, as well as the vulnerabilities
associated with the electronic environment. It is also important to note some of the
distinguishing characteristics of the Federal health care programs vis-a-vis private industry.

As program integrity efforts become more technology driven, so will fraud

For example, electronic health records (EHR) may not only facilitate more accurate billing and
increased quality of care, but also fraudulent billing. The very aspects of EHRs that make a
physician’s job easier—cut-and-paste features and templates—can also be used to fabricate
information that results in improper payments and leaves inaccurate, and therefore potentially
dangerous, information in the patient record. And because the evidence of such improper
behavior may be in entirely electronic form, law enforcement will have to develop new

2 http://www stopmedicarefraud.gov/.

ot NA
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investigation techniques to supplement the traditional methods used to examine the authenticity
and accuracy of paper records.

Compounding this concern, OIG reports have identified significant vulnerabilities relating to the
security of electronic patient health information. This work reveals inadequate protection of
patients’ health data at hospitals throughout the country and that existing Federal standards and
certification criteria fail to address important information technology (IT) security controls, >
These reports found, among other things, that many hospitals had inadequately safeguarded their
wireless networks, leaving sensitive health information vulnerable to hacking. In addition, the
Department has not promulgated policies that would help ensure that adequate general IT
controls exist to protect networks and computer systems that contain EHRs. We recommended
that the Department conduct compliance reviews to ensure that Security Rule controls are in
place and operating as intended to protect personal health information.

The concerns about data security extend far beyond EHRs, and apply equally to our efforts to
enhance program integrity through predictive analytics, integrated data repositories, and other
new technologies. As we do so, we must be mindful that in an increasingly electronic
environment, the ability for data to be compromised and subsequently used for fraud, waste, and
abuse can quickly and quietly materialize.

For example, CMS and State government data centers process hundreds of terabytes of data each
month. To put this in perspective, a terabyte is equal to 220 million pages of text. This vast
amount of data is transmitted with varying degrees of control and oversight. Trends show that
health care data, including beneficiary and provider information, is stolen and sold by organized
crime rings or individuals. Provider and/or beneficiary information is being compromised by
social engineering schemes such as phishing emails. Data breaches of public and private entities
have been occurring worldwide at an alarming rate. And the attacks are becoming increasingly
sophisticated and stealthy. In its August 2010 report, the Privacy Rights Clearinghouse
estimated that since 2005, over 533.4 million records have been compromised in thousands of
publicly disclosed breaches. The incidents involved breached consumer information, such as
personal medical records, credit card numbers, and Social Security numbers.

Detecting health care fraud is more complex than detecting credit card fraud

While predictive analytics and other techniques have proven effective in identifying potential
fraud in credit card transactions, there are distinguishing characteristics of the Federal health care
programs that should be kept in mind. For example, CMS has launched a new predictive
modeling tool that will eventually allow for improved fraud screening before claims are paid.
OIG will be able to utilize the data derived from the predictive modeling to identify emerging

3 Nationwide Rollup Review of the Centers for Medicare & Medicaid Services Health Insurance Portability and
Accountability Act of 1996 Oversight; Audit of Information Technology Security Included in Health Information
Technology Standards, available at

http://oig.hhs.govinewsroom/news-releases/201 1/security.asp,

U.S. Senate Committee on Homeland Security and Gover { Affairs, Subgt ittee on Federal Fi ial M
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fraud trends. But there are key differences between the use of data analytic tools in the health
care environment and the use of these tools by credit card companies,

Credit card transactions are typically submitted immediately at the place and time of service, so
not only can the data be monitored in real time, but the transaction hits the credit card company’s
database in real time. One challenge in importing the retail industry’s data analytics into the
health care environment is that a health care provider can bill for a service months after the date
of service. Further complicating matters, the claim for a service may initially meet all the
conditions for payment but subsequently be revealed as improper. For example, an outpatient
laboratory test may appear payable when initially submitted by the hospital. But under Medicare
rules, separate payments for nonphysician outpatient services rendered within 72 hours of the
day of an inpatient admission are ot permitted. When the hospital later submits a claim for an
inpatient stay that began within that 72-hour window, the claim for that laboratory test is
improper. This is a very different scenario from a credit card company stopping someone who
attempts to buy a jet ski in Galveston with a credit card issued to a long-time resident of New
York City.

Moreover, the health care payor must assess not only whether an item or service was provided as
claimed, but also determine whether it is medically necessary. The determination of medical
necessity often requires information that is not apparent on the face of the claim. For example,
in our recently released report on power wheel chairs, we found that sixty percent of power
wheel chairs provided to Medicare beneficiaries in the first half of 2007 were medically
unnecessary ot had claims that lacked sufficient documentation to determine medical necessity.
Medicare paid $95 million for these claims, which on their face appeared legitimate. In short,
health care is very complex and it is difficult to predict and prevent health care fraud relying
solely on data analytics.

Notwithstanding some inherent limitations in applying credit card technologies to health care
fraud, our law enforcement efforts are enhanced by new data analysis techniques. The results of
the health care fraud Strike Forces demonstrate conclusively that data analytics can be
successfully used to identify geographic fraud hot spots and program areas vulnerable to fraud,
waste, and abuse. We are continuing to explore how best to expand the use of information
technologies to other areas of health care fraud detection.

Effective Contractor Oversight is Critical to the Successful Implementation of Program
Integrity Efforts

Although new information technologies hold promise for enhancing program integrity efforts,
even the best fraud prevention techniques will be of no value if not effectively implemented and
appropriately overseen. OIG work spanning over a decade has revealed persistent problems with
the performance of CMS’s program integrity contractors and ongoing vulnerabilities in CMS’s
oversight.

* Most Power Wheelchairs in the Medicare Program Did Not Meet Medical Necessity Guidelines, available at
http:/foig.hhs.gov/oei/reports/oei-04-09-00260.asp.

U.S. Senate Committee on Homeland Security and Go 1 Affairs, Subcommittee on Federal Financial Management,
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These concerns are relevant across the spectrum of program integrity contractors we have
reviewed, dating back to our 1998 findings of incousistent performance among the Fiscal
Intermediaries’ fraud units that preceded Program Safeguard Contractors (PSC) and Zone
Program Integrity Contractors.” Almost a decade later, in 2007, we found that PSCs also
performed inconsistently, varying substantially in the number of new investigations initiated and
cases referred to law enforcement, and producing minimal results in key areas such as proactive
data analysis.® In a separate review, we found that CMS oversight of PSCs was lacking:
evaluations of PSCs’ performance did not include sufficient information and were not completed
in time for evaluation results to be used in determining whether PSCs’ contracts should be
renewed.” More recently, a 2010 review of overpayments referred by PSCs found that just 2 of
the 18 PSCs were responsible for 62 percent of the total amount of overpayments referred to
claims processors for collection.® In the same 2010 review, we found that millions in
overpayments identified by the PSCs were never colfected.”

We have identified similar problems with the performance and oversight of Medicare Drug
Integrity Contractors (MEDIC) and Recovery Audit Contractors (RAC). We found that
MEDICs experienced significant problems accessing and using data, which hindered their ability
to identify and investigate potential fraud and abuse using proactive methods such as data
analysis. Furthermore, CMS failed to give MEDICs the necessary approval to conduet audits of
Part D plan sponsors’ compliance plans, an important oversight function.”® In our 2010
assessment of the RACs, we found that over the 3 years of the demonstration program, they
made only two fraud referrals and received no formal training from CMS regarding identification
and referral of potential fraud.!! Over the next year, we will issue additional reports on
vulnerabilities related to ZPICs and MEDICs. As CMS moves forward with new efforts that rely
on contractors to perform data-driven program integrity functions, it is important to be mindful
of the need for meaningful performance evaluation and adequate oversight.

Conclusion
New technologies, advanced data analytics, and collaboration with the private sector are

extremely valuable in the ongoing efforts to curb fraud and abuse in the Medicare and Medicaid
programs. Although these developments are encouraging, we must be mindful that the growth of

3 Fiscal Intermediary Fraud Units, available at http://oig. hhs.gov/oei/reports/oei-03-97-00350.pdf,

® Medicare's Program Safeguard Contractors: Activities to Detect and Deter Fraud and Abuse, available at
http://oig hhs.govioei/reports/oei-03-06-00010.pdf.

7 Medicare's Program Safeguard Contractors: Performance Evaluation Reports, available at
hitp://oig. hhs govioei/reports/oei-03-04-00050.pdf.

§ Medicare Overpayments Identified by Program Safeguard Contractors, available at

http:/foig. hhs.govioei/reports/oei-03-08-0003 1 pdf.

° Collection Status of Medicare Overpayments Identified by Program Safeguard Contractors, available at
http://oig hhs.gov/oei/reports/oei-03-08-00030.pdf.

0 Medicare Drug Integrity Contraciors’ Identification of Potential Part D Fraud and Abuse, available at
http://oig. hhs.gov/oei/reports/oei-03-08-00420.pdf.

W Recavery Audit Contractors’ Fraud Referrals, available at hitp://oig.hhs.gov/oei/reports/oci-03-09-00130.pdf.

U.S. Senate Committee on Homeland Security and Governmental Affairs, Subcommitiee on Federal Financial Management,
Government Information, Federal Services, and International Sceurity (July 12, 2011)
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information technologies and the increased access to sensitive data will be accompanied by new
and evolving fraud risks. The challenge for OIG is to continue to ensure appropriate
implementation and provide vigorous oversight of these new technologics.

Thank you for the opportunity to testify.

10
U.8. Senate Committee on Homeland Security and Gover { Affairs, Sub ittee on Federal Financial Management,
CGovernment Information, Federal Services, and International Security (July 12, 2011}
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Mr. Chairman and Members of the Subcommittee:

| am pleased to participate in today’s hearing on the Centers for Medicare
and Medicaid Services’ (CMS) efforts 1o protect the integrity of the
Medicare and Medicaid programs, particularly through the use of
information technology to help improve the detection of fraud, waste, and
abuse in these programs. As you are aware, CMS is responsible for
administering the Medicare and Medicaid programs’ and leading efforts to
reduce improper payments of claims for medical treatment, services, and
equipment, improper payments are overpayments or underpayments that
should not have been made or were made in an incorrect amount; they
may be due to errors, such as the inadvertent submission of duplicate
claims for the same service, or misconduct, such as fraud or abuse. The
Department of Health and Human Services reported about $70 billion in
improper payments in the Medicare and Medicaid programs in fiscal year
2010.

Operating within the Department of Health and Human Services, CMS
conducts reviews to prevent improper payments before claims are paid
and to detect claims that were paid in error. These activities are
predominantly carried out by contractors who, along with CMS personnel,
use various information technology solutions to consolidate and analyze
data o help identify the improper payment of claims. For example, these
program integrity analysts may use software tools to access data about
claims and then use those data to identify patterns of unusual activities by
matching services with patients’ diagnoses.

in 2008, CMS initiated activities to centralize and make more accessible
the data needed to conduct these analyses and to improve the analytical
tools available to its own and contractor analysts. At the Subcommittee’s
request, we have been reviewing two of these initiatives—the Integrated
Data Repository (IDR), which is intended to provide a single source of
data related to Medicare and Medicaid claims, and the One Program
Integrity {One Pl) system, a Web-based portal? and suite of analytical
software tools used to extract data from IDR and enable complex
analyses of these data. According to CMS officials responsible for

"Medicaid is a joint federal-state program for certain low-income individuals

2The One Pt portal is a Web-based user interface that enables a single togin through
centralized, role-based access to the system.

Page 1 GAO-11.822T
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developing and implementing IDR and One PI, the agency had spent
approximately $161 million on these initiatives by the end of fiscal year
2010.

My testimony, in conjunction with a report that we are releasing today,®
summarizes the results of our study—which specifically assessed the
extent to which IDR and One Pl have been developed and implemented
and CMS$'s progress toward achieving its goals and objectives for using
these systems to detect fraud, waste, and abuse. All work on which this
testimony is based was conducted at CMS'’s headquarters in Baltimore,
Maryland, between June 2010 and July 2011, in accordance with
generally accepted government auditing standards. Those standards
require that we plan and perform the audit to obtain sufficient, appropriate
evidence to provide a reasonable basis for our findings and conclusions
based on our audit objectives. We believe that the evidence obtained
provides a reasonable basis for our findings and conclusions based on
our audit objectives.

Background

Like financial institutions, credit card companies, telecommunications
firms, and other private sector companies that take steps to protect
customers’ accounts, CMS uses information technology to help detect
cases of improper claims and payments. For more than a decade, the
agency and its contractors have used automated software tools to
analyze data from various sources {o detect patterns of unusual activities
or financial transactions that indicate payments could have been made for
fraudulent charges or improper payments. For example, to identify
unusual billing patterns and support investigations and prosecutions of
cases, analysts and investigators access information about key actions
taken to process claims as they are filed and the specific details about
claims already paid. This would include information on claims as they are
billed, adjusted, and paid or denied; check numbers on payments of
claims; and other specific information that could help establish provider
intent.

CMS uses many different means to store and manipulate data and, since
the establishment of the agency's program integrity initiatives in the

*GAOQ, Fraud Detection Systems: Centers for Medicare and Medicaid Services Needs to
Ensure More Widespread Use, GAQ-11-475 (Washington, D.C.2 June 30, 2011).
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1890s, has built multiple, disparate databases and analytical software
tools to meet the individual and unique needs of various programs within
the agency. In addition, data on Medicaid claims are stored by the states
in multiple systems and databases, and are not readily available to CMS.
According to agency program documentation, these geographically
distributed, regional approaches to data storage result in duplicate data
and limit the agency’s ability to conduct analyses of data on a nationwide
basis. As a result, CMS has been working for most of the past decade to
consolidate its databases and analytical tools,

CMS’s Initiative to Develop
a Centralized Source of
Medicare and Medicaid
Data

In 2006, CMS officials expanded the scope of a 3-year-old data
modernization strategy to not only modernize data storage technology,
but also to integrate Medicare and Medicaid data into a centralized
repository so that CMS and its partners could access the data from a
single source. They called the expanded program IDR.

According to program officials, the agency’s vision was for IDR to become
the single repository for CMS’s data and enable data analysis within and
across programs. Specifically, this repository was to establish the
infrastructure for storing data related to Medicaid and Medicare Parts A,
B, and D claims processing,® as well as a variety of other agency
functions, such as program management, research, analytics, and
business intelligence.

CMS envisioned an incremental approach to incorperating data into IDR.
Specifically, it intended to incorporate data related to paid claims for all
Medicare Part D data by the end of fiscal year 2008, and for Medicare
Parts A and B data by the end of fiscal year 2007. The agency also
planned to begin to incrementally add all Medicaid data for the 50 states
in fiscal year 2009 and to complete this effort by the end of fiscal year
2012,

Initial program plans and schedules aiso included the incorporation of
additional data from legacy CMS claims-processing systems that store

“Medicare Part A provides payment for inpatient hospital, skilled nursing facility, some
home health, and hospice services, while Part B pays for hospital outpatient, physician,
some home heaith, durable medical equipment, and preventive services. Further, all
Medicare beneficiaries may purchase coverage for outpatient prescription drugs under
Medicare Part D.
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and process data related to the entry, correction, and adjustment of
claims as they are being processed, along with detailed financial data
related to paid claims. According to program officials, these data, called
“shared systems” daia, are needed to support the agency’s plans to
incorporate tools to conduct predictive analysis of claims as they are
being processed, helping to prevent improper payments. Shared systems
data, such as check numbers and amounts related to claims that have
been paid, are also needed by law enforcement agencies to help with
fraud investigations. CMS initially planned to have all the shared systems
data included in DR by July 2008.

CMS’s Initiative to Develop
and Implement Analytical
Tools for Detecting Fraud,
Waste, and Abuse

Also in 2006, CMS initiated the One P! program with the intention of
developing and implementing a portal and software tools that would
enable access to and analysis of claims, provider, and beneficiary data
from a centralized source. The agency’s goal for One Pl was to support
the needs of a broad program integrity user community, including agency
program integrity personnel and contractors who analyze Medicare claims
data, along with state agencies that monitor Medicaid claims. To achieve
its goal, agency officials planned to implement a tool set that would
provide a single source of information to enable consistent, reliable, and
timely analyses and improve the agency’s ability to detect fraud, waste,
and abuse. These tools were o be used to gather data from IDR about
beneficiaries, providers, and procedures and, combined with other data,
find billing aberrancies or outliers. For example, an analyst could use
software tools to identify potentially fraudulent trends in ambulance
services by gathering the data about claims for ambulance services and
medical treatments, and then use other software to determine
associations between the two types of services. If the analyst found
claims for ambulance travel costs but no corresponding claims for
medical treatment, it might indicate that further investigation could prove
that the billings for those services were fraudulent.

According to agency program planning documentation, the One P}
system was also to be developed incrementally to provide access to IDR
data, analytical tools, and portal functionality. CMS planned to implement
the One Pl portal and two analytical tools for use by program integrity
analysts on a widespread basis by the end of fiscal year 2009. The
agency engaged contractors to develop the system,

Page 4 GAO-11-822T
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IDR and One PI Are in
Use, but Lack Data
and Functionality
Essential to CMS’s
Program Integrity
Efforts

IDR has been in use by CMS and coniractor program integrity analysts
since September 2006 and currently incorporates data related to claims
for reimbursement of services under Medicare Parts A, B, and D.
According to program officials, the integration of these data into IDR
established a centralized source of data previously accessed from
multiple disparate system files.

However, although the agency has been incorporating data from various
sources since 2006, IDR does not yet include all the data that were
planned to be incorporated by the end of 2010 and that are needed to
support enhanced program integrity initiatives. Specifically, although initial
program integrity requirements included the incorporation of the shared
systems data by July 2008, these data have not yet been added to IDR.
As such, analysts are not able to access certain data from DR that would
help them identify and prevent payment of fraudulent ciaims. According to
IDR program officials, the shared systems data were not incorporated as
planned because funding for the development of the software and
acquisition of the hardware needed to meet this requirement was not
approved until the summer of 2010. Since then, IDR program officials
have developed project plans and identified user requirements, and told
us that they plan to incorporate shared systems data by November 2011.

In addition, 1DR does not yet include the Medicaid data that are critical to
analysts’ ability to detect fraud, waste, and abuse in this program. While
program officials initially planned to incorporate 20 states’ Medicaid data
into IDR by the end of fiscal year 2010, the agency had not incorporated
any of these data into the repository as of May 25, 2011. Program officials
told us that the original plans and schedules for obtaining Medicaid data
did not account for the lack of funding for states to provide Medicaid data
to CMS, or the variations in the types and formats of data stored in
disparate state Medicaid systems. Consequently, the officials were not
able to collect the data from the states as easily as they expected and did
not complete this activity as originally planned.

in December 2009, CMS initiated another agencywide program intended
to, among other things, identify ways to collect Medicaid data from the
many disparate state systems and incorporate the data into a single data
store. As envisioned by CMS, this program, the Medicaid and Children’s
Heaith insurance Program Business Information and Solutions (MACBIS)
program, is to include activities in addition to providing expedited access
to current data from state Medicaid programs. According to agency
planning documentation, as a result of efforts to be initiated under the
MACBIS program, CMS expects to incorporate Medicaid data for all 50
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states into IDR by the end of fiscal year 2014. This enterprisewide
initiative is expected to cost about $400 million through fiscal year 2016,

However, program officials have not defined plans and reliable schedules
for incorporating the additional data into IDR that are needed to support
the agency's program integrity goals. Yet, doing so is essential to
ensuring that CMS does not repeat mistakes of the past that stand to
jeopardize the overall success of its current efforts. In this regard, more
than a decade ago, we reported on the agency's efforts to replace
multiple claims processing systems with a single, unified system.® Among
other things, that system was intended to provide an integrated database
to help the agency in identifying fraud and abuse. However, as the
system was being developed, we reported repeatedly that the agency
was not applying effective investment management practices to its
planning and management of the project. Further, we reported that the
agency had no assurance that the project would be cost-effective,
delivered within estimated timeframes, or even improve the processing of
Medicare claims. Lacking these vital project management elements, CMS
subsequently haited that troubled initiative without delivering the intended
system—after investing more than $80 million over 3-and-a-half years.

Until the agency defines plans and reliable schedules for incorporating
the additional data into IDR, it cannot ensure that current development,
implementation, and deployment efforts will provide the data and
technical capabilities needed to enhance CMS’s efforts to detect potential
cases of fraud, waste, and abuse.

Beyond the IDR initiative, CMS program integrity officials have not yet
taken appropriate actions to ensure the use of One Pl on a widespread
basis for program integrity purposes. According to program officials, the
system was deployed in September 2009 as originally planned and
consisted of a portal that provided Web-based access to software tools
used by CMS and contractor analysts to retrieve and analyze data stored
in IDR. As currently implemented, the system provides access to two
analytical tools. One tool is a commercial off-the-shelf decision support
tool that is used to perform data analysis to, for example, detect patterns

SGAQ, Medicare Automated Systems. Weaknesses in Managing Information Technology
Hinder Fight Against Fraud and Abuse, GAO/T-AIMD-87-176 (Washington, D.C.
September 29, 1897). At the time of this report, CMS was known as the Health Care
Financing Administration,
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of activities that may identify or confirm suspected cases of fraud, waste,
or abuse. The second tool provides users with extended capabilities to
perform more complex analyses of data. For example, it allows the user
to customize and create ad hoc queries of claims data across the different
parts of the Medicare program.

However, while program officials deployed the One Pl portal and two
analytical tools, the system is not being used as widely as planned
because CMS and contractor analysts have not received the necessary
training for its use. in this regard, program planning documentation from
August 2009 indicated that One P! program officials had planned for 639
analysts to be trained and using the system by the end of fiscal year
2010; however, CMS confirmed that by the end of October 2010, only 42
of those intended users had been trained o use One PI, with 41 actively
using the portal and tools. These users represent fewer than 7 percent of
the users originally intended for the program.

Program officials responsible for implementing the system acknowledged
that their initial training plans and efforts had been insufficient and that
they had consequently initiated activities and redirected resources to
redesign the One P training plan in April 2010; they began to implement
the new training program in July of that year. As of May 25, 2011, One P!
officials told us that 62 additional analysts had signed up to be trained in
2011 and that the number of training classes for One Pl had been
increased from two fo four per month. Agency officials, in commenting on
our report, stated that since January 2011, 58 new users had been
trained; however, they did not identify an increase in the number of actual
users of the system.

Nonetheless, while these activities indicate some progress toward
increasing the number of One Pl users, the number of users expected to
be trained and to begin using the system represents a small fraction of
the population of 639 intended users. Moreover, as of late May 2011, One
P! program officials had not yet made detailed plans and developed
schedules for completing training of all the intended users. Agency
officials concurred with our conclusion that CMS needs to take more
aggressive steps o ensure that its broad community of analysts is
trained. Until it does so, the use of One Pl may remain limited to a much
smaller group of users than the agency intended, and CMS will continue
to face obstacles in its efforts to deploy One Pi for widespread use
throughout its community of program integrity analysts.

Page 7 GAO-11-822T
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CMS Is Not Yet
Positioned to Identify
Financial Benefits or
to Fully Meet Program
Integrity Goals and
Objectives through
the Use of IDR and
One P1

Because IDR and One P1 are not being used as planned, CMS officials
are not yet in a position to determine the extent to which the systems are
providing financial benefits or supporting the agency’s initiatives to meet
program integrity goals and objectives. As we have reported, agencies
should forecast expected benefits and then measure actual financial
benefits accrued through the implementation of information technology
programs.® Further, the Office of Management and Budget (OMB)
requires agencies to report progress against performance measures and
targets for meeting them that reflect the goals and objectives of the
programs,” To do this, performance measures should be outcome-based
and developed with stakeholder input, and program performance must be
monitored, measured, and compared to expected results so that agency
officials are able to determine the extent to which goals and objectives
are being met. In addition, industry experts describe the need for
performance measures {0 be developed with stakeholders’ input early in a
project’s planning process to provide a central management and planning
tool and to monitor the performance of the project against plans and
stakeholders' needs,

While CMS has shown some progress toward meeting the programs’
goals of providing a centralized data repository and enhanced analytical
capabilities for detecting improper payments due to fraud, waste, and
abuse, the current implementation of IDR and One Pl does not position
the agency to identify, measure, and track financial benefits realized from
reductions in improper payments as a result of the implementation of
either system. For example, program officials stated that they had
developed estimates of financial benefits expected to be realized through
the use of IDR. The most recent projection of total financial benefits was
reported to be $187 million, based on estimates of the amount of
improper payments the agency expected to recover as a result of
analyzing data provided by [DR. With estimated life-cycie program costs
of $90 million through fiscal year 2018, the resuiting net benefit expected
from implementing 1DR was projected to be $97 million. However, as of

SGAO, Secure Border Initiative: DHS Needs to Reconsider its Proposed Investment in Key
Technology Program, GAQ-10-340 (Washington, D.C.; May 5, 2010) and DOD Business
Systems Madernization: Planned Investment in Navy Program to Create Cashigss
Shipbeard Environment Needs to be Justified and Better Managed, GAO-08-922
{Washington, D.C... Sept. 8, 2008).

TOMB, Guide to the Performance Assessment Rating Tool.
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March 2011, program officials had not identified actual financial benefits
of implementing IDR.

Further, program officials’ projection of financial benefits expected as a
result of implementing One Pl was most recently reported to be
approximately $21 billion. This estimate was increased from initia}
expectations based on assumptions that accelerated pians to integrate
Medicare and Medicaid data into IDR would enable One Pl users to
identify increasing numbers of improper payments sooner than previously
estimated, thus allowing the agency to recover more funds that have
been lost due to payment errors.

However, the current implementation of One PI has not yet produced
outcomes that position the agency to identify or measure financial
benefits. CMS officials stated at the end of fiscal year 2010—more than a
year after deploying One Pl—that it was too early to determine whether
the program has provided any financial benefits. They explained that,
since the program had not met its goal for widespread use of One P,
there were not enough data available to quantify financial benefits
attributable to the use of the system. These officials said that as the user
community is expanded, they expect to be able to begin to identify and
measure financial and other benefits of using the system.

In addition, program officials have not developed and tracked outcome-
based performance measures to help ensure that efforts to implement
One Pl and IDR meet the agency’s goals and objectives for improving the
results of its program integrity initiatives. For example, outcome-based
measures for the programs would indicate improvements to the agency’s
ability to recover funds lost because of improper payments of fraudulent
claims. However, while program officials defined and reported to OMB
performance targets for |DR related to some of the program'’s goals, they
do not reflect the goal of the program to provide a single source of
Medicare and Medicaid data that supports enhanced program integrity
efforts. Additionally, CMS officials have not developed guantifiable
measures for meeting the One Pl program’s goals. For example,
performance measures and targets for One Pl include increases in the
detection of improper payments for Medicare Parts A and B claims.
However, the limited use of the system has not generated enough data to
quantify the amount of funds recovered from improper payments.

Because it lacks meaningful outcome-based performance measures and

sufficient data for tracking progress toward meeting performance targets,
CMS does not have the information needed to ensure that the systems
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are useful to the extent that benefits realized from their implementation
help the agency meet program integrity goals. Further, untii CMS is better
positioned to identify and measure financial benefits and establishes
outcome-based performance measures to help gauge progress toward
meeting program integrity goals, it cannot be assured that the systems
will contribute to improvements in CMS’s ability to detect fraud, waste,
and abuse in the Medicare and Medicaid programs, and prevent or
recover biflions of dollars lost to improper payments of claims.

Given the critical need for CMS to improve the management of and
reduce improper payments within the Medicare and Medicaid programs,
our report being released today recommends a number of actions that we
consider vital to helping CMS achieve more widespread use of IDR and
One P! for program integrity purposes. Specifically, we are
recommending that the Administrator of CMS

« finalize plans and develop schedules for incorporating additional data
into 1DR that identify all resources and activities needed to complete
tasks and that consider risks and obstacles to the IDR program;

« implement and manage plans for incorporating data in IDR to meet
schedule milestones;

« establish plans and reliable schedules for training all program integrity
analysts intended to use One PI;

« establish and communicate deadlines for program integrity
contractors to complete training and use One Pl in their work;

« conduct training in accordance with plans and established deadlines
to ensure schedules are met and program integrity contractors are
trained and able to meet requirements for using One PI;

» define any measurable financial benefits expected from the
implementation of IDR and One PI; and

« with stakeholder input, establish measurable, outcome-based

performance measures for IDR and One PI that gauge progress
toward meeting program goals.
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« In commenting on a draft of our report, CMS agreed with these
recommendations and indicated that it plans to take steps to address
the challenges and problems that we identified during our study.

In summary, CMS's success toward meeting its goals o enhance
program integrity will depend upon the agency’s incorporation of all
needed data into IDR as well as the effective use of the systems by the
agency's broad community of program integrity analysts. In addition, a
vital step will be the identification of measurable financial benefits and
performance goals expected to be attained through improvements in the
agency’s ability to prevent and detect fraudulent, wasteful, and abusive
claims and resulting improper payments. in taking these steps, the
agency will better position itself to determine whether these systems are
useful for enhancing CMS’s ability to identify fraud, waste, and abuse
and, consequently, reduce the loss of funds resulting from improper
payments of Medicare and Medicaid claims.

Mr. Chairman, this concludes my prepared statement. | wouid be pleased
to answer any questions you or other Members of the Subcommittee may
have.
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Testimony of:
Louis Saccoccio
Executive Director

National Health Care Anti-Fraud Association

Good afternoon, Chairman Carper, Ranking Member Brown and other distinguished Members of
the Subcommittee. 1 am Louis Saccoccio, Executive Dircetor of the National Health Care Anti-

Fraud Association (NHCAA).

NHCAA was established in 1985 and is the leading national organization focused exclusively on
combating health care fraud. We are uncommon among associations in that we are a private-
public partnership—our members comprise more than 85 of the nation’s most prominent private
health insurers, along with more than 85 federal, state and local government law enforcement
and regulatory agencies that have jurisdiction over health care fraud who participate in NHCAA

as law enforcement liaisons.

NHCAA’s mission is simple: To protect and serve the public interest by increasing awareness
and improving the detection, investigation, civil and criminal prosecution and prevention of
health care fraud. The magnitude of this mission remains the same regardless of whether a
patient has private health coverage as an individual or through an employver, or is covered by a

public program such as Medicare, Medicaid, or TRICARE.

I am grateful for the opportunity to discuss the problem of health care fraud with you. In my
testimony today, I draw upon our organization’s 25-plus vears of experience focusing on this
single issue. Health care fraud is a serious and costly problem that affects every patient and every
taxpayer in America. The financial losses due to health care fraud are estimated to range from
$75 billion to a staggering $250 billion a year. These financial losses are compounded by

numerous instances of patient harm—unfortunate and insidious side effects of health care fraud.

3%
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Health care fraud is an exceptionally complex crime that manifests in countless ways. There are
many variables at play. Considering that billions of medical claims are generated in the United
States every year, the sheer volume of health care claims makes fraud detection a challenge.
Medicare alone pays 4.4 million claims per day to 1.5 million providers nationwide. Anyone in
the system can conceivably commit fraud, and those committing fraud have the full range of
medical conditions and treatments and the entire population of patients on which to basc false
claims. Detecting health care fraud often requires the knowledge and application of clinical best
practices. as well as knowledge of medical terminology and specialized coding systems,
including CPT and CDT codes, DRGs, ICD-9 codes, and the forthcoming ICD-10 codes.
Clearly, health care fraud can be a challenging crime to prevent and detect, The perpetrators of
this crime have proven themselves to be creative, nimble and aggressive. Therefore, investing in
and employing the most effective fraud prevention and detection techniques is critical to

achicving success.

Beyond the monetary losses, health care fraud is a crime that directly affects the quality of health
care delivery. Patients are physically and emotionally harmed by health care fraud. The
perpetrators of some types of health care fraud schemes deliberately and callously place trusting
patients at significant risk of injury or even death. While distressing to imagine, there are cases
where patients have been subjected to unnecessary, dangerous and invasive medical procedures
simply because of greed. Conscquently, fighting health care fraud is not only a financial
necessity: it is a patient safety imperative. Anti-fraud efforts identify and prevent unnecessary

and potentiaily harmtul medical care and procedures.

Additionally, anti-fraud efforts identify dangerous prescription drug abuse by patients,
overprescribing by some physicians, and involvement by some pharmacists who are complicit in
the scheme. Prescription drug abuse is a growing problem. Addicts will go “doctor shopping™ in
order to get multiple prescriptions from scveral physicians and will then fill them at different
pharmacies.  Often, it’s the insurer who is best able to connect the dots and identify
overprescribing by physicians and prescription drug abuse by patients. NHCAA also sees

promise in state prescription drug monitoring programs as a means to not only identify fraud but
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to protect patients. Encouraging state investments in these monitoring programs through
incentives is a worthwhile consideration, as is examining interoperability among state programs.
Useful insights about drug diversion and other pharmacy-related fraud trends could likely be
identified if the ability to compare or consider monitoring program data across multiple states

were formalized.

Health care anti-fraud efforts also identify and help prevent medical identity theft. Using a
person’s name or other identifying information without that person’s knowledge or consent to
obtain medical services, or to submit false insurance claims for payment, constitutes medical
identity theft. It can result in erroneous information being added to a person’s medical record or
the creation of a fictitious medical record in the victim’s name. These victims could receive the
wrong (and potentially harmful) medical treatment. find that their health insurance benefits have
been exhausted, become uninsurable for life insurance coverage, or have their ability to obtain
employment impacted. Untangling the web of deceit spun by perpetrators of medical identity
theft can be a grueling and stressful endeavor, and the effects of this crime can plague a victim’s

medical and financial status for years to come. And medical identity theft is not a crime limited

to patients—with increasing regularity, health care providers are finding themselves victims of

identity theft too, often resulling in serious damage to their professional reputations.

My testimony today will focus on three issues which NHCAA belicves are critical to
successfully combat health care fraud. The first is the importance of anti-fraud information
sharing among all payers of health care, including the sharing of information between private
insurers and public programs. The second is the critical role of data consolidation and data
analytics in being able to prevent precious health care dollars from being lost to fraud. Finally, 1
will address the value of new anti-fraud tools provided by recent legislation, including the
Affordable Care Act {ACAY and the Small Business Jobs and Credit Act of 2010, and the need to
build upon these new tools to ensure continued and consequential private and public investment

in anti-fraud efforts,

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00086 Fmt6601 Sfmt6601 P:\DOCS\68015.TXT JOYCE

68015.046



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

83

Mationd Health Care AntiFratd Aseociation”

I.  The sharing of anti-fraud information among all payers -
government programs and private insurers alike — is crucial to
successfully fighting health care fraud and should be encouraged

and enhanced.

Health care fraud does not discriminate between types of medical coverage. The same schemes
used to defraud Medicare migrate over to private insurers. and schemes perpetrated against
private insurers make their way into government programs. Additionally, many private insurers
are Medicare Parts C and D contractors or provide Medicaid coverage in the states. making clear

the intrinsic connection between private and public interests.

NHCAA has stood as an example of the power of a private-public partnership against health care
fraud since its founding, and we believe that health care fraud should be addressed with private-
public solutions, Government entitics, tasked with fighting fraud and safeguarding our health
system. and private insurers. responsible for protecting their beneficiaries and customers, can and
should work cooperatively on this critical issue of mutual interest. Our experience has taught us
that investigative information sharing works in combating health care fraud. and NHCAA

dedicates itself to providing venues in which the sharing of relevant information can take place.

For example, NHCAA hosts several anti-fraud information-sharing meetings each year in which
private health plans and representatives of the FBI, the Investigations Division of HHS-OIG,
State Medicaid Fraud Control Units, TRICARE. and other federal and state agencies come
together to share information about emergent fraud schemes and trends. Moreover. NHCAA's
Request for Investigation Assistance (RIA) process allows government agents to easily query
private health insurers regarding their financial exposure in active health care fraud cases. For
the past decade, NHCAA has conducted a biennial survey of its private-sector members that
aims 1o assess the structure, staffing. funding, operations and results of health insurer
investigative units. In the most recent survey report (with data collected in 2009), 100% of

respondents reported that they responded to NHCAA Requests for Investigation Assistance from
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faw enforcement. Earlier this year, an FBI special agent who had submitted an RIA provided
NHCAA feedback regarding the value of the process, stating that an estimated $1.5 million in
additional fraud dollars were identified as a result. The special agent rated the RIA process as

“Excellent.™

In addition to the NHCAA-sponsored information-sharing forums, many U.S. Attorney Offices
sponsor health care fraud task forces that hold routine meetings. In the same survey mentioned
above, 89 percent of NHCAA private insurer members stated that they have shared case
information at law enforcement-sponsored health care fraud task force meetings.' It is clear that
private insurers regularly share information with law enforcement, which in turn aids ongoing

investigations.

The Department of Justice (DOJ) has developed guidelines for the operation of the Health Care
Fraud & Abuse Control Program (HCFAC) established by HIPAA, which provide a strong basis
for information sharing. The “Statement of Principles for the Sharing of Health Care Fraud
Information between the Department of Justice and Private Health Plans™ recognizes the
importance of a coordinated program, bringing together both the public and private sectors in the
organized fight against health care fraud.? Likewise, CMS has recognized the value of greater
information sharing. During a September 22, 2010 Congressional subcommittee hearing, Peter
Budetti, M.D., 1.D., Deputy Administrator and Director of the Center for Program Integrity,
stated: “Sharing information and performance metrics broadly and engaging internal and external
stakeholders involves establishing new partnerships with government and private sector groups.
Because the public and private sectors have common challenges in fighting fraud and keeping
fraudulent providers at bay, it makes sense that we should join together in seeking common

solutions.”

In Philadelphia this past June, the Department of Health and Fluman Services (HHS) and the

Department of Justice (DOJ) co-hosted their sixth regional Health Care Fraud Prevention

' NHCAA Anti-Fraud Management Survey for Calendar Year 2009, National Health Care Anti-Fraud Association,
June 2010,
% See hitp/iwww usdol.gov/ag/readingroomshearefrand? him.
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Summit. The importance and promise of partnership in fighting health care fraud emerged as a
major theme of the event. Attorney General Eric Holder offered keynote remarks highlighting
the value of information sharing and collaboration in tackling health care fraud: “When it comes
to addressing a challenge as urgent, as complex. and as widespread as health care fraud, we need
an innovative, proactive. and collaborative approach... There’s no question that we need strong
public-private partnerships.”™ Further asserting his commitment to this idea, Attorney General
Holder said, “[The 1DOJ] will continue to engage key stakeholders in the private sector in our
anti-fraud efforts...As we move forward, we will seek out guidance from representatives of the

insurance industry and in the health care-provider community.”

Likewise, in her keynote remarks. HHS Secretary Kathleen Sebelius described the Summit as
“an important opportunity to build partnerships between public and private stakeholders who are
invested in our fight against health care fraud. We have already begun to develop the

relationships that can form the foundation for long-term cooperation.

The Summit agenda was designed to showcase private-public partnerships against fraud that

have yielded success. For example, one panel discussion was based on the United States of

America v. Stephen J. Schneider, D.O and Linda K. Schneider, 1.P.N. case, the prosecution of
which was honored with the NHCAA 2010 Investigation of the Year Award. This four-year
investigation into the operation of a pain management clinic in a small community south of
Wichita, Kansas involved extensive over-prescribing of controlled substances, resulting in more
than 100 drug overdoses. with the deaths of at least 68 persons linked to the case. The far-
reaching investigative team included federal, state and private-sector representatives, offering a

perfect illustration of the efficacy of private-public partnership.

Another example that illustrates the power of cooperative efforts against health care fraud can be
found in South Florida, viewed by many as the epicenter for emerging fraud schemes. Here,

“phantom” health care providers, which do not exist except on paper, yet manage to defraud

* See http://www.justice.gov/iso/opa/ag/speeches/2011/ag-speech-110617.htm!

* See http://www.hhs gov/secretary/about/speeches/sp20110617.htm!
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public and private programs of millions of dollars. had become an acute problem over the last

several years.

One effort by HHS-01G in 2007 to validate durable medical equipment. prosthetics, orthotics.
and supply (DMEPQS) providers under Medicare revealed that nearly one third - 491 -~ of the
1,581 DME providers in three South Florida counties simply did not exist.’ These phantom
providers had collected hundreds of millions of dollars from Medicare, Medicaid and other
public programs. As a result of this type of wide-spread fraud, the Department of Justice

organized its first Health Care Fraud Strike Force in Miami-Dade County.®

While the government-led Strike Force was investigating, significant intelligence about these
phantom providers was also being developed by private health insurers. much of it driven by
information provided by beneficiaries — individuals who reccived Explanation of Benefit forms
for services they had not received. Once information began to be shared between the public and
private sectors, NHCAA member company investigators were able to review beneficiary
information to determine that the same Social Security numbers were being used repeatedly by
these phantom providers. A search of claim histories showed short, intense billing cycles by
these providers, billing numerous services within a week or two. When investigators tried to
contact these alleged providers by telephone. they typically found disconnected numbers or full

voicemail boxes. Messages that were left by investigators were never returned.

[0 response to the challenge of phantom providers and other health care fraud schemes in South
Florida, including fraud schemes involving infusion therapy and home health care, NHCAA
formed a South Florida Work Group. In meetings held in 2009 and 2010, this NHCAA work
group brought together representatives of private insurers, FBI headquarters and 10 FBI field
divisions, the Centers for Medicare and Medicaid Services (CMS), the Department of Health and
Human Services Office of Inspector General (HHS-O1G), the Justice Department, the Miami

U.S. Attorney’s Office, the Office of Personnel Management Office of Inspector General (OPM-

* See http://oig.hhs.govipublications/docs/press/2007/PRSouthFlorida.pdf.
© See http://www stopmedicarefraud.gov/heatsuccess/heat_taskforce miami.pdf.

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00090 Fmt6601 Sfmt6601 P:\DOCS\68015.TXT JOYCE

68015.050



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

87

Hational Health Care AntiFraud Association”

O1G), the Department of Defense (DOD) TRICARE, and local law enforcement to address the
health care fraud schemes emerging from South Florida. The details of these schemes, the
investigatory tactics, and the results of recent prosecutions were discussed with the dual goals of
preventing additional losses in South Florida and preventing the schemes from spreading and

taking hold in other parts of the nation.

Despite how information sharing has progressed between the private and public payers of health
care, on occasion some federal and state agents have been under the misapprehension that they
do not have the authority to share information about health care fraud with private insurers,
creating an unnecessary yet significant obstacle in coordinated fraud fighting efforts. It would
greatly enhance the fight against health care fraud if federal and state agencies clearly
communicate with their agents the guidelines for sharing information with private insurers,
emphasizing that information sharing for the purposes of preventing, detecting and investigating
health care fraud is authorized, encouraged and consistent with applicable legal principles.
NHCAA is working closely with the HHS-O1G, CMS, and DOJ to identify the barriers, both
actual and perceived, to more effective anti-fraud information sharing with the goal of increasing

the effectiveness of this critical tool in the fight against health care fraud.

We understand that Senate Bill 1251, the anti-fraud measure recently introduced by Senators
Carper and Coburn, includes several provisions that promote expanded data sharing, The bill
describes a plan to permit Medicare program safeguard contractors (PSCs) and “other oversight
contractors” such as Zone Program Integrity Contractors (ZP1Cs), Recovery Audit Contractors
(RACs) and the special investigations units of Medicare contractors access to relevant
government data as a means to improve fraud fighting. The legislation also includes a provision
to expand access to the integrated data repository (IDR) established under the Affordable Care
Act to “relevant State agencies,” including state Medicaid plans. CHIP plans and Medicaid Fraud

Control Units.

Sharing information and data with contractors of federal health programs and with state health

programs is crucial to the success of anti-fraud efforts. Consistent with this concept, we also

9
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would urge that, as CMS and the HHS-O1G move forward with data consolidation and analytics,
the information developed from Medicare and Medicaid data on emerging fraud schemes and
trends and their geographic locations be shared with private insurers to ensure the most effective
and comprehensive focusing of anti-fraud resources, and to enhance the private-public

partnership against health care fraud.

II. Data aggregation and analysis are essential tools in health care

fraud detection and prevention.

The numbers are staggering: The U.S. health care system spends $2.5 trillion dollars and
generates billions of claims a year from hundreds of thousands of health care serviee and product
providers. The vast majority of these providers of services and products bill multiple payers. both
private and public. For example, a health care provider may be billing Medicare. Medicaid. and
several private health plans in which it is a network provider, and may also be billing other
health plans as an out-of-network provider. However, when analyzing claims for potential fraud,
cach payer is limited to the claims it receives and adjudicates. There is no single repository of
health care claims similar to what exists for property and casualty insurance claims.” The
complexity and size of the health care system, along with understandable concerns for patient
privacy. probably make such a database impracticable. This fact further emphasizes the

importance of anti-fraud information sharing among all payers of health care.

Nevertheless, data consolidation is possible at some level. NHCAA is encouraged by the
expanded data matching provisions provided for in Section 6402(a) of the Affordable Care Act.
This section mandates an expanded “Integrated Data Repository™ at CMS that will incorporate
data from all federal health care programs. The law stipulates that inclusion of Medicare data
into the Integrated Data Repository “shall be a priority,” and data from the other federal
programs shall be included “as appropriate.” As a result, this provision establishes the abiliry to

create an “all claims™ database, albeit limited to government programs, with the purpose of

* See hitps;//claimsearch.iso.com
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conducting law enforcement and oversight activities. This is a major step in the right direction
for analyzing claims data in a way that will stem potential losses and identify emerging schemes

at the earliest possible time.

Given the diversity of providers and payers and the complexity of the health care system—as
well as the sheer volume of activity—the challenge of preventing fraud is enormous. Clearly, the
only way to detect emerging fraud patterns and schemes in a timely manner is to aggregate
claims data as much as practicable, then apply cutting-edge technology to the data to detect risks
and emerging fraud trends. The “pay and chase™ model of combating health care fraud, while

necessary in certain cascs, is no longer tenable as the primary method of fighting this crime.

In recognition of this fact, some commercial health insurers have begun to utilize, or are in the
process of evaluating the usc of, predictive analytics, applying them to fraud prevention cfforts
on the front end, prior to medical ¢laims being paid. This is similar to the technology that credit
card companies and financial institutions use to detect and prevent fraud. It works by searching
vast amounts of data and applying risk-scoring and building models based on patterns that
emerge from that data. At the June Fraud Prevention Summit in Philadelphia, Jeff Brewer of
technology company FICO participated in a panel that discussed the use of technology and data
sharing among private and public payers. FICO, an NHCAA member, has extensive experience
in applying predictive modeling techniques to the financial services industry and is now applying
these technologies to health care, with clients such as Highmark Blue Cross Blue Shield in
Pennsylvania. Mr. Brewer explained that within a paver organization, there arc many
stakeholders and real-time data analytics solutions really must work as “enterprise-wide
systems.” In estimating the promise that data analytics holds for health care, he stated. “FICO
technology works in real-time-—by milliseconds—rfor your credit card. We hope to get health

care there. The technology is there.™

The federal government has also recognized the value of data analysis as a key aspect of its inter-
agency HEAT initiative. The Health Care Fraud Prevention and Enforcement Action Team

(HEAT) counts among its goals improved data sharing—including access to real-time data—to
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detect fraud patterns, and strengthened partnerships between the public and private health
sectors. The Medicare Strike Force model employed by the HEAT program combines all
Medicare paid claims into a single, searchable database, identifying potential fraud more quickly
and effectively. There are currently Strike Force teams operating in nine metro centers across the
country. The Strike Forces’ use of improved real time data access and analysis has resulted in
more than 520 successtul prosccutions and 465 indictments involving charges filed against 829

defendants over the last four years.*

Congress has demonstrated its commitment to combating fraud by applying predictive modeling
techniques to health care anti-fraud efforts through the Small Business Jobs and Credit Act of
2010. The Act includes language that establishes predictive analytics technologies requirements
for the Medicare fee-for-service program, directing the HHS Secretary to use predictive
modeling and other analytics technologies to identity improper claims for reimbursement and
prevent their payment. Last month, Secretary Sebelius announced that Notthrop Grumman,
together with National Government Services and Federal Network Systers, a Verizon company,
had been selected to implement the predictive modeling and analytic technology requirements

under the Small Business Jobs and Credit Act, beginning July 1.

NHCAA supports efforts among its members, both public and private, to shift greater attention
and resources to predictive modeling, real-time analytics and other data intensive tools that will
help detect fraud sooner and prevent its manifestation. We are particularly anxious to learn about
the results of the predictive modeling project for Medicare fee-for-service now underway at
HHS. Clearly one of Medicare’s strengths in terms of fraud detection is the enormous amount of
data the program generates and collects, Applying predictive modeling to that data could yield

very powerful, game-changing resuits,

¥ These statistics are for the period of May 7, 2007 through September 30, 2010 as reported in the HCFAC Report
for Fiscal Year 2010, http://oig hhs gov/publications/docs/hefac/hefacreport2010 pdf.
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III. Investment in innovative health care fraud prevention,
detection and investigation tools and programs is vital and should be

encouraged.

There is no doubt that good work has been done in the fight against health care fraud. When it
was established under HIPAA, the National Health Care Fraud & Abuse Control Program
(HCFAC) was intended to be “a far-reaching program to combat fraud and abuse in health care,
including both public and private health plans."q Now. 14 vears later, the documented success of
the HCFAC affirms the wisdom of making that investment. Published in January 2011, the
HCFAC report for Fiscal Year 2010 shows a return on investment (RO of $4.90 for every $1
spent since the program began. The three-year average ROI for Fiscal Years 2008-2010 is
considerable at $6.80 to $1. According to the report, the HCFAC account has returned more
than $18 billion to the Medicare Trust Fund since the program’s inception. Similar to the
HCFAC program findings, NHCAA’s private-sector members consistently yield solid returns for
their anti-fraud investments. It should be noted that, given the wide range in terms of size and
scope of business of NHCAA’s private insurer members, the ROI for anti-fraud activities varies
from company to company.

More recent programmatic anti-fraud initiatives—including the HEAT program, the Medicare

Strike Forces, as well as National and Regional Health Care Fraud Prevention Summits co-
hosted by Secretary Sebelius and Attorney General Holder—have also demonstrated success and
promise, employing collaborative approaches to prevent and identify health care fraud, and
educating providers and beneficiarics about the problem of fraud. Moreover, the numerous anti-
fraud tools enabled by the Affordable Care Act (ACA) are very good news for patients and
taxpayers alike. For instance, the new screening requirements for providers participating in
Medicare, Medicaid and the Children’s Health Insurance Program (CHIP) are a big step in the

direction of preventing fraud before it occurs by helping to deny access to these programs by

°See http://oig.hhs.gov/publications/docs/hefac/hefacreport2010.pdf, The Department of Health and Human
Services and The Department of Justice Health Care Fraud and Abuse Control Program Annual Report for Fiscal
Year 2010, page 3.
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potential fraudsters. Based on the potential risk of fraud by categories of provider, the three
levels of provider screening spelled out in the final rule will serve to protect our nation’s health

care investment.

The ACA also authorizes the Secretary to impose a temporary moratorium (6 months) on the
enrollment of new providers of services and suppliers under Medicare, Medicaid and CHIP when
necessary to prevent or combat fraud, waste or abuse. Notably, the final rule allows for moratoria
in cases where CMS identifies a particular provider or supplier type andfor a particular
geographic area as having a significant potential for fraud, waste or abuse. This is particularly
important because health care fraud often manifests much like a fad would—it surfaces in one
place or among one group, takes hold and proliferates. It is important to be able to suppress it

when and where it appears in order to limit its reach.

Additionally, the ACA creates the ability of the Secretary to suspend payments to a specific
provider “pending an investigation of a credible allegation of fraud.” Secveral changes were also
made to the Medicaid Integrity Program, including new provisions regarding exclusions from the
Medicaid program. For instance, a provider’s participation will be terminated under Medicaid if

it has been terminated under Medicare or another state plan.

Among the many new anti-fraud provisions included as part of the ACA, additional funding for
anti-fraud efforts was a noteworthy inclusion. The ACA allows for an additional $350 million to
be appropriated to the fraud fighting cause between 2011 and 2020. NHCAA is confident that
Congress and the public will be pleased with the results of this appropriation, as there is proven

value in making anti-fraud investments.

The President’s proposed budget for Fiscal Year 2012 is further acknowledgment that anti-fraud
resources are sound investments. The budget proposes a $270 million increase for discretionary
funding for Health Care Fraud & Abuse Control, and we applaud this commitment. The
proposed increase is needed to fund the expansion of the strike forces and to advance the goal of

shifting from the “pay and chase”™ fraud fighting concept to one that employs technology to
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prevent and detect fraud prior to claims being paid. The return on investment for anti-fraud
initiatives is significant, and therefore the increase in funding for these initiatives would be

consistent with Congress’ focus on reducing government spending.

These recent federal anti-fraud programs and initiatives, along with the substantial increase of
funding and new anti-fraud tools enabled by the ACA, are very positive steps, particularly for
government health programs. However, we question the regulatory decision to categorize anti-
fraud activities undertaken by private insurers as simple “cost containment™ in the medical loss
ratio (MLR) interim final rules issued carlier this year. We believe this decision runs counter to
the direction taken by the ACA. Consistent with the necessary priority given to anti-fraud efforts
in the federal health care programs, private health plans should be given every incentive to invest
in the technology and resources necessary to fight fraud and protect patients—particularly when
the neced to shift away from the “pay and chase” model is now. NHCAA is concerned that
accounting for anti-fraud investments as “administrative”™ without acknowledging the quality-
affirming aspects of this work will serve as a disincentive to private insurers to invest in fraud
prevention. And we know that the nature of health care fraud demands constant reevaluation of

methods and means and continual investment to stay ahead of the curve.

Public awareness and participation in the fight against health care fraud is also crucial to its
success.  We are cncouraged to note that Senate Bill 1251 would change the beneficiary
incentive program established under HIPAA to allow for monetary rewards to be paid prior to
the full recovery of an overpayment. it also instructs the Secretary to use the Senior Medicare
Patrols (SMPs) to conduct a “public awareness and education campaign™ to encourage more
participation in the incentive program. In 2010, NHCAA was proud to name the Senior
Medicare Patrol program as the recipient of our Excellence in Public Awareness Award, This
award is bestowed annually upon an organization or individuals who have done the most in the
past year to raise public awareness about the problem of fraud in our nation’s health care system.
The SMP program is tireless in its commitment to fighting fraud in the Medicare system and

would be an excellent partner for a campaign to promote the beneficiary incentive program.
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National Health Care AnthFraud Assotiation”

Conclusion

Health care fraud costs taxpayers billions of dollars every year and often harms patients. Fighting
it requires focused attention and a commitment to innovative solutions. NHCAA believes that a
comprehensive approach to fighting fraud must include all payers, public and private.
Additionally, multiple tools and methods must be applied. The anti-fraud efforts of

organizations—private insurers and public payers alike—need to be flexible and multifaceted.

The schemes devised by perpetrators of health care fraud take many forms. and these
perpetrators are opportunistic. Consequently. we must stay vigilant and work to anticipate and
identify the risks. and develop strategies to meet these risks. Right now, harnessing the
enormous quantities of data produced by our health care system in order to identify and predict
fraud holds great promise. As Secretary Sebelius stated during the June Fraud Prevention
Summit in Philadelphia, “We know that in order fo stop health care fraud we also have to
develop new methods and technologies to stay ahead of criminals and identify their patterns of

a3

behavior early.” NHCAA encourages continued investment in exploring and implementing data

consolidation and data analytical techniques.

NHCAA is encouraged by the renewed federal emphasis given to fighting health care fraud. This
hearing is an excellent example. as are the statutes, regulations and policies from the past several
years that have enabled greater fraud fighting success. NHCAA knows continued investment
and innovation are critical, and as greater attention is given to eradicating fraud within our
government health care programs, we urge decision makers to also recognize and encourage the
important role that private insurers play in helping to minimize the fraud in our nation’s health

care system.

Thank you for allowing me to speak to you today. | would be happy to answer any questions that

you may have.
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Questions for the Record
Dr. Peter Budetti, Deputy Administrator and Director for Program Integrity
Centers for Medicare and Medicaid Services

Senate Committee on Homeland Security & Government Affairs
Subcommittee on Federal Financial Management, Government Information,
Federal Services and International Security
“Harnessing Technology and Innovation to Cut Waste and Curb Fraud
in Federal Health Programs”

July 12,2011

The Honorable Tom Carper

1. The Fraud Detection System — the combined Integrated Data Repository and One P.I. - is an
important new tool to examine Medicare and Medicaid payments in order to detect fraud.
However, the GAO has clearly shown that the system is not fully deployed. Also, the GAO reported
that there are no clear plans, nor projected dates with specific milestones, to either train more
people, or to integrate critical data sets, including the Medicaid data. And despite being part of the
original design, there are no solid plans to give access to Medicaid state offices. Dr, Budetti, what is
your planned schedule to fully implement and deploy the new Fraud Detection System?

More specifically, what are the CMS plans and schedules milestones for incorporating additional
Medicare data into the IDR, including the shared system data and Medicaid data? Please include
the target dates for full integration of the shared system data and Medicaid data.

Answer: The combined Integrated Data Repository (IDR) and One Program Integrity (P1) tool is one of
the many tools used to detect fraud. CMS also began using predictive analytic technology on all
nationwide Medicare fee-for-service (FFS) claims on a prepayment basis on June 30, 2011, as required by
the Small Business Jobs Act of 2010. These two systems complement each other, as the work done in the
IDR, specifically the testing and development of new predictive models, will be integrated into the Fraud
Prevention System.

The IDR is a data warchouse that will integrate Medicare and Medicaid data into a single source for users
across the agency. One Pl is the analytic tool used to manipulate the data. It provides a multi-centric
view of the data encompassing more than just claims data, but also beneficiary, plan and clinical
perspectives (e.g. quality data).

The Fraud Prevention System is a predictive analytic tool that is being applied to all FFS claims before
claims are paid. This allows us the ability to flag suspect claims using predictive analytics, through risk
algorithms, and conduct prepayment review. The system continuously incorporates new data into
existing risk profiles, and automatically sets workload priorities for our contractors.

We chose to incorporate Medicare Part A and B data into the IDR first because, due to the size and scope
of the Medicare fee-for-service program, it poses the greatest potential risk to the Trust Funds in terms of
potential dollars lost. To date, the IDR contains;

Part A paid claims data for the past 7 years

Part B paid claims (including Durable Medical Equipment (DME) data) data for the past 7 years

Part D paid claims data (Prescription Drug Event data) for the past 7 years

1
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CMS plans to incorporate the remaining shared systems data (the pre-pay portion) in the IDR by March
2012. Although CMS had initially developed an aggressive timetable, we have had to revise the plan to
reflect the changing resources and capacity of the agency. [n addition, we have needed time to address
the variations in the types of formats of Medicaid data stored in disparate State Medicaid systems, and
time to work through complex data development issues associated with the multitude of different shared
systems within CMS.

CMS also plans to incorporate Medicaid data for all 50 states by the end of FY2014. Incorporating State
Medicaid data into the IDR is a priority for us and we are working diligently to meet the 2014 goal. We
are aware that States have competing priorities in a tightened fiscal environment and we are working
closely with them to help streamline data requests under the agency’s Medicaid and CHIP Business
Information and Solutions (MACBIS) data initiative.

2. What are the plans and schedule milestones for training all program integrity analysts to use
One Pl/Integrated Data Repository? What are the plans and schedule milestones for training and
providing access for federal law enforcement staff at the Department of Justice and HHS Office of
Inspector General?

Answer: CMS plans to train all appropriate Zone Program Integrity Contractor (ZPIC) staff by
December 2011. CMS also plans to continue to train Jaw enforcement as needed. There is no established
cap for the number CMS will train, however, we have doubled the number of training courses available
this year as well as redesigned our training course so that it is more meaningful to IDR users. After we
began training users for the first time, we received feedback that additional instruction was needed. We
significantly restructured the training courses to give users more hands-on instruction with the data
systems tool and provide one-on-one data training led by “data coaches.” While the redesign delayed
CMS’ plans to train the intended number of users, we are confident the training program now has the
capability to provide IDR users with the skills they need to detect fraud.

3. What are the plans and schedule milestones for providing One P1/Integrated Data Repository
training and access to Medicaid state offices, as well as state program integrity offices and law
enforcement offices?

Answer: CMS is collaborating closely with States to improve data systems to address the data needs of
Federal and State Medicaid partners. CMS is working actively with 10 States to “test drive” a new data
submission methodology and CMS anticipates this pilot will improve data quality and timeliness, as well
as reduce both data and process redundancies. We believe that these improvements will be important for
program integrity analysis in the future.

The Honorable Ron Johnson

1. You've mentioned a lot of tools to catch more people defrauding federal health programs. Apart
from improper payments, such as errors, and talking just about actual fraud:

a. What are the fraud rates in Medicare and Medicaid now?

b. What sort of rate do you expect to be able to hit with these new tools?

¢. Name a specific number, please.

d. What’s your timetable for reaching that target fraud rate?

2
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Answer:

a. We do not have an exact dollar amount about how much money is lost to fraud in our programs as there
is yet no agreed upon method to estimate fraud in the Medicare and Medicaid programs. However, CMS
is collaborating with the HHS Assistant Secretary for Planning and Evaluation (ASPE) to develop a pilot
measurement of the amount of probable fraud for certain services in the Medicare program. We expect
significant progress will be made to develop fraud rates for Home Health and Durable Medical
Equipment over the next year.

b. After the pilot year, we expect to establish a baseline of fraud for Home Health and DME to measure
future success, We are also committed to the President’s goal of reducing the Medicare FFS improper
payment rate by 50 percent by 2012. While the improper payment rate does not measure the fraud rate in
Medicare, we do believe our antifraud activities will contribute to other agency efforts to reduce the
improper payment rate,

¢. As stated above, in the absence of the baseline probable fraud measurement, we are committed to
reducing the improper payment rate in Medicare FFS to 6.2 percent in 2012,

YEAR TARGET IMPROPER PAYMENT RATE
2011 8.5%
2012 6.2%

d. We are unable to establish a target fraud rate without a baseline probable fraud measurement. CMS
remains committed to rooting out fraud in the absence of such a rate, and have used many tools to do so to
date. The Fraud Prevention System has been screening all FFS claims since June 30, 2011; providers
designated moderate or high risk have been undergoing site visits upon enrollment or revalidation and
CMS has had the authority to impose payment suspensions since March 25, 2011, CMS is continuing to
implement the ACA and make additional investments in technology. For example, CMS anticipates
implementing automated enrollment screening in January 2012 that will continuously monitor enroliment
requirements and reduce contractor workload.

2. You testified that CMS is committed to developing the means of measuring the reduction of
fraud.

a. What sorts of measures are you developing?

b. When do you expect to put them in place?

¢. What specific quantitative measures will you be gauging?

Answer:

a. As stated above, CMS is collaborating with the Assistant Secretary for Planning and Evaluation
(ASPE) to develop a pilot measurement of the amount of probable fraud for certain services in the
Medicare program. The measurement design is currently underway, and the pilot will be applied to two
high-risk service categories ~ DME and Home Health. The size of the pilot will result in a national rate
for these two categories. We intend on using the lessons learned from the pilot to expand the
measurement methodology to other service categories. We are also considering approaches to measuring
cost avoidance, which would reflect successful fraud prevention but is more difficult to quantify than
recoveries.

12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00101 Fmt6601 Sfmt6601 P:\DOCS\68015.TXT JOYCE

68015.061



H605-41331-79W7 with DISTILLER

VerDate Nov 24 2008

98

b. CMS is in the process of developing the measure, and is anticipating the implementation of the pilot in
early 2012, and a calculated baseline rate to be available from the pilot next year.

¢. One of the main challenges with measuring fraud or probable fraud is that it is not a simple quantitative
measure. While this pilot will rely on data analysis to provide context to a claim, many of the pieces will
come through qualitative information, such as provider site visits and interviews. We anticipate engaging
a panel of experts to review the data for each claim. We anticipate that this will result in a semi-
quantitative rate of probable fraud.

3. You testified that you’ll seek better measures of how much fraudulent payment you stop. That
will be a useful number indeed.
a. Will you be able to measure whether you’re stopping an increasing share of all fraud
committed against Medicare and Medicaid?
b. 'What are you doing to develop such measures?

Answer:

a. We are looking forward to seeing what type of information this pilot measurement will provide us. As
I stated in my testimony, we are committed to preventing fraud and anticipate that the baseline and future
measurements can capture the success of our many antifraud initiatives. Moreover, we are also
considering approaches to measuring cost avoidance, which would reflect successful fraud prevention but
is more difficult to quantify than recoveries,

b. As stated above, we are developing the methodology for a probable fraud rate, and expect a pilot
measurement for home health and DME to be available in approximately one year. We will incorporate
lessons learned from the pilot to refine these measures and to develop measures for other service
categories.
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Subcommittee on Federal Financial Management, Government Information,
Federal Services and International Security
“Harnessing Technology and Innovation to Cut Waste and Curb Fraud
in Federal Health Programs”

July 12,2011

For Lewis Morris, Chief Counsel to the Inspector General, U.S. Department of Health and Human
Services

1) The Affordable Care Act is due to expand Medicaid by about 20 to 25 million patients. You
told the panel that “with the expansion of the benefits . . . there will be a greater threat to the
program.”

a. Can you quantify that increase, in proportional or dollar terms?
b, Will the expansion increase the program’s fraud rate?

Although beneficial to Medicaid recipients, the introduction of new benefits and services
also introduces new opportunities for abuse by those who prey on the program. While
there is no precise measure of the magnitude of health care fraud, we know thatitis a
serious problem that demands an aggressive response. As exemplified by the
Medicare Fraud Strike Forces, sophisticated data analysis, combined with field
intelligence and traditional law enforcement techniques, have enabled us to more
quickly identify fraud schemes and trends. The data-driven approach of the Strike
Forces pinpoints fraud hot spots through the identification of suspicious billing
patterns and targets criminal behavior as it occurs. The Strike Force model has
proven highly successful and has accelerated the Government’s response to
criminal fraud, decreasing by roughly half the average time from an
investigation’s start to the case’s prosecution. Since their inception in 2007,
Strike Force teams have charged over 1,000 individuals with seeking to defraud
Medicare of more than $2.4 billion.

2) One of the tools in the Affordable Care Act is the power for the secretary to suspend
payments to a specific provider “pending an investigation of a credible allegation of fraud.”
You testified that there have been 53 such suspensions, stopping the payment of more than $8
million in benefits.

a.  Of those suspensions, how many have been conclusively demonstrated to have
been fraud?

b. In what share of those cases have the beneficiaries or providers involved been
cleared of suspicion and the payments gone forward?

¢. Since these suspensions happen upon “credible allegation,” can we suppose that
as the mechanism is used more frequently, some honest providers might be cut
off from time to time?
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d. Does the government have a mechanism to make whole any providers whose
payments were cut off but who were later cleared of suspicion?

Under the new payment suspension guthority in the Affordable Care Act {ACA), the
Secretary can suspend payments to a provider or supplier pending an investigation of a
credible alfegation of fraud against the provider or supplier. There are good cause
exceptions not to suspend or 1ot to continue to suspend payments. The Secretary is
required 1o consuft with the OIG in determining whether there is a credible allegation of
fraud. ACA also amends the relevant Medicaid provisions with respect to suspending
Medicaid payments.

OIG works closely with the Centers for Medicare & Medicaid Services {CMS) o
suspend payments in cases where we have credible evidence of fraud. For exaraple,
during a July 2010 Strike Force operation, OIG worked with CMS to initiate payment
suspensions and pre-pay edits on 18 providers and suppliers targeted by the
investigation. The prompt action taken by OIG and CMS stopped the potential loss of
over $1.3 million in claims submitted by the defendants. During the February 2011
Strike Force operations, OIG and CMS worked to impose payment suspensions that
anmediately prevented a loss of over a quarter million dellars in claims submitted by
Strike Force targets.

Payment suspension i an effective fraud fighting tool, used judiciousty and selectively,
to target high risk fraud, with minimal likelihood of impacting tnnocent providers. ltis s
short-term solution, after which payment is restored i allegations are not meritorious.
All of the 53 suspensions referenced in my testimony are currently active and the cases
are still ongoing investigations, Of the 53 suspended providers, 34 have been either
arrested, charged, indicted, or have pled guilty. None of the cases have been adjudicated
to date. None of the 53 providers have been cleared or the payments gone forward.

During the suspension period, UMS contractors will request that the provider submit
medical records relevant to any suspect claims being examined by CMS. A Medisare
contractor {typically a Zone Program Integrity Contractor (ZPIC) or Program Safeguard
Contractor (PSC)) will then analvze these medical records in order to determine the
amount of any improper payments made to the provider, including overpayments. Once
the overpayment has been calculated, a provider’s Medicare Administrative Contractor
will issue a demand letier to the provider requesting a refund of the overpayment smount.
In some instances, once CMS has ascertained the nature and extent of any overpayment,
the suspension action will be lifted.

Health care providers may continue to submit claims during 2 suspension period, but
payment action for these claims will not be taken until the ZPIC/ PSC can determine the
natwre and amount of any cverpayment that may be owed. Any claims found to quahify
for coverage and payment are usually used to offset the amount of the overpayment
determined by the ZPIC / PSC. Excess funds are then distributed to the provider,
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3} If these new tools will catch more fraudsters, that should mean less fraud.

a. Can we expect a decline in fraud because of a deterrent effect?

b. Do you know whether past anti-fraud efforts have had a deterrent effect?
c.  Which techniques offer the best deterrent effect?
d. How do you measure that?

OIG measures outcomes of investigations in terms of expected and actual returns and
criminal, civil, and administrative actions. Although it is much more difficult to measure,
we believe that our oversight and enforcement work has a strong “sentinel effect” in
deterring fraud. For example, during the first year of our Strike Force operations in
Miami, which cracked down on Medicare durable medical equipment (DME) fraud,
submissions of DME claims decreased by 63 percent, representing a decrease of $1.75
billion, compared to the previous year. Other non-measurable but important preventive
outcomes include fraud averted, such as by preventing bad actors from obtaining
Medicare billing privileges or preventing fraudulent claims from being paid through pre-
payment review.

Though the sentinel effect is difficult to quantify, anecdotal evidence shows industry is
embracing compliance programs. From compliance efforts, we would expect a decline in
certain types of fraud due to increased awareness, training, avoidance, and reporting.
OIG has a robust self-disclosure program, which rewards providers that effectively use
compliance programs to identify and report evidence of fraud. Since 1998 the self-
disclosure program has resulted over $266 million dotlars in expected recoveries to the
Medicare trust funds. We believe the success of this program demonstrates the value of
compliance efforts.

Compliance, along with prevention and enforcement, is a key aspect of program integrity.
A key part of OIG’s health care integrity strategy is to educate and assist well-infentioned
providers in fully complying with Medicare laws and regulations. We have developed a
number of tools that include compliance program guidance, including our Health Care
Fraud Prevention and Enforcement Action Team (HEAT) provider compliance training

(http://oig hs gov/compliance/provider-compliance-training/index.asp) and 4 Roadmap
Jor New Physicians (http://oig hhs gov/compliance/physician-education/index.asp). The
impetus to devote resources to compliance often leads to improved attention to, and
compliance with, Medicare laws governing reimbursement and saves the Government
money and resources in combating fraud.

Moreover, the ACA contains numerous new tools and resources that will assist OIG’s
anti-fraud efforts. In addition to providing critical Health Care Fraud and Abuse Control
Program (HCFAC) funding, ACA also enhances the Federal sentencing guidelines to
provide stiffer penalties for health care offenses, changes the anti-kickback statute to
strengthen the Government’s ability to prosecute those who pay illegal kickbacks, and
enhances authority to suspend payments pending the investigation of credible allegations
of fraud, which will help ensure that the government can more effectively stop
perpetrators from absconding with ill-gotten program funds. The foregoing measures
provide powerful deterrence to criminals who are considering a career in health care
fraud.
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Ultimately, an effective fraud-fighting strategy must include prevention, compliance, and
enforcement efforts. The goal is to prevent fraud by keeping unscrupulous providers out
of Medicare and helping well-intended providers avoid fraud risks. However, these
measures won't prevent fraud completely. Strong enforcement measures are also
essential to redress fraud and to help deter other criminals from targeting Medicare.

4) There’s a lot of good language in the FAST Act about sharing information between agencies,
and you mentioned the working groups that sometimes share information with private
insurers. Mr. Saccoccio made a point of testifying that we must include private payers.

a.  Are federal agencies not doing this consistently?

b. Isthere a way to make that kind of cooperation more widespread and permanent?

¢.  You mentioned you want the “spirit of the law” to be embraced. Is that
something legislation can help accomplish?

OIG is always looking for opportunities to more effectively utilize our resources, a key
aspect of which is leveraging public and private partnerships. One key impediment to
information sharing between the public and private sector is a lack of understanding of
what is permissible under the law. As mentioned in my testimony, OIG is reviewing the
results of a survey of our law enforcement partners to identify current practices and
impediments to information sharing with the private sector.

However, there are many encouraging efforts underway. A key part of OIG’s health care
integrity strategy is to educate and assist well-intentioned providers in fully complying
with Medicare laws and regulations. We have developed a number of tools that include
compliance program guidance, including our HEAT provider compliance training
(http//oig.hhs.gov/compliance/provider-compliance-training/index.asp) and 4 Roadmap
for New Physicians (http://oig.hhs.gov/compliance/physician-education/index.asp). The
impetus to devote resources to compliance often leads to improved attention to, and
compliance with, Medicare laws governing reimbursement and saves the Government
money and resources in combating fraud.

OIG also participates in outreach calls sponsored by CMS which are open to the provider
community. The purpose of these calls is to educate providers and suppliers on specific
vulnerabilities identified in our reports. During the calls OIG representatives, CMS
Contractor Medical Directors, and CMS personnel address topics related to Medicare
policy, billing instructions and medical review guidance related to reducing improper
payments.

My written statement also describes the recent HEAT fraud summits, as well as Health
Care Fraud Working Groups, which have brought together Government agencies and
private sector insurers united in the common goal of combating health care fraud.

Regarding legislation that might facilitate information sharing, GIG has provided the
Committee with technical assistance on amendment of 1128E of the Social Security Act
to create a national health care fraud and patient abuse data collection program. This
program would create a central repository of final adverse action data on individuals and
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entities, including health care providers, practitioners, suppliers, and direct patient access
employees, and maintain this information in a database accessible to the public, with
certain exceptions. We would be happy to provide further technical assistance on
request.

5) All of you alluded at one point or another in your testimony about problems stemming from your
work with other organizations. Mr. Morris said that “contractors often disappoint us.” Mr.
Willemssen talked about holding states” “feet to the fire” about how they format their data. Dr.
Budetti brought up the failings of contractors, states and providers. You have my support in
overcoming these challenges. But leaving those aside for a moment:

a. Can you each say what you sec as the weakest part of the federal government’s
own performance in preventing fraud against Medicare and Medicaid?
What did the federal government not do right?

¢. What specific part of federal performance and systems are ripest for
improvement?

There are many opportunities for the Federal government to improve, In my testimony, 1
spoke about persistent vulnerabilities in CMS’s oversight of the program integrity
contractors who play a crucial role in safeguarding the Medicare and Medicaid
programs. For well over a decade, OIG has found that contractors performed
inconsistently — but CMS could not explain why. We found that CMS’s evaluations of
contractors did not include sufficient information, and were not timely enough to be used
in assessing contractors’ performance prior to contract renewals. We also found that
CMS sometimes failed to give contractors the data access needed to accomplish their
objectives. Furthermore, even when CMS explicitly recognized the importance of
conducting proactive data analysis to uncover fraud and abuse, that new focus was not
successfully implemented at the contractor level; we found that program integrity
contractors produced minimal results in this key area, We are hopeful that CMS’s new
predictive modeling contracts will result in the increased use of technology and analytics
to reduce Medicare payments to fraudulent providers. Although these new information
technologies hold promise, even the best fraud prevention techniques will be of no value
if not effectively implemented and appropriately overseen. OIG work has revealed
consistent weaknesses in Federal oversight that must be remedied in order for future
program integrity contracting efforts to succeed.

An equally important factor in safeguarding Medicare is ensuring that only legitimate
providers are allowed into the program. Unfortunately, provider enroliment has
historically been a serious vulnerability. Past OIG work has demonstrated that all too
often, sham providers and suppliers are able to obtain Medicare billing numbers and bill
for millions of dollars in fraudulent claims. In the wake of new ACA requirements, CMS
has made changes to provider enrollment screening and oversight that show promise.
However, given the severity of this problem in the past, and the critical role of provider
enrollment safeguards in protecting Federal health care programs, this area should
continue to be a focus for improvement.

Within the Medicaid program, the lack of timely, accurate data poses a serious barrier to
program integrity efforts. Currently, two primary data sources are available: the
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Medicaid Statistical Information System (MSIS) and the Medicaid Management
Information Systems (MMIS). Neither database allows for the type of robust data
analysis that oversight entities should ideally conduct. For example, MMIS does not
include all variables necessary to make key determinations — for exaruple, information
about who is enrolled and receiving Medicaid services through a waiver is necessary to
determine who is entitled to certain services. Additionally, MMIS includes service-
specific claims only for services provided on a fee-for-service basis. However, well over
half of beneficiaries receive all or some services through managed care. MSIS is
intended to include both fee-for-service and managed care data, but OIG has found that in
practice, not all managed care data is reported. CMS’s [ntegrated Data Repository,
operational since September 2006, was intended to include both Medicare and Medicaid
data; however, GAO recently reported that Medicaid data has not been integrated into the
system, and CMS has not finalized plans or developed reliable schedules for efforts to do
so. Without complete, timely, accurate data, the types of innovative data analytics being
implemented for Medicare oversight are not options for Medicaid oversight.

Post-Hearing Questions for the Record
Submitted to the Honorable Lewis Morris

From Senator Mark L. Pryor

“Har ing Technology and Innovation to Cut Waste and Curb Fraud in

Federal Health Programs”

July 12,2011

1. In your testimony, you discussed ways that your office is working with the private sector to address
fraud. You specifically mentioned working on a health care fraud summit. What other types of fraud
awareness and prevention events or initiatives will your office collaborate on with members of the
private sector?

There are many encouraging efforts underway. A key part of OIG’s health care integrity strategy
is to educate and assist well-intentioned providers in fully complying with Medicare laws and
regulations. We have developed a number of tools that include compliance program guidance,
including our Health Care Fraud Prevention and Enforcement Action Team {HEAT) provider
compliance training (http://oig.hhs. gov/compliance/provider-compliance-training/index.asp) and
A Roadmap for New Physicians (http://oig hhs gov/compliance/physician-education/index.asp).
The impetus to devote resources to compliance often leads to improved attention to, and
compliance with, Medicare laws governing reimbursement and saves the Government money and
resources in combating frand.
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OIG also participates in outreach calls sponsored by the Centers for Medicare & Medicaid
Services (CMS) which are open to the provider community. The purpose of these calls is to
educate providers and suppliers on specific vulnerabilities identified in our reports, During the
calls OIG representatives, CMS Contractor Medical Directors, and CMS personnel address topics
related to Medicare policy, billing instructions and medical review guidance related to reducing
improper payments.

We have also have produced beneficiary education materials relating to medical identity theft
(http://oig.hhs gov/fraud/medical-id-theft/index.asp) and work with the Senior Medicare Patrol
units to educate beneficiaries about how to prevent, identify, and report fraud, waste, and abuse.

My written statement more fully describes the recent HEAT fraud summits, as well as Health
Care Fraud Working Groups, which have brought together Government agencies and private
sector insurers united in the common goal of combating health care fraud.

You pointed out in your testimony that as we become more adept and savvy at finding fraud,
people who want to cheat the system simultaneously become more adept and savvy. How do we
stay ahead of the curve? Are there resources in place to identify weaknesses before they are
exploited?

Although the majority of health care providers are honest and well-intentioned, a minority of
providers who are intent on abusing the system cost taxpayers billions of dollars. Those intent on
breaking the law are becoming more sophisticated, and the schemes are more difficult to detect.
Some fraud schemes are viral, i.e., schemes are replicated rapidly within communities. Health
care fraud also migrates — as law enforcement cracks down on a particular scheme, the criminals
may redesign the scheme (e.g., suppliers fraudulently billing for durable medical equipment
(DME) have shifted to fraudulent billing for home health services) or relocate to a new
geographic area. The Medicare program also is increasingly infiltrated by violent and organized
criminal networks.

Collaboration and innovation are essential in the fight against health care fraud. On May 20,
2009, the HHS Secretary and the Attorney General announced the creation of HEAT. This
initiative marshals significant resources across the Government to prevent health care waste,
fraud, and abuse; crack down on those who commit fraud; and enhance existing partnerships
between HHS and the Department of Justice (DOJ).

Medicare Fraud Strike Forces are an essential component of HEAT and have achieved impressive
enforcement results. Strike Forces are designed to identify and investigate fraud, and prosecute
the perpetrators quickly. Strike Force teams are composed of dedicated prosecutors from DOJ
and U.S. Attorneys Offices and Special Agents from OIG; the Federal Bureau of Investigation
(FBI); and, in some cases, State and local law enforcement agencies. These “on the ground”
enforcement teams are supported by data analysts and program experts. This coordination and
collaboration have accelerated the Government’s response to criminal fraud, decreasing by
roughly half the average time from the start of an investigation to its prosecution. The data-driven
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approach of the Strike Forces pinpoints fraud hot spots through the identification of suspicious
billing patterns and targets criminal behavior as it occurs. The Strike Force model has proven
highly successful and has accelerated the Government’s response to criminal fraud, decreasing by
roughly half the average time from an investigation’s start to the case’s prosecution. Since their
inception in 2007, Strike Force teams have charged over 1,000 individuals with seeking to
defraud Medicare of more than $2.4 billion.

OIG’s new hospital compliance initiative illustrates how technology is enhancing our ability to
identify suspect claims and non-compliant billing practices. Payments for inpatient and
outpatient hospital services account for roughly 30 percent of the $515 billion spent on Medicare.
In the past, OIG’s hospital audits typically focused on a specific area of risk (e.g., unbundling of
services, inpatient same-day discharges and readmissions, and credits for medical devices), and
we audited claims exclusively related to that issue. In part, we had narrowly focused our audits
due to limits on our capacity to store and match data. As a consequence of increased data storage,
computer matching, and data analytic capabilities, we are now more quickly and efficiently
analyzing a vast array of hospital data to simultaneously identify multiple compliance risks. Two
years ago, the data analytics would have taken weeks or months to execute. Now, it takes
approximately 20 minutes to run the computer program for each hospital.

And as noted in the response to question 1 above, we are partnering with public and private sector
entities to educate providers and beneficiaries about how to prevent, identify, and report fraud,
waste, and abuse,

Regarding additional resources, the FY 2012 President’s Budget request includes $581 million in
Health Care Fraud and Abuse Control Program (HCFAC) discretionary funding for the combined
efforts of OIG, CMS, and DO to provide oversight of Medicare and Medicaid. Moreover, the
Budget Control Act of 2011 includes comparable adjustments to the discretionary spending limits
set forth in the Act for these combined efforts through 2021.

The increased funding would support important fraud-fighting efforts, including enhanced data
analysis and collaborative approaches for detecting suspected fraud more effectively and “boots
on the ground™ for our vital oversight and enforcement efforts.
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@ Accountability « integrity * Reliability

United States Government Accountability Office
Washington, DC 20548

September 23, 2011

The Honorable Ron Johnson

Subcommittee on Federal Financial Management, Government Information, Federal
Services, and International Security

Committee on Homeland Security and Governmental Affairs

United States Senate

Dear Mr. Johnson:

This letter responds to your recent questions related to our July 12, 2011, testimony
on the Centers for Medicare and Medicaid Services’ (CMS) use of information
technology to help improve the detection of fraud, waste, and abuse in the Medicare
and Medicaid programs.” At that hearing, we discussed CMS’s progress in
developing, implementing, and achieving its goals and objectives for its Integrated
Data Repository and One Program Integrity systems to detect fraud, waste, and
abuse. Your questions, along with our responses, follow.

Question 1: Mr. Morris testified that cybersecurity is “a great concern.” Since a
substantial number of the fraud schemes that HEAT feams are catching seem to
involve some form of stolen or faked identify, please assess for us:

a. PPACA’s new anti-fraud measures notwithstanding, the expansion of federal
health programs wiil present new opportunities for determined fraudsters?

We have not conducted studies that specifically addressed fraud associated with the
expansion of federal health programs; however, the resuits of our work related to the
need to protect information systems in other federal programs suggest that the
increase in the numbers of beneficiaries and providers in the Medicare and Medicaid
programs as a result of expanded federal health programs could present new targets
and opportunities for determined fraudsters. We testified in March 2011 that cyber-
based threats to critical infrastructure and federal systems are evolving and
growing.? In this regard, reports of security incidents from federal agencies are on
the rise, increasing over 650 percent over the past 5 years. Moreover, personally
identifiable information about U.S. citizens has been lost, stolen, or improperly
disclosed, thereby potentially exposing those individuals to loss of privacy, identity
theft, and financial crimes. Contributing to this situation is that federal systems

'GAO, Fraud Detection Systems: Additional Actions Needed to Support Program Integrity Efforts at
Centers for Medicare and Medicaid Services, GAO-11-822T (Washington, D.C.. July 12, 2011).
2GAO, Cybersecurity: Continued Attention Needed to Protect Our Nation's Critical Infrastructure and
Federal Information Systems, GAO-11-463T (Washington, D.C.. Mar. 16, 2011).
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continue to be afflicted by persistent information security control weaknesses. As
part of our audit of the fiscal year 2010 federal financial statements, we determined
that serious and widespread information security control deficiencies were a
governmentwide material weakness.

Likewise, we reported in 2006 that CMS’s information network had security
weaknesses that placed financial and personally identifiable medical information
transmitted on the network at increased risk of unauthorized disclosure.® We found
that CMS relied extensively on a computerized network of systems that supported its
mission-critical operations and transmitted and stored the sensitive information it
collected. In particular, the agency relied on a contractor-owned and operated
network to provide connectivity to its business partners. This network supported
communication and data transmission between CMS business-related entities,
including the CMS central office and data center, CMS regional offices, financial
institutions, Medicare intermediaries and carriers, Medicare data centers, skilled
nursing facilities, and home health agencies. The communication network
transmitted Medicare claims data containing personally identifiable information such
as name, sex, date of birth, Social Security number, and address. It also transmitted
medical information, such as a patient's diagnosis, prescribed drug and drug
dosage, type of treatment facility—which can include substance abuse facilities or
psychiatric treatment centers—requested service, and the physician’s name and
identification number. While CMS agreed with the need for and took actions aimed
at correcting deficiencies in its security policies and controls, expanded health
programs and any resulting increases in the numbers of Medicare and Medicaid
beneficiaries and providers could present additional targets and opportunities for
those determined to carry out acts of fraud against these programs.

Question 2: Mr. Morris alluded to fraudsters testing anti-fraud systems and
adapting.

a. Can we expect that some level of fraud is endemic to running a large, complex
payment system?

While we have not studied the level of fraud specifically related to large, complex
payment systems, as noted above, reported threats to federal information systems
are evolving and growing. These threats could involve the use of such systems in
the commission of fraudulent activities against government programs including those
that process claims and pay benefits. GAO recently issued its updated high-risk list
of government programs that have greater vulnerability to fraud, waste, and abuse.*
Among these is CMS's Medicare program, which has been included on the list since
1990, in part because the program’s size and complexity make it vulnerable to fraud,
waste, and abuse. For example, we noted that Medicare had estimated improper
payments of almost $48 billion, which did not represent all of the program’s risk. In
addition, the Medicaid program is on the high-risk list because of concerns about the
adequacy of fiscal oversight, which is necessary to prevent inappropriate program
spending.

*GAO, Information Security: The Centers for Medicare & Medicaid Services Needs to Improve
Controls over Key Communication Network, GAO-06-750 (Washington, D.C.: Aug. 30, 2006).
*GAO, High-Risk Series: An Update, GAO-11-278 {Washington, D.C.: February 2011).
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As public and private organizations increasingly rely on computer systems to
transfer money and sensitive information, the security of these systems and data is
essential to protecting against fraudulent activities. Conversely, ineffective
information security controls can result in significant risks, including the loss of
resources, such as federal payments and collections.

b. Could simplifying the payment structure of federal health programs to reduce
the number of transactions reduce the opportunities for cybersecurity-based
fraud?

We have not studied the impact that simplifying the payment structure of federal
heatth programs would have on the opportunities for cybersecurity-based fraud.
However, our 2006 study of CMS’s implementation of information security controls
described the expansive communication network which transmits payment
information among many providers, payers, states, and contractors to support
payments of Medicare claims. We indicated in our report that dramatic expansions in
computer interconnectivity require proper safeguards to help ensure that systems
are protected from individuals and groups intending to intrude and use their access
to commit fraud and other malicious acts.

Question 3: All of you alluded at one point or another in your testimony about
problems stemming from your work with other organizations. Mr. Morris said that
“contractors often disappoint us.” Mr. Willemssen talked about holding states’ “feet to
the fire” about how they format their data. Dr. Budetti brought up the failings of
contractors, states, and providers. You have my support in overcoming these
challenges. But leaving those aside for a moment:

a. Can you each say what you see as the weakest part of the federal
government’s own performance in preventing fraud against Medicare and
Medicaid?

Our prior work has identified weaknesses in CMS’s performance in preventing fraud
against Medicare and Medicaid related to (1) the oversight of contractors and other
non-federal entities involved in program administration, (2) provider enroliment
standards and procedures, (3) prepayment review of claims, (42 postpayment review
of claims, and (5) addressing identified program vulnerabilities.” Medicare is
administered through contractors, plans, and drug sponsors. In this regard,
contractors process and pay claims, enroll providers, and investigate potential
Medicare fraud. Plans and drug sponsors also play a role in protecting the program
from fraud. Medicaid is administered through a shared governance structure under
CMS oversight, with more than 50 distinct state-based programs. Like Medicare, the
state Medicaid programs rely on contractors to help manage payments and services.
As such, states also play a critical role in implementing strategies to address fraud.
Nonetheless, despite the key role that these non-federal entities play in

SGAO, Medicare Fraud, Waste, and Abuse: Challenges and Strategies for Preventing Improper
Payments, GAO-10-844T (Washington, D.C.: June 15, 2010).
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administering the Medicare and Medicaid programs, our work has identified
ineffective oversight of their activities and, accordingly, we have noted the need for
CMS to institute stronger procedures, standards, and controls to help prevent fraud
in these important programs.

b. What did the federal government not do right?

In 2008, we found that CMS'’s oversight of prescription drug plan sponsors’
compliance with requirements to establish programs for addressing potential fraud
and abuse had been limited.® In particular, the drug plan sponsors had not included
all of the required fraud and abuse compliance plan elements, and CMS had not
conducted oversight to assess the compliance programs. To help improve oversight
of this area, we recommended that CMS conduct timely audits of the sponsors’ fraud
and abuse programs. Subsequently, CMS began auditing the programs, and in
2010, conducted on-site compliance plan audits of 33 of 290 sponsors, which
represented 11 percent of sponsors and covered 62 percent of enrolled
beneficiaries.

Additionally, results of a series of reports beginning in 2005 indicated that CMS had
not established effective provider screening procedures to help reduce the risk of
enrolling providers intent on defrauding or abusing the program.” As a result, we
recommended that CMS take steps to improve the provider enroliment process.
However, even after some agency efforts to strengthen enroliment were made, we
were still able to set up two fictitious medical equipment supply companies using
undercover names and bank accounts and obtain approval to bill Medicare, despite
having no clients or inventory.

Further, the agency had not required contractors to use automated prepayment edits
and controls that could help grevent fraud in the Medicare program. In reporting on
this matter in January 2007, we recommended that CMS reguire its contractors to
establish thresholds for unexplained increases in billing and use them to develop
edits to identify potentially fraudulent billing transactions before paying claims. We
also found that CMS had not required state Medicaid agencies to use some specific
prepayment edits that have been used in the Medicare program to help identify
fraudulent claims. Such controls would include, for example, edits to help determine
whether providers meet federal and state requirements for enrolling in the Medicaid
program.

Finally, although CMS’s post-payment review efforts increased with the use of
recovery audit contractors, we found that the agency was not using information from

SGAQ, Medicare Part D: CMS Oversight of Part D Sponsors’ Fraud and Abuse Programs Has Been
Limited, but CMS Plans Oversight Expansion, GAO-10-481T (Washington, D.C.: Mar. 3, 2010).
"GAO, Medicare: Improvements Neaded fo Address Improper Payments in Home Health, GAQ-09-
185 (Washington, D.C.: Feb. 27, 2009); Medicare: Covert Testing Exposes Weaknesses in the
Durable Medical Equipment Supplier Screening Process, GAQ-08-955 (Washington, D.C.: July 3,
2008); and Medicare: More Effective Screening and Stronger Enroliment Standards Needed for
Medical Equipment Suppliers, GAO-05-656 (Washington, D.C.: Sept. 22 2005).

8See GAO, Medicare: Improvements Needed to Address Improper Payments for Medical Equipment
and Suppliers, GAO 07 59 (Washington, D.C.: Jan. 31, 2007).
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these contractors about vulnerabilities to improper payments.® As a result, we
recommended that the agency develop a robust process fo establish corrective
actions.

c. What specific part of federal performance and systems are ripest for
improvement?

As the agency continues its efforts to develop and implement several significant
information technology initiatives, program officials have opportunities to implement
features and functionality intended to improve systems’ performance in supporting
fraud prevention activities. As noted during the hearing, our June 2011 report™
identified deficiencies in certain areas of the management of two systems

development projects which could benefit from improvements in planning processes.

We described in our report and testimony " the status of the development and
implementation of the Integrated Data Repository (IDR), a large central data store
which provides program integrity analysts data related to claims that have been paid
under the Medicare Parts A and B programs, as well as the prescription drug
program. As a result of our study of IDR, we found that CMS had not yet developed
features and functionalities to incorporate and allow the analysis of prepayment
claims and Medicaid data. Inclusion of these features and functionalities could help
improve the performance of the analytical tools that access data from IDR and, thus,
of the analysts who use the tools to help detect potentially fraudulent claims. While
this system is designed to help identify and prevent improper payments, the
information provided by the system could be used by CMS to help prevent fraud
from occurring. For example, any cases of potential fraud that would be flagged as a
result of using the system, and then confirmed by investigative activities, could
indicate patterns of behavior or identify individual providers to target in fraud
prevention activities.

CMS has another opportunity to enhance its fraud prevention capabilities through
the ongoing implementation of new information technology systems. In July 2011,
the agency reported that it had implemented a predictive analytic system thatis to
be used to review claims before they are paid, so that the claims can be analyzed to
identify patterns of billing that could be indicative of fraud. According to CMS, the
use of the system is also intended to help prevent fraudulent activity from occurring.
We are initiating a review of this effort to identify how the system is being
implemented into CMS’s information technology infrastructure and determine what
actions CMS and its contractors are taking when potentially fraudulent billing is
identified. As it continues the development and implementation of the system, itis
important that the agency considers and addresses recommendations we made
regarding IDR to ensure that system features and functionalities are delivered on
schedule and that they meet the needs of CMS staff and contractors who work
toward preventing fraud.

*GAOQ, Medicare Recovery Audit Contracting: Weaknesses Remain in Addressing Vulnerabilities to
Improper Payments, Although Improvements Made to Contractor Oversight, GAO-10-143
gWashington, D.C.: Mar. 31, 2010).

°GAO, Fraud Detection Systems: Centers for Medicare and Medicaid Services Needs to

Ensure More Widespread Use, GAO-11-475 (Washington, D.C.: June 30, 2011).

Y'GAO-11-822T
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Finally, CMS has opportunities to further improve its performance toward preventing
fraud in Medicare and Medicaid in as it implements new requirements of the Patient
Protection and Affordable Care Act (PPACA) and other recent legislation and
administrative directives.'®'® Among other things, the act includes additional
requirements related to the strengthening of provider enroliment and inclusion of
specific prepayment edits. For example, PPACA required states to implement
screening practices {o determine whether providers meet federal and state
requirements for enrolling in the Medicaid program. The act aiso required states to
incorporate into their Medicaid Management Information System compatible National
Correct Coding Initiative methodologies in order to promote correct coding on
claims. In addition to the work we are beginning on the predictive analytics system,
we have begun to assess CMS's efforts to address PPACA requirements to
strengthen the standards and procedures for Medicare provider enroliment. We are
also examining the effectiveness of different types of prepayment edits in Medicare
and of CMS's oversight of its contractors in implementing those edits.

To respond to these questions, we relied on previously reported information. The
work supporting these reports was conducted in accordance with generally accepted
government auditing standards and guidelines established by the President’s
Council for Integrity and Efficiency. The auditing standards require that we plan and
perform the audit to obtain sufficient, appropriate evidence to provide a reasonable
basis for our findings and conclusions based on our audit objectives. We believe that
the evidence obtained provides a reasonable basis for our findings and conclusions
based on our audit objectives.

Should you or your staff have any questions about matters discussed in this letter,
please contact me at (202) 512-6253 or willemssenj@gao.gov.

Sincerely yours,

}(MJ%@W

Joel C. Willemssen
Managing Director, Information Technology

2pyb. L. No. 111-148, 124 Stat. 119, March 23, 2010, as amended by the Health Care and
Education Reconciliation Act of 2010, Pub. L. No. 111-152, 124 Stat. 1029, March 30, 2010, This
legisiation inciudes provisions intended to strengthen CMS’s efforts to prevent fraud in the Medicare
and Medicaid programs.

BGAO, Medicare and Medicaid Fraud, Waste, and Abuse: Effective Implementation of Recent Laws
and Agency Actions Could Help Reduce Improper Payments, GAQ-11-409T (Washington, D.C.. Mar.
9, 2011).

“National Correct Coding Initiative edits can detect claims with duplicate services delivered to the
same beneficiary on the same date of service, such as more than one excision of a gallbladder for the
same beneficiary. CMS provided guidance on how to implement this requirement through a state
Medicaid directors’ letter issued on September 1, 2010
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Post-Hearing Questions for the Record
Submitted to Mr. Louis Saccoccio
From Senator Mark L. Pryor

“Harnessing Technology and Innovation to Cut Waste and Curb Fraud in
Federal Health Programs™
July 12, 2011

Have you had a chance to review CMS’s new pre-payment analytics program? If so, what
are your initial thoughts on the program?

Response from L. Saccoccio: NHCAA has not reviewed CMS’s new pre-payment analytics
program. Nevertheless, we believe that the use of pre-payment analytics in federal programs

is certainly warranted and we applaud CMS’s move to apply predictive modeling to
Medicare fee-for-service claims, Considering that CMS pays 4.4 million claims each
working day, predictive modeling seems the single best opportunity for CMS to move to a
prevention strategy. Assessing risks through predictive modeling will allow CMS to begin
to move away from the “pay and chase™ practices of the past.

Your testimony focuses on the power of information sharing in the fight against fraud,
but what can we do to make sure this shared information is not misused?

Response from L. Saccoccio: The sharing of anti-fraud information has been recognized
under federal and state law as a valid strategy for fighting fraud. Typical shared anti-
fraud information consists of descriptions of emerging fraud trends and schemes,
geographic areas of interest, billing codes being abused, and investigative techniques.
When NHCAA members engage in information sharing activities, they do so under strict
guidelines to which they are bound by written agreement. Moreover, the type of anti-
fraud information shared between private and public payers does not contain patient
information or personal health information of any kind, thereby eliminating any concerns
under HIPAA privacy rules. NHCAA’s information sharing guidelines could be used as
a model to ensure that shared information is not misused, and we would be happy to
share these guidelines with you.

The return on investment you described in your testimony on the Health Care Fraud &
Abuse Control Program is extremely encouraging. In this challenging fiscal environment,
legislation that improves our stewardship of taxpayer resources is vital. Do you see
opportunities where that return on investment could be improved?

Response from L. Saccoccio: CMS’s current strategy of moving to a risk-based anti-
fraud effort with a focus on prepayment fraud detection (i.e., preventing the dollars from
going out the door in the first place) is the best opportunity for improving return on
investment. This shift from a “pay and chase” mode of fraud fighting to one focused on
predictive modeling and data analytics will require investment and a commitment by
Congress and CMS. Purchasing and implementing new data systems is expensive.
However, we believe that making this investment will generate significant returns in the
coming years.
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4, Do you see any emerging types of health care fraud that could be mitigated before they
develop into a systemic problem? What should we be aware of on the horizon?
Response from L. Saccoccio: Fraud trends and schemes are constantly changing,
developing, shifting, migrating and morphing. Those seeking to commit health care fraud
are opportunistic by nature and will seek out weaknesses wherever they exist. We have
claims systems that are based on tens of thousands of codes. Additionally, medical
science creates an ever-expanding spectrum of new technologies, procedures and
treatments. The key to staying ahead of the health care fraud curve is to create a health
care anti-fraud program that is flexible and quickly adaptable. The predictive modeling
program CMS has now activated holds great promise. If it functions as envisioned it
should be able to identify emerging fraud trends and schemes and adjust quickly to
address them.
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Subcommittee on Federal Financial Management, Government Information,
Federal Services and International Security
“Harnessing Technology and Innovation to Cut Waste and Curb Fraud
in Federal Health Programs”

July 12,2011

Louis Saccoccio, Executive Director, National Health Care Anti-Fraud Association

1) Tunderstand that in the private sector, in credit cards, for instance, lenders tolerate a fraud rate of
about one-tenth of one percent.
a. Is there something intrinsic to health insurance or to federal health programs that
means we must expect a higher rate of fraud?

Response from_ L. Saccoccio: NHCAA is not aware of the fraud rate used as a
baseline in the credit card industry. Although we believe there are anti-fraud
techniques and technologies used by the financial services industry that may have
application for fighting health care fraud, fraud in health care is different from fraud
in financial services because the health care delivery and payment system is so
different from the system used for credit card transactions.

Foremost, health care is a personal service delivered to patients by a large and
diverse range of health care providers. The goal of the system is to ensure that
patients receive the care that they need. Regrettably, fraudsters often take advantage
of that fact to perpetrate their fraud. Additionally, health care fraud is an
exceptionally complex crime that manifests in countless ways, and that complexity
is what makes health care fraud a challenge to detect. There are many variables at
play. Considering that billions of medical claims are generated in the United States
every year, the sheer volume of health care claims makes fraud detection a
challenge. The government (at the federal and state levels) is a payer as is the private
sector. Medicare alone pays 4.4 million claims per day to 1.5 million providers
nationwide. Anyone in the system can conceivably try to commit fraud, and those
conmmitting fraud have the full range of medical conditions and treatments and the
entire population of patients on which to base false claims. Detecting health care
fraud often requires the knowledge and application of clinical best practices, as well
as knowledge of medical terminology and specialized coding systems, including
CPT and CDT codes, DRGs, ICD-9 codes, and the forthcoming ICD-10 codes.
Clearly, health care fraud can be a challenging crime to prevent and detect. The
perpetrators of this crime have proven themselves to be opportunistic, nimble and
aggressive, adjusting schemes and tactics to avoid detection. Therefore, investing in
and employing the most effective fraud prevention and detection techniques is
critical to achieving success.
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b. What role is played by the fact that beneficiaries suffer no direct loss — that it isn’t

their money on the line?

Response from L. Saccoccio: We believe the fact that most health care in this
country is paid for either through employment based insurance or a government
program, may lead beneficiaries to be less attuned to the reality of health care fraud,
However, this doesn’t mean that they would not be concerned if they realized the
scope of the problem. Additionally, every taxpayer in the United States incurs a
direct loss as a result of health care fraud, as does every employee who sees his or
her health care premiums rise as a result of fraud. Remember that employees often
pay a significant percentage of the total premium paid by employers for health
insurance coverage. Moreover, health care fraud isn’t just a financial crime. Health
care fraud often harms patients and compromises the quality of care we all count on.
Providing education to health care consumers (whether they are covered by a
government program or through private insurance) about health care fraud and how
they can protect themselves is an important part of an effective fraud-fighting effort.

2) You mentioned in your written testimony that fraudsters are opportunistic, that they adapt. Mr.
Morris testified about fraudsters “pinging the system.”

a.

How effective will anti-fraud tools be at identifying whole new kinds of scams?
Response from L. Saccoccio: The real-time analytics tools that have been developed
and continue to be improved will most certainly assist in identifying health care
fraud scams and schemes. Analyzing data to identify weaknesses is important, but
taking the action steps necessary to respond is equally important. These steps
include things like applying new edits to the claims processing process, suspending
payments when necessary, and taking into consideration variables such as
geography, specialty area and the populations served when examining the data. But
another critical step is the sharing of information about new scams and schemes
among the health care fraud-fighting community. For example, if CMS identifies a
new scheme, information about the scheme should be shared with other government
and commercial payers. A collaborative approach that is committed to sharing key
health care fraud trend information is another important way to protect our health
care system as a whole.

Does expanding the number of beneficiaries provide more opportunity for
fraudsters?

Response from L. Saccoccio: Most likely, yes. Each beneficiary represents a pool of
available benefits that equate to potential health care claims. So more beneficiaries
could equate to more potential exposure.

Do you think having more money flowing through federal health programs will
attract more fraudsters?

Response from L. Saccoccio: For this, we refer to the infamous bank robber Willie
Sutton who when asked by a reporter why he robbed banks responded, “because
that’s where the money is.” Following this logic, having more money flowing
through federal health programs will make them more attractive targets for those

2
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seeking to commit health care fraud. This only argues for pursuing an aggressive
anti-fraud agenda incorporating the latest anti-fraud detection technology, private-
public payer information sharing, and committed law enforcement resources.

3) Al of you alluded at one point or another in your testimony about problems stemming from
your work with other organizations. Mr. Morris said that “contractors often disappoint us.”
Mr. Willemssen talked about holding states’ “feet to the fire” about how they format their
data. Dr. Budetti brought up the failings of contractors, states and providers. You have my
support in overcoming these challenges. But leaving those aside for a moment:

a. Can you each say what you see as the weakest part of the federal government’s own
performance in preventing fraud against Medicare and Medicaid?
Response from L. Saccoccio: The lack of effective sereening of providers entering
the Medicare and Medicaid systems has been one of the most significant weaknesses
in these programs. However, this weakness is now being addressed by CMS under
the provisions of the Affordable Care Act and recently issued regulations requiring
enhanced screening of providers based on the risk the providers potentially pose for
fraud. NHCAA also commends the decision of the Secretary to consolidate program
integrity functions for Medicare and Medicaid under one office, the Center for
Program Integrity within CMS. NHCAA also believes that the consolidation of
Medicaid data with Medicare data as part of the Integrated Data Repository (IDR)—
a goal articulated by CMS at the hearing—will certainly enhance fraud prevention
and detection efforts.

b.  What did the federal government not do right?
Response from L. Saccoccio: NHCAA believes that the federal government relied
too greatly on a “pay and chase” model of fraud fighting. Too little attention was
given to analyzing claims data for potential fraud before payment was made.
However, we believe that CMS’s new strategy of a placing significant focus on pre-
payment review is the right one.

¢.  What specific part of federal performance and systems are ripest for improvement?
Response from L. Saccoccio: NHCAA believes that consolidation of Medicare data
and all state Medicaid program data in such a way that would allow for the
application of predictive modeling and other analytics across this complete set of
data is the area which holds the greatest promise for effective fraud fighting.
Although not comprehensive of all payers, the consolidation of Medicare and
Medicaid data for anti-fraud purposes would create the largest data base available to
analyze for fraud patterns and trends. The results derived from this consolidation
and analysis should then be available to all government programs and also shared
with commercial payers. This would help prevent those committing fraud from
migrating among payers since all payers would have access to information regarding
the latest fraud trends and schemes.
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$47.9 Billion
$22.5 Billion

1Cal

2010 IMPROPER PAYMENTS

e Medicare
e Med

VerDate Nov 24 2008  12:37 Mar 19, 2012 Jkt 068015 PO 00000 Frm 00124 Fmt6601 Sfmt6011 P:\DOCS\68015.TXT JOYCE

Chart 1



		Superintendent of Documents
	2012-03-30T13:28:44-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




