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Access to Data Obtained by Security-
Based Swap Data Repositories and

Exemption From Indemnification
Requirement

AGENCY: Securities and Exchange
Commission.

ACTION: Proposed rule.

SUMMARY: Pursuant to section 763(i) of
Title VII (““Title VII”’) of the Dodd-Frank
Wall Street Reform and Consumer
Protection Act of 2010 (“Dodd-Frank
Act”), the Securities and Exchange
Commission (‘“‘Commission’’) is
proposing amendments to rule 13n—4
under the Securities Exchange Act of
1934 (“Exchange Act”) related to
regulatory access to security-based swap
data held by security-based swap data
repositories. The proposed rule
amendments would implement the
conditional Exchange Act requirement
that security-based swap data
repositories make data available to
certain regulators and other authorities,
and would set forth a conditional
exemption from the statutory
indemnification requirement associated
with that regulatory access provision.

DATES: Submit comments on or before
October 29, 2015.

ADDRESSES: Comments may be
submitted by any of the following
methods:

Electronic Comments

e Use the Commission’s Internet
comment form (http://www.sec.gov/
rules/proposed.shtml); or

¢ Send an email to rule-comments@
sec.gov. Please include File Number S7—
15-15 on the subject line; or

¢ Use the Federal eRulemaking Portal
(http://www.regulations.gov). Follow the
instructions for submitting comments.

Paper Comments

e Send paper comments to Secretary,
Securities and Exchange Commission,
100 F Street NE., Washington, DC
20549-1090.

All submissions should refer to File
Number S7-15-15. This file number
should be included on the subject line
if email is used. To help us process and
review your comments more efficiently,
please use only one method. The
Commission will post all comments on
the Commission’s Internet Web site
(http://www.sec.gov/rules/

proposed.shtml). Comments are also
available for Web site viewing and
printing in the Commission’s Public
Reference Room, 100 F Street NE.,
Washington, DC 20549 on official
business days between the hours of
10:00 a.m. and 3:00 p.m. All comments
received will be posted without change;
the Commission does not edit personal
identifying information from
submissions. You should submit only
information that you wish to make
available publicly.

Studies, memoranda, or other
substantive items may be added by the
Commission or staff to the comment file
during this rulemaking. A notification of
the inclusion in the comment file of any
such materials will be made available
on the SEC’s Web site. To ensure direct
electronic receipt of such notifications,
sign up through the “Stay Connected”
option at www.sec.gov to receive
notifications by email.

FOR FURTHER INFORMATION CONTACT:
Carol McGee, Assistant Director, or
Joshua Kans, Senior Special Counsel, at
(202) 551-5870; Division of Trading and
Markets, Securities and Exchange
Commission, 100 F Street NE.,
Washington, DC 20549-7010.
SUPPLEMENTARY INFORMATION: The
Commission is proposing to add
paragraphs (b)(9) and (b)(10) to
Exchange Act rule 13n—4 to implement
the statutory requirement that security-
based swap data repositories
conditionally provide data to certain
regulators and other authorities. The
Commission also is proposing to add
paragraph (d) to rule 13n—4 to provide
a conditional exemption from the
associated statutory indemnification
requirement.

I. Background

A. Statutory Requirements for Access to
Security-Based Swap Data Repository
Information

Title VII of the Dodd-Frank Act
amended the Exchange Act to provide a
comprehensive regulatory framework
for security-based swaps, including the
regulation of security-based swap data
repositories.!

Those amendments, among other
things, require that security-based swap
data repositories make data available to
certain regulators and other entities. In

1Public Law 111-203, section 761(a) (adding
Exchange Act section 3(a)(75) (defining “security-
based swap data repository”)) and section 763(i)
(adding Exchange Act section 13(n) (establishing a
regulatory regime for security-based swap data
repositories)).

References in this release to the terms “data
repository,” “trade repository,” “repository” or
“SDR” generally address security-based swap data
repositories unless stated otherwise.

particular, the amendments
conditionally require that security-based
swap data repositories “‘on a
confidential basis pursuant to section
24, upon request, and after notifying the
Commission of the request, make
available all data obtained by the
security-based swap data repository,
including individual counterparty trade
and position data.” 2 The repositories
must make that data available to: “each
appropriate prudential regulator”; 3 the
Financial Stability Oversight Council
(“FSOC”); the Commodity Futures
Trading Commission (“CFTC”); the
Department of Justice; and “any other
person that the Commission determines
to be appropriate,” including foreign
financial supervisors (including foreign
futures authorities), foreign central
banks and foreign ministries.*

This access to data is conditional,
however. In part, before a repository
shares such data, the repository “shall
receive a written agreement from each
entity stating that the entity shall abide
by the confidentiality requirements
described in section 24 relating to the
information on security-based swap
transactions that is provided.” 5
Moreover, before such data is shared,
“each entity shall agree to indemnify
the security-based swap data repository
and the Commission for any expenses
arising from litigation relating to the
information provided under section
24,76

B. Prior Proposals and Comments
Received

1. 2010 proposal

In 2010, the Commission proposed
several rules to implement statutory
provisions related to the registration
process, duties and core principles
applicable to security-based swap data
repositories.” That proposal, among
other things, encompassed rules that

2Exchange Act section 13(n)(5)(G), 15 U.S.C.
78m(n)(5)(G). The confidentiality requirements
addressed by Exchange Act section 24, 15 U.S.C.
78x, are addressed below. See note 84, infra.

3 As discussed below, the term ““prudential
regulator” encompasses the Board of Governors of
the Federal Reserve System and certain other
regulators, with regard to certain categories of
regulated entities. See note 44, infra.

4Exchange Act section 13(n)(5)(G), 15 U.S.C.
78m(n)(5)(G).

5Exchange Act section 13(n)(5)(H)(i), 15 U.S.C.
78m(n)(5)(H)(i).

6 Exchange Act section 13(n)(5)(H)(ii), 15 U.S.C.
78m(n)(5)(H)(ii).

7 See Security-Based Swap Data Repository
Registration, Duties, and Core Principles, Exchange
Act Release No. 63347 (Nov. 19, 2010), 75 FR 77306
(Dec. 10, 2010), corrected at 75 FR 79320 (Dec. 20,
2010) and 76 FR 2287 (Jan. 13, 2011) (“SDR
Proposing Release”).
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incorporated the statutory language that
set forth the data access provisions.8

In proposing those rules, the
Commission recognized that “regulators
may be legally prohibited or otherwise
restricted from agreeing to indemnify
third parties, including SDRs as well as
the Commission,” and that the
“indemnification provision could chill
requests for access to data obtained by
SDRs, thereby hindering the ability of
others to fulfill their regulatory
mandates and responsibilities.” © The
Commission added that it expected that
a repository “would not go beyond the
minimum requirements of the statute so
as not to preclude [recipient entities
described by the statute] from obtaining
the data maintained by an SDR.” 10 The
Commission further noted that the
Commission itself had the authority to
share nonpublic information with,
among others, certain domestic and
foreign regulatory authorities.1?

In response, four commenters
addressed the data access provisions.!2
Those commenters generally supported
providing relevant authorities with
access to security-based swap data
maintained by repositories when the
access is within the scope of those
authorities’ mandates, but expressed
particular concerns relating to the
indemnification requirement and to the
scope of authorities’ access to data. Two
commenters concurred that relevant
authorities likely would be unable to
agree to indemnify data repositories or
the Commission.’® One commenter

8 See SDR Proposing Release, 75 FR 77368
(paragraphs (b)(9) and (b)(10) of proposed Exchange
Act rule 13n-4 incorporated relevant language of
Exchange Act sections 13(n)(5)(G) and (H).

975 FR 77318-19.

1075 FR 77319.

1d.

12 Cleary Gottlieb comment (Sept. 20, 2011) at 31—
32 (comment was provided in response to a joint
SEC-CFTC roundtable regarding the cross-border
application of Title VII, and can be found at
http://www.sec.gov/comments/4-636/4-636.shtml),
DTCC comment (Nov. 15, 2010) at 3, ESMA
comment (Jan. 17, 2011) at 2 and Managed Funds
Association comment (Jan. 24, 2011) at 3.

13 Prior to the proposed rules, one of those
commenters described the indemnification
requirement as contravening the purpose of data
repositories and jeopardizing market stability by
diminishing regulators’ ability to carry out oversight
functions. See DTCC comment (Nov. 15, 2010) at 3.
This comment and other comments that addressed
data repository issues in response to a general
request for comments regarding the implementation
of Title VII are located on the Commission’s Web
site at http://www.sec.gov/comments/df-title-vii/
swap-data-repositories/swap-data-
repositories.shtml.

Subsequently, in response to the proposed rules,
that commenter further: (1) Stated that the
indemnification requirement should not apply
where relevant authorities carry out their regulatory
responsibilities in accordance with international
agreements and while maintaining the
confidentiality of data provided to them; (2)

expressed the concern that the statutory
requirement is vague and could result in
a data repository providing access to
persons without proper authority.14
Another commenter recommended that
the Commission adopt rules to help

suggested that the Commission provide model
indemnification language; and (3) urged that “any
indemnity should be limited in scope to minimize
the potential reduction in value of registered SDRs
to the regulatory community.” See DTCC comment
(Jan. 24, 2011) at 12. These and other comments
addressing the proposed implementation of the data
access provisions (as well as other aspects of the
Commission’s 2010 proposal regarding security-
based swap data repository registration, duties and
core principles) are located on the Commission’s
Web site at http://www.sec.gov/comments/s7-35-10/
§73510.shtml.

Another commenter stated that because
indemnification would not be feasible, ‘it would be
problematic for [the Commission and the CFTC] to
require non-U.S. SDRs to register with the
Commissions,” and that the indemnification
requirement could impede effective regulatory
coordination. See Cleary Gottlieb comment (Sept.
20, 2011) at 31-32.

That commenter further stated that when a non-
U.S. data repository registers with the Commission
“but is also subject to regulatory oversight by an
appropriate non-U.S. regulator,” the SEC should
adopt the CFTC’s interpretation ““that the non-U.S.
regulator is not as a result subject to Dodd-Frank’s
notice and indemnification provisions.” See id. The
Commission since then has issued final rules and
interpretations regarding the cross-border
application of the registration requirement for
security-based swap data repositories, which
exempts certain non-U.S. data repositories subject
to regulation abroad from having to comply with
requirements otherwise applicable to repositories.
See Exchange Act Release No. 74246 (Feb. 11,
2015), 80 FR 14438, 14450-51, 14516—17, 14556
(Mar. 19, 2015) (“SDR Adopting Release’’)
(generally stating that a non-U.S. person that
performs the functions of a security-based swap
data repository within the United States is required
to register with the Commission absent an
exemption, and adopting Exchange Act rule 13n—
12 to provide an exemption from data repository
requirements for certain non-U.S. persons when
regulators with supervisory authority over those
non-U.S. persons have entered into a memorandum
of understanding (“MOU”) or other arrangement
with the Commission regarding the confidentiality
of data collected and maintained by such non-U.S.
person, access by the Commission to such data, and
any other matters determined by the Commission).
Also, under the preliminary interpretation
discussed below, the conditions to the Exchange
Act data access requirements would not restrict
access when a repository registered with the
Commission also is registered or licensed with a
foreign authority that obtains the data pursuant to
foreign law. See part IV.A, infra.

14 That commenter particularly expressed
concern regarding the possibility of “unfettered
access’ to security-based swap information by
regulators, including foreign financial supervisors,
foreign central banks and foreign ministries,
“beyond their regulatory authority and mandate.”
See Managed Funds Association comment (Jan. 24,
2011) at 3. That comment further recommended
that the Commission take an approach similar to
that taken by rules proposed by the CFTC, requiring
any regulator requesting access to such data to
certify the statutory authority for the request and
detail the basis for the request. See id. at 3—4. The
CFTC subsequently adopted that certification
requirement as a final rule, but did not adopt the
proposed requirement that the regulator also detail
the basis for the request. See note 31, infra, and
accompanying text.

streamline the indemnification
requirement for an “efficient exchange
of information.” 15

2. 2013 Cross-Border Proposal

a. Proposed Exemption to
Indemnification Requirement

In 2013, the Commission proposed a
number of rules related to the cross-
border application of the Title VII
security-based swap requirements. At
that time, recognizing the significance of
commenter concerns and understanding
that certain authorities may be unable to
agree to indemnify a data repository and
the Commission, the Commission
preliminarily concluded that the
indemnification requirement could
frustrate the purposes of the statutory
requirement that repositories make
available data to relevant authorities.
The Commission further took the view
that the indemnification requirement
should not be applied rigidly so as to
frustrate the statutory purposes of data
repositories, and hinder relevant
authorities’ ability to fulfill their
regulatory mandates and legal
responsibilities.16

To address these concerns, the
Commission proposed an exemption to
provide that a data repository “‘is not
required” to comply with the
indemnification requirement,
conditioned on: (1) An entity requesting
the information “to fulfill a regulatory
mandate and/or legal responsibility”’; (2)
the request pertaining ““to a person or
financial product subject to the
jurisdiction, supervision or oversight of
the entity”’; and (3) the entity having
entered into a supervisory and
enforcement memorandum of
understanding (“MOU”) or other
arrangement addressing the
confidentiality of the information
provided and any other matter as
determined by the Commission.1? The
Commission took the preliminary view
that the proposed exemption was
consistent with commenters’ views,
including one commenter’s suggestion
that the indemnification requirement
not apply when relevant authorities
carry out their responsibilities in
accordance with international
agreements and while maintaining the

15 That commenter also reiterated the notion that
relevant authorities must ensure the confidentiality
of security-based swap data provided to them, and
that the indemnification requirement “undermines
the key principle of trust according to which
exchange of information [among relevant
authorities] should occur.” See ESMA comment
(Jan. 17, 2011) at 2.

16 See Exchange Act Release No. 69490 (May 1,
2013), 78 FR 30968, 31048-49 (May 23, 2013)
(“Cross-Border Proposing Release”™).

17 See id. at 31209 (paragraph (d) of proposed
Exchange Act rule 13n—4).
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confidentiality of data provided to
them.18

The Commission further stated that
the exemption’s proposed condition that
the request be for the purpose of
fulfilling a relevant authority’s
regulatory mandate or legal
responsibility was aligned with
statutory requirements to protect the
security-based swap information
maintained by a repository, including
proprietary and highly sensitive data,
from unauthorized disclosure,
misappropriation or misuse.?® The
Commission also expressed the
preliminary view that the proposed
condition that the Commission enter
into an MOU or other arrangement with
a relevant authority represented an
effective way to streamline the
indemnification requirement for an
“efficient exchange of information” to
help protect the confidentiality of
information and further the purposes of
the Dodd-Frank Act.2°

b. Additional guidance

In the Cross-Border Proposing
Release, the Commission also addressed
the application of the statutory
requirement that repositories notify the
Commission regarding data requests.
The Commission stated its preliminarily
belief that repositories could satisfy that
requirement by providing the
Commission with notice of an initial
request by a relevant authority, and
maintaining records of the initial
request and all subsequent requests.2?
The Commission further expressed
preliminary views regarding the process
for determining which additional
authorities may obtain information from

18 See id. at 31049 (addressing DTCC comment
from Jan. 24, 2011). The Commission also stated
that the proposal was consistent with commenter
suggestions that the exemption be “location
agnostic” (by treating relevant domestic and foreign
authorities similarly), and that the exemption was
intended to help preserve the “spirit of cooperation
and coordination” between regulators around the
world. See id.

19 See id. at 31049-50.

20 See id. at 31050. The Commission moreover
expressed the preliminary view that, in determining
whether to enter into such an MOU or other
arrangement, the Commission would consider,
among other things, whether: (1) “The relevant
authority needs security-based swap information
from an SDR to fulfill its regulatory mandate or
legal responsibilities; (2) the relevant authority
agrees to protect the confidentiality of the security-
based swap information provided to it; (3) the
relevant authority agrees to provide the
Commission with reciprocal assistance in securities
matters within the Commission’s jurisdiction; and
(4) a supervisory and enforcement MOU or other
arrangement would be in the public interest.”” See
id. at 31049-50.

21 See id. at 31046—47.

data repositories pursuant to these data
access provisions.22

c. Comments

In response to this proposal, the
Commission received one comment that
addressed the data access provisions,
including the indemnification
requirement. That commenter stated
that the proposal “did not erase the
need for a legislative solution to clarify
the scope and applicability” of the
indemnification requirement.23 The
commenter further recommended that
the Commission incorporate, as part of
the exemption, a ““‘safe harbor provision
from liability for information shared
pursuant to global information sharing
agreements.” 24

The commenter also objected to the
prospect that repositories would be
required to notify the Commission of an
initial information request, stating that
such a requirement could lead
authorities to hesitate to make requests
if that would trigger notice,
“particularly if such request is pursuant
to an investigation.” The commenter
instead recommended that the
Commission consider the notification
requirement to be satisfied if the request
is made “pursuant to an established
information sharing agreement.” 25

3. Final Rules Reserving Action on the
Data Access Provisions

In February 2015, the Commission
adopted a number of final rules
governing the registration process,
duties and core principles applicable to
security-based swap data repositories.26
Those final rules, however, neither
addressed the statutory data access
requirements applicable to data
repositories, nor provided an exception
to the indemnification requirement. The
Commission instead stated that final
resolution of the issue would benefit

22 See id. at 31047—48 (indicating that the
Commission would make such determinations by
order, and that the Commission would consider a
variety of factors, including whether there is a
supervisory and enforcement MOU between the
Commission and the relevant authority, and
whether the relevant authority has a legitimate need
for the information).

23 See DTCC cross-border comment (Aug. 21,
2013) at 6-7 (expressing concern that the
indemnification provision would continue to limit
data sharing across jurisdictions, leading foreign
regulators to seek to establish “national”
repositories that would fragment data among
jurisdictions). That comment and other comments
responding to the cross-border proposal are located
on the Commission’s Web site at: http://
www.sec.gov/comments/s7-02-13/s70213.shtml.

24 See DTCC cross-border comment at 8.

25 See id. at 7.

26 See SDR Adopting Release.

from further consideration and public
comment.2”

C. Treatment of These Issues in the
Swaps Context

The Dodd-Frank Act also revised the
Commodity Exchange Act (“CEA™) to
impose comparable data access
requirements—including confidentiality
and indemnification conditions—upon
swap data repositories that are subject to
CFTC jurisdiction.28

1. Certification of Scope of Jurisdiction

To implement those requirements, the
CFTC adopted rules that in part identify
the domestic 29 and foreign regulators 30
to which a swap data repository must
make swap data available. The rules
provide that when those regulators seek
access to data maintained by a swap
data repository, they must file a request
with the swap data repository and
certify that they are acting within the
scope of their jurisdiction.3?

2. Scope of Confidentiality and
Indemnification Requirements

The CFTC implementing rules
generally require domestic and foreign
regulators to execute confidentiality and
indemnification agreements with the
swap data repository prior to receipt of
any requested swap data.32 The CFTC,

27 See id., 80 FR 14487-88 (further noting that
repositories will have to comply with all statutory
requirements, including the indemnification
requirement, when the current exemptive relief
from requirements applicable to repositories
expires). As a result, in adopting those final rules
the Commission reserved paragraphs (b)(9) and
(b)(10) of Exchange Act rule 13n—4 (which as
proposed would have addressed the data access
obligations of registered security-based swap data
repositories), and did not adopt the indemnification
exemption proposed as paragraph (d) of rule 13n—

28 See CEA sections 21(c)(7), (d), 7 U.S.C.
24a(c)(7), (d).

29 The CFTC has defined “Appropriate Domestic
Regulator” to mean: (i) The SEC; (ii) each
prudential regulator “with respect to requests
related to any of such regulator’s statutory
authorities, without limitation to the activities
listed for each regulator” in the statutory definition;
(iii) the Financial Stability Oversight Council; (iv)
the Department of Justice; (v) any Federal Reserve
Bank; (vi) the Office of Financial Research; and (vii)
any other person the CFTC deems appropriate. See
17 CFR 49.17(b)(1).

30 The CFTC has defined “Appropriate Foreign
Regulator” to mean foreign regulators “with an
existing memorandum of understanding or other
similar type of information sharing arrangement”
executed with the CFTC, and/or foreign regulators
“without an MOU as determined on a case-by-case
basis” by the CFTC. See 17 CFR 49.17(b)(2).

31 See 17 CFR 49.17(d)(1). In this regard, the
CFTC did not adopt proposed requirements to
require regulators to set forth the basis for their
requests in sufficient detail, and to require a swap
data repository to provide access only if it is
satisfied that the regulator is acting within the scope
of its authority. See 76 FR 54538, 54553 (Sept. 1,
2011).

32 See 17 CFR 49.17(d)(6), 49.18(b).
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however, also recognized that it might
be difficult for certain regulators to
implement those confidentiality and
indemnification requirements.33
Accordingly, the CFTC provided that a
domestic regulator with regulatory
jurisdiction over a swap data repository
registered with it pursuant to separate
statutory authority may access such data
without the need to enter into
confidentiality or indemnification
agreements if: (i) The domestic regulator
executes an MOU or similar information
sharing arrangement with the CFTC; and
(ii) the CFTC designates the domestic
regulator to receive direct electronic
access.34

The CFTC implementing rules further
provided that a foreign regulator with
supervisory responsibility over a swap
data repository registered with the
foreign regulator pursuant to foreign law
and/or regulation would not need to
enter into such confidentiality or
indemnification agreements.35 In
addition, the CFTC noted that the
confidentiality and indemnification
requirements would not apply when the
CFTC itself shares information in its
possession with foreign authorities.36

The CFTC subsequently issued an
interpretative statement that the
indemnification and confidentiality
provisions under the CEA generally
apply only to such data reported
pursuant to the CEA and CFTC
regulations, and that those
confidentiality and indemnification
provisions “should not operate to
inhibit or prevent foreign regulatory
authorities from accessing data in which
they have an independent regulatory

33 See 76 FR 54554.

34 See 17 CFR 49.17(d)(2), 49.18(c); 76 FR 54554
(also referencing a separate statutory provision,
CEA section 21(c)(4)(A), 7 U.S.C. 24a(c)(4)(A), that
requires swap data repositories to provide “direct
electronic access” to the CFTG and its designees).

There are differences between the Commission’s
proposed approach, discussed below, and the
approach the CFTC has taken in adopting rules to
implement the data access requirement under the
CEA. In part, while the CFTG rule requires that
entities accessing swap data certify that they are
acting within the scope of their jurisdiction, the
Commission’s proposal instead anticipates
considering an entity’s interest in the security-based
swap information when determining whether to
determine that entity may access security-based
swap information. See part II.A.3.a, infra. Also, the
Commission’s proposed exemption from the
indemnification requirement is conditioned in part
on an entity requesting security-based swap
information in connection with a regulatory
mandate, or legal responsibility or authority. See
part II.B.1.a, infra.

35 See 17 CFR 49.17(d)(3), 49.18(c); 76 FR 54555
n.166 (adding that the CFTC does not interpret the
notification and indemnification provisions to
apply “in circumstances in which an Appropriate
Foreign Regulator possesses independent sovereign
legal authority to obtain access to the information
and data held and maintained by an SDR”).

36 See 76 FR 54554.

interest (even if that data also has been
reported pursuant to the CEA and
[CFTC] regulations).” 37 The CFTC
further stated that a registered swap data
repository would not be subject to the
indemnification and confidentiality
provisions under the CEA if the swap
data repository is ‘‘registered,
recognized or otherwise authorized in a
foreign jurisdiction’s regulatory
regime,” when the data sought to be
accessed by the foreign regulatory
authority has been reported to the swap
data repository “pursuant to the foreign
jurisdiction’s regulatory regime.” 38

D. The Current Proposal

The Commission today is proposing
rules related to the data access
obligation applicable to security-based
swap data repositories, including rules
to provide a conditional exemption from
the indemnification requirement. This
new proposal builds upon the earlier
proposals, but with certain changes.

Among other aspects, as discussed
below, the proposal would provide for
the statutory confidentiality agreement
requirement to be satisfied via the use
of MOUs or other agreements between
the Commission and the entity
accessing data from a security-based
swap data repository. The proposal also
encompasses an indemnification
exemption that would be effective when
the relevant conditions are met, in
contrast to the earlier proposed
approach of conditionally allowing a
data repository to elect whether to
waive the indemnification requirement.

Taken as a whole, the proposal would
provide that when the conditions to the
data access provisions are satisfied—
including as applicable the conditions
to the indemnification exemption—a
repository would be required to provide
security-based swap data to relevant
authorities.

II. Proposed Data Access Rules

The Commission is proposing rules,
to implement the data access provisions
of Exchange Act sections 13(n)(5)(G)
and (H),3° that address commenter
concerns and reflect the Commission’s

37 See Swap Data Repositories: Interpretative
Statement Regarding the Confidentiality and
Indemnification Provisions of the Commodity
Exchange Act, 77 FR 65177, 65180-81 (Oct. 25,
2012).

38 See id. The CFTC added that this principle
applies even if the applicable data also is reported
pursuant to CFTC rules, and that foreign and
domestic regulatory authorities also may receive
data from the CFTC (rather than the swap data
repository) without execution of a confidentiality
and indemnification agreement. See id. at 65181.

3915 U.S.C. 78m(n)(5)(G) and (H).

further consideration of the issues.
Under the proposal:

e Security-based swap data
repositories generally would be
required, on a confidential basis after
notifying the Commission, to make
available security-based swap data,
including individual counterparty trade
and position data, to certain entities that
are identified in the proposed rules and
any other persons that are determined
by the Commission to be appropriate.4©

e The data access requirement would
be subject to a confidentiality provision
that conditions the data access
requirement on there being an
agreement between the Commission and
the entity (in the form of an MOU or
otherwise) that addresses the
confidentiality of the information
received.4!

¢ In addition, as discussed below,
there would be a conditional exemption
to the statutory provision that
conditions the data access on the
recipient of the data agreeing to
indemnify the repository and the
Commission for expenses arising from
litigation related to the information
provided.42

A. Data Access Requirement

1. Application to Prudential Regulators
and Federal Reserve Banks

The Exchange Act specifically states
that a repository is conditionally
obligated to make information available
to, among others, “‘each appropriate
prudential regulator.” 43 The proposed
rules would specifically identify, as
being eligible to access data, each of the
entities encompassed within the
statutory “prudential regulator”
definition: The Board of Governors of
the Federal Reserve System (‘“Board”’),
the Office of the Comptroller of the
Currency, the Federal Deposit Insurance
Corporation (“FDIC”), the Farm Credit
Administration, and the Federal
Housing Finance Agency.44

40 See proposed Exchange Act rule 13n—4(b)(9).
41 See proposed Exchange Act rule 13n—-4(b)(10).
42 See proposed Exchange Act rule 13n—4(b)(ii).
43 See Exchange Act section 13(n)(5)(G)(i), 15
U.S.C. 78m(n)(5)(G)(d).
( )44 See proposed Exchange Act rule 13n—4(b)(9)(i)-
v).

Exchange Act section 3(a)(74), 15 U.S.C.
78c(a)(74), defines “‘prudential regulator” by
reference to the CEA. The CEA, in turn, defines
“prudential regulator’”” to encompass: (a) The Board,
(b) the Office of the Comptroller of the Currency,

(c) the FDIC, (d) the Farm Credit Administration or
(e) the Federal Housing Finance Agency—in each
case with respect to swap dealers, major swap
participants, s