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BUSINESS SYSTEMS MODERNIZATION

DOD Continues to Improve Institutional
Approach, but Further Steps Needed

What GAO Found

As part of DOD’s incremental strategy for developing and implementing its
architecture, transition plan, and accountability framework for managing
business systems, the department has taken steps over the last 6 months to
address a number of the areas that GAO previously reported as falling short
of the Act’s requirements. However, additional steps are needed to fully
comply with the Act and relevant guidance. For example,

e The architecture identifies an enterprisewide data standard to support
financial management and reporting functions. However, the data
elements—such as those associated with the planning, programming,
and budgeting business process—are not yet part of the architecture.

o The enterprise transition plan now includes an initiative aimed at
identifying capability gaps between the “As Is” and “T'o Be” architectural
environments, and DOD continues to validate the inventory of ongoing
IT investments that formed the basis for the prior version of the
transition plan. However, the plan does not include, among other things,
a complete listing of the legacy systems that will not be part of the target
architecture, and it does not include system investment information for
all of the department’s agencies and combatant commands.

e The department’s fiscal year 2007 IT budget submission was prepared
using a system that was reconciled with DOD’s single authoritative
system inventory. This should improve the reliability of the budget
submission.

o The IT investment management structures and processes that DOD
previously defined are being refined and implemented across the
department. However, the investment review board that is to focus on IT
infrastructure and information assurance investments has still not been
established.

DOD has also taken steps to address 29 prior GAO recommendations to
strengthen the management of its business systems modernization through
the adoption of enterprise architecture and investment management best
practices. As a result of DOD’s actions, 16 of the recommendations have now
been implemented and 13 are in the process of being implemented.

Notwithstanding DOD’s incremental strategy for improving its institutional
approach to business systems modernization and complying with the Act,
the department has yet to create or establish milestones for developing an
enterprise architecture program management plan that defines, among other
things, what the increments of improvement are, and how and when they
will be accomplished, with particular emphasis and clarity around the near-
term increments. It is important for the department to develop this plan as
soon as possible because without it, the department is less likely to
accomplish intended improvements and the Congress does not have the
means to measure progress and hold the department accountable for doing
SO.
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For decades, the Department of Defense (DOD) has not been successful in
repeated attempts to modernize its timeworn business systems' and
operations. In 1995, we first designated DOD’s business systems
modernization as “high risk,” and we continue to designate it as such
today.” As our research on successful public and private sector
organizations has shown, attempting a large-scale systems modernization
program in a large organization such as DOD without, among other things,
a well-defined enterprise architecture® and the associated investment
management controls for implementing it often results in systems that are
duplicative, stovepiped, non-integrated, and unnecessarily costly to
manage, maintain, and operate.

In May 2001, we made recommendations to the Secretary of Defense that
provided the means for effectively developing and implementing an
enterprise architecture and limiting systems investments until the
department had a well-defined architecture and a corporate approach to
investment control and decision making.* In July 2001, the department
initiated a business management modernization program to, among other
things, develop a business enterprise architecture and establish the
investment controls needed to effectively implement it. This effort was
begun as part of the Secretary of Defense’s broad initiative to “transform
the way the department works and what it works on.”

'Business systems are information systems that include financial and non-financial systems
and support DOD’s business operations, such as civilian personnel, finance, health,
logistics, military personnel, procurement, and transportation. See 10 U.S.C. § 2222 (j) (2).

®GAO, High-Risk Program, GAO-06-497T (Washington, D.C.: Mar. 15, 2006).

*An enterprise architecture, or modernization blueprint, provides a clear and
comprehensive picture of an entity, whether it is an organization (e.g., federal department
or agency) or a functional or mission area that cuts across more than one organization
(e.g., financial management). This picture consists of snapshots of the enterprise’s current
“As Is” operational and technological environment and its target or “To Be” environment,
as well as a capital investment roadmap for transitioning from the current to the target
environment. These snapshots further consist of “views,” which are basically one or more
architecture products that provide conceptual or logical representations of the enterprise.

*GAO, Information Technology: Architecture Needed to Guide Modernization of DOD’s
Financial Operations, GAO-01-525 (Washington, D.C.: May 17, 2001).
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Between 2001 and 2005, we reported that the department’s business
management modernization program was not being effectively managed,
concluding in 2005 that hundreds of millions of dollars had been spent on
an architecture and investment management structures that had limited

use.’

To assist DOD in addressing these modernization management challenges,
Congress included provisions in the Ronald W. Reagan National Defense
Authorization Act for Fiscal Year 2005 (the Act)® that were consistent with
our recommendations for developing a business enterprise architecture
and associated enterprise transition plan, and establishing and
implementing effective information technology (IT) business system
investment management structures and processes. More specifically, the
Act required the department to, among other things, (1) develop a business
enterprise architecture, (2) develop a transition plan to implement the
architecture, (3) include systems information in its annual budget
submission, (4) establish a system investment approval and accountability
structure, (5) establish an investment review process, and (6) approve and
certify system modernizations costing in excess of $1 million. The Act
further requires that the Secretary of Defense submit an annual report to
congressional defense committees on its compliance with certain
requirements of the Act not later than March 15 of each year from 2005
through 2009. Additionally, the Act directs us to submit to congressional
defense committees—within 60 days of DOD’s report submission—an
assessment of DOD’s actions taken to comply with these requirements.

*See, for example, GAO-01-525; DOD Business Systems Modernization: Improvements to
Enterprise Architecture Development and Implementation Efforts Needed, GAO-03-458
(Washington, D.C.: Feb. 28, 2003); Information Technology: Observations on Department
of Defense’s Draft Enterprise Architecture, GAO-03-571R (Washington, D.C.: Mar. 28,
2003); Business Systems Modernization: Summary of GAO’s Assessment of the
Department of Defense’s Initial Business Enterprise Architecture, GAO-03-877R
(Washington, D.C.: July 7, 2003); DOD Business Systems Modernization: Important
Progress Made to Develop Business Enterprise Architecture, but Much Work Remains,
GAO-03-1018 (Washington, D.C.: Sept. 19, 2003); DOD Business Systems Modernization:
Limited Progress in Development of Business Enterprise Architecture and Oversight of
Information Technology Investments, GAO-04-731R (Washington, D.C.: May 17, 2004);
DOD Business Systems Modernization: Billions Being Invested without Adequate
Oversight, GAO-05-381 (Washington, D.C.: April 29, 2005); DOD Business Systems
Modernization: Long-standing Weaknesses in Enterprise Architecture Development Need
to Be Addressed, GAO-05-702 (Washington, D.C.: July 22, 2005).

SRonald W. Reagan National Defense Authorization Act for Fiscal Year 2005, Pub. L. No.
108-375, § 332, 118 Stat. 1811, 1851-1856 (Oct. 28, 2004) (codified in part at 10 U.S.C. §
2222).
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Results in Brief

As agreed with your offices, the objectives of our review were to (1) assess
the actions by DOD to comply with the requirements of Section 2222 of
Title 10, U.S. Code and (2) determine the extent to which DOD has
addressed our prior recommendations. To accomplish this, we used our
November 2005 report’ as a baseline of comparison, focusing on the steps
the department has taken to address the areas of noncompliance that we
cited in that report.

We performed our work from January through May 2006 in accordance
with generally accepted government auditing standards. Details on our
objectives, scope, and methodology are contained in appendix I.

As part of DOD’s incremental strategy for developing and implementing its
architecture, transition plan, and tiered accountability framework for
managing business systems, the department has taken steps over the last 6
months to further comply with the Act and otherwise improve its overall
approach to business systems modernization. On March 15, 2006, DOD
released a minor update to its business enterprise architecture (version
3.1), developed an updated enterprise transition plan, and issued its annual
report to Congress describing steps taken to address the Act’s
requirements, among other things. The updated architecture and transition
plan, as well as the report and related documentation, reflect steps taken
to address a number of the areas that we previously reported as falling
short of the Act’s requirements and related guidance. However, additional
steps are needed to fully comply with the Act and relevant guidance. The
following illustrate steps taken thus far to improve management of the
department’s business systems modernization effort and where further
improvement is needed.

The latest version of the architecture continues to specify DOD’s Standard
Financial Information Structure (SFIS) as an enterprisewide data standard
for categorizing financial information to support financial management
and reporting functions. In addition, the architecture now adds greater
definition on standard processes, rules, and data for intra-governmental
ordering and billing. However, certain SFIS data elements, such as those
relating to the planning, programming, and budgeting business process
area, have yet to be defined. According to DOD, these data elements will

7GAO, DOD Business Systems Modernization: Important Progress Made in Establishing
Foundational Architecture Products and Investment Management Practices, but Much
Work Remains, GAO-06-219 (Washington, D.C.: Nov. 23, 2005).
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be in the next version of the architecture. The latest version of the
architecture also does not yet include a systems standards profile to
facilitate data sharing among departmentwide business systems and
promote interoperability with departmentwide IT infrastructure systems.
Further, military services and defense agencies architectures have yet to
be aligned with the departmental architecture. Once such missing scope
and content is added, the architecture will be a more sufficient frame of
reference to optimally guide and constrain DOD-wide system investment
decision making.

The enterprise transition plan now includes an initiative aimed at
identifying capability gaps between the “As Is” and “To Be” architectural
environments, and DOD continues to validate the inventory of ongoing IT
investments that formed the basis for the prior version of the transition
plan. Further, the plan provides information on progress on major
investments over the last 6 months—including key accomplishments and
milestones attained, and more information about the termination of legacy
systems. However, it still does not identify, for example, all legacy systems
that will not be part of the target architecture, and it does not include
system investment information for all of the department’s agencies and
combatant commands. Once missing content is added and all planned
investments are validated by capability gap analyses, the department will
be better positioned to sequentially manage the migration and disposition
of existing business processes and systems—and the introduction of new
ones.

The fiscal year 2007 IT budget submission was prepared using a system
that has been reconciled with DOD’s single authoritative system inventory.
This should improve the completeness and reliability of the budget
submission.

The IT investment management structures and processes that DOD
previously defined are being refined and implemented across the
department. For example, DOD reports that 226 business systems, which
represent about $3.6 billion in modernization funding, were approved by
the Defense Business Systems Management Committee (DBSMC). Further,
it reports that over 290 business systems have been identified for phase-
out/elimination. The extent to which these structures and processes will
be applied to the department’s approximately 3,700 business systems is
still evolving. Further, an investment review board required by the Act and
DOD policy for IT infrastructure and information assurance investments
has yet to be established.
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The Act’s requirements concerning the architecture, transition plan,
budgetary disclosure, and investment management structures and
processes are consistent with our prior recommendations. In taking steps
to further comply with the Act, DOD has either implemented—or is in the
process of implementing—these 29 prior recommendations. More
specifically, the department has fully implemented 16 of the
recommendations and is in the process of implementing the remaining 13.
For example, the department has implemented our recommendation to
issue a policy governing the development, implementation, and
maintenance of an enterprise architecture. However, it has not
implemented our recommendation to develop a plan governing the
development, maintenance, and implementation of the enterprise
architecture. Such a plan would, at a minimum, define what the
incremental improvements will be, and how and when they will be
accomplished. The plan would also include what (and when) architecture
and transition plan scope and content—and architecture compliance
criteria—will be added, with particular emphasis and clarity around the
near-term increments. It is important for the department to develop this
plan as soon as possible because without it, the department is less likely to
accomplish intended improvements—and Congress will not have the
means to measure progress and hold the department accountable.
According to DOD officials, the department is committed to addressing
our recommendations but has yet to provide any time frames.

To further assist the department in strengthening its business systems
modernization efforts, to facilitate congressional oversight, and promote
departmental accountability, we are recommending that the department
submit its enterprise architecture program management plan to defense
congressional committees.

In its written comments on a draft of this report, signed by the Deputy
Under Secretary of Defense (Business Transformation) and reprinted in
appendix III, the department stated that our findings are a fair
representation of DOD’s efforts to date, and while it does not agree with
all of our points, it recognizes that even in areas of disagreement there is
opportunity for dialog and learning. In this regard, the department
provided additional comments in two areas.

First, DOD recognized the importance of addressing our
recommendations, and stated that it is important that we make our
recommendations sufficiently specific to permit reasonable
implementation and that we provide prompt feedback on whether DOD’s
implementation actions are in line with the recommendations. We agree
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Background

and will continue to work proactively and constructively with the
department to facilitate their implementation.

Second, DOD stated that it partially agreed with the recommendation in
the draft report, characterizing it as developing a departmentwide
enterprise architecture program management plan to gain control of the
department’s IT environment. According to DOD, such a plan would far
exceed the current scope of business systems modernization, and thus
addressing it would require more time than our recommendation allowed.
We agree that the business enterprise architecture should be
departmentwide in scope and should allow the department to gain control
of its business IT environment. However, the recommendation in our draft
report was only aimed at developing an incremental plan that would show
what missing scope and content would be added in each incremental
version of the architecture and transition plan to eventually have an
architecture and transition plan that addressed the full scope of the
department’s business IT environment and permitted such control to be
gained. It was not intended to be interpreted as actually having this scope
and content added to the transition plan in the time frame specified. To
further ensure that our recommendation is properly interpreted and
implemented, and to address DOD’s concern about the time frame that we
cited, we have slightly modified the recommendation.

DOD is a massive and complex organization. In fiscal year 2005, the
department reported that its operations involved $1.3 trillion in assets and
$1.9 trillion in liabilities; more than 2.9 million military and civilian
personnel; and $635 billion in net cost of operations. For fiscal year 2006,
the department received appropriations of about $403 billion.® The
department comprises a wide range of organizations, including the
military services and their respective major commands and functional
activities; numerous defense agencies and field activities; and various
combatant and joint operational commands, which are responsible for
military operations for specific geographic regions or theaters of
operations.

In support of its military operations, the department performs an
assortment of interrelated and interdependent business functions,

®This amount does not include an additional $50 billion for military operations in Iraq and
Afghanistan.
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including logistics management, procurement, health care management,
and financial management. DOD recently reported that, in order to
support these business functions, it relies on 3,717 business systems. For
fiscal year 2006, DOD received approximately $15.5 billion—and for fiscal
year 2007, DOD has requested approximately $16 billion—in appropriated
funds to operate, maintain, and modernize its business systems. As we
have previously reported,” DOD’s systems environment is overly complex
and error prone, and is characterized by (1) little standardization across
the department; (2) multiple systems performing the same tasks; (3) the
same data stored in multiple systems; and (4) the need for manual data
entry into multiple systems. In addition, our reports" have continually
shown that the department’s nonintegrated and duplicative systems
contribute to fraud, waste, and abuse. Of the 25 areas on our
governmentwide high-risk list, 8 are DOD program areas, and the
department shares responsibility for 6 other governmentwide high-risk
areas." DOD’s business systems modernization is one of the high-risk
areas, and it is an essential enabler to addressing many of the department’s
other high-risk areas. For example, modernized business systems are
integral to the department’s efforts to address its financial, supply chain,
and information security management high-risk areas.

’GAO, DOD Business Systems Modernization: Important Progress Made in Establishing
Foundational Architecture Products and Investment Management Practices, but Much
Work Remains, GAO-06-219 (Washington, D.C.: Nov. 23, 2005).

10See, for example, GAO, Defense Inventory: Opportunities Exist to Improve Spare Parts
Support Aboard Deployed Navy Ships, GAO-03-887 (Washington, D.C.: Aug. 29, 2003);
Military Pay: Army National Guard Personnel Mobilized to Active Duty Experienced
Significant Pay Problems, GAO-04-89 (Washington, D.C.: Nov. 13, 2003); and DOD Travel
Cards: Control Weaknesses Resulted in Millions of Dollars of Improper Payments,
GAO-04-576 (Washington, D.C.: June 9, 2004).

"GAO-06-497T. The eight specific DOD high-risk areas are: (1) approach to business
transformation, (2) business systems modernization, (3) contract management, (4)
financial management, (5) personnel security clearance, (6) supply chain management, (7)
support infrastructure management, and (8) weapon systems acquisition. The six
governmentwide high-risk areas are (1) disability programs, (2) interagency contracting,
(3) information systems and critical infrastructure, (4) information sharing for homeland
security, (5) human capital, and (6) real property.
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Enterprise Architecture
and Information
Technology Investment
Management Are Critical
to Achieving Successful
Systems Modernization

Effective use of an enterprise architecture, or a modernization blueprint, is
a hallmark of successful public and private organizations. For more than a
decade, we have promoted the use of architectures to guide and constrain
systems modernization, recognizing them as a crucial means to this
challenging goal: agency operational structures that are optimally defined
in both the business and technological environments. Congress, the Office
of Management and Budget (OMB), and the federal Chief Information
Officer (CIO) Council have also recognized the importance of an
architecture-centric approach to modernization. We, OMB, and the CIO
Council have issued enterprise architecture guidance.” The Clinger-Cohen
Act of 1996" mandates that an agency’s CIO develop, maintain, and
facilitate the implementation of an IT architecture. Further, the E-
Government Act of 2002" requires OMB to oversee the development of
enterprise architectures within and across agencies. In addition, we and
OMB have issued guidance that emphasizes the need for system
investments to be consistent with these architectures.”

A corporate approach to IT investment management is also characteristic
of successful public and private organizations. Recognizing this, Congress
developed and enacted the Clinger-Cohen Act of 1996," which requires
OMB to establish processes to analyze, track, and evaluate the risks and
results of major capital investments in information systems made by
executive agencies."” In response to the Clinger-Cohen Act and other
statutes, OMB has developed policy and issued guidance for planning,

210 Council, A Practical Guide to Federal Enterprise Architecture, Version 1.0 (Feb.
2001).

BThe Clinger-Cohen Act of 1996, 40 U.S.C. § 11312 and 11315(b)(2).
“The E-Government Act of 2002, Public Law 107-347 (Dec. 17, 2002).

OMB Capital Programming Guide, Version 1.0 (July 1997) and GAO, Information
Technology Investment Management: A Framework for Assessing and Improving Process
Maturity, GAO-04-394G (Washington, D.C.: March 2004).

5The Clinger-Cohen Act of 1996, 40 U.S.C. sections 11101-11704. This Act expanded the
responsibilities of OMB and the agencies that had been set under the Paperwork Reduction
Act with regard to IT management. See 44 U.S.C. 3504(a)(1)(B)(vi) (OMB); 44 U.S.C.
3506(h)(5) (agencies).

"We have made recommendations to improve OMB’s process for monitoring high-risk IT
investments; see GAO, Information Technology: OMB Can Make More Effective Use of Its
Investment Reviews, GAO-05-276 (Washington, D.C.: April 15, 2005).
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Enterprise Architecture: A
Brief Description

budgeting, acquisition, and management of federal capital assets."” We
have also issued guidance in this area,” which defines institutional
structures such as IRBs and associated processes, such as common
investment criteria.

An enterprise architecture provides a clear and comprehensive picture of
an entity, whether it is an organization (e.g., a federal department) or a
functional or mission area that cuts across more than one organization
(e.g., financial management). This picture consists of snapshots of both
the enterprise’s current (“As Is”) environment and its target (“To Be”)
environment. These snapshots consist of “views,” which are one or more
architecture products (e.g., models, diagrams, matrixes, and text) that
provide logical or technical representations of the enterprise. The
architecture also includes a transition or sequencing plan, which is based
on an analysis of the gaps between the “As Is” and “To Be” environments;
this plan provides a temporal roadmap for moving between the two
environments, and incorporates such considerations as technology
opportunities, marketplace trends, fiscal and budgetary constraints,
institutional system development and acquisition capabilities, legacy and
new system dependencies and life expectancies, and the projected value
of competing investments.

The suite of products produced for a given entity’s enterprise architecture,
including its structure and content, is largely governed by the framework
used to develop the architecture. Since the 1980s, various architecture
frameworks have been developed. Appendix IV discusses these various
frameworks.

The importance of developing, implementing, and maintaining an
enterprise architecture is a basic tenet of both organizational
transformation and systems modernization. Managed properly, an
enterprise architecture can clarify and help optimize the
interdependencies and relationships among an organization’s business
operations (and the underlying IT infrastructure and applications) that
support these operations. To support effective architecture management

"®This policy is set forth and guidance is provided in OMB Circular No. A-11 (Nov. 2, 2005)
(section 300), and in OMB’s Capital Programming Guide, which directs agencies to
develop, implement, and use a capital programming process to build their capital asset
portfolios.

YGA0-04-394G.
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IT Investment Management: A
Brief Description

in the federal government, we have issued architecture management
guidance, as has the federal CIO Council and OMB.” This guidance
recognizes that when an enterprise architecture is employed in concert
with other important management controls, such as portfolio-based capital
planning and investment control practices, architectures can greatly
increase the chances that an organization’s operational and IT
environments will be configured to optimize mission performance. Our
experience with federal agencies has shown that investing in IT without
defining these investments in the context of an architecture often results
in systems that are duplicative, not well integrated, and unnecessarily
costly to maintain and interface.”

IT investment management is a process for linking IT investment decisions
to an organization’s strategic objectives and business plans. Generally, it
includes structures (including decision-making bodies known as IRBs),
processes for developing information on investments (such as costs and
benefits), and practices to inform management decisions (such as whether
a given investment is aligned with an enterprise architecture). The federal
approach to IT investment management is based on establishing
systematic processes for selecting, controlling, and evaluating investments

*GAO, Information Technology: A Framework for Assessing and Improving Enterprise
Architecture Management (Version 1.1), GAO-03-584G (Washington, D.C.: April 2003); and
A Practical Guide to Federal Enterprise Architecture, Version 1.0.

21See, for example, GAO, Homeland Security: Efforts Under Way to Develop Enterprise
Architecture, but Much Work Remains, GAO-04-777 (Washington, D.C.: Aug. 6, 2004); DOD
Business Systems Modernization: Limited Progress in Development of Business
Enterprise Architecture and Oversight of Information Technology Investments, GAO-04-
731R (Washington, D.C.: May 17, 2004); Information Technology: Architecture Needed to
Guide NASA’s Financial Management Modernization, GAO-04-43 (Washington, D.C.: Nov.
21, 2003); DOD Business Systems Modernization: Important Progress Made to Develop
Business Enterprise Architecture, but Much Work Remains, GAO-03-1018 (Washington,
D.C.: Sept. 19, 2003); Business Systems Modernization: Summary of GAO’s Assessment of
the Department of Defense’s Initial Business Enterprise Architecture, GAO-03-877R
(Washington, D.C.: July 7, 2003); Information Technology: DLA Should Strengthen
Business Systems Modernization Architecture and Investment Activities, GAO-01-631
(Washington, D.C.: June 29, 2001); and Information Technology: INS Needs to Better
Manage the Development of Its Enterprise Architecture, GAO/AIMD-00-212 (Washington,
D.C.: Aug. 1, 2000).
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that provides a systematic way for agencies to minimize risks while
maximizing the returns of investments.”

During the selection phase, the organization (1) identifies and analyzes
each project’s risks and returns before committing significant funds to any
project and (2) selects those IT projects that will best support its mission
needs.

During the control phase, the organization ensures that, as projects
develop and investment expenditures continue, the project continues to
meet mission needs at the expected levels of cost and risk. If the project is
not meeting expectations or if problems arise, steps are quickly taken to
address the deficiencies.

During the evaluation phase, actual versus expected results are compared
once a project has been fully implemented. This is done to (1) assess the
project’s impact on mission performance, (2) identify any changes or
modifications to the project that may be needed, and (3) revise the
investment management process based on lessons learned.

Consistent with our architecture management framework,” our investment
management framework™ recognizes the importance of an enterprise
architecture as a critical frame of reference for organizations making IT
investment decisions, stating that only investments that move the
organization toward its target architecture—as defined by its sequencing
plan—should be approved, unless a waiver is provided or a decision is
made to modify the architecture. Moreover, this framework states that an
organization’s policies and procedures should describe the relationship
between its architecture and its investment decision-making authority. Our
experience has shown that mature and effective management of IT
investments can vastly improve government performance and
accountability, help to avoid wasteful IT spending, and leverage
opportunities to improve delivery of services to the public.

ZZGAO, FExecutive Guide: Improving Mission Performance Through Strategic Information
Management and Technology, GAO/AIMD-94-115 (Washington, D.C.: May 1994); Office of
Management and Budget, Evaluating Information Technology Investments, A Practical
Guide (Washington, D.C.: Nov. 1995); GAO, Assessing Risks and Returns: A Guide for
FEvaluating Federal Agencies’ IT Investment Decision-making, GAO/AIMD-10.1.13
(Washington, D.C.: Feb. 1997); and GAO-04-394G.

»BGAO0-03-584G.
#GAO-04-394G.
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DOD'’s Institutional
Approach to Business
Systems Modernization

DOD’s institutional approach to managing its business systems
modernization efforts has changed several times since 2001. Most recently,
in 2005, the department reassigned responsibility for providing executive

leadership for the direction, oversight, and execution of its business
transformation and systems modernization efforts to several entities.
These entities include the DBSMC, which serves as the highest ranking
governance body for business systems modernization activities; the
Principal Staff Assistants, who serve as the certification authorities for
business system modernizations in their respective core business
missions; the IRBs, which form the review and decisionmaking bodies for
business system investments in their respective areas of responsibility;
and the Business Transformation Agency (BTA),” which leads and
coordinates business transformation efforts across the department. Table
1 lists these entities and their roles and responsibilities.

___________________________________________________________________________________________________________________________|
Table 1: Roles and Responsibilities of Governance Entities

Entity

Roles and responsibilities

Membership

Defense Business
Systems Management
Committee

Provides strategic direction and plans for the business
mission area in coordination with the warfighting and
enterprise information environment mission areas.
Serves as approving authority for business system
modernization.

Approves business mission area transformation plans and
coordinates transition planning in a documented program
baseline with critical