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amended, which is set out in the Appendix to Title 5, 

Government Organization and Employees. 

AMENDMENTS 

2007—Subsec. (a)(8) to (10). Pub. L. 110–53 added par. 

(8) and redesignated former pars. (8) and (9) as (9) and 

(10), respectively. 

2006—Subsec. (a)(2) to (4). Pub. L. 109–295, § 612(b)(2), 

(3), redesignated pars. (3) to (5) as (2) to (4), respec-

tively, and struck out former par. (2) which read as fol-

lows: ‘‘An Under Secretary for Information Analysis 

and Infrastructure Protection.’’

Subsec. (a)(5). Pub. L. 109–295, § 612(b)(3), redesignated 

par. (6) as (5). Former par. (5) redesignated (4). 

Pub. L. 109–295, § 612(b)(1), added par. (5) and struck 

out former par. (5) which read as follows: ‘‘An Under 

Secretary for Emergency Preparedness and Response.’’

Subsec. (a)(6) to (10). Pub. L. 109–295, § 612(b)(3), redes-

ignated pars. (7) to (10) as (6) to (9), respectively. 

Former par. (6) redesignated (5). 

Subsec. (d)(5). Pub. L. 109–347 added par. (5). 

2004—Subsec. (a)(8) to (10). Pub. L. 108–458 added par. 

(8) and redesignated former pars. (8) and (9) as (9) and 

(10), respectively. 

Subsec. (d)(4), (5). Pub. L. 108–330, § 3(d)(1)(A)(i), redes-

ignated par. (5) as (4) and struck out former par. (4) 

which read as follows: ‘‘A Chief Financial Officer.’’

Subsecs. (e), (f). Pub. L. 108–330, § 3(d)(1)(A)(ii), (iii), 

added subsec. (e) and redesignated former subsec. (e) as 

(f). 

2003—Subsec. (b). Pub. L. 108–7 reenacted heading 

without change and amended text generally. Prior to 

amendment, text read as follows: ‘‘There is an Inspec-

tor General, who shall be appointed as provided in sec-

tion 3(a) of the Inspector General Act of 1978.’’

CHANGE OF NAME 

Any reference to the Administrator of the Federal 

Emergency Management Agency in title VI of Pub. L. 

109–295 or an amendment by title VI to be considered to 

refer and apply to the Director of the Federal Emer-

gency Management Agency until Mar. 31, 2007, see sec-

tion 612(f)(2) of Pub. L. 109–295, set out as a note under 

section 313 of this title. 

§ 114. Sensitive Security Information 

Using funds made available in this Act, the 

Secretary of Homeland Security shall provide 

that each office within the Department that 

handles documents marked as Sensitive Secu-

rity Information (SSI) shall have at least one 

employee in that office with authority to coor-

dinate and make determinations on behalf of the 

agency that such documents meet the criteria 

for marking as SSI: Provided, That not later 

than December 31, 2005, the Secretary shall sub-

mit to the Committees on Appropriations of the 

Senate and the House of Representatives: (1) De-

partment-wide policies for designating, coordi-

nating and marking documents as SSI; (2) De-

partment-wide auditing and accountability pro-

cedures for documents designated and marked as 

SSI; (3) the total number of SSI Coordinators 

within the Department; and (4) the total number 

of staff authorized to designate SSI documents 

within the Department: Provided further, That 

not later than January 31, 2006, the Secretary 

shall provide to the Committees on Appropria-

tions of the Senate and the House of Representa-

tives the title of all DHS documents that are 

designated as SSI in their entirety during the 

period October 1, 2005, through December 31, 

2005: Provided further, That not later than Janu-

ary 31 of each succeeding year, starting on Janu-

ary 31, 2007, the Secretary shall provide annually 

a similar report to the Committees on Appro-

priations of the Senate and the House of Rep-

resentatives on the titles of all DHS documents 

that are designated as SSI in their entirety dur-

ing the period of January 1 through December 31 

for the preceding year: Provided further, That the 

Secretary shall promulgate guidance that in-

cludes common but extensive examples of SSI 

that further define the individual categories of 

information cited under 49 CFR 1520(b)(1) 

through (16) and eliminates judgment by covered 

persons in the application of the SSI marking: 

Provided further, That such guidance shall serve 

as the primary basis and authority for the 

marking of DHS information as SSI by covered 

persons. 

(Pub. L. 109–90, title V, § 537, Oct. 18, 2005, 119 

Stat. 2088.) 

REFERENCES IN TEXT 

This Act, referred to in text, is Pub. L. 109–90, Oct. 18, 

2005, 119 Stat. 2064, known as the Department of Home-

land Security Appropriations Act, 2006. For complete 

classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was enacted as part of the Department of 

Homeland Security Appropriations Act, 2006, and not as 

part of the Homeland Security Act of 2002 which com-

prises this chapter. 

§ 115. Trade and customs revenue functions of 
the Department 

(a) Trade and customs revenue functions 

(1) Designation of appropriate official 

The Secretary shall designate an appro-

priate senior official in the office of the Sec-

retary who shall—

(A) ensure that the trade and customs rev-

enue functions of the Department are coor-

dinated within the Department and with 

other Federal departments and agencies, and 

that the impact on legitimate trade is taken 

into account in any action impacting the 

functions; and 

(B) monitor and report to Congress on the 

Department’s mandate to ensure that the 

trade and customs revenue functions of the 

Department are not diminished, including 

how spending, operations, and personnel re-

lated to these functions have kept pace with 

the level of trade entering the United 

States. 

(2) Director of Trade Policy 

There shall be a Director of Trade Policy (in 

this subsection referred to as the ‘‘Director’’), 

who shall be subject to the direction and con-

trol of the official designated pursuant to 

paragraph (1). The Director shall—

(A) advise the official designated pursuant 

to paragraph (1) regarding all aspects of De-

partment policies relating to the trade and 

customs revenue functions of the Depart-

ment; 

(B) coordinate the development of Depart-

ment-wide policies regarding trade and cus-

toms revenue functions and trade facilita-

tion; and 

(C) coordinate the trade and customs reve-

nue-related policies of the Department with 
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the policies of other Federal departments 

and agencies. 

(b) Study; report 

(1) In general 

The Comptroller General of the United 

States shall conduct a study evaluating the 

extent to which the Department of Homeland 

Security is meeting its obligations under sec-

tion 212(b) of this title with respect to the 

maintenance of customs revenue functions. 

(2) Analysis 

The study shall include an analysis of—

(A) the extent to which the customs reve-

nue functions carried out by the former 

United States Customs Service have been 

consolidated with other functions of the De-

partment (including the assignment of non-

customs revenue functions to personnel re-

sponsible for customs revenue collection), 

discontinued, or diminished following the 

transfer of the United States Customs Serv-

ice to the Department; 

(B) the extent to which staffing levels or 

resources attributable to customs revenue 

functions have decreased since the transfer 

of the United States Customs Service to the 

Department; and 

(C) the extent to which the management 

structure created by the Department ensures 

effective trade facilitation and customs rev-

enue collection. 

(3) Report 

Not later than 180 days after October 13, 2006, 

the Comptroller General shall submit to the 

appropriate congressional committees a report 

on the results of the study conducted under 

subsection (a). 

(4) Maintenance of functions 

Not later than September 30, 2007, the Sec-

retary shall ensure that the requirements of 

section 212(b) of this title are fully satisfied 

and shall report to the Committee on Finance 

of the Senate and the Committee on Ways and 

Means of the House of Representatives regard-

ing implementation of this paragraph. 

(5) Definition 

In this section, the term ‘‘customs revenue 

functions’’ means the functions described in 

section 212(b)(2) of this title. 

(c) Consultation on trade and customs revenue 
functions 

(1) Business community consultations 

The Secretary shall consult with representa-

tives of the business community involved in 

international trade, including seeking the ad-

vice and recommendations of the Commercial 

Operations Advisory Committee, on Depart-

ment policies and actions that have a signifi-

cant impact on international trade and cus-

toms revenue functions. 

(2) Congressional consultation and notification 

(A) In general 

Subject to subparagraph (B), the Secretary 

shall notify the appropriate congressional 

committees not later than 30 days prior to 

the finalization of any Department policies, 

initiatives, or actions that will have a major 

impact on trade and customs revenue func-

tions. Such notifications shall include a de-

scription of the proposed policies, initia-

tives, or actions and any comments or rec-

ommendations provided by the Commercial 

Operations Advisory Committee and other 

relevant groups regarding the proposed poli-

cies, initiatives, or actions. 

(B) Exception 

If the Secretary determines that it is im-

portant to the national security interest of 

the United States to finalize any Depart-

ment policies, initiatives, or actions prior to 

the consultation described in subparagraph 

(A), the Secretary shall—
(i) notify and provide any recommenda-

tions of the Commercial Operations Advi-

sory Committee received to the appro-

priate congressional committees not later 

than 45 days after the date on which the 

policies, initiatives, or actions are final-

ized; and 
(ii) to the extent appropriate, modify the 

policies, initiatives, or actions based upon 

the consultations with the appropriate 

congressional committees. 

(d) Notification of reorganization of customs rev-
enue functions 

(1) In general 

Not less than 45 days prior to any change in 

the organization of any of the customs reve-

nue functions of the Department, the Sec-

retary shall notify the Committee on Appro-

priations, the Committee on Finance, and the 

Committee on Homeland Security and Govern-

mental Affairs of the Senate, and the Commit-

tee on Appropriations, the Committee on 

Homeland Security, and the Committee on 

Ways and Means of the House of Representa-

tives of the specific assets, functions, or per-

sonnel to be transferred as part of such reorga-

nization, and the reason for such transfer. The 

notification shall also include—
(A) an explanation of how trade enforce-

ment functions will be impacted by the reor-

ganization; 
(B) an explanation of how the reorganiza-

tion meets the requirements of section 212(b) 

of this title that the Department not dimin-

ish the customs revenue and trade facilita-

tion functions formerly performed by the 

United States Customs Service; and 
(C) any comments or recommendations 

provided by the Commercial Operations Ad-

visory Committee regarding such reorga-

nization. 

(2) Analysis 

Any congressional committee referred to in 

paragraph (1) may request that the Commer-

cial Operations Advisory Committee provide a 

report to the committee analyzing the impact 

of the reorganization and providing any rec-

ommendations for modifying the reorganiza-

tion. 

(3) Report 

Not later than 1 year after any reorganiza-

tion referred to in paragraph (1) takes place, 
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the Secretary, in consultation with the Com-

mercial Operations Advisory Committee, shall 

submit a report to the Committee on Finance 

of the Senate and the Committee on Ways and 

Means of the House of Representatives. Such 

report shall include an assessment of the im-

pact of, and any suggested modifications to, 

such reorganization. 

(Pub. L. 109–347, title IV, § 401, Oct. 13, 2006, 120 

Stat. 1921.) 

CODIFICATION 

Section was enacted as part of the Security and Ac-

countability For Every Port Act of 2006, also known as 

the SAFE Port Act, and not as part of the Homeland 

Security Act of 2002 which comprises this chapter. 

DEFINITIONS 

For definitions of terms used in this section, see sec-

tion 901 of this title.

SUBCHAPTER II—INFORMATION ANALYSIS 

AND INFRASTRUCTURE PROTECTION

PART A—INFORMATION AND ANALYSIS AND IN-

FRASTRUCTURE PROTECTION; ACCESS TO INFOR-

MATION 

AMENDMENTS 

2007—Pub. L. 110–53, title V, § 531(b)(3), Aug. 3, 2007, 121 

Stat. 334, substituted ‘‘Information and’’ for ‘‘Direc-

torate for Information’’ in part heading. 

§ 121. Information and Analysis and Infrastruc-
ture Protection 

(a) Intelligence and analysis and infrastructure 
protection 

There shall be in the Department an Office of 

Intelligence and Analysis and an Office of Infra-

structure Protection. 

(b) Under Secretary for Intelligence and Analysis 
and Assistant Secretary for Infrastructure 
Protection 

(1) Office of Intelligence and Analysis 

The Office of Intelligence and Analysis shall 

be headed by an Under Secretary for Intel-

ligence and Analysis, who shall be appointed 

by the President, by and with the advice and 

consent of the Senate. 

(2) Chief Intelligence Officer 

The Under Secretary for Intelligence and 

Analysis shall serve as the Chief Intelligence 

Officer of the Department. 

(3) Office of Infrastructure Protection 

The Office of Infrastructure Protection shall 

be headed by an Assistant Secretary for Infra-

structure Protection, who shall be appointed 

by the President. 

(c) Discharge of responsibilities 

The Secretary shall ensure that the respon-

sibilities of the Department relating to informa-

tion analysis and infrastructure protection, in-

cluding those described in subsection (d), are 

carried out through the Under Secretary for In-

telligence and Analysis or the Assistant Sec-

retary for Infrastructure Protection, as appro-

priate. 

(d) Responsibilities of Secretary relating to intel-
ligence and analysis and infrastructure pro-
tection 

The responsibilities of the Secretary relating 

to intelligence and analysis and infrastructure 

protection shall be as follows: 
(1) To access, receive, and analyze law en-

forcement information, intelligence informa-

tion, and other information from agencies of 

the Federal Government, State and local gov-

ernment agencies (including law enforcement 

agencies), and private sector entities, and to 

integrate such information, in support of the 

mission responsibilities of the Department and 

the functions of the National Counter-

terrorism Center established under section 119 

of the National Security Act of 1947 (50 U.S.C. 

404o), in order to—
(A) identify and assess the nature and 

scope of terrorist threats to the homeland; 
(B) detect and identify threats of terror-

ism against the United States; and 
(C) understand such threats in light of ac-

tual and potential vulnerabilities of the 

homeland.

(2) To carry out comprehensive assessments 

of the vulnerabilities of the key resources and 

critical infrastructure of the United States, 

including the performance of risk assessments 

to determine the risks posed by particular 

types of terrorist attacks within the United 

States (including an assessment of the prob-

ability of success of such attacks and the fea-

sibility and potential efficacy of various coun-

termeasures to such attacks). 
(3) To integrate relevant information, analy-

ses, and vulnerability assessments (whether 

such information, analyses, or assessments are 

provided or produced by the Department or 

others) in order to identify priorities for pro-

tective and support measures by the Depart-

ment, other agencies of the Federal Govern-

ment, State and local government agencies 

and authorities, the private sector, and other 

entities. 
(4) To ensure, pursuant to section 122 of this 

title, the timely and efficient access by the 

Department to all information necessary to 

discharge the responsibilities under this sec-

tion, including obtaining such information 

from other agencies of the Federal Govern-

ment. 
(5) To develop a comprehensive national plan 

for securing the key resources and critical in-

frastructure of the United States, including 

power production, generation, and distribution 

systems, information technology and tele-

communications systems (including sat-

ellites), electronic financial and property 

record storage and transmission systems, 

emergency preparedness communications sys-

tems, and the physical and technological as-

sets that support such systems. 
(6) To recommend measures necessary to 

protect the key resources and critical infra-

structure of the United States in coordination 

with other agencies of the Federal Govern-

ment and in cooperation with State and local 

government agencies and authorities, the pri-

vate sector, and other entities. 
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