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cause of improper placement solely in exempt-
ed operational files, the complainant shall 
support such allegation with a sworn written 
submission based upon personal knowledge or 
otherwise admissible evidence. 

(D)(i) When a complainant alleges that re-
quested records were improperly withheld be-
cause of improper exemption of operational 
files, the National Security Agency shall meet 
its burden under section 552(a)(4)(B) of title 5 
by demonstrating to the court by sworn writ-
ten submission that exempted operational 
files likely to contain responsive records cur-
rently perform the functions set forth in sub-
section (b) of this section. 

(ii) The court may not order the National 
Security Agency to review the content of any 
exempted operational file or files in order to 
make the demonstration required under clause 
(i), unless the complainant disputes the Na-
tional Security Agency’s showing with a 
sworn written submission based on personal 
knowledge or otherwise admissible evidence. 

(E) In proceedings under subparagraphs (C) 
and (D), the parties may not obtain discovery 
pursuant to rules 26 through 36 of the Federal 
Rules of Civil Procedure, except that requests 
for admissions may be made pursuant to rules 
26 and 36. 

(F) If the court finds under this subsection 
that the National Security Agency has im-
properly withheld requested records because of 
failure to comply with any provision of this 
subsection, the court shall order the Agency 
to search and review the appropriate exempted 
operational file or files for the requested 
records and make such records, or portions 
thereof, available in accordance with the pro-
visions of section 552 of title 5, and such order 
shall be the exclusive remedy for failure to 
comply with this section (other than sub-
section (g) of this section). 

(G) If at any time following the filing of a 
complaint pursuant to this paragraph the Na-
tional Security Agency agrees to search the 
appropriate exempted operational file or files 
for the requested records, the court shall dis-
miss the claim based upon such complaint. 

(H) Any information filed with, or produced 
for the court pursuant to subparagraphs (A) 
and (D) shall be coordinated with the Director 
of National Intelligence before submission to 
the court. 

(g) Decennial review of exempted operational 
files 

(1) Not less than once every 10 years, the Di-
rector of the National Security Agency and the 
Director of National Intelligence shall review 
the exemptions in force under subsection (a) of 
this section to determine whether such exemp-
tions may be removed from a category of ex-
empted files or any portion thereof. The Direc-
tor of National Intelligence must approve any 
determination to remove such exemptions. 

(2) The review required by paragraph (1) shall 
include consideration of the historical value or 
other public interest in the subject matter of a 
particular category of files or portions thereof 
and the potential for declassifying a significant 
part of the information contained therein. 

(3) A complainant that alleges that the Na-
tional Security Agency has improperly withheld 
records because of failure to comply with this 
subsection may seek judicial review in the dis-
trict court of the United States of the district in 
which any of the parties reside, or in the Dis-
trict of Columbia. In such a proceeding, the 
court’s review shall be limited to determining 
the following: 

(A) Whether the National Security Agency 
has conducted the review required by para-
graph (1) before the expiration of the 10-year 
period beginning on November 24, 2003, or be-
fore the expiration of the 10-year period begin-
ning on the date of the most recent review. 

(B) Whether the National Security Agency, 
in fact, considered the criteria set forth in 
paragraph (2) in conducting the required re-
view. 

(July 26, 1947, ch. 343, title VII, § 704, as added 
Pub. L. 108–136, div. A, title IX, § 922(a), Nov. 24, 
2003, 117 Stat. 1570; amended Pub. L. 108–375, div. 
A, title X, § 1084(j), Oct. 28, 2004, 118 Stat. 2064; 
Pub. L. 108–458, title I, § 1071(a)(1)(JJ)–(LL), Dec. 
17, 2004, 118 Stat. 3689; Pub. L. 109–163, div. A, 
title IX, § 933(b)(3), Jan. 6, 2006, 119 Stat. 3416.) 

REFERENCES IN TEXT 

The Federal Rules of Civil Procedure, referred to in 

subsec. (f)(2)(E), are set out in the Appendix to Title 28, 

Judiciary and Judicial Procedure. 

AMENDMENTS 

2006—Subsec. (c)(3)(H). Pub. L. 109–163 added subpar. 

(H). 

2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(1)(JJ), 

which directed amendment of par. (1) of subsec. (a) by 

substituting ‘‘Director of National Intelligence’’ for 

‘‘Director of Central Intelligence’’, was executed to 

text of subsec. (a), which does not contain any pars., to 

reflect the probable intent of Congress. 

Subsec. (f)(2)(D)(i). Pub. L. 108–375 substituted ‘‘re-

sponsive records’’ for ‘‘responsible records’’. 

Subsec. (f)(2)(H). Pub. L. 108–458, § 1071(a)(1)(KK), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (g)(1). Pub. L. 108–458, § 1071(a)(1)(LL), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in two places. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 401 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 401 of this 

title. 

§ 432c. Omitted 

Section, July 26, 1947, ch. 343, title VII, § 705, as added 

Pub. L. 109–163, div. A, title IX, § 933(a)(1), Jan. 6, 2006, 

119 Stat. 3413, which provided that the Director of the 

Defense Intelligence Agency could exempt operational 

files of the Defense Intelligence Agency from provisions 

of section 552 of title 5, defined ‘‘operational files’’, au-

thorized certain searches of exempted files and of infor-

mation from exempted files, provided for judicial re-

view of withholding of records and for decennial review 

of exempted files, ceased to be effective on Dec. 31, 2007, 

pursuant to subsec. (g) of section. 
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SUBCHAPTER VI—ACCESS TO CLASSIFIED 
INFORMATION 

§ 435. Procedures 

(a) Not later than 180 days after October 14, 
1994, the President shall, by Executive order or 
regulation, establish procedures to govern ac-
cess to classified information which shall be 
binding upon all departments, agencies, and of-
fices of the executive branch of Government. 
Such procedures shall, at a minimum— 

(1) provide that, except as may be permitted 
by the President, no employee in the executive 
branch of Government may be given access to 
classified information by any department, 
agency, or office of the executive branch of 
Government unless, based upon an appropriate 
background investigation, such access is de-
termined to be clearly consistent with the na-
tional security interests of the United States; 

(2) establish uniform minimum requirements 
governing the scope and frequency of back-
ground investigations and reinvestigations for 
all employees in the executive branch of Gov-
ernment who require access to classified infor-
mation as part of their official responsibil-
ities; 

(3) provide that all employees in the execu-
tive branch of Government who require access 
to classified information shall be required as a 
condition of such access to provide to the em-
ploying department or agency written consent 
which permits access by an authorized inves-
tigative agency to relevant financial records, 
other financial information, consumer reports, 
travel records, and computers used in the per-
formance of Government duties, as determined 
by the President, in accordance with section 
436 of this title, during the period of access to 
classified information and for a period of three 
years thereafter; 

(4) provide that all employees in the execu-
tive branch of Government who require access 
to particularly sensitive classified informa-
tion, as determined by the President, shall be 
required, as a condition of maintaining access 
to such information, to submit to the employ-
ing department or agency, during the period of 
such access, relevant information concerning 
their financial condition and foreign travel, as 
determined by the President, as may be nec-
essary to ensure appropriate security; and 

(5) establish uniform minimum standards to 
ensure that employees in the executive branch 
of Government whose access to classified in-
formation is being denied or terminated under 
this subchapter are appropriately advised of 
the reasons for such denial or termination and 
are provided an adequate opportunity to re-
spond to all adverse information which forms 
the basis for such denial or termination before 
final action by the department or agency con-
cerned. 

(b)(1) Subsection (a) of this section shall not 
be deemed to limit or affect the responsibility 
and power of an agency head pursuant to other 
law or Executive order to deny or terminate ac-
cess to classified information if the national se-
curity so requires. Such responsibility and 
power may be exercised only when the agency 

head determines that the procedures prescribed 
by subsection (a) of this section cannot be in-
voked in a manner that is consistent with the 
national security. 

(2) Upon the exercise of such responsibility, 
the agency head shall submit a report to the 
congressional intelligence committees. 

(July 26, 1947, ch. 343, title VIII, § 801, as added 
Pub. L. 103–359, title VIII, § 802(a), Oct. 14, 1994, 
108 Stat. 3435; amended Pub. L. 106–120, title III, 
§ 305(a), Dec. 3, 1999, 113 Stat. 1611; Pub. L. 
107–306, title III, § 353(b)(2)(B), Nov. 27, 2002, 116 
Stat. 2402.) 

AMENDMENTS 

2002—Subsec. (b)(2). Pub. L. 107–306 substituted ‘‘con-

gressional intelligence committees’’ for ‘‘Permanent 

Select Committee on Intelligence of the House of Rep-

resentatives and the Select Committee on Intelligence 

of the Senate’’. 

1999—Subsec. (a)(3). Pub. L. 106–120 substituted ‘‘trav-

el records, and computers used in the performance of 

Government duties’’ for ‘‘and travel records’’. 

EFFECTIVE DATE OF 1999 AMENDMENT 

Pub. L. 106–120, title III, § 305(c), Dec. 3, 1999, 113 Stat. 

1612, provided that: ‘‘The President shall modify the 

procedures required by section 801(a)(3) of the National 

Security Act of 1947 [50 U.S.C. 435(a)(3)] to take into ac-

count the amendment to that section made by sub-

section (a) of this section not later than 90 days after 

the date of the enactment of this Act [Dec. 3, 1999].’’ 

EFFECTIVE DATE 

Section 802(c) of Pub. L. 103–359 provided that: ‘‘The 

amendments made by subsections (a) and (b) [enacting 

this subchapter] shall take effect 180 days after the 

date of enactment of this Act [Oct. 14, 1994].’’ 

DECLASSIFICATION OF INFORMATION 

Pub. L. 106–567, title VII, Dec. 27, 2000, 114 Stat. 2856, 

as amended by Pub. L. 108–458, title I, § 1102, Dec. 17, 

2004, 118 Stat. 3699; Pub. L. 110–53, title VI, § 602, Aug. 3, 

2007, 121 Stat. 335, provided that: 

‘‘SEC. 701. SHORT TITLE. 

‘‘This title may be cited as the ‘Public Interest De-

classification Act of 2000’. 

‘‘SEC. 702. FINDINGS. 

‘‘Congress makes the following findings: 

‘‘(1) It is in the national interest to establish an ef-

fective, coordinated, and cost-effective means by 

which records on specific subjects of extraordinary 

public interest that do not undermine the national 

security interests of the United States may be col-

lected, retained, reviewed, and disseminated to Con-

gress, policymakers in the executive branch, and the 

public. 

‘‘(2) Ensuring, through such measures, public access 

to information that does not require continued pro-

tection to maintain the national security interests of 

the United States is a key to striking the balance be-

tween secrecy essential to national security and the 

openness that is central to the proper functioning of 

the political institutions of the United States. 

‘‘SEC. 703. PUBLIC INTEREST DECLASSIFICATION 

BOARD. 

‘‘(a) ESTABLISHMENT.—(1) There is established within 

the executive branch of the United States a board to be 

known as the ‘Public Interest Declassification Board’ 

(in this title referred to as the ‘Board’). 

‘‘(2) The Board shall report directly to the President 

or, upon designation by the President, the Vice Presi-

dent, the Attorney General, or other designee of the 

President. The other designee of the President under 

this paragraph may not be an agency head or official 
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