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in section 1801(a) or (b)(1)(A) of this title, respec-
tively, who has been subjected to an electronic 
surveillance or about whom information ob-
tained by electronic surveillance of such person 
has been disclosed or used in violation of section 
1809 of this title shall have a cause of action 
against any person who committed such viola-
tion and shall be entitled to recover— 

(a) actual damages, but not less than liq-
uidated damages of $1,000 or $100 per day for 
each day of violation, whichever is greater; 

(b) punitive damages; and 
(c) reasonable attorney’s fees and other in-

vestigation and litigation costs reasonably in-
curred. 

(Pub. L. 95–511, title I, § 110, Oct. 25, 1978, 92 Stat. 
1796.) 

§ 1811. Authorization during time of war 

Notwithstanding any other law, the President, 
through the Attorney General, may authorize 
electronic surveillance without a court order 
under this subchapter to acquire foreign intel-
ligence information for a period not to exceed 
fifteen calendar days following a declaration of 
war by the Congress. 

(Pub. L. 95–511, title I, § 111, Oct. 25, 1978, 92 Stat. 
1796.) 

§ 1812. Statement of exclusive means by which 
electronic surveillance and interception of 
certain communications may be conducted 

(a) Except as provided in subsection (b), the 
procedures of chapters 119, 121, and 206 of title 18 
and this chapter shall be the exclusive means by 
which electronic surveillance and the intercep-
tion of domestic wire, oral, or electronic com-
munications may be conducted. 

(b) Only an express statutory authorization for 
electronic surveillance or the interception of do-
mestic wire, oral, or electronic communications, 
other than as an amendment to this chapter or 
chapters 119, 121, or 206 of title 18 shall con-
stitute an additional exclusive means for the 
purpose of subsection (a). 

(Pub. L. 95–511, title I, § 112, as added Pub. L. 
110–261, title I, § 102(a), July 10, 2008, 122 Stat. 
2459.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning Pub. L. 95–511, Oct. 25, 1978, 92 

Stat. 1783, which is classified principally to this chap-

ter. For complete classification of this Act to the Code, 

see Short Title note set out under section 1801 of this 

title and Tables. 

EFFECTIVE DATE OF 2008 AMENDMENT 

Amendment by Pub. L. 110–261 effective July 10, 2008, 

except as provided in section 404 of Pub. L. 110–261, set 

out as a Transition Procedures note under section 1801 

of this title, see section 402 of Pub. L. 110–261, set out 

as an Effective Date of 2008 Amendment note under sec-

tion 1801 of this title. 

SUBCHAPTER II—PHYSICAL SEARCHES 

§ 1821. Definitions 

As used in this subchapter: 
(1) The terms ‘‘foreign power’’, ‘‘agent of a 

foreign power’’, ‘‘international terrorism’’, 

‘‘sabotage’’, ‘‘foreign intelligence informa-
tion’’, ‘‘Attorney General’’, ‘‘United States 
person’’, ‘‘United States’’, ‘‘person’’, ‘‘weapon 
of mass destruction’’, and ‘‘State’’ shall have 
the same meanings as in section 1801 of this 
title, except as specifically provided by this 
subchapter. 

(2) ‘‘Aggrieved person’’ means a person 
whose premises, property, information, or ma-
terial is the target of physical search or any 
other person whose premises, property, infor-
mation, or material was subject to physical 
search. 

(3) ‘‘Foreign Intelligence Surveillance 
Court’’ means the court established by section 
1803(a) of this title. 

(4) ‘‘Minimization procedures’’ with respect 
to physical search, means— 

(A) specific procedures, which shall be 
adopted by the Attorney General, that are 
reasonably designed in light of the purposes 
and technique of the particular physical 
search, to minimize the acquisition and re-
tention, and prohibit the dissemination, of 
nonpublicly available information concern-
ing unconsenting United States persons con-
sistent with the need of the United States to 
obtain, produce, and disseminate foreign in-
telligence information; 

(B) procedures that require that nonpub-
licly available information, which is not for-
eign intelligence information, as defined in 
section 1801(e)(1) of this title, shall not be 
disseminated in a manner that identifies any 
United States person, without such person’s 
consent, unless such person’s identity is nec-
essary to understand such foreign intel-
ligence information or assess its importance; 

(C) notwithstanding subparagraphs (A) and 
(B), procedures that allow for the retention 
and dissemination of information that is evi-
dence of a crime which has been, is being, or 
is about to be committed and that is to be 
retained or disseminated for law enforce-
ment purposes; and 

(D) notwithstanding subparagraphs (A), 
(B), and (C), with respect to any physical 
search approved pursuant to section 1822(a) 
of this title, procedures that require that no 
information, material, or property of a 
United States person shall be disclosed, dis-
seminated, or used for any purpose or re-
tained for longer than 72 hours unless a 
court order under section 1824 of this title is 
obtained or unless the Attorney General de-
termines that the information indicates a 
threat of death or serious bodily harm to 
any person. 

(5) ‘‘Physical search’’ means any physical in-
trusion within the United States into premises 
or property (including examination of the in-
terior of property by technical means) that is 
intended to result in a seizure, reproduction, 
inspection, or alteration of information, mate-
rial, or property, under circumstances in 
which a person has a reasonable expectation of 
privacy and a warrant would be required for 
law enforcement purposes, but does not in-
clude (A) ‘‘electronic surveillance’’, as defined 
in section 1801(f) of this title, or (B) the acqui-
sition by the United States Government of for-
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1 So in original. Probably should be ‘‘subparagraphs (A) 

through (D)’’. 

eign intelligence information from inter-
national or foreign communications, or for-
eign intelligence activities conducted in ac-
cordance with otherwise applicable Federal 
law involving a foreign electronic communica-
tions system, utilizing a means other than 
electronic surveillance as defined in section 
1801(f) of this title. 

(Pub. L. 95–511, title III, § 301, as added Pub. L. 
103–359, title VIII, § 807(a)(3), Oct. 14, 1994, 108 
Stat. 3443; amended Pub. L. 107–108, title III, 
§ 314(a)(3), Dec. 28, 2001, 115 Stat. 1402; Pub. L. 
110–261, title I, § 110(c)(2), July 10, 2008, 122 Stat. 
2467.) 

PRIOR PROVISIONS 

A prior section 301 of Pub. L. 95–511 was renumbered 

section 701 and was set out as a note under section 1801 

of this title, prior to repeal by Pub. L. 110–261. 

AMENDMENTS 

2008—Par. (1). Pub. L. 110–261 which directed the in-

sertion of ‘‘weapon of mass destruction,’’ after ‘‘per-

son,’’, was executed by inserting ‘‘ ‘weapon of mass de-

struction’,’’ after ‘‘ ‘person’,’’ to reflect the probable in-

tent of Congress. 

2001—Par. (4)(D). Pub. L. 107–108 substituted ‘‘72 

hours’’ for ‘‘24 hours’’. 

EFFECTIVE DATE OF 2008 AMENDMENT 

Amendment by Pub. L. 110–261 effective July 10, 2008, 

except as provided in section 404 of Pub. L. 110–261, set 

out as a Transition Procedures note under section 1801 

of this title, see section 402 of Pub. L. 110–261, set out 

as an Effective Date of 2008 Amendment note under sec-

tion 1801 of this title. 

EFFECTIVE DATE 

Section 807(c) of Pub. L. 103–359 provided that: ‘‘The 

amendments made by subsections (a) and (b) [enacting 

this subchapter and amending provisions set out as a 

note under section 1801 of this title] shall take effect 90 

days after the date of enactment of this Act [Oct. 14, 

1994], except that any physical search approved by the 

Attorney General of the United States to gather for-

eign intelligence information shall not be deemed un-

lawful for failure to follow the procedures of title III of 

the Foreign Intelligence Surveillance Act of 1978 [this 

subchapter] (as added by this Act), if that search is 

conducted within 180 days after the date of enactment 

of this Act pursuant to regulations issued by the Attor-

ney General, which were in the possession of the Select 

Committee on Intelligence of the Senate and the Per-

manent Select Committee on Intelligence of the House 

of Representatives before the date of enactment of this 

Act.’’ 

§ 1822. Authorization of physical searches for for-
eign intelligence purposes 

(a) Presidential authorization 

(1) Notwithstanding any other provision of 
law, the President, acting through the Attorney 
General, may authorize physical searches with-
out a court order under this subchapter to ac-
quire foreign intelligence information for peri-
ods of up to one year if— 

(A) the Attorney General certifies in writing 
under oath that— 

(i) the physical search is solely directed at 
premises, information, material, or property 
used exclusively by, or under the open and 
exclusive control of, a foreign power or pow-
ers (as defined in section 1801(a)(1), (2), or (3) 
of this title); 

(ii) there is no substantial likelihood that 
the physical search will involve the prem-
ises, information, material, or property of a 
United States person; and 

(iii) the proposed minimization procedures 
with respect to such physical search meet 
the definition of minimization procedures 
under paragraphs (1) through (4) 1 of section 
1821(4) of this title; and 

(B) the Attorney General reports such mini-
mization procedures and any changes thereto 
to the Permanent Select Committee on Intel-
ligence of the House of Representatives and 
the Select Committee on Intelligence of the 
Senate at least 30 days before their effective 
date, unless the Attorney General determines 
that immediate action is required and notifies 
the committees immediately of such mini-
mization procedures and the reason for their 
becoming effective immediately. 

(2) A physical search authorized by this sub-
section may be conducted only in accordance 
with the certification and minimization proce-
dures adopted by the Attorney General. The At-
torney General shall assess compliance with 
such procedures and shall report such assess-
ments to the Permanent Select Committee on 
Intelligence of the House of Representatives and 
the Select Committee on Intelligence of the 
Senate under the provisions of section 1826 of 
this title. 

(3) The Attorney General shall immediately 
transmit under seal to the Foreign Intelligence 
Surveillance Court a copy of the certification. 
Such certification shall be maintained under se-
curity measures established by the Chief Justice 
of the United States with the concurrence of the 
Attorney General, in consultation with the Di-
rector of National Intelligence, and shall remain 
sealed unless— 

(A) an application for a court order with re-
spect to the physical search is made under sec-
tion 1821(4) of this title and section 1823 of this 
title; or 

(B) the certification is necessary to deter-
mine the legality of the physical search under 
section 1825(g) of this title. 

(4)(A) With respect to physical searches au-
thorized by this subsection, the Attorney Gen-
eral may direct a specified landlord, custodian, 
or other specified person to— 

(i) furnish all information, facilities, or as-
sistance necessary to accomplish the physical 
search in such a manner as will protect its se-
crecy and produce a minimum of interference 
with the services that such landlord, custo-
dian, or other person is providing the target of 
the physical search; and 

(ii) maintain under security procedures ap-
proved by the Attorney General and the Direc-
tor of National Intelligence any records con-
cerning the search or the aid furnished that 
such person wishes to retain. 

(B) The Government shall compensate, at the 
prevailing rate, such landlord, custodian, or 
other person for furnishing such aid. 
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