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HISTORICAL AND REVISION NOTES 

Revised 
Section 

Source (U.S. Code) Source (Statutes at Large) 

11317 .......... 40:1427. Pub. L. 104–106, div. E, title 
LI, § 5127, Feb. 10, 1996, 110 
Stat. 687. 

§ 11318. Interagency support 

The head of an executive agency may use 

amounts available to the agency for oversight, 

acquisition, and procurement of information 

technology to support jointly with other execu-

tive agencies the activities of interagency 

groups that are established to advise the Direc-

tor of the Office of Management and Budget in 

carrying out the Director’s responsibilities 

under this chapter. The use of those amounts for 

that purpose is subject to requirements and lim-

itations on uses and amounts that the Director 

may prescribe. The Director shall prescribe the 

requirements and limitations during the Direc-

tor’s review of the executive agency’s proposed 

budget submitted to the Director by the head of 

the executive agency for purposes of section 1105 

of title 31. 

(Pub. L. 107–217, Aug. 21, 2002, 116 Stat. 1242.) 

HISTORICAL AND REVISION NOTES 

Revised 
Section 

Source (U.S. Code) Source (Statutes at Large) 

11318 .......... 40:1428. Pub. L. 104–106, div. E, title 
LI, § 5128, Feb. 10, 1996, 110 
Stat. 687. 

SUBCHAPTER III—OTHER 

RESPONSIBILITIES 

§ 11331. Responsibilities for Federal information 
systems standards 

(a) DEFINITION.—In this section, the term ‘‘in-

formation security’’ has the meaning given that 

term in section 3532(b)(1) of title 44. 
(b) REQUIREMENT TO PRESCRIBE STANDARDS.— 

(1) IN GENERAL.— 
(A) REQUIREMENT.—Except as provided 

under paragraph (2), the Director of the Of-

fice of Management and Budget shall, on the 

basis of proposed standards developed by the 

National Institute of Standards and Tech-

nology pursuant to paragraphs (2) and (3) of 

section 20(a) of the National Institute of 

Standards and Technology Act (15 U.S.C. 

278g–3(a)) and in consultation with the Sec-

retary of Homeland Security, promulgate in-

formation security standards pertaining to 

Federal information systems. 
(B) REQUIRED STANDARDS.—Standards pro-

mulgated under subparagraph (A) shall in-

clude— 
(i) standards that provide minimum in-

formation security requirements as deter-

mined under section 20(b) of the National 

Institute of Standards and Technology Act 

(15 U.S.C. 278g–3(b)); and 
(ii) such standards that are otherwise 

necessary to improve the efficiency of op-

eration or security of Federal information 

systems. 

(C) REQUIRED STANDARDS BINDING.—Infor-

mation security standards described under 

subparagraph (B) shall be compulsory and 

binding. 

(2) STANDARDS AND GUIDELINES FOR NATIONAL 

SECURITY SYSTEMS.—Standards and guidelines 

for national security systems, as defined under 

section 3532(3) of title 44, shall be developed, 

promulgated, enforced, and overseen as other-

wise authorized by law and as directed by the 

President. 

(c) APPLICATION OF MORE STRINGENT STAND-

ARDS.—The head of an agency may employ 

standards for the cost-effective information se-

curity for all operations and assets within or 

under the supervision of that agency that are 

more stringent than the standards promulgated 

by the Director under this section, if such stand-

ards— 
(1) contain, at a minimum, the provisions of 

those applicable standards made compulsory 

and binding by the Director; and 
(2) are otherwise consistent with policies 

and guidelines issued under section 3533 of 

title 44. 

(d) REQUIREMENTS REGARDING DECISIONS BY DI-

RECTOR.— 
(1) DEADLINE.—The decision regarding the 

promulgation of any standard by the Director 

under subsection (b) shall occur not later than 

6 months after the submission of the proposed 

standard to the Director by the National Insti-

tute of Standards and Technology, as provided 

under section 20 of the National Institute of 

Standards and Technology Act (15 U.S.C. 

278g–3). 
(2) NOTICE AND COMMENT.—A decision by the 

Director to significantly modify, or not pro-

mulgate, a proposed standard submitted to the 

Director by the National Institute of Stand-

ards and Technology, as provided under sec-

tion 20 of the National Institute of Standards 

and Technology Act (15 U.S.C. 278g–3), shall be 

made after the public is given an opportunity 

to comment on the Director’s proposed deci-

sion. 

(Pub. L. 107–217, Aug. 21, 2002, 116 Stat. 1243; Pub. 

L. 107–296, title X, § 1002(a), Nov. 25, 2002, 116 

Stat. 2268; Pub. L. 107–347, title III, § 302(a), Dec. 

17, 2002, 116 Stat. 2956.) 

HISTORICAL AND REVISION NOTES 

Revised 
Section 

Source (U.S. Code) Source (Statutes at Large) 

11331 .......... 40:1441. Pub. L. 104–106, div. E, title 
LI, § 5131(a)–(d), Feb. 10, 
1996, 110 Stat. 687. 

AMENDMENTS 

2002—Pub. L. 107–296 amended text generally. Prior to 

amendment, text, as amended generally by Pub. L. 

107–347, read as follows: 
‘‘(a) STANDARDS AND GUIDELINES.— 

‘‘(1) AUTHORITY TO PRESCRIBE.—Except as provided 

under paragraph (2), the Secretary of Commerce 

shall, on the basis of standards and guidelines devel-

oped by the National Institute of Standards and 

Technology pursuant to paragraphs (2) and (3) of sec-

tion 20(a) of the National Institute of Standards and 

Technology Act (15 U.S.C. 278g–3(a)), prescribe stand-

ards and guidelines pertaining to Federal information 

systems. 
‘‘(2) NATIONAL SECURITY SYSTEMS.—Standards and 

guidelines for national security systems (as defined 
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