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1 INTRODUCTION
1.1 OVERVIEW

This document provides the requirement set for the Federal Digital System (FDsys) being
developed and implemented by the U.S. Government Printing Office (GPO).

1.2 SYSTEM MISSION AND OBJECTIVES

By law and tradition, the GPO has three essential missions:

e To provide the three branches of the Federal Government with expert publishing and
printing services.

e To provide perpetual, free and ready public access to the printed and electronic
information published by the Federal Government in partnership with Federal
Depository libraries.

e To distribute, on a cost recovery basis, printed and electronic copies of information
published by the Federal Government.

Challenges to meeting this mission including:

Access to government published information is now widely expected to be electronic.
Digital information needs to be authentic and verified to be the correct version.
Digital information needs to be available for access almost immediately.

Information needs to be preserved, making it available for generations to come.

FDsys is being developed to contribute to meeting mission objectives in the following ways:

e FDsys will automate the collection and dissemination of electronic information from all
three branches of government.

e Electronic markings will indicate that the information is authentic and will identify
versions of documents that have been revised.

e Information will be permanently available in electronic format.

e Information will be accessible for Web searching, viewing, downloading and printing.

e Document masters will also be available for conventional and on-demand printing.

1.3 SYSTEM DESCRIPTION

FDsys will be a comprehensive, systematic, and dynamic means to create, ingest,
authenticate, preserve, manage, and provide access to Government information from all three
branches of the Federal Government. The system will automate and integrate lifecycle
processes of Government information and deliver that information in formats suited to
customer needs and desires.

FDsys will be built to include all known Federal Government publications falling within the
scope of GPO's Federal Depository Library Program (FDLP), including text, graphics, video,
audio, numeric, and other emerging forms of content. The full body of these publications will
be available for searching, viewing, download, and printing, and will also be available for the
production of document masters for conventional and on-demand printing.
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System Releases: FDsys is being implemented in a series of incremental releases, each of
which builds on those preceding it, and add improvements to system capability and underlying
infrastructure.

Requirements: The requirements documented here are the product of a development process
that has as its basis the FDsys Concept of Operations (ConOps) (rev. 2006) and
previous versions of this document.

The requirements set is organized by Feature Groups, and then by Features within that
Feature Group. Each requirement is assigned to a system release to designated the point in
time for its implementation. In many instances, a ranking of criticality to that release is
indicated. A designation of “Must” indicates a requirement essential to the successful function
of the system at the time of that release. A designation of “Should” denotes functionality users
will expect, and which should be implemented at that release in as many cases as possible. A
designation of “Could” indicates functionality that, although desirable, is not viewed as critical
to system function or user experience at the time of the release indicated.

2 REFERENCED DOCUMENTS

The following documents provide additional context for the development of FDsys, and are
available at the GPO website (www.gpo.gov):

Concept of Operations (CONOPS) for the Future Digital System (FDsys), Version 2.0, 16 May
2005

GPO'’s Federal Digital System: System Releases And Capabilities, Version 5.0, FDsys
Reference Document, December 19, 2007

3 FDSYS REQUIREMENTS

3.1 ACCESS FEATURE GROUP REQUIREMENTS

ID # FDsys Requirement Feature Group Feature Release
RD- FDsys software applications and operating systems shall be  |Access 508 Compliant User [R2 Should
2452 Section 508 compliant according to 36 CFR Part 1194.21. Interfaces
RD- When software is designed to run on a system that has a Access 508 Compliant User [R2 Should /
2453 | keyboard, product functions shall be executable from a Interfaces R3 Must

keyboard where the function itself or the result of performing a
function can be discerned textually.

RD- Applications shall not disrupt or disable activated features of  |Access 508 Compliant User |R2 Should /
2454 | other products that are identified as accessibility features, Interfaces R3 Must
where those features are developed and documented
according to industry standards. Applications also shall not
disrupt or disable activated features of any operating system
that are identified as accessibility features where the
application programming interface for those accessibility
features has been documented by the manufacturer of the
operating system and is available to the product developer.
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ID # FDsys Requirement Feature Group Feature Release
RD- An on-screen indication of the current focus shall be provided |Access 508 Compliant User [R2 Should /
2455 | that moves among interactive interface elements as the input Interfaces R3 Must

focus changes.
RD- The focus shall be programmatically exposed so that Access 508 Compliant User [R2 Should /
2456 | assistive technology can track focus and focus changes. Interfaces R3 Must
RD- Sufficient information about a user interface element including |Access 508 Compliant User [R2 Should /
2457 | the identity, operation and state of the element shall be Interfaces R3 Must
available to assistive technology. When an image represents
a program element, the information conveyed by the image
shall also be available in text.
RD- When images are used to identify controls, status indicators, |Access 508 Compliant User [R2 Should /
2458 | or other programmatic elements, the meaning assigned to Interfaces R3 Must
those images shall be consistent throughout an application's
performance.
RD- Textual information shall be provided through operating Access 508 Compliant User [R2 Should /
2459 | system functions for displaying text. The minimum information Interfaces R3 Must
that shall be made available is text content, text input caret
location, and text attributes.
RD- Applications shall not override user selected contrast and Access 508 Compliant User [R2 Should /
2460 | color selections and other individual display attributes. Interfaces R3 Must
RD- When animation is displayed, the information shall be Access 508 Compliant User [R2 Should /
2461 | displayable in at least one non-animated presentation mode at Interfaces R3 Must
the option of the user.
RD- Color coding shall not be used as the only means of Access 508 Compliant User [R2 Should /
2462 | conveying information, indicating an action, prompting a Interfaces R3 Must
response, or distinguishing a visual element.
RD- When a product permits a user to adjust color and contrast Access 508 Compliant User [R2 Should /
2463 | settings, a variety of color selections capable of producing a Interfaces R3 Must
range of contrast levels shall be provided.
RD- Software shall not use flashing or blinking text, objects, or Access 508 Compliant User [R2 Should /
2464 | other elements having a flash or blink frequency greater than Interfaces R3 Must
2 Hz and lower than 55 Hz.
RD- When electronic forms are used, the form shall allow people  |Access 508 Compliant User [R2 Should /
2465 | using assistive technology to access the information, field Interfaces R3 Must
elements, and functionality required for completion and
submission of the form, including all directions and cues.
RD- Equivalent alternatives for any multimedia presentation shall  |Access 508 Compliant User |R1C4 Must
2468 | be synchronized with the presentation. Interfaces
RD- Redundant text links shall be provided for each active region  |Access 508 Compliant User [R1C4 Must
2471 | of a server-side image map. Interfaces
RD- Client-side image maps shall be provided instead of server- Access 508 Compliant User [R1C4 Must
2472 | side image maps except where the regions cannot be defined Interfaces
with an available geometric shape.
RD- Pages shall be designed to avoid causing the screen to flicker |Access 508 Compliant User |R1C4 Must
2476 | with a frequency greater than 2 Hz and lower than 55 Hz. Interfaces
RD- The system shall provide public user GUIs that allow users to |Access Browse Content R1C4 Must
3799 | browse content by topic (i.e., subject).
RD- The system shall provide a public user GUIs that allow users |Access Browse Content R1C4 Must
3804 | to browse content by descriptive metadata elements.
RD- The system shall provide the capability to automatically Access Checking / R2 Must
2445 | transform content to create new renditions that are compliant Reformatting
with section 508 technical standards. Content for 508
Compliance
RD- The system shall provide the capability to validate content for |Access Checking / R2 Must
2446 | compliance with Section 508 technical standards. Reformatting
Content for 508
Compliance
RD- The system shall accept accessibility requirements and Access Checking / R2 Must
2447 | implementation guidance from Content Originators. Reformatting
Content for 508
Compliance
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ID # FDsys Requirement Feature Group Feature Release
RD- In order to achieve compliance with Section 508 technical Access Checking / R2 Could
2449 | standards, established best practices shall be followed. Reformatting

Content for 508
Compliance
RD- The system shall create content that contains well formed Access Checking / R2 Must
2450 | code which conforms to World Wide Web Consortium (W3C) Reformatting
Guidelines. Content for 508
Compliance
RD- The system shall provide the capability for authorized users to |Access Checking / R1C4 Must
3792 | flag content for a manual section 508 accessibility check. Reformatting
Content for 508
Compliance
RD- The system shall have the capability to automatically perform |Access Checking / R2 Must
471 508 accessibility assessments on content. Reformatting
Content for 508
Compliance
RD- The system shall enable GPO users to view and manage Access Contact R2 Must
3213 | contact data while not connected to the internet or internal Management
server.
RD- The system shall have the capability to synchronize data Access Contact R2 Must
3214 | managed offline with the contact database when reconnected. Management
RD- The system shall enable GPO users to track contact data Access Contact R2 Must
3215 | (e.g., name, company, address, phone, e-mail, last meeting Management
date, and status).
RD- The system shall enable GPO users to create customizable Access Contact R2 Must
3216 | fields for contact data (e.g., billing address code, GPO Management
Express Customer).
RD- The system shall enable GPO users to manage notes, history, |Access Contact R2 Must
3217 sales, and attached files to each contact record. Management
RD- The system shall allow each contact to have an owner Access Contact R2 Must
3218 | associated with the contact record. Management
RD- The system shall enable GPO users to manage groups of Access Contact R2 Must
3219 | related contact records (e.g., all contacts at a single agency). Management
RD- The system shall enable GPO users to hierarchically group Access Contact R2 Must
3220 contact records. Management
RD- The system shall enable GPO users to track sales Access Contact R2 Must
3221 | opportunities via contact data. Management
RD- The system shall enable GPO users to generate sales Access Contact R2 Must
3222 | opportunities reports via contact data. Management
RD- The system shall have the capability to integrate a contact Access Contact R2 Must
3223 management tool with GPO's e-mail client (e.g., Microsoft Management
Outlook).
RD- The system shall have the capability to integrate a contact Access Contact R2 Must
3224 | management tool with handheld devices used by GPO Management
employees (e.g., Blackberry devices).
RD- The contact management tool shall have a calendar which Access Contact R2 Must
3225 | synchronizes with GPO's e-mail client calendar. Management
RD- The contact management tool shall enable GPO users to Access Contact R2 Must
3226 | schedule calls, meetings and tasks associated with each Management
contact record.
RD- The contact management tool shall enable users to prioritize  |Access Contact R2 Must
3227 | tasks. Management
RD- The system shall enable GPO users to generate mail merges |Access Contact R2 Must
3228 | using information stored in contact records. Management
RD- The system shall enable GPO users to search contact records |Access Contact R2 Must
3229 | with any field. Management
RD- The system shall enable GPO users to search contact records |Access Contact R2 Must
3230 | for empty fields or non-empty fields. Management
RD- The contact management tool shall enable authorized users  |Access Contact R2 Must
3231 to generate reports. Management
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ID # FDsys Requirement Feature Group Feature Release
RD- The system shall enable GPO users to create customized Access Contact R2 Must
3232 | report templates/layouts for reports generated by the contact Management

management tool.
RD- The system shall allow users to record and store meeting Access Contact R2 Could
3233 | minutes with internal and external contacts. Management
RD- The system shall allow users to associate multiple internal Access Contact R2 Could
3234 | and external contacts with the meeting minutes. Management
RD- The system shall allow users to associate meeting minutes Access Contact R2 Could
3235 | with a list of hierarchical categories in the contact Management

management tool
RD- The system shall allow users to record the date, time, location |Access Contact R2 Could
3236 | and subject of the meeting in the contact management tool. Management
RD- The system shall allow users to record the content of the Access Contact R2 Could
3237 meeting in the contact management tool using an unlimited Management

number of characters.
RD- The system shall allow users to generate reports in the Access Contact R2 Could
3238 | contact management tool that include details of all meeting Management

minutes.
RD- The system shall allow users to filter the data for reports Access Contact R2 Could
3239 | generated by the contact management tool by contact, Management

department, and category.
RD- The system shall provide the capability for users to generate  |Access Contact R2 Could
3241 | reports from the contact management tool that contain the Management

meeting subject.
RD- The system shall provide the capability for users to generate  |Access Contact R2 Could
3242 | reports from the contact management tool that contain a list of Management

all contacts associated with the meeting.
RD- The system shall provide the capability for users to generate  |Access Contact R2 Could
3243 | reports from the contact management tool that contain date, Management

time, and location of meeting.
RD- The system shall provide the capability for users to generate  |Access Contact R2 Could
3244 | reports from the contact management tool that contain full Management

meeting minutes.
RD- The system shall provide the capability for users to generate  |Access Contact R2 Could
3245 | reports from the contact management tool that contain a list of Management

all categories associated with the meeting
RD- The system shall provide the capability to link Congressional  |Access Create Persistent R1C4 Must
2341 | hill citations in content to corresponding versions of publicly Links

available Congressional bill renditions.
RD- The system shall provide the capability to link public law Access Create Persistent R1C4 Must
2342 | citations in digital objects to corresponding versions of publicly Links

available public law renditions.
RD- The system shall provide the capability to link United States Access Create Persistent R1C4 Must
2343 | Code citations in content to corresponding versions of publicly Links

available United States Code rendition granules.
RD- The system shall provide the capability to link Statutes at Access Create Persistent R1C4 Must
2344 Large citations in content to corresponding versions of publicly Links

available Statutes at Large rendition granules.
RD- The system shall provide the capability to link Code of Federal |Access Create Persistent R1C4 Must
2345 Regulations citations in content to corresponding versions of Links

publicly available Code of Federal Regulations rendition

granules.
RD- The system shall provide the capability to link Congressional |Access Create Persistent R1C4 Must
2347 Record page number citations in content to corresponding Links

versions of publicly available Congressional Record pages in

rendition granules.
RD- The system shall provide the capability to link Federal Access Create Persistent R1C4 Must
2349 Register page number citations in content to corresponding Links

versions of publicly available Federal Register pages in

rendition granules.
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ID # FDsys Requirement Feature Group Feature Release
RD- The system shall provide the capability to link Congressional  |Access Create Persistent R1C4 Must
2353 Report citations in content to corresponding versions of Links

publicly available Congressional Report renditions.
RD- The system shall provide the capability to manage links as Access Create Persistent R1C4 Must
2357 | managed objects. Links
RD- The system shall provide the capability to link member of Access Create Persistent R1C4 Must
3746 | Congress names in content to the corresponding version of a Links

publicly available rendition granule of a target publication that

is based on the source publication.
RD- The system shall provide the capability to link entities in the Access Create Persistent R1C4 Must
3747 | Congressional Record Index to the entries in the Links

corresponding versions of publicly available Congressional

Record rendition granules.
RD- The system shall provide the capability to link Weekly Access Create Persistent R1C4 Must
3748 | Compilation of Presidential Documents citations in content to Links

corresponding versions of publicly available Weekly

Compilation of Presidential Documents rendition granules.
RD- The system shall provide the capability to link Congressional  |Access Create Persistent R1C4 Must
3749 | Calendar citations in content to corresponding versions of Links

publicly available Congressional Calendar rendition granules.
RD- The system shall provide the capability to link related RIN Access Create Persistent R1C4 Must
3750 numbers in the Unified Agenda to corresponding versions of Links

publicly available Unified Agenda rendition granules.
RD- The system shall provide the capability to link RIN Numbers in |Access Create Persistent R1C4 Must
3751 | the Unified Agenda to corresponding versions of publicly Links

available Federal Register rendition granules.
RD- The system shall have the capability to push DIPs to users Access Deliver by RSS R1C4 Must
3295 | using an RSS feeds conforming to the RSS 2.0 Specification.
RD- The system shall have the capability for users to sign up to Access Deliver by RSS R1C4 Must
3296 | receive DIPS via RSS feed for new publications added to

GPO defined collections.
RD- The system shall have the capability for users to sign up to Access Deliver by RSS R2 Must
3297 | receive DIPS via RSS feed for new publications added by

user defined criteria.
RD- The maximum size DIP delivered by RSS feed shall be Access Deliver by RSS R1C4 Must
3318 | configurable by an authorized user.
RD- The system shall provide the capability to deliver packaged Access Deliver Content R2 Must
118 DIPs that contain only metadata expressed in schemas and/or Metadata

supported by the schema registry.
RD- The system shall provide the capability for batch delivery of Access Deliver Content R2 Must
124 content and metadata together from multiple publications. and/or Metadata
RD- The system shall provide the capability for batch delivery of Access Deliver Content R2 Must
125 metadata from multiple publications. and/or Metadata
RD- The system shall provide the capability for batch delivery of Access Deliver Content R2 Must
126 content from multiple publications. and/or Metadata
RD- The system shall provide the capability for users to access Access Deliver Content R3 Must
2270 | content that has been published in non-English languages and/or Metadata

and non-Roman character sets.
RD- The system shall provide the capability for access processing |Access Deliver Content R2 Must
2425 | to provide content and/or metadata and/or business process and/or Metadata

information to delivery processing for the purpose of fulfilling

an End User request or Content Originator order.
RD- The system shall provide business process information to Access Deliver Content R2 Must
2428 | delivery processing for the purpose of fulfilling an End User and/or Metadata

request.
RD- The system shall provide content, metadata and business Access Deliver Content R2 Must
2429 | process information in any combination to delivery processing and/or Metadata

for the purpose of fulfilling an End User request.
RD- The system shall provide content, metadata and business Access Deliver Content R2 Must
2433 | process information in any combination to delivery processing and/or Metadata

for the purpose of fulfilling an Content Originator order.
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ID # FDsys Requirement Feature Group Feature Release
RD- The system shall provide the capability to perform records Access Deliver Content R2 Must
2434 management functions on ACPs. and/or Metadata
RD- Records management functions shall comply with GPO and Access Deliver Content R2 Must
2435 Federal records management policies. and/or Metadata
RD- Records management functions shall be performed according [Access Deliver Content R2 Must
2436 | to records management schedules for content and metadata and/or Metadata

within the system.
RD- The system shall provide the capability for Federal Depository |Access Deliver Content R2 Must
2775 Library End Users to select and request content and metadata and/or Metadata

for delivery to their library based on their unique profile and

preferences.
RD- The system shall comply with GPO policies related to Access Deliver Content R2 Must
2776 | selection of tangible and electronic titles by Federal and/or Metadata

Depository Library End Users.
RD- The system shall provide the capability to interface with Access Deliver Content R2 Must
2777 | Authorized Representatives designated by GPOs Library and/or Metadata

Services and Content Management business unit for

processing of no-fee delivery requests.
RD- The system shall provide the capability to interface with Access Deliver Content R2 Must
2778 | GPO's Integrated Library System and other legacy systems as and/or Metadata

defined by GPO business units for processing of no-fee

requests.
RD- The system shall provide the capability to process no-fee Access Deliver Content R2 Must
2779 | requests for delivery of content with access restrictions. and/or Metadata
RD- The system shall support the delivery of serials and Access Deliver Content R2 Must
2780 | periodicals. and/or Metadata
RD- The system shall provide the capability for users to cancel full |Access Deliver Content R2 Must
2782 | requests prior to fulfillment. and/or Metadata
RD- The system shall provide the capability for users to cancel Access Deliver Content R2 Must
2783 | partial requests prior to fulfillment. and/or Metadata
RD- The system shall provide the capability to deliver personalized |Access Deliver Content R2 Must
2784 | offers to registered users based on user request history or and/or Metadata

users with similar request histories. (e.g. "you may also be

interested in...").
RD- The system shall provide the capability for users to opt-out of |Access Deliver Content R2 Must
2785 | personalized offers. and/or Metadata
RD- The system shall provide the capability to provide authorized |Access Deliver Content R1C4 Must
2786 | users with a content delivery packing list and/or Metadata
RD- The system shall provide the capability to provide public users |Access Deliver Content R2 Must
2788 | with a content delivery packing list. and/or Metadata
RD- The system shall provide the capability for users to request Access Deliver Content R2 Must
2790 | fee-based content delivery. and/or Metadata
RD- The system shall have the capability to interface with external |Access Deliver Content R2 Must
2791 | Authorized Representatives as designated by GPO's and/or Metadata

Publication and Information Sales business unit for processing

of fee-based delivery requests.
RD- The system shall provide the capability to interface with Access Deliver Content R2 Must
2792 | GPO's financial and inventory systems for processing of fee- and/or Metadata

based requests.
RD- The system shall have the capability to retrieve price Access Deliver Content R2 Must
2793 | information from external systems. and/or Metadata
RD- The system shall have the capability to adjust price Access Deliver Content R2 Must
2794 | information for fee-based content delivery. and/or Metadata
RD- Pricing structures shall comply with GPO's legislative Access Deliver Content R2 Must
2795 | mandates under Title 44 of the United States Code and and/or Metadata

GPO's Sales Program policies.
RD- The system shall provide the capability for authorized users to |Access Deliver Content R2 Must
2796 | manually adjust the price. and/or Metadata
RD- The system shall provide the capability to dynamically adjust  |Access Deliver Content R2 Must
2797 | the price. and/or Metadata
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ID # FDsys Requirement Feature Group Feature Release
RD- The system shall provide the capability to apply price Access Deliver Content R2 Must
2798 | schedules. and/or Metadata
RD- The system shall adhere to industry best practices for Access Deliver Content R2 Must
2799 | performance of a Web-accessible e-commerce system. and/or Metadata
RD- The system shall include an online bookstore web interface Access Deliver Content R2 Must
2800 | that complies with the FDsys interface requirements and and/or Metadata

includes a shopping cart, order tracking, backorder

capabilities, third party ordering, thumbnail cover images, and

a fully browseable and searchable catalog of items available

for purchase that is updated at least daily.
RD- The system shall provide the capability to process Access Deliver Content R2 Must
2801 | international and domestic requests for hard copy, electronic and/or Metadata

presentation, digital media, and service product lines as

designated by GPO's Publication and Information Sales

business unit.
RD- The system shall provide the capability to process fee-based |Access Deliver Content R2 Must
2802 | requests for the delivery of content with access restrictions. and/or Metadata
RD- The system shall support the collection of information (order  |Access Deliver Content R2 Must
2803 | taking) and pass this information to external systems for and/or Metadata

processing.
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2805 information via check/electronic transfer. and/or Metadata
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2806 | information via Major credit cards including Visa, MasterCard, and/or Metadata

Discover/NOVUS, and American Express.
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2807 information via debit cards. and/or Metadata
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2808 | information via purchase orders. and/or Metadata
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2809 | information via requests for invoicing. and/or Metadata
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2810 | information via deposit accounts. and/or Metadata
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2811 | information via government account. and/or Metadata
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2812 | information via cash. and/or Metadata
RD- The system shall support the collection of payment Access Deliver Content R2 Must
2813 | information via gift card. and/or Metadata
RD- The system shall securely pass information to external Access Deliver Content R2 Must
2814 | systems for processing. and/or Metadata
RD- The system shall comply with the Federal Trade Access Deliver Content R2 Must
2815 | Commission's Mail or Telephone Order Merchandise Rule. and/or Metadata
RD- The system shall comply with the Fair Credit Billing Act. Access Deliver Content R2 Must
2816 and/or Metadata
RD- The system shall comply with the Fair Credit Reporting Act. Access Deliver Content R2 Must
2817 and/or Metadata
RD- The system shall comply with the Children's Online Privacy Access Deliver Content R2 Must
2818 | Protection Act (COPPA). and/or Metadata
RD- The system shall comply with the FTC's rules for Access Deliver Content R2 Must
2819 | implementing the Children's Online Privacy Protection Act and/or Metadata

(COPPA).
RD- The system shall provide the capability to automatically verify |Access Deliver Content R2 Must
2820 | and validate payment information submitted by users prior to and/or Metadata

delivery fulfillment.
RD- The system shall provide the capability to validate payment Access Deliver Content R2 Must
2821 | information in real-time via external GPO systems. and/or Metadata
RD- The system shall provide the capability to validate payment Access Deliver Content R2 Must
2822 | information in real-time via the U.S. Treasury Department's and/or Metadata

Pay.gov credit card processing system
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ID # FDsys Requirement Feature Group Feature Release
RD- The system shall provide the capability for users to delegate  |Access Deliver Content R2 Must
2823 | requests to other users (e.g. user's "hand-off" orders to other and/or Metadata

authorized officials to submit payment).
RD- The system shall provide the capability to display lists of all Access Deliver Content R2 Must
2825 hard copy, electronic presentation, digital media, and service and/or Metadata

product lines as designated by GPQO's Publication and

Information Sales business unit.
RD- The system shall support delivery of content by subscriptions |Access Deliver Content R2 Must
2826 | (i.e. an agreement by which a user obtains access to and/or Metadata

requested content by payment of a periodic fee or other

agreed upon terms.)
RD- The system shall provide the capability to manage, secure, Access Deliver Content R2 Must
2827 and maintain End User information associated with and/or Metadata

subscriptions.
RD- The system shall provide the capability for users to cancel full |Access Deliver Content R2 Must
2831 | or partial requests prior to fulfillment. and/or Metadata
RD- The system shall provide the capability to provide authorized |Access Deliver Content R2 Must
2832 | users with a detailed transaction summary. and/or Metadata
RD- The system shall provide the capability for authorized users to |Access Deliver Content R2 Must
2833 | configure transaction summaries. and/or Metadata
RD- The system shall provide the capability to manage transaction |Access Deliver Content R2 Must
2834 records according to GPO, Federal, and FTC regulations in and/or Metadata

accordance with GPO privacy and required records retention

policies.
RD- The system shall securely maintain electronic copies of Access Deliver Content R2 Must
2835 orders, shipments, and financial records for at least seven and/or Metadata

years.
RD- The system shall provide the capability to generate reports for |Access Deliver Content R2 Must
2836 fee-based transactions (e.g., order histories, sales and/or Metadata

transactions, inventory data).
RD- The system shall have the capability to determine what Access Deliver Content R1C4 Must
2838 | options are available for delivery of particular content or and/or Metadata

metadata.
RD- The system shall provide the capability for users to request Access Deliver Content R2 Must
2839 | delivery of content or metadata from available options as and/or Metadata

defined by GPO business units.
RD- The system shall provide the capability for users to select file  |Access Deliver Content R1C4 Must
2841 | type from available options (e.g., DOC, MP3, PDF). and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R2 Must
2842 | resolution (e.g., images, video) from available options. and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R2 Must
2843 | color space from available options (e.g. RGB, CMYK). and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R2 Must
2844 | compression and size from available options. and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R2 Must
2845 | transfer rate from available options.T and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R2 Must
2846 | platform from available options. and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R1C4 Must
2848 | delivery of related content from available options. and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R1C4 Must
2850 | quantity of items requested for delivery (e.g., one, five, batch). and/or Metadata
RD- The system shall provide the capability for users to select Access Deliver Content R1C4 Must
2851 | output type from available options (e.g., hard copy, electronic and/or Metadata

presentation, digital media).
RD- The system shall provide the capability for users to select data |Access Deliver Content R1C4 Must
2852 | storage device from available options (e.g., CD, DVD, server). and/or Metadata
RD- The system shall provide the capability for users to schedule |Access Deliver Content R1C4 Must
2855 | delivery from the system. and/or Metadata
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RD- The system shall provide the capability for users to select Access Deliver Content R2 Must
2856 | tangible delivery method from available options (e.qg., air and/or Metadata

transportation, ground transportation, pickup, overnight,

priority, freight).
RD- The system shall provide the capability for GPO to offer users |Access Deliver Content R2 Must
2857 | separate "bill to" and "ship to" options for delivery or shipment and/or Metadata

of tangible content.
RD- The system shall provide the capability for users to submit Access Deliver Content R2 Must
2858 multiple address options for delivery or shipment of tangible and/or Metadata

content.
RD- The system shall provide the capability to preview requested  |Access Deliver Content R2 Should /
2859 | content. and/or Metadata R3 Must
RD- The system shall provide the capability for authorized users to |Access Deliver Content R3 Must
2861 | preview publications that have been created from custom and/or Metadata

composition and content formatting.
RD- The system shall have the capability to support custom Access Deliver Content R2 Should /
2862 | composition and content formatting from available options and/or Metadata R3 Must

(e.g., 2 columns, cover stock, font).
RD- The system shall provide the capability to assign an order Access Deliver Content R2 Must
2865 | number for requests. and/or Metadata
RD- The system shall not repeat an order number. Access Deliver Content R2 Must
2866 and/or Metadata
RD- The system shall have the capability to provide order numbers |Access Deliver Content R2 Must
2868 | to users. and/or Metadata
RD- The system shall provide the capability for users to track the  |Access Deliver Content R2 Must
2869 | status of their requests. and/or Metadata
RD- The system will provide for the delivery of output in a variety  |Access Deliver Content R2 Must
2898 | user-specified methods or formats, including electronic mail or and/or Metadata

Web pages.
RD- The system will be capable of delivering metadata to users in |Access Deliver Content R2 Must
2899 | electronic mail messages. and/or Metadata
RD- The system will be capable of delivering metadata to users in |Access Deliver Content R2 Must
2900 | Web pages. and/or Metadata
RD- The system shall support the capability to deliver metadata to |Access Deliver Content R2 Must
2901 | users in additional formats in the future. and/or Metadata
RD- The system shall output metadata in formats specified by the |Access Deliver Content R2 Must
2902 | user, including MARC, ONIX, ASCII text, or comma delimited and/or Metadata

text.
RD- The system shall output metadata in MARC format when Access Deliver Content R2 Must
2903 | requested by the user. and/or Metadata
RD- The system shall output metadata in ONIX format when Access Deliver Content R2 Must
2904 | requested by the user. and/or Metadata
RD- The system shall output metadata in ASCII text format when  |Access Deliver Content R2 Must
2905 | requested by the user. and/or Metadata
RD- The system shall output metadata in comma-delimited format |Access Deliver Content R2 Must
2906 | when requested by the user. and/or Metadata
RD- The system shall support the capability to output metadata in  |Access Deliver Content R2 Must
2907 | additional formats in the future. and/or Metadata
RD- The system shall support the capability for a user to pull a DIP |Access Deliver Content R3 Must
3257 | from the system using additional methods in the future. and/or Metadata
RD- The system shall have the capability to determine if delivery is |Access Deliver Content R1C4 Must
3266 | possible based upon limitations of delivery mechanisms. and/or Metadata
RD- The system shall have the capability to determine if delivery is |Access Deliver Content R1C4 Must
3267 | possible based upon limitations of content formats. and/or Metadata
RD- The system shall have the capability to inform users that Access Deliver Content R1C4 Must
3268 | delivery is not possible. and/or Metadata
RD- The system shall have the capability to inform users why Access Deliver Content R1C4 Must
3269 | delivery is not possible. and/or Metadata
RD- The system shall have the capability to provide users with Access Deliver Content R2 Must
3270 | estimated transfer time for delivery. and/or Metadata
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RD- The system shall have the capability to make adjustments to  |Access Deliver Content R2 Must
3284 | digital objects for delivery based on digital object format. and/or Metadata
RD- The system shall have the capability to adjust the resolution of |Access Deliver Content R2 Must
3285 | digital objects. and/or Metadata
RD- The system shall have the capability to resize digital objects. |Access Deliver Content R2 Must
3286 and/or Metadata
RD- The system shall have the capability to adjust the Access Deliver Content R2 Must
3287 | compression of digital objects. and/or Metadata
RD- The system shall have the capability to adjust the color space |Access Deliver Content R2 Must
3288 | of digital objects. (e.g., CMYK to RGB) and/or Metadata
RD- The system shall have the capability to adjust the image Access Deliver Content R2 Must
3289 | quality settings of digital objects. (e.g., transparency, and/or Metadata

dithering, anti-aliasing)
RD- The system shall have the capability to repurpose content Access Deliver Content R2 Must
3292 | from multiple packages into a single DIP. and/or Metadata
RD- The system shall support the capability to push DIPs to users |Access Deliver Content R3 Must
3306 | using additional methods in the future. and/or Metadata
RD- The maximum size DIP delivered by HTTP download shall be |Access Deliver Content R1C4 Must
3316 | configurable by an authorized user. and/or Metadata
RD- The maximum size DIP delivered by a future electronic Access Deliver Content R3 Must
3324 | channel shall be configurable by an authorized user. and/or Metadata
RD- The system shall have the capability to support hard copy Access Deliver Content R3 Could
3340 | output for variable data printing processes. and/or Metadata
RD- The system shall have the capability to add the GPO Imprint  |Access Deliver Content R2 Could
3341 | line to DIPs and pre-ingest bundles per the GPO Publication and/or Metadata

310.2 and the New Imprint Line Announcement.
RD- The system shall allow users to manually add the Imprint line. |Access Deliver Content R2 Could
3342 and/or Metadata
RD- The system shall automatically add the Imprint Line. Access Deliver Content R2 Could
3343 and/or Metadata
RD- The system shall allow users to manually adjust the location  |Access Deliver Content R2 Could
3344 | of the Imprint line. and/or Metadata
RD- The system shall support the capability to deliver page layout |Access Deliver Content R3 Must
3356 | files containing images, fonts, and linked text files in additional and/or Metadata

formats in the future.
RD- The system shall support the capability to deliver text filesin  |Access Deliver Content R3 Must
3372 additional file formats in the future. and/or Metadata
RD- The system shall have the capability to generate DIPs and Access Deliver Content R3 Could
3375 | pre-ingest bundles that contain Job Definition Format (JDF) and/or Metadata

data.
RD- The system shall have the capability to render content for Access Deliver Content R2 Must
3383 | presentation on end user devices. and/or Metadata
RD- The system shall have the capability to render content for Access Deliver Content R2 Should /
3388 | presentation on non-desktop devices. and/or Metadata R3 Must
RD- The system shall have the capability to render content for Access Deliver Content R2 Should /
3389 | presentation on Digital Assistants (PDAS). and/or Metadata R3 Must
RD- The system shall have the capability to render content for Access Deliver Content R2 Should /
3390 | presentation on Digital Audio Players. and/or Metadata R3 Must
RD- The system shall have the capability to render content for Access Deliver Content R2 Should /
3391 | presentation on Electronic Books (E-Books). and/or Metadata R3 Must
RD- The system shall have the capability to render content for Access Deliver Content R2 Should /
3392 | presentation on Cell Phones. and/or Metadata R3 Must
RD- The system shall have the capability to determine and deliver |Access Deliver Content R2 Could
3393 | the file format needed for non-desktop electronic devices. and/or Metadata
RD- The system shall provide the capability to deliver DIPs that Access Deliver Content R2 Must
3394 | support static and dynamic text in multiple formats. and/or Metadata
RD- The system shall have the capability to deliver electronic Access Deliver Content R1C4 Must
3404 | content in Open Document Format that is equivalent to the and/or Metadata

native file.
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RD- The system shall have the capability to deliver electronic Access Deliver Content R1C4 Must
3407 | content in Microsoft Word Document File Format (.doc) that is and/or Metadata

equivalent to the original file as ingested.
RD- The system shall have the capability to deliver electronic Access Deliver Content R2 Could
3411 | contentin Open eBook Publication Structure (OEBPS) in and/or Metadata

accordance with Open eBook Publication Structure

Specification Version 1.2.
RD- The system shall have the capability to deliver electronic Access Deliver Content R1C4 Must
3413 | content in JPEG that is equivalent to the original file as and/or Metadata

ingested.
RD- The system shall provide the capability to deliver audio Access Deliver Content R1C4 Must
3419 | content. and/or Metadata
RD- The system shall have the capability to deliver audio content  |Access Deliver Content R1C4 Must
3420 | in MPEG 1 - Audio Layer 3 (MP3) that is equivalent to the and/or Metadata

native file.
RD- The system shall have the capability to deliver audio content  |Access Deliver Content R2 Must
3421 | in FLAC (Free Lossless Audio Codec) that is equivalent to the and/or Metadata

native file.
RD- The system shall have the capability to deliver audio content  |Access Deliver Content R2 Must
3422 | in Ogg Vorbis that is equivalent to the native file. and/or Metadata
RD- The system shall have the capability to deliver audio content  |Access Deliver Content R1C4 Must
3423 | in CDDA (Compact Disc Digital Audio) that is equivalent to the and/or Metadata

native file.
RD- The system shall provide the capability to deliver DIPs that Access Deliver Content R1C4 Must
3424 | support audiovisual content (e.g., video, multimedia) in MPEG and/or Metadata

format.
RD- The system shall deliver electronic content that maintains Access Deliver Content R1C4 Must
3426 hyperlinks to the extent possible. and/or Metadata
RD- The system shall have the capability to deliver DIPs that Access Deliver Content R3 Could
3440 | support the creation of Blue Ray Discs (BD). and/or Metadata
RD- The system shall have the capability to generate image files Access Deliver Content R2 Should /
3454 | that can be used to duplicate/replicate the content that will be and/or Metadata R3 Must

stored on removable digital media.
RD- The system shall have the capability to generate ISO image Access Deliver Content R2 Should /
3455 | files. and/or Metadata R3 Must
RD- The system shall have the capability to generate VCD image |Access Deliver Content R2 Should /
3456 | files. and/or Metadata R3 Must
RD- The system shall have the capability to generate UDF image  |Access Deliver Content R2 Should /
3457 | files. and/or Metadata R3 Must
RD- The system shall have the capability to deliver DIPs to Digital |Access Deliver Content R2 Should /
3468 | Assistants (PDAS). and/or Metadata R3 Must
RD- The system shall have the capability to deliver DIPs to Digital |Access Deliver Content R2 Should /
3469 | Audio Players. and/or Metadata R3 Must
RD- The system shall have the capability to deliver DIPs to Access Deliver Content R2 Should /
3470 Electronic Books (E-Books). and/or Metadata R3 Must
RD- The system shall have the capability to deliver DIPs to Cell Access Deliver Content R2 Should /
3471 Phones. and/or Metadata R3 Must
RD- The system shall provide the capability to deliver packaged Access Deliver Content R2 Must
3722 | DIPs that contain only content that is stored in the system. and/or Metadata
RD- The system shall provide the capability to deliver content from |Access Deliver Content R2 Must
3726 | one or more renditions of a single publication. and/or Metadata
RD- The system shall provide the capability to deliver content and |Access Deliver Content R2 Must
3727 metadata together from one or more renditions of a single and/or Metadata

publication.
RD- The system shall provide the capability for batch delivery of Access Deliver Content R2 Must
3728 | content from a single publication. and/or Metadata
RD- The system shall provide the capability for batch delivery of Access Deliver Content R2 Must
3729 | metadata from a single publication. and/or Metadata
RD- The system shall provide the capability for batch delivery of Access Deliver Content R2 Must
3730 | content and metadata from a single publication. and/or Metadata
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RD- The system shall provide the capability for batch delivery of Access Deliver Content R2 Must
3731 | content packages. and/or Metadata
RD- The DIP shall have the capability to embed one or more Access Deliver Content R2 Must
3735 | metadata files associated with the content. and/or Metadata
RD- The DIP shall have the capability to embed one or more digital |Access Deliver Content R2 Must
3736 | objects associated with metadata. and/or Metadata
RD- The system shall provide the capability for public users to Access Deliver Content R1C4 Must
3783 | select delivery of MARC XML via a link on the content detalil and/or Metadata

GUL.
RD- The system shall provide the capability for public users to Access Deliver Content R2 Must
3784 | select delivery of Dublin Core via a link on the content detalil and/or Metadata

GUL.
RD- The system shall provide the capability for public users to Access Deliver Content R2 Must
3785 | select delivery of ONIX via a link on the content detail GUI. and/or Metadata
RD- The system shall have the capability to deliver electronic Access Deliver Content R1C4 Must
3791 | content in Microsoft Word Document File Format (.doc) that is and/or Metadata

equivalent to the original file as ingested.
RD- The system shall have the capability to deliver content to a Access Deliver Content R1C4 Must
3794 Linux platform. and/or Metadata
RD- The system shall create a DIP in response to a user request. |Access Deliver Content R2 Must
384 and/or Metadata
RD- The system shall copy content and metadata to a DIP from Access Deliver Content R1C4 Must
388 the publication's AIP when the information needed is not and/or Metadata

present in the ACP.
RD- The DIP shall have the capability to include transient copies of |Access Deliver Content R2 Must
391 digital objects that are optimized for delivery from the system. and/or Metadata
RD- The system shall provide the capability to embed metadata Access Deliver Content R2 Must
415 files (e.g., MARC, ONIX, Dublin Core, MODS) as required to and/or Metadata

support delivery.
RD- The system shall provide the capability to copy descriptive Access Deliver Content R2 Must
423 metadata in ONIX format to a DIP. and/or Metadata
RD- The system shall provide the capability to copy descriptive Access Deliver Content R1C4 Must
424 metadata in Dublin Core format to a DIP. and/or Metadata
RD- The system shall provide the capability to copy descriptive Access Deliver Content R3 Must
426 metadata in COSATI format to a DIP. and/or Metadata
RD- The system shall support the capability to copy additional Access Deliver Content R3 Must
427 descriptive metadata formats to the DIP in the future. and/or Metadata
RD- The system shall provide capability to deliver a DIP to users  |Access Delivery By Email R1C4 Must
3298 | via e-mail.
RD- The system shall provide the capability to deliver a batch of Access Delivery By Email R1C4 Must
3299 DIPs to users via e-mail.
RD- The system shall provide the capability to deliver a batch of Access Delivery By Email R1C4 Must
3300 DIPs to users at a frequency defined by GPO when new

publications are added to a GPO defined collection.
RD- The system shall provide the capability for an authorized Access Delivery By Email R1C4 Must
3320 | users to configure the maximum size of a DIP that is delivered

via e-mail to users.
RD- The system shall have the capability to determine if delivery is |Access Delivery By Ftp R2 Must
3264 | possible.
RD- The system shall have the capability to determine if delivery is |Access Delivery By Ftp R2 Must
3265 | possible based upon business rules.
RD- Users shall have the capability to request that files be Access Delivery By Ftp R1C4 Must
3304 | transferred via FTP to their server for a DIP based on user

defined criteria.
RD- The system shall have the capability to push DIPs to users Access Delivery By Ftp R3 Must
3305 | using Secure File Transfer Protocol.
RD- The maximum size DIP delivered by FTP shall be Access Delivery By Ftp R1C4 Must
3322 | configurable by an authorized user.
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RD- The time required to deliver via FTP a DIP created from an Access Delivery By Ftp R3 Must
3328 | ACP that contains a 10 MB (TBS) set of files to an average

PC (TBS) connected to the GPO Intranet running an FTP

server shall be 60 seconds (TBS) or less.
RD- The time required to deliver via FTP a DIP created from an Access Delivery By Ftp R3 Must
3329 | AIP in online storage that contains a 10 MB (TBS) set of files

to an average PC (TBS) connected to the GPO Intranet

running Internet Explorer 6 shall be 65 seconds (TBS) or less.
RD- The system shall provide the capability for users to access Access Follow Relationships |R1C4 Must
2271 | information about content relationships. To Other Documents
RD- The system shall provide information to users via a GUl that  |Access Follow Relationships |R1C4 Must
2277 | lists all of the versions of a bill that are available for access. To Other Documents
RD- The system shall provide the capability to access public laws |Access Follow Relationships |R1C4 Must
2280 | based on public law citations in the House Calendar. To Other Documents
RD- The system shall provide the capability to access public laws |Access Follow Relationships |R1C4 Must
2281 | based on public law citations in the Senate Calendar of To Other Documents

Business.
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
2282 | Congressional bills based on bill citations in the House To Other Documents

Calendar.
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
2283 | Congressional bills based on bill citations in the Senate To Other Documents

Calendar of Business.
RD- The system shall provide the capability to access bill versions |Access Follow Relationships |R1C4 Must
2284 | based on entries in the history of hills. To Other Documents
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
2285 | Congressional Record pages based on Congressional Record To Other Documents

citations in the history of bills.
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
2286 | Congressional bills based on bill citations in the To Other Documents

Congressional Record.
RD- The system shall provide the capability to access public laws |Access Follow Relationships |R1C4 Must
2287 | based on public law citations in the history of bills. To Other Documents
RD- The system shall provide the capability to access history of bill |Access Follow Relationships |R1C4 Must
2288 | granules based on bill citations in public laws. To Other Documents
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
2289 | Congressional Record granules based on Congressional To Other Documents

Record citations in public laws.
RD- The system shall provide the capability to access U.S. Code  |Access Follow Relationships |R1C4 Must
2290 | granules based on U.S. Code citations in public laws. To Other Documents
RD- The system shall provide the capability to access public laws |Access Follow Relationships |R1C4 Must
2291 | based on public law citations in the U.S. Code. To Other Documents
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
2293 | Congressional Reports based on Congressional Report To Other Documents

citations in Congressional bills.
RD- The system shall provide the capability access to Access Follow Relationships |R1C4 Must
2294 | Congressional hearings related to Congressional bills. To Other Documents
RD- The system shall provide the capability to access granules in  |Access Follow Relationships |R1C4 Must
2295 | the Congressional Record based on entries in the To Other Documents

Congressional Record Index.
RD- The system shall provide the capability to access Statutes at  |Access Follow Relationships |R1C4 Must
2296 Large granules based on Statutes at Large citations in public To Other Documents

laws.
RD- The system shall provide the capability to access Code of Access Follow Relationships |R1C4 Must
2299 Federal Regulation sections based on Code of Federal To Other Documents

Regulation citation in the Federal Register.
RD- The system shall provide the capability to access Federal Access Follow Relationships |R1C4 Must
2300 Register granules based on Federal Register citations in the To Other Documents

List of CFR Sections Affected.
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RD- The system shall provide the capability to access Code of Access Follow Relationships |R1C4 Must
2301 Federal Regulation sections based on Code of Federal To Other Documents

Regulation citations in the List of CFR Sections Affected.
RD- The system shall provide the capability to access Code of Access Follow Relationships |R1C4 Must
2302 Federal Regulation sections based on Code of Federal To Other Documents

Regulation citations in the Unified Agenda.
RD- The system shall provide the capability to access content Access Follow Relationships |R1C4 Must
2303 | based on relationships between Supreme Court publications To Other Documents

that are part of the opinion process.
RD- The system shall provide notification to users about related Access Follow Relationships |R1C4 Must
2304 | Supreme Court publications that are part of the opinion To Other Documents

process.
RD- The system shall provide notification to users that informs Access Follow Relationships |R1C4 Must
2305 | them of the current version of an opinion. To Other Documents
RD- The system shall provide notification to users that informs Access Follow Relationships |R1C4 Must
2306 | them of superseded versions of an opinion. To Other Documents
RD- The system shall provide notification to users when a bench Access Follow Relationships |R1C4 Must
2307 | opinion has been superseded by a slip opinion. To Other Documents
RD- The system shall provide notification to users when a slip Access Follow Relationships |R1C4 Must
2308 | opinion has been superseded by a preliminary print of the To Other Documents

U.S. Reports.
RD- The system shall provide notification to users when a Access Follow Relationships |R1C4 Must
2309 | preliminary print of the U.S. Reports has been superseded by To Other Documents

the Bound Volume of U.S. Reports.
RD- The system shall provide the capability to identify and manage |Access Follow Relationships |R2 Must
2437 | relationships between digital objects, between content To Other Documents

packages, and between digital objects and content packages.
RD- The system shall provide the capability to identify and manage |Access Follow Relationships |R2 Must
2438 | relationships between digital objects based on changes in To Other Documents

content that occur as a result of the legislative process.
RD- The system shall provide the capability to identify and manage |Access Follow Relationships |R2 Must
2439 | relationships between digital objects based on changes in To Other Documents

content that occur as a result of the regulatory process.
RD- The system shall provide the capability to provide bi- Access Follow Relationships |R1C4 Must
3743 | directional content relationships. To Other Documents
RD- The system shall provide the capability to access granules in  |Access Follow Relationships |R1C4 Must
3823 | the Weekly Compilation of Presidential Documents based on To Other Documents

Weekly Compilation of Presidential Documents citations in the

Public Law.
RD- The system shall provide the capability to access House Access Follow Relationships |R1C4 Must
3824 | Congressional Bill granules in the Union Calendar Section of To Other Documents

the House Calendar based on Union Calendar citations in a

House Congressional Bill.
RD- The system shall provide the capability to access Senate Access Follow Relationships |R1C4 Must
3825 | Congressional Bill granules in the General Orders Section of To Other Documents

the Senate Calendar based on Calendar citations in a Senate

Congressional Bill.
RD- The system shall provide the capability to access the U.S. Access Follow Relationships |R1C4 Must
3826 | Code based on U.S. Code citations in the Statutes at Large. To Other Documents
RD- The system shall provide the capability to access History of Access Follow Relationships |R1C4 Must
3827 Bill granules in the History of Bills based on bill citations in the To Other Documents

Statutes at Large.
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
3828 | Congressional Reports based on Congressional Report To Other Documents

citations in the Statutes at Large.
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
3829 | Congressional Record granules based on Congressional To Other Documents

Record citations in the Statutes at Large.
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RD- The system shall provide the capability to access the Weekly |Access Follow Relationships |R1C4 Must
3830 | Compilation of Presidential Documents granules based on To Other Documents

Weekly Compilation of Presidential Documents citations in the

Statutes at Large.
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
3831 | Congressional Reports based on Congressional Report To Other Documents

citations in public laws.
RD- The system shall provide the capability to access Statutes at  |Access Follow Relationships |R1C4 Must
3832 Large granules based Statutes at Large on citations in the To Other Documents

U.S. Code.
RD- The system shall provide the capability to access granules the |Access Follow Relationships |R1C4 Must
3833 | Congressional Directory based on any Members of Congress' To Other Documents

name in the Congressional Record.
RD- The system shall provide the capability to access granules in  |Access Follow Relationships |R1C4 Must
3834 | the Congressional Pictorial Directory based on any Members To Other Documents

of Congress' name in the Congressional Directory.
RD- The system shall provide the capability to access granules in  |Access Follow Relationships |R1C4 Must
3835 | the Congressional Directory based on any Members of To Other Documents

Congress' name in the Congressional Pictorial Directory.
RD- The system shall provide the capability to access granules in  |Access Follow Relationships |R1C4 Must
3836 | the Federal Register based on Regulation Identifier Number in To Other Documents

the Unified Agenda.
RD- The system shall provide the capability to access granules in  |Access Follow Relationships |R1C4 Must
3837 | the Federal Register based on Federal Register page number To Other Documents

citations in the Unified Agenda.
RD- The system shall provide the capability to access related Access Follow Relationships |R1C4 Must
3838 | granules in the Unified Agenda based on Related RIN To Other Documents

numbers in the Unified Agenda.
RD- The system shall provide the capability to access an individual |Access Follow Relationships |R1C4 Must
3839 | Congressional bill granule in the History of Bills based on bill To Other Documents

number citation in a Congressional Bill.
RD- The system shall provide the capability to access Access Follow Relationships |R1C4 Must
3840 | Congressional Directory granules based on Members of To Other Documents

Congress names in the Congressional bills.
RD- The system shall have the capability to rasterize digital Access Format R2 Must
3290 | objects. Transformation
RD- The system shall have the capability to convert native filesto  |Access Format R1C4 Must
3347 | PDF. Transformation
RD- The system shall provide the capability to create one or more |Access Format R1C4 Must
335 access derivative renditions for an ACP if its corresponding Transformation

AIP has no access derivative renditions.
RD- The system shall have the capability to convert images to Access Format R1C4 Must
3399 | descriptive ASCII text. Transformation
RD- The system shall have the capability to replace images with Access Format R1C4 Must
3400 | descriptive text when available while converting digital objects Transformation

to ASCII.
RD- The system shall have the capability to convert images to Access Format R1C4 Must
3402 | descriptive Unicode text. Transformation
RD- The system shall have the capability to replace images with Access Format R1C4 Must
3403 | descriptive text when available while converting digital objects Transformation

to Unicode.
RD- The system shall support the transformation of TIFF digital Access Format R1C4 Must
3543 | objects into PDF digital objects. Transformation
RD- The system shall support the transformation of EPS digital Access Format R1C4 Must
3544 | objects into PDF digital objects Transformation
RD- The system shall support the transformation of JPG digital Access Format R1C4 Must
3545 | objects into PDF digital objects. Transformation
RD- The system shall support the transformation of Adobe Access Format R1C4 Must
3547 Photoshop digital objects into PDF digital objects. Transformation
RD- The system shall support the transformation of Adobe Access Format R1C4 Must
3548 lllustrator digital objects into PDF digital objects. Transformation
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RD- The system shall support the transformation of Windows Access Format R1C4 Must
3549 Metafile digital objects into PDF digital objects. Transformation
RD- The system shall support the transformation of Bitmap digital |Access Format R1C4 Must
3550 | objects into PDF digital objects. Transformation
RD- The system shall support the transformation of locator digital  |Access Format R1C4 Must
3551 | objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of SGML digital  |Access Format R1C4 Must
3552 | objects into ASCII digital objects. Transformation
RD- The system shall have the ability to migrate data to formats Access Format R2 Must
533 other than those in which the files were created or received. Transformation
RD- The system shall ensure that the files resulting from Access Format R2 Must
535 migrations will be in a format free of proprietary restrictions to Transformation

the possible extent.
RD- The system shall have the ability to verify that a file migrated  |Access Format R2 Must
536 from one format to another retains specified attributes and Transformation

behaviors, i.e., is authentic and faithful.
RD- The system shall support the transformation of Quark digital Access Format R2 Must
537 objects in previous versions of Quark into Quark digital Transformation

objects of the current shipping version of Quark as of TBS.
RD- The system shall support the transformation of Quark digital Access Format R1C4 Must
538 objects into HTML digital objects. Transformation
RD- The system shall support the transformation of Quark digital ~ |Access Format R1C4 Must
539 objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of Quark digital Access Format R2 Must
540 objects into XML digital objects. Transformation
RD- The system shall support the transformation of Quark digital Access Format R1C4 Must
541 objects into PDF digital objects. Transformation
RD- The system shall support the ability to set parameters of the  |Access Format R2 Must
542 output file of the transformation (resolution, color depth, etc). Transformation
RD- The system shall support the transformation of InDesign Access Format R2 Must
544 digital objects in previous versions of InDesign into InDesign Transformation

digital objects of the current shipping version of InDesign as of

TBS.
RD- The system shall support the transformation of InDesign Access Format R1C4 Must
545 digital objects into HTML digital objects. Transformation
RD- The system shall support the transformation of InDesign Access Format R1C4 Must
546 digital objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of InDesign Access Format R2 Must
547 digital objects into XML digital objects. Transformation
RD- The system shall support the transformation of InDesign Access Format R1C4 Must
548 digital objects into PDF digital objects. Transformation
RD- The system shall support the transformation of Microsoft Word |Access Format R2 Must
550 digital objects in previous versions of Microsoft Word into Transformation

Microsoft Word digital objects of the current shipping version

of Microsoft Word as of TBS.
RD- The system shall support the transformation of Microsoft Word |Access Format R2 Must
551 digital objects into HTML digital objects. Transformation
RD- The system shall support the transformation of Microsoft Word |Access Format R2 Must
552 digital objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of Microsoft Word |Access Format R2 Must
553 digital objects into XML digital objects. Transformation
RD- The system shall support the transformation of Microsoft Word |Access Format R1C4 Must
554 digital objects into PDF digital objects. Transformation
RD- The system shall support the transformation of Microsoft Word |Access Format R2 Must
555 digital objects into Open Document digital objects. Transformation
RD- The system shall have the ability to produce notification of Access Format R2 Must
557 incomplete or unsuccessful migrations. Transformation
RD- The system shall have the ability to identify incomplete or Access Format R2 Must
558 unsuccessful migrations. Transformation
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RD- The system shall support the transformation of Microsoft Access Format R2 Must
560 Excel digital objects in previous versions of Microsoft Excel Transformation

into Microsoft Excel digital objects of the current shipping

version of Microsoft Excel as of TBS.
RD- The system shall support the transformation of Microsoft Access Format R2 Must
561 Excel digital objects into HTML digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R2 Must
562 Excel digital objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R2 Must
563 Excel digital objects into XML digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R1C4 Must
564 Excel digital objects into PDF digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R2 Must
565 Excel digital objects into Open Document digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R2 Must
567 PowerPoint digital objects in previous versions of Microsoft Transformation

PowerPoint into Microsoft PowerPoint digital objects of the

current shipping version of Microsoft PowerPoint as of TBS.
RD- The system shall support the transformation of Microsoft Access Format R2 Must
568 PowerPoint digital objects into HTML digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R2 Must
569 PowerPoint digital objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R2 Must
570 PowerPoint digital objects into XML digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R1C4 Must
571 PowerPoint digital objects into PDF digital objects. Transformation
RD- The system shall support the transformation of Microsoft Access Format R2 Must
572 PowerPoint digital objects into Open Document digital objects. Transformation
RD- The system shall support the transformation of PDF digital Access Format R2 Must
574 objects in previous versions of PDF into PDF digital objects of Transformation

the current shipping version of PDF as of TBS.
RD- The system shall support the transformation of PDF digital Access Format R2 Must
577 objects into XML digital objects. Transformation
RD- The system shall support the transformation of HTML digital ~ |Access Format R1C4 Must
578 objects into PDF digital objects. Transformation
RD- The system shall support the transformation of HTML digital Access Format R2 Must
579 objects into XHTML digital objects. Transformation
RD- The system shall support the transformation of HTML digital Access Format R2 Must
581 objects in previous versions of HTML into HTML digital Transformation

objects of the current version of HTML as of TBS.
RD- The system shall support the transformation of HTML digital ~ |Access Format R2 Must
582 objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of HTML digital Access Format R2 Must
583 objects into XML digital objects. Transformation
RD- The system shall support the transformation of TIFF digital Access Format R2 Must
585 objects in previous versions of TIFF into TIFF digital objects of Transformation

the current version of TIFF as of TBS.
RD- The system shall support the transformation of the full text Access Format R2 Must
586 index of any TIFF digital object into an ASCII digital object. Transformation
RD- The system shall support the transformation of the full text Access Format R2 Must
587 index of any TIFF digital object into an XML digital object. Transformation
RD- The system shall support the transformation of the full text Access Format R2 Must
588 index of any TIFF digital object into an HTML digital object. Transformation
RD- The system shall support the transformation a TIFF digital Access Format R2 Must
589 object into a JPG digital object. Transformation
RD- The system shall support the transformation of the full text Access Format R2 Must
590 index of any TIFF digital object into an PDF digital object. Transformation
RD- Where formats containing images are transformed to formats |Access Format R2 Must
592 that do not support images (e.g. ASCII, XML) the descriptive Transformation

text of said images, if any, will be stored in the new format.
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RD- Where formats containing images are transformed to XML the |Access Format R2 Must
593 placement of said images, if any, will be stored in the new Transformation

format.
RD- The system shall support the transformation of WordPerfect Access Format R2 Must
595 digital objects in previous versions of WordPerfect into Transformation

WordPerfect digital objects of the current shipping version of

WordPerfect as of as of TBS. (RD-595)
RD- The system shall support the transformation of WordPerfect Access Format R2 Must
596 digital objects into Microsoft Word digital objects. Transformation
RD- The system shall support the transformation of WordPerfect Access Format R2 Must
597 digital objects into HTML digital objects. Transformation
RD- The system shall support the transformation of WordPerfect Access Format R2 Must
598 digital objects into ASCII digital objects. Transformation
RD- The system shall support the transformation of WordPerfect Access Format R2 Must
599 digital objects into XML digital objects. Transformation
RD- The system shall support the transformation of WordPerfect Access Format R2 Must
600 digital objects into PDF digital objects. Transformation
RD- The system shall support the transformation of EPS digital Access Format R2 Must
602 objects in previous versions of EPS into EPS digital objects of Transformation

the current version of EPS as of as of TBS.
RD- The system shall support the transformation of the full text Access Format R2 Must
603 index of any EPS digital object into an ASCII digital object Transformation
RD- The system shall support the transformation of the full text Access Format R2 Must
604 index of any EPS digital object into an XML digital object. Transformation
RD- The system shall support the transformation of the full text Access Format R2 Must
605 index of any EPS digital object into an HTML digital object. Transformation
RD- The system shall support the transformation of the full text Access Format R2 Must
606 index of any EPS digital object into an PDF digital object. Transformation
RD- The system shall support the transformation of JPG digital Access Format R2 Must
607 objects in previous versions of JPG into JPG digital objects of Transformation

the current version of JPG as of TBS.
RD- The system shall provide the capability to transform text- Access Format R1C4 Must
696 based granular content into formats that have been optimized Transformation

for access and delivery if these formats are not already

present in the ACP.
RD- The system shall allow authorized users to add information to  |Access Knowledge Base R2 Must
3145 | a knowledge base.
RD- The system shall provide the ability for an authorized userto  |Access Knowledge Base R2 Must
3146 | add electronic files to the knowledge base as attachments.
RD- The system shall provide the capability to create customized |Access Knowledge Base R2 Could
3147 | templates for knowledge base entries.
RD- The system shall provide the capability for authorized users to |Access Knowledge Base R2 Could
3148 | choose from a list of templates when creating knowledge base

entries.
RD- The system shall have the capability to time and date stamp  |Access Knowledge Base R2 Must
3149 | all knowledge base entries.
RD- The system shall provide the ability for authorized users to Access Knowledge Base R2 Must
3150 | manage information in the knowledge base.
RD- The system shall provide the capability to add inquiries and Access Knowledge Base R2 Must
3151 | answers from the helpdesk to the knowledge base.
RD- The system shall allow authorized users to edit and approve  |Access Knowledge Base R2 Must
3152 | inquiries and responses for addition to the knowledge base.
RD- The system shall have the capability for GPO users to Access Knowledge Base R2 Must
3153 | recommend helpdesk inquiries and responses for the

knowledge base.
RD- The system shall provide the ability for authorized users to Access Knowledge Base R2 Must
3154 | create categories and subcategories for information stored in

the knowledge base.
RD- The system shall allow for information stored in the knowledge |Access Knowledge Base R2 Must
3156 base to have role-based access restrictions.
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RD- The system shall allow for access restrictions to be applied to |Access Knowledge Base R2 Must
3157 | complete categories.

RD- The system shall allow for access restrictions to be applied to |Access Knowledge Base R2 Must
3158 | individual knowledge base entries.
RD- The system shall allow users to assign key words to Access Knowledge Base R2 Must
3159 | knowledge base entries.
RD- The system shall allow for fields (e.g., subject, title) with an Access Knowledge Base R2 Must
3160 unlimited number of characters.
RD- The system shall have the capability for role based accessto |Access Knowledge Base R2 Must
3161 | individual fields on individual knowledge base entries. (e.g.,

notes field with access to certain GPO employees only)
RD- The system shall have the capability for intelligent searching  |Access Knowledge Base R2 Must
3162 | of knowledge base. (e.g., when searching, system asks, “did

you mean xxx"?)
RD- The system shall provide the capability for users to search the |Access Knowledge Base R2 Must
3163 | knowledge base by title.
RD- The system shall provide the capability for users to search the |Access Knowledge Base R2 Must
3164 | knowledge base by unique identifiers.
RD- The system shall provide the capability to store standard Access Knowledge Base R2 Must
3165 | responses for knowledge base entries for use by specific user

groups or subgroups.
RD- The system shall provide the capability for all users to search |Access Knowledge Base R2 Must
3166 | the knowledge base.
RD- The system shall provide the capability for all users to perform |Access Knowledge Base R2 Must
3167 | afull-text search the knowledge base.
RD- The system shall provide the capability for all users to search |Access Knowledge Base R2 Must
3168 | the knowledge base by phrase.
RD- The system shall provide the capability for all users to search |Access Knowledge Base R2 Must
3169 | the knowledge base by identification number.
RD- The system shall provide the capability to sort knowledge Access Knowledge Base R2 Must
3171 | base search results by category.
RD- The system shall provide the capability to sort knowledge Access Knowledge Base R2 Must
3172 | base search results by subject.
RD- The system shall provide the capability to sort knowledge Access Knowledge Base R2 Must
3173 | base search results by a default sort.
RD- The system shall provide the capability for a user to receive e- |Access Knowledge Base R2 Must
3174 mail notification when the content of information stored in a

knowledge base entry is updated.
RD- The system shall provide the capability to perform records Access Knowledge Base R2 Must
3175 management functions on knowledge base data.
RD- The system shall provide the capability to spell-check Access Knowledge Base R2 Must
3176 | knowledge base entries before submission.
RD- The system shall provide the capability for authorized users to |Access Knowledge Base R2 Must
3190 | populate the knowledge base with notifications.
RD- The system shall ingest all in-scope content on GPO's Federal |Access Maintain GPO R1C4 Must
3854 Bulletin Board Access Capabilities
RD- The system shall ingest all in-scope content on GPO's Access Maintain GPO R1C4 Must
3855 | Permanent Server. Access Capabilities
RD- The system shall ingest all in-scope content on GPO Access  |Access Maintain GPO R1C4 Must
3856 | Web Servers. Access Capabilities
RD- The system shall provide the capability to maintain PDF Access Maintain PDF R1C4 Must
2585 features (e.g. bookmarks, comments, links, thumbnails) when Features

individual PDF files are combined into a single PDF file.
RD- The system shall provide the capability to limit access to Access Manage Public R1C4 Must
2322 | content with re-dissemination restrictions as specified by Access

authorized users.
RD- The system shall provide the capability to limit access to Access Manage Public R1C4 Must
2323 | content with limited distribution as specified by authorized Access

users.
RD- The system shall provide the capability to limit access to Access Manage Public R1C4 Must
2325 | copyrighted content as specified by authorized users. Access
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RD-
2329

The system shall provide the capability to limit access to
content based on criteria specified by the Content Originator.

Access

Manage Public
Access

R1C4 Must

RD-
2330

The system shall provide the capability to limit access to
content based on criteria specified by authorized users.

Access

Manage Public
Access

R1C4 Must

RD-
3732

The system shall provide the capability to prevent an ACP
from being created at ingest.

Access

Manage Public
Access

R1C4 Must

RD-
2312

The system shall provide the capability to provide access to
select external repositories with which GPO has formal
partnership agreements including Census 200 data (U.S.
Census Bureau/Case Western Reserve University):
Established a Web site specifically for depository library
access to Census 2000 data issued by the Census Bureau in
comma-delimited ASCII format.

Access

Partnerships

R1C4 Must

RD-
2313

The system shall provide the capability to provide access to
select external repositories with which GPO has formal
partnership agreements including a partnership between GPO
and the Indiana University, Bloomington Libraries on behalf of
the Committee on Institutional Cooperation, making
publications that were distributed to Federal Depository
Libraries on floppy disk available over the Internet.

Access

Partnerships

R1C4 Must

RD-
2314

The system shall provide the capability to provide access to
select external repositories with which GPO has formal
partnership agreements including CyberCemetery (University
of North Texas): Provide permanent online access to
electronic publications of selected federal Government
agencies which have ceased operation.

Access

Partnerships

R1C4 Must

RD-
2315

The system shall provide the capability to provide access to
select external repositories with which GPO has formal
partnership agreements including FRASER (Federal Reserve
Bank of St. Louis): Provides for public access to content in the
Federal Reserve Archival System for Economic Research
(FRASER) service.

Access

Partnerships

R1C4 Must

RD-
2316

The system shall provide the capability to provide access to
select external repositories with which GPO has formal
partnership agreements including National Library of
Medicine: Provides permanent public access to Medline,
Medical Subject Headings, and NLM LocatorPlus.

Access

Partnerships

R1C4 Must

RD-
2317

The system shall provide the capability to provide access to
select external repositories with which GPO has formal
partnership agreements including National Renewable Energy
Laboratory: Provides permanent public access to NREL's
laboratory and outreach publications.

Access

Partnerships

R1C4 Must

RD-
2318

The system shall provide the capability to provide access to
additional select external repositories with which GPO has
formal partnership agreements.

Access

Partnerships

R2 Must

RD-
2562

The system shall provide the capability to search cataloging
records in order to provide access to select external
repositories with which GPO has formal partnership
agreements as specified in requirements RD-2312
throughRD-2318 and RD-3555 through RD-3556.

Access

Partnerships

R2 Must

RD-
3555

The system shall provide the capability to provide access to
select external repositories with which GPO has formal
partnership agreements including Historic Government
Publications from World War II: A partnership between GPO
and the Central University Libraries of Southern Methodist
University that provides permanent public access to digitized
copies of U.S. Government publications distributed by GPO
during World War II.

Access

Partnerships

R1C4 Must
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RD- The system shall provide the capability to provide access to Access Partnerships R1C4 Must
3556 | select external repositories with which GPO has formal

partnership agreements including Historic Publications of the

United States Commission on Civil Rights: A partnership

between GPO, the Thurgood Marshall Law Library, the

University of Maryland School of Law, and the U.S.

Commission on Civil Rights that provides permanent public

access to historical and current publications of the U.S.

Commission on Civil Rights from the Thurgood Marshall Law

Library Web site.
RD- The system shall have the ability to generate lists based on Access Reference Tools R2 Must
2909 | any metadata field.
RD- The system shall have the capability to generate lists based Access Reference Tools R2 Must
2910 | on search query (e.g., that match a library's item selection

profile).
RD- The system should have the capability to generate lists that Access Reference Tools R2 Must
2911 | point to content (e.g., electronic journals, lists of products that

are available for purchase from the GPO Sales Program).
RD- The system should have the capability to generate lists that Access Reference Tools R2 Must
2912 | point to metadata (e.g., lists of publications available for

selection by depository libraries).
RD- The system should have the capability to generate lists that Access Reference Tools R2 Should
2913 | point to related resources or other reference tools (e.g.,

Browse Topics).
RD- The system shall have the capability to link to external content |Access Reference Tools R2 Must
2914 | and metadata.
RD- The system shall be interoperable with third party reference Access Reference Tools R3 Should
2915 | tools (e.g., search catalogs of other libraries).
RD- The system shall have the capability to dynamically generate |Access Reference Tools R3 Could
2916 | reference tools.
RD- The system will allow GPO to manage reference tools. Access Reference Tools R2 Must
2917
RD- The system will allow GPO to add reference tools. Access Reference Tools R2 Must
2918
RD- The system will allow GPO to update reference tools with Access Reference Tools R2 Must
2919 | capability of saving previous versions
RD- The system will allow GPO to delete reference tools, with Access Reference Tools R2 Must
2920 | capability of saving previous versions.
RD- The system shall be able to generate lists based on user Access Reference Tools R2 Must
2921 | preferences.
RD- The system shall provide the capability for users to customize |Access Reference Tools R2 Must
2922 reference tools.
RD- The system shall allow users with an established user account |Access Save Search Query |R2 Must
2744 | and profile to enter or store queries, preferences, and results

sets or portions of results sets.
RD- The system shall allow users with an established user account |Access Save Search Query [R2 Must
2745 | and profile to enter or store and recall queries.
RD- The system shall allow users with an established user account |Access Save Search Query [R2 Must
2746 | and profile to enter or store and recall preferences.
RD- The system shall provide the capability to automatically Access Save Search Query [R2 Must
2749 | execute saved searches on a schedule defined by the user.
RD- The system shall provide the capability to notify users when Access Save Search Query [R2 Must
2750 | automatically executed searches return results that were not

included in the original search.
RD- The system shall allow users to save search results Access Save Search Results|R1C4 Must
2737 | individually or as a batch (e.g., without selecting each result

individually) for delivery.
RD- The system shall allow users with an established user account |Access Save Search Results|R2 Must
2747 | and profile to enter or store and recall results sets as a whole.
RD- The system shall allow users with an established user account |Access Save Search Results|R2 Must
2748 | and profile to enter or store and recall portions of results sets.
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RD- The system shall provide the capability to apply business Access Search R2 Must
2590 | rules to user queries so that content is searched based on

query (e.g., intelligent search).
RD- The system shall provide access to the eCFR (Electronic Access Search R1C4 Must
2641 | Code of Federal Regulations) collection.
RD- The system shall allow users to perform a search for Access Search R1C4 Must
2672 | conceptually related terms (e.g., search for "World Series"

returns articles on the Red Sox).
RD- The system shall allow authorized users to manage concept  |Access Search R1C4 Must
2673 relationships.
RD- The system shall allow authorized users to add concept Access Search R1C4 Must
2674 | relationships.
RD- The system shall allow authorized users to delete concept Access Search R1C4 Must
2675 | relationships.
RD- The system shall allow authorized users to modify concept Access Search R1C4 Must
2676 relationships.
RD- The system shall suggest new concept relationships based on |Access Search R1C4 Must
2677 | ingested content.
RD- The system shall automatically create new concept Access Search R1C4 Must
2678 | relationships based on an authorized users acceptance of

suggested new concept relationships
RD- The system shall use new concepts without requiring Access Search R1C4 Must
2679 | previously indexed content be re-indexed.
RD- The system shall allow users to perform a natural language Access Search R1C4 Must
2687 | search.
RD- The system shall allow for left side stemming. Access Search R1C4 Should
2691
RD- The system shall provide the capability to display a list of Access Search R1C4 Must
2709 | terms that are conceptually related to the original search term.
RD- The system shall provide users with the ability to directly Access Search R1C4 Must
2710 | execute a search from conceptually related terms.
RD- The system shall provide the capability to apply one or Access Search R1C4 Must
2724 multiple taxonomies.
RD- The system shall provide for the control of search run times,  |Access Search R2 Must
2761 | including the ability to preempt runtimes by an administrator-

defined limit.
RD- The system shall provide the capability for users to search by |Access Search R2 Must
3759 | allfields in schema registered with the system.
RD- The system shall allow users to search inside publications. Access Search R1C4 Must
3760
RD- The system shall have a documented interface (e.g., API)to  |Access Search Interface for [R1C4 Must
2699 | allow search by non-GPO systems. External Systems
RD- The system shall have the capability to provide Access Search Results R2 Must
2412 recommendations for content and services based on

preferences and queries of users and groups of similar users.
RD- The system shall have the capability to take users to the exact |Access Search Results R1C4 Must
2714 | occurrence of the search term or its conceptual equivalent in a

result.
RD- The system shall provide the capability to categorize results.  |Access Search Results R1C4 Must
2720
RD- The system shall provide the capability to cluster results. Access Search Results R1C4 Must
2721
RD- The system shall provide the capability to analyze results. Access Search Results R2 Could
2722
RD- The system shall provide the capability to display results Access Search Results R2 Could
2723 | graphically.
RD- The system shall allow a result set equal to the size of all Access Search Results R2 Must
2728 records in all indexes.
RD- The system shall provide the capability to highlight query Access Search Results R2 Must
2733 | terms in the document.
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RD- The system shall provide the capability to highlight query Access Search Results R2 Must
2734 | terms in the document abstract or document summary that

appears results list.
RD- The system shall provide the capability to display inline image |Access Search Results R2 Must
2736 | thumbnails of content in a results list.
RD- The system shall provide the capability for authorized users to |Access Search Results R1C4 Must
2739 | modify relevancy ranking factors.
RD- The system shall provide the capability to group versions into  |Access Search Results R1C4 Must
3772 | one entry in a search results list.
RD- The system shall provide the capability for users to hide Access Search Results R1C4 Must
3774 | document summaries so they do not display in search results.
RD- The system shall provide the capability for users to access Access Support Granularity |[R2 Must
3742 | select agency publications at a level of granularity that is less

than a publication.
RD- The system shall record content relationships in metadata. Access Support Granularity [R1C2 Must
3786
RD- The system shall provide the capability to create new granules |Access Support Granularity |[R2 Must
648 by aggregating and decomposing existing granules.
RD- The system shall support granularity down to the level of any |Access Support Granularity [R1C4 Should
667 paragraph in a publication. / R2 Must
RD- The system shall support granularity down to the level of any |Access Support Granularity [R1C4 Must
668 individual graphic.
RD- The system shall support granularity down to the level of any |Access Support Granularity [R1C4 Should
669 embedded graphical element in a publication. / R2 Must
RD- The system shall support granularity down to the level of any |Access Support Granularity |[R3 Must
671 frame of a video.
RD- The system shall support granularity of audio down to Access Support Granularity [R3 Should
673 smallest segment of time the audios encoding allows.
RD- The system shall provide users access to training materials Access Training and Events |R2 Could
3193 | and training history.
RD- The system shall provide access to training materials Access Training and Events |R2 Could
3194 | available as digital video.
RD- The system shall provide access to training materials Access Training and Events |R2 Could
3195 | available as digital documents.
RD- The system shall provide access to training materials Access Training and Events |R2 Could
3196 | available as digital audio.
RD- The system shall provide access to training materials Access Training and Events |R2 Could
3197 | available as digital multimedia.
RD- The system shall provide access to training materials Access Training and Events |R2 Could
3198 | available in other formats.
RD- The system shall allow authorized users to manage training Access Training and Events |R2 Could
3199 | materials and training history.
RD- The system shall have the capability for authorized users to Access Training and Events |R2 Could
3200 | restrict access to training material and training history.
RD- The system shall provide the capability to restrict access to Access Training and Events |R2 Could
3201 | training materials based on user role.
RD- The system shall provide the capability to restrict access to Access Training and Events |R2 Could
3202 | training materials based on user group.
RD- The system shall allow users to enroll in training and events.  |Access Training and Events |R2 Could
3203
RD- The system shall allow authorized users to manage training Access Training and Events |R2 Could
3204 | and events.
RD- The system shall provide interactive training. Access Training and Events [R2 Could
3205
RD- The system shall provide interactive self-paced training. Access Training and Events |R2 Could
3206
RD- The system shall provide interactive instructor-led training. Access Training and Events |R2 Could
3207
RD- The system shall provide users verification of enroliment in Access Training and Events [R2 Could
3208 | training and events.
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RD- The system shall provide the capability for users to measure  |Access Training and Events |R2 Could
3209 | their progress and performance in training.

RD- The system shall provide the capability for users to provide Access Training and Events [R2 Could
3210 | feedback on training.
RD- The system shall provide online tutorials. Access Training and Events |R2 Could
3211
RD- The system shall provide phone numbers for users to contact |Access User Help R2 Could
3048 authorized users for user assistance based on their user

profile and the function they are performing.
RD- The system shall provide e-mail addresses for users to Access User Help R2 Must
3049 | contact authorized users for user assistance based on their

user profile and the function they are performing.
RD- The system shall provide mailing addresses for users to Access User Help R2 Could
3050 contact authorized users for user assistance based on their

user profile and the function they are performing.
RD- The system shall provide real-time text chat for users to Access User Help R2 Could
3051 | contact GPO Service Specialists for user assistance.
RD- The system shall provide Facsimile numbers for users to Access User Help R2 Could
3052 contact authorized users for user assistance based on their

user profile and the function they are performing.
RD- The system shall provide phone numbers for authorized users |Access User Help R2 Could
3056 | to contact users for user assistance.
RD- The system shall provide e-mail addresses for GPO Service  |Access User Help R2 Must
3057 | Specialists to contact users for user assistance.
RD- The system shall provide real-time text chat for authorized Access User Help R2 Could
3058 users to contact users for user assistance.
RD- The system shall provide facsimile numbers for authorized Access User Help R2 Could
3059 | users to contact users for user assistance.
RD- The system shall provide users with the ability to opt-out of Access User Help R1C4 Must
3061 user support features.
RD- The system shall provide users with the ability to enable or Access User Help R1C4 Must
3062 | disable context specific help that consists of customizable

descriptive text displayed when a user points the mouse over

an item on the user interface.
RD- The system shall provide users with the ability to enable or Access User Help R1C4 Must
3063 | disable context specific help that consists of clickable help

icons or text on the user interface.
RD- The system shall have the capability to provide for address Access User Help R2 Could
3064 hygiene utilizing CASS certified and National Change of

Address certified software to minimize delivery risks.
RD- The system shall have the capability for Computer Telephone |Access User Help R2 Could
3065 Integration (CTI) with auto screen pop-ups to integrate the

agency's telephone and order management systems.
RD- The system shall have the capability to integrate with GPO's  |Access User Help R2 Could
3066 | Automated Call Dialer (ACD) system to allow for automatic

consumer telephone access to account and transaction data.
RD- The system shall have the capability to process e-malil Access User Help R2 Could
3067 | marketing campaigns
RD- Content of context specific help shall be related to what is Access User Help R2 Could /
3070 | being viewed on the screen and shall be dynamically R3 Must

generated.
RD- The system shall provide the capability for authorized users to |Access User Help R2 Must
3084 manage information that is displayed as a result of clicking on

a help icon or text.
RD- The system shall have the capability to support a helpdesk to  |Access User Helpdesk R2 Must
3088 | route, track, prioritize, and resolve user inquiries to authorized

users.
RD- The system shall have the capability to receive helpdesk Access User Helpdesk R2 Must
3092 | inquiries from registered and non-registered users.
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RD- The system shall have the capability to maintain user Access User Helpdesk R2 Must
3093 | identification for helpdesk inquiries and responses after a user

no longer has a registered account in the system.
RD- The system shall provide the capability for users to select Access User Helpdesk R2 Must
3094 | from lists of categories when submitting inquiries to the

helpdesk.
RD- The system shall provide the capability for users to select Access User Helpdesk R2 Must
3095 | from subgroups of categories when submitting inquiries to the

helpdesk.
RD- The system shall provide the capability for authorized users to |Access User Helpdesk R2 Must
3096 | manage categories and subcategories of inquiries that are

submitted to the helpdesk.
RD- The system shall provide the capability for a user to attach Access User Helpdesk R2 Must
3097 | files when submitting inquiries to the helpdesk.
RD- The system shall have the capability to notify users that their  |Access User Helpdesk R2 Must
3098 | inquiry has been received by the helpdesk
RD- The system shall provide the capability to record the time and |Access User Helpdesk R2 Must
3099 | date of all inquiries and responses that sent and received by

the helpdesk.
RD- The system shall provide the capability to notify an authorized |Access User Helpdesk R2 Must
3100 | user that they have been assigned an inquiry by the helpdesk.
RD- The system shall have the capability to route, track, and Access User Helpdesk R2 Must
3101 | prioritize helpdesk inquiries and responses received.
RD- The helpdesk shall have the capability to support multiple Access User Helpdesk R2 Must
3102 | departments and additional future departments, when needed.
RD- The helpdesk and knowledge base shall have the capability to |Access User Helpdesk R2 Must
3103 | synchronize with data entered into the system while not

connected to the internet.
RD- The helpdesk shall have the capability to integrate with user  |Access User Helpdesk R2 Must
3104 | account information and additional sources of business

process information stored outside of the helpdesk. (e.g.,

Oracle, user accounts in Storage/Access)
RD- Other systems/functional elements shall have the capability to |Access User Helpdesk R2 Must
3105 | access information stored in the helpdesk.
RD- The helpdesk shall have the capability to access information  |Access User Helpdesk R2 Must
3106 | stored in other systems/functional elements.
RD- The system shall allow users to specify job numbers (e.g., CO |Access User Helpdesk R2 Must
3107 | Ordering numbers, Request Ordering numbers) and other

identifiers (e.g., voucher numbers, ISBN numbers) in helpdesk

inquiry fields.
RD- The system shall allow users to select from various templates |Access User Helpdesk R2 Must
3108 | for submission of inquiries to the helpdesk. (e.g., complaint

template for CO Order, template for phone conversation,

template for contract modification request)
RD- The system shall assign unique identifiers based on the type  |Access User Helpdesk R2 Must
3109 | of helpdesk template used. (e.g., to track complaints,

modification requests)
RD- The system shall allow authorized GPO users to manage Access User Helpdesk R2 Must
3110 | templates for submission of helpdesk inquiries.
RD- The system shall have the capability for role based access to |Access User Helpdesk R2 Must
3111 | individual fields on individual helpdesk inquiries and

responses. (e.g., Notes field with access to GPO employees

only)
RD- The system shall have the capability to display all helpdesk Access User Helpdesk R2 Must
3112 | inquiries and responses related to a particular job number

(e.g., Request order number, CO Order number) or other

unique identifier. (e.g., voucher numbers, ISBN numbers)
RD- The system shall allow authorized users to manually create a |Access User Helpdesk R2 Must
3113 | new helpdesk inquiry in order to accommodate inquiries that

do not enter the system electronically.
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RD- The system shall provide the capability to queue inquiries Access User Helpdesk R2 Must
3114 | submitted to the helpdesk.

RD- The system shall support priority processing of inquiries Access User Helpdesk R2 Must
3115 | submitted to the helpdesk.
RD- The system shall provide the capability for authorized users to |Access User Helpdesk R2 Must
3116 | manage the status categories for inquires submitted to the

helpdesk.
RD- The system shall provide the capability for authorized users to |Access User Helpdesk R2 Must
3117 | restrict access to helpdesk inquiry tracking.
RD- The system shall provide automated routing of helpdesk Access User Helpdesk R2 Must
3118 | inquiries to the departments/individuals based on workflow.
RD- The system shall provide automated routing of helpdesk Access User Helpdesk R2 Must
3119 | inquiries to the departments/individuals based on selections

made by the user when an inquiry is made.
RD- The system shall provide automated routing of helpdesk Access User Helpdesk R2 Must
3120 | inquiries to the departments/individuals based on keywords in

the inquiry sent by the user.
RD- The system shall provide automated routing of helpdesk Access User Helpdesk R2 Must
3121 | inquiries to the departments/individuals based on the user role

and group of the inquirer.
RD- The system shall provide the capability for authorized users to |Access User Helpdesk R2 Must
3124 | route helpdesk inquiries to individuals
RD- The system shall provide the capability for authorized users to |Access User Helpdesk R2 Must
3125 | route helpdesk inquiries to departments.
RD- The system shall provide the capability for authorized users Access User Helpdesk R2 Must
3126 | route helpdesk inquiries to users via an email notification.
RD- The system shall provide the capability for authorized users to |Access User Helpdesk R2 Must
3127 | specify the departments or individuals.
RD- The system shall provide the capability for users to determine |Access User Helpdesk R2 Must
3128 | the departments they wish to request an answer from.
RD- The system shall provide the capability for users to determine |Access User Helpdesk R2 Must
3129 | the individuals they wish to request a helpdesk answer from.
RD- The system shall provide the capability to request user Access User Helpdesk R2 Must
3130 | feedback regarding quality of a response given by the

helpdesk.
RD- The system shall provide users with access to history of their  |Access User Helpdesk R2 Must
3131 | inquiries and responses submitted to and received from the

helpdesk.
RD- The system shall store helpdesk inquiries and responses. Access User Helpdesk R2 Must
3132
RD- The system shall have the capability to allow authorized users |Access User Helpdesk R2 Must
3133 | to amend inquiries and responses submitted to and received

from the helpdesk.
RD- The system shall provide the capability for users to search Access User Helpdesk R2 Must
3134 helpdesk inquiries and responses.
RD- The system shall provide the capability for authorized users to |Access User Helpdesk R2 Must
3135 | search for helpdesk inquiries by any defined field.
RD- The system shall support the capability to monitor the quality |Access User Helpdesk R2 Must
3136 | of responses given by helpdesk staff.
RD- The system shall provide the capability to provide users with  |Access User Helpdesk R2 Must
3137 | access to helpdesk inquiries from other users related to their

queries.
RD- The system shall provide the capability for users to search Access User Helpdesk R2 Must
3138 | helpdesk inquiries from other users.
RD- The system shall provide the capability to assign user access |Access User Helpdesk R2 Must
3139 | rights to individual helpdesk inquiries and responses.
RD- The system shall provide the capability to record users Access User Helpdesk R2 Must
3140 | responding to helpdesk inquiries.
RD- The system shall provide the capability to log helpdesk Access User Helpdesk R2 Must
3141 | information exchanges.
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RD- The system shall provide the capability to store metadata Access User Helpdesk R2 Must
3142 | related to what is being discussed via the helpdesk.

RD- The system shall provide the capability for users to spell- Access User Helpdesk R2 Must
3143 | check inquiries and responses before submitting them to the

helpdesk.
RD- The system shall provide the capability to store standard Access User Helpdesk R2 Must
3155 helpdesk responses for use by specific user groups or

subgroups.
RD- Preferred contact methods Access User Interface R2 Must
2402
RD- Delivery options Access User Interface R2 Must
2403
RD- Alert services Access User Interface R2 Must
2405
RD- Help features Access User Interface R2 Must
2406
RD- Frequently accessed tools Access User Interface R2 Must
2407
RD- Search preferences Access User Interface R2 Must
2408
RD- The system shall provide the capability for authorized users to |Access User Interface R2 Must
2409 | manage future user preferences.
RD- The system shall provide the capability to have customizable |Access User Interface R2 Must
2754 | search interfaces based on user preferences.
RD- The system shall provide for non-English language Access User Interface R2 Must
2972 | extensibility such that GUIs could contain non-English

language text.
RD- GUIs shall be developed in accordance with the Research Access User Interface R1C4 Must
2998 Based Web Design & Usability Guidelines, 2006 edition.
RD- Web GUIs shall be developed in accordance with the Web Access User Interface R1C4 Must
2999 Style Guide, 2nd edition.
RD- The system shall conform to WML. Access User Interface R2 Must
3011
RD- The system shall provide the capability for users to customize |Access User Interface R2 Must
3014 | GUIs by adding tools.
RD- The system shall provide the capability for users to customize |Access User Interface R2 Must
3015 | GUIs by removing tools.
RD- The system shall provide the capability for users to customize |Access User Interface R2 Must
3016 | GUIs by hiding tools.
RD- The system shall provide the capability for users to customize |Access User Interface R2 Must
3017 | GUIs by changing the placement of tools.
RD- The system shall provide the capability for users to customize |Access User Interface R2 Must
3018 | GUIs by modifying the size of tools.
RD- The system shall provide the capability for users to customize |Access User Interface R2 Must
3019 | GUIs by selecting text size from available options.
RD- The system shall provide the capability for users to customize |Access User Interface R2 Must
3020 | GUIs by selecting color scheme from available options.
RD- The system shall provide the capability for users to revert to Access User Interface R2 Must
3023 | default GUIs as displayed prior to any customization.
RD- The system shall provide the capability for users to maintain ~ |Access User Interface R2 Must
3024 | GUI configurations across user sessions.
RD- The system must provide a GUI for GPO Business Managers |Access User Interface R2 Must
3032 | that is based on their user role.
RD- The system shall provide a public user GUI that allows users |Access User Interface R1C4 Must
3810 | to select files to be packaged as a DIP.
RD- The system shall provide a public user GUI that allows users |Access User Interface R1C4 Must
3814 | to access publications on partner web sites.
RD- The system shall provide a public user GUI that allows users |Access User Interface R1C4 Must
3815 | to sign up to receive an email notification when new

publications are available that match their search query.
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RD- The system shall provide a public user GUI that allows users |Access User Interface R1C4 Must
3816 | to sign up to receive an email notification when new

publications are added to GPO defined collections.
RD- The system shall provide the capability for authorized users to |Access User Interface R1C4 Must
3847 | manually create new Web pages.
RD- The system shall provide the capability to display public user |Access User Interface R2 Must
3848 GUIs on mobile devices.
RD- The system shall provide the capability to notify End Users Access User Notification R2 Must
2828 | when their subscriptions are about to end (e.g., renewal

notices).
RD- The system shall provide the capability to deliver personalized |Access User Notification R2 Must
2829 | offers based on individual user request history or users with

similar request histories. (e.g. "you may also be interested

in...").
RD- The system shall provide the capability for users to opt-out of |Access User Notification R2 Must
2830 | personalized offers.
RD- The system shall allow all users to subscribe and unsubscribe |Access User Noatification R1C4 Must
3179 | to notification services
RD- The system shall provide email notifications. Access User Notification R1C4 Must
3181
RD- The system shall provide RSS notifications that conform to the |Access User Notification R1C4 Must
3182 | RSS 2.0 specification.
RD- The system shall allow users to choose notification delivery Access User Notification R1C4 Must
3184 | method from a list of available options.
RD- The system shall provide the capability to provide notifications |Access User Notification R2 Must
3185 | based on user profiles and history.
RD- The system shall have the capability to automatically send Access User Notification R1C4 Must
3186 notifications to users based on system events.
RD- The system shall have the capability to automatically send Access User Notification R1C4 Must
3187 | notifications based on business events (e.g., new version of

publication available, new services available).
RD- The system shall have the capability to automatically send Access User Notification R1C4 Must
3188 notifications to authorized users based on job processing

events.
RD- The system shall provide the capability for authorized users to |Access User Notification R1C4 Must
3189 | create new notification categories for manually generated

notifications.
RD- The system shall have the capability to provide notification of |Access User Notification R2 Must
3272 | delivery fulfillment based on user preferences.
RD- The system shall have the capability to provide notification of |Access User Notification R2 Must
3273 | delivery fulfillment based on information gathered at time of

request.
RD- The system shall provide the capability for public users to Access User Notification R1C4 Must
3718 | receive an email notification when new publications are added

to a collection.
RD- The system shall provide the capability for public users to Access User Notification R1C4 Must
3719 | receive an email notification when new publications are added

to the system.
RD- The system shall provide the capability for public users to Access User Notification R1C4 Must
3720 | receive an RSS natification when new publications are added

to a collection.
RD- The system shall provide the capability for public users to Access User Notification R1C4 Must
3721 | receive an RSS notification when new publications are added

to the system.
RD- The system shall provide the capability to send a notification  |Access User Notification R1C4 Must
3818 | to users when there is a new match to a user defined string.
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RD- The system shall provide the capability to validate digitally Bulk Signing PDF Signing Using |R2 Must
3863 | signed documents in bulk. Bulk Signing System
RD- The integrity mark shall provide the capability to include the Bulk Signing PDF Signing Using |R2 Must
3864 | GPO Seal of Authenticity logo when the digital signature is a Bulk Signing System

visible digital signature
RD- The integrity mark shall provide the capability to include other [Bulk Signing PDF Signing Using |R2 Must
3865 | Federal Government logos when the digital signature is a Bulk Signing System
visible digital signature.
RD- The system shall provide the capability to customize the Bulk Signing PDF Signing Using |R2 Must
3866 | display of all signature properties when the digital signature is Bulk Signing System
a visible digital signature.
RD- The system shall provide the capability to certify a new Bulk Signing PDF Signing Using |R2 Must
3867 | signature field. Bulk Signing System
RD- The system shall provide the capability to certify an existing Bulk Signing PDF Signing Using |R2 Must
3868 | signature field. Bulk Signing System
RD- The system shall provide the capability to sign a new Bulk Signing PDF Signing Using |R2 Must
3869 | signature field. Bulk Signing System
RD- The system shall provide the capability to sign an existing Bulk Signing PDF Signing Using |R2 Must
3870 | signature field. Bulk Signing System
RD- The system shall provide the capability to validate existing Bulk Signing PDF Signing Using |R2 Must
3871 | signature fields automatically without user intervention to input Bulk Signing System
the name of the existing signature fields.
RD- The system shall provide the capability for authorized users to |Bulk Signing PDF Signing Using |R2 Must
3872 | clear an existing signature field that contains a signing Bulk Signing System
signature.
RD- The system shall provide the capability for authorized users to |Bulk Signing PDF Signing Using |R2 Must
3873 | clear an existing signature field that contains a certifying Bulk Signing System
signature.
RD- The system shall provide the capability to record in metadata |Bulk Signing PDF Signing Using |R2 Must
3874 | the signature field names used in signing in the signing Bulk Signing System
process.
RD- The system shall provide the capability to record in metadata |Bulk Signing PDF Signing Using |R2 Must
3875 | the signature field names used in the certifying process. Bulk Signing System
RD- The system shall provide the capability to record in metadata |Bulk Signing PDF Signing Using |R2 Must
3876 | the signature field names used in the validation process. Bulk Signing System
RD- The system shall provide the capability to validate a digitally Bulk Signing PDF Signing Using |R2 Must
3877 | signed document without changing the file name of that Bulk Signing System
document as part of the validation process.
RD- The system shall provide the capability to specify the height of [Bulk Signing PDF Signing Using |R2 Must
3878 | an integrity mark when it is applied to a set number of Bulk Signing System
documents.
RD- The system shall provide the capability to specify the width of |Bulk Signing PDF Signing Using |R2 Must
3879 | an integrity mark when it is applied to a set number of Bulk Signing System
documents.
RD- The system shall provide the capability to specify the page Bulk Signing PDF Signing Using |R2 Must
3880 number for the application of an integrity mark to a set number Bulk Signing System
of documents.
RD- The system shall provide the capability to add an integrity Bulk Signing PDF Signing Using |R2 Must
3881 | mark to one page of a document. Bulk Signing System
RD- The system shall provide the capability to add an integrity Bulk Signing PDF Signing Using |R2 Must
3882 mark to multiple pages of a document. Bulk Signing System
RD- The system shall provide the capability to certify content as Bulk Signing PDF Signing Using |R2 Must
769 authentic. Bulk Signing System
RD- The system shall provide the capability to certify content as Bulk Signing PDF Signing Using |R2 Must
776 official. Bulk Signing System
RD- The system shall provide the capability to certify content at Bulk Signing PDF Signing Using |R2 Must
778 levels of granularity defined by GPO. Bulk Signing System
RD- The system shall provide the capability to convey certification [Bulk Signing PDF Signing Using |R2 Must
779 by means of an integrity mark. Bulk Signing System
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RD- The system shall provide the capability to use GPO's Public Bulk Signing PDF Signing Using |R2 Must
780 Key Infrastructure (PKI). Bulk Signing System
RD- The system shall provide the capability to use public key Bulk Signing PDF Signing Using |R2 Must
783 cryptography, digital certificates, encryption or other widely Bulk Signing System

accepted information security mechanisms for providing
authentication services within FDsys.
RD- The system shall provide the capability to verify and validate  |Bulk Signing PDF Signing Using |R2 Must
785 the authenticity, integrity, and official status of deposited Bulk Signing System
content.
RD- The system shall have the capability to use PKI for the Bulk Signing PDF Signing Using |R2 Must
801 establishment of a trust model for deposited content. Bulk Signing System
RD- The system shall provide the capability to validate the Bulk Signing PDF Signing Using |R2 Must
803 authenticity of harvested content. Bulk Signing System
RD- The system shall provide the capability to validate the integrity |Bulk Signing PDF Signing Using |R2 Must
804 of harvested content. Bulk Signing System
RD- The system shall provide the capability to validate the official  |Bulk Signing PDF Signing Using |R2 Must
805 status of harvested content. Bulk Signing System
RD- The system shall have the capability to use PKI for the Bulk Signing PDF Signing Using |R2 Must
827 establishment of a trust model for converted content. Bulk Signing System
RD- The system shall have the capability to retain integrity marks  |Bulk Signing PDF Signing Using |R2 Must
831 in accordance with GPO business rules. Bulk Signing System
RD- The system shall have the capability to certify integrity of Bulk Signing PDF Signing Using |R2 Must
872 delivered content. Bulk Signing System
RD- The system shall have the capability to apply a cryptographic |Bulk Signing PDF Signing Using |R2 Must
873 digital signature, in accordance with IETF RFC 3447, to Bulk Signing System
content delivered from the system.
RD- The system shall provide the capability of demonstrating Bulk Signing PDF Signing Using |R2 Must
890 continued integrity of content packages when authorized Bulk Signing System
changes are made (such as to the metadata).
RD- The system shall support the use of integrity marks. Bulk Signing PDF Signing Using |R2 Must
899 Bulk Signing System
RD- Integrity marks shall include certification information. Bulk Signing PDF Signing Using |R2 Must
900 Bulk Signing System
RD- Integrity marks shall employ widely accepted information Bulk Signing PDF Signing Using |R2 Must
901 security mechanisms (e.g., public key cryptography, digital Bulk Signing System
certificates, digital signatures, XML signatures, digital
watermarks, or traditional watermarks).
RD- The system shall support the capability to manually add Bulk Signing PDF Signing Using [R2 Could
902 integrity marks to content. Bulk Signing System
RD- The system shall support the capability to automatically add Bulk Signing PDF Signing Using |R2 Must
903 integrity marks to content. Bulk Signing System
RD- The system shall support the use of visible integrity marks. Bulk Signing PDF Signing Using |R2 Must
904 Bulk Signing System
RD- The system shall support the use of invisible integrity marks.  |Bulk Signing PDF Signing Using |R2 Must
905 Bulk Signing System
RD- The system shall provide flexibility regarding where the Bulk Signing PDF Signing Using |R2 Must
907 integrity mark is applied through automated processes. Bulk Signing System
RD- The system shall provide flexibility regarding where the Bulk Signing PDF Signing Using |R2 Must
908 integrity mark is applied through manual processes. Bulk Signing System
RD- The system shall provide the capability to automatically Bulk Signing PDF Signing Using |R2 Must
909 position the exact location (X, y coordinates) of where an Bulk Signing System
integrity mark is applied for any set number of documents.
RD- The system shall support the application of multiple integrity Bulk Signing PDF Signing Using |R2 Must
910 marks on the same content. Bulk Signing System
RD- The system shall support the application of security policies, Bulk Signing PDF Signing Using |R2 Must
911 such that integrity marks can be applied to content in Bulk Signing System
particular sequences depending on levels of authority.
RD- The system shall provide the capability for users to validate Bulk Signing PDF Signing Using |R2 Must
914 the authenticity of the content packages that are delivered Bulk Signing System
from the system.
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RD- The system shall provide the capability for users to validate Bulk Signing PDF Signing Using |R2 Must
915 the integrity of the content packages that are delivered from Bulk Signing System

the system.
RD- The system shall provide the capability for users to validate Bulk Signing PDF Signing Using |R2 Must
916 the official status of the content packages that are delivered Bulk Signing System

from the system.
RD- The system shall enable GPO to add integrity marks to FDsys |Bulk Signing PDF Signing Using |R2 Must
918 content that is delivered to End Users in the form of electronic Bulk Signing System

presentation.
RD- The system shall enable GPO to add integrity marks to FDsys |Bulk Signing PDF Signing Using |R2 Must
919 content that is delivered to End Users in the form of hard copy Bulk Signing System

output.
RD- The system shall enable GPO to add integrity marks to FDsys |Bulk Signing PDF Signing Using |R2 Must
920 content that is delivered to End Users in the form of digital Bulk Signing System

media.
RD- Where public key cryptography and digital certificates are Bulk Signing PDF Signing Using |R2 Must
923 used to create a digital signature integrity mark on delivered Bulk Signing System

content the following shall apply:
RD- The integrity mark shall provide the capability to include the Bulk Signing PDF Signing Using [R2 Could
924 GPO Seal of Authenticity logo if the digital signature is a Bulk Signing System

visible digital signature.
RD- The integrity mark shall include certification information. Bulk Signing PDF Signing Using |R2 Must
925 Bulk Signing System
RD- The integrity mark shall include the name of the certifying Bulk Signing PDF Signing Using |R2 Must
926 organization. Bulk Signing System
RD- The integrity mark shall include the date on the signer's digital |Bulk Signing PDF Signing Using |R2 Must
927 certificate. Bulk Signing System
RD- The integrity mark shall include the digital time stamp. Bulk Signing PDF Signing Using |R2 Must
928 Bulk Signing System
RD- The integrity mark shall include the public key value of the Bulk Signing PDF Signing Using |R2 Must
929 signer. Bulk Signing System
RD- The integrity mark shall include identification of the hash Bulk Signing PDF Signing Using |R2 Must
930 algorithm used. Bulk Signing System
RD- The integrity mark shall include the reason for signing. Bulk Signing PDF Signing Using |R2 Must
931 Bulk Signing System
RD- The integrity mark shall include the signer's location. Bulk Signing PDF Signing Using |R2 Must
932 Bulk Signing System
RD- The integrity mark shall include the signer's contact Bulk Signing PDF Signing Using |R2 Must
933 information. Bulk Signing System
RD- The integrity mark shall include the name of the entity that Bulk Signing PDF Signing Using |R2 Must
934 certified the content. Bulk Signing System
RD- The integrity mark shall include the expiration date of the Bulk Signing PDF Signing Using |R2 Must
935 digital certificate used to sign the content. Bulk Signing System
RD- The integrity mark shall be flexible enough to include Bulk Signing PDF Signing Using |R2 Must
936 additional, GPO-defined certification information. Bulk Signing System
RD- The values for the integrity mark fields shall be extracted from |Bulk Signing PDF Signing Using |R2 Must
937 the digital certificate that was used to create the digital Bulk Signing System

signature.
RD- The system shall have the capability to confirm that the digital |Bulk Signing PDF Signing Using |R2 Must
940 certificate that was used to create the digital signature is valid Bulk Signing System

and accurate.
RD- As a result of the digital signature validation check, the system [Bulk Signing PDF Signing Using |R2 Must
941 should notify users if the digital certificate is valid, invalid, or Bulk Signing System

cannot be validated.
RD- The system shall have the capability to perform a bit for bit Bulk Signing PDF Signing Using |R2 Must
942 comparison of the digital object as it was at the time of signing Bulk Signing System

against the document as it was at the time of the validation

check. As a result of the validation check, the system should

notify users if the content has been modified, has not been

modified, or if the system cannot determine if the content has

been modified.
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RD- The system shall have the capability to perform a bit for bit Bulk Signing PDF Signing Using |R2 Must
943 comparison of the digital object as it was at the time of signing Bulk Signing System

against the document as it was at the time of the validation
check.
RD- As a result of the validation check, the system should notify Bulk Signing PDF Signing Using |R2 Must
944 users if the content has been modified, has not been modified, Bulk Signing System
or if the system cannot determine if the content has been
modified.
RD- The digital signature shall include the date and time that the Bulk Signing PDF Signing Using |R2 Must
946 digital signature was applied to content. Bulk Signing System
RD- The digital signature shall include the expiration date of the Bulk Signing PDF Signing Using |R2 Must
947 digital certificate. Bulk Signing System
RD- For digitally signed PDFs delivered to end users, the validity ~ [Bulk Signing PDF Signing Using |[R1C3 Should
950 of the digital certificate shall be based on the certificate Bulk Signing System |/ R2 Must
validity at the time and date the content was digitally signed.
RD- For electronic presentation, validation shall be done Bulk Signing PDF Signing Using |[R1C3 Should
951 automatically without End User intervention. Bulk Signing System |/ R2 Must
RD- The system shall provide the capability to re-authenticate Bulk Signing PDF Signing Using |[R1C3 Should
953 content that has already been authenticated (e.g., expired Bulk Signing System |/ R2 Must
certificate).
RD- The system shall provide the capability to notify GPO System |Bulk Signing PDF Signing Using |R2 Must
954 Administrators when content needs to be re-authenticated. Bulk Signing System
RD- The system shall provide the capability for GPO to change or |Bulk Signing PDF Signing Using |R2 Must
955 revoke the authentication status of content. Bulk Signing System
RD- The system shall create administrative records of Bulk Signing PDF Signing Using |R2 Must
979 authentication processes. Bulk Signing System
RD- The system shall support an audit capability for content Bulk Signing PDF Signing Using |R2 Must
981 certification. Bulk Signing System
RD- The system shall support an audit capability for content Bulk Signing PDF Signing Using |R2 Must
982 validation. Bulk Signing System
RD- The system shall comply with GPO and Federal records Bulk Signing PDF Signing Using |R2 Must
983 management policies. Bulk Signing System
RD- The system shall comply with GPO records management Bulk Signing PDF Signing Using |R2 Must
984 policies, as document in GPO Publication 840.7. Bulk Signing System
RD- The system shall comply with Federal records management Bulk Signing PDF Signing Using |R2 Must
985 policies (e.g., NARA's Records Management Guidance for Bulk Signing System
Agencies Implementing Electronic Signature Technologies,
2000).
3.3 CONGRESSIONAL SUBMISSION FEATURE GROUP REQUIREMENTS

ID # FDsys Requirement Feature Group Feature Release
RD- Content Originator GUIs shall be section 508 compliant. Congressional  |508 Compliant User |R1C3 Must
2964 Submission Interfaces
RD- The system shall maintain a consistent look and feel Congressional  |508 Compliant User |R1C2 Must
2967 | throughout authorized user GUIs. Submission Interfaces
RD- Service Provider GUIs shall be section 508 compliant Congressional  |508 Compliant User |R1C2 Must
3697 | according to 36 CFR Part 1194.21. Submission Interfaces
RD- Service Specialist GUIs shall be section 508 compliant Congressional  |508 Compliant User |R1C2 Must
3698 | according to 36 CFR Part 1194.21. Submission Interfaces
RD- The system shall allow users to search job BPI related to a Congressional  |Authorized User R1C3 Must
1866 | user account or agency. Submission Search
RD- The system shall allow users to search job BPI. Congressional  |Authorized User R1C3 Must
2068 Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C3 Must
2368 | access WIP storage. Submission Search
RD- The system shall have the capability to allow authorized users |Congressional |Authorized User R1C3 Must
2369 | to authorize access to content in WIP. Submission Search
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RD- The system shall provide the capability to search across Congressional  |Authorized User R1C2 Must
2559 multiple internal content and metadata collections Submission Search

simultaneously.
RD- The system shall provide the capability to search content and |Congressional |Authorized User R1C2 Must
2560 | metadata collections separately. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2569 | search collections constrained by user role. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2570 | search collections constrained by access rights. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C3 Must
2573 | search for only work in progress content. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C3 Must
2574 | search for work in progress content simultaneously with other |Submission Search
content.
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2575 | search for only SIPs. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2576 | search for SIPs simultaneously with other content. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2577 | search for only AlPs. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2578 | search for AlIPs simultaneously with other content. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2579 | search for only ACPs. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
2580 | search for ACPs simultaneously with other content. Submission Search
RD- The system shall provide the capability for Authorized Users  |Congressional  |Authorized User R1C3 Must
3696 | to search by all fields in schema registered with the system. Submission Search
RD- The system shall provide the capability for authorized users to |Congressional  |Authorized User R1C2 Must
3701 | search collections constrained by user group. Submission Search
RD- The system shall provide the capability for Authorized Users  |Congressional  |Authorized User R1C3 Must
3702 | to search jobs and by job BPI fields. Submission Search
RD- The system shall have the capability to allow authorized users |Congressional |Authorized User R1C3 Must
3708 | to access content associated with a particular job or group of  |[Submission Search
jobs from the search results.
RD- The system shall have the capability to allow authorized users |Congressional |Authorized User R1C3 Must
3709 | to access a job or jobs associated with a particular piece of Submission Search
content from the search results.
RD- The system shall have the capability to make automatic scope |Congressional |Automatic Scope R1C3 Must
407 determinations. Submission Determination
RD- The system shall have the capability to make automatic scope |Congressional |Automatic Scope R1C3 Must
462 determinations based on metadata. Submission Determination
RD- The system shall have the capability to make automatic scope |Congressional |Automatic Scope R1C3 Must
463 determinations based on BPI. Submission Determination
RD- The system shall provide the capability to support batch input |Congressional  |Batch Submission of |R1C2 Must
208 of multiple digital objects and metadata for multiple Submission Content and
publications. Metadata
RD- The system shall have the capability to associate the content |Congressional  |Batch Submission of |R1C3 Must
3606 | and metadata submitted through batch submission with a job. |[Submission Content and
Metadata
RD- The system shall have the capability to maintain the directory |Congressional |Batch Submission of |R1C2 Must
3607 | structure of batch submissions of content. Submission Content and
Metadata
RD- The system shall have the capability to maintain the directory |Congressional |Batch Submission of [R1C2 Must
3608 | structure of batch submissions of metadata. Submission Content and
Metadata
RD- The system shall provide the capability to support batch input |Congressional  |Batch Submission of |R1C2 Must
3609 | of multiple digital objects and metadata for single publications. |[Submission Content and
Metadata
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RD- The system shall provide the capability to alert or notify the Congressional  |Congressional CO  |R1C3 Must
1788 | Congressional Content Originator that content has been Submission Submit Content and

successfully deposited in WIP. Metadata
RD- The system shall provide the capability to alert or notify the Congressional  |Congressional CO |R1C3 Must
1789 | Congressional Content Originator if content is not successfully [Submission Submit Content and
deposited in WIP. Metadata
RD- The system shall provide WIP storage for content prior to Congressional  |Congressional CO |R1C3 Must
1799 | ingest. Submission Submit Content and
Metadata
RD- The system shall accept digital content and metadata Congressional  |Congressional CO |R1C3 Must
1928 | provided by Congressional Content Originators Submission Submit Content and
Metadata
RD- Deposited content user interface shall enable Congressional |Congressional |Congressional CO |R1C3 Must
1931 | Content Originators to submit intended use information to the [Submission Submit Content and
system. Metadata
RD- Deposited content user interface shall enable Congressional |Congressional |Congressional CO |R1C3 Must
1932 | Content Originators to submit approved for release Submission Submit Content and
information. Metadata
RD- The system shall enable Congressional Content Originators to |Congressional |Congressional CO |R1C3 Must
1934 | receive an alert or notification if content is not successfully Submission Submit Content and
deposited in WIP, explanation for why content was not Metadata
deposited if available, and options for proceeding.
RD- The system shall provide a user interface for Content Congressional  |Congressional CO  |R1C3 Must
2060 | Originator ordering. Submission Submit Content and
Metadata
RD- The system shall provide the capability for users to request re- |Congressional |Congressional CO |R1C3 Must
2213 orders. Submission Submit Content and
Metadata
RD- The system shall provide GUIs that accept submission of Congressional  |Congressional CO |R1C3 Must
2974 | content by users. Submission Submit Content and
Metadata
RD- The system must provide a default interface for GPO Service |Congressional |Congressional CO |R1C2 Must
3029 | Specialists that is based on their user role. Submission Submit Content and
Metadata
RD- The system shall accept digital content and metadata Congressional  |Congressional CO  |R1C2 Must
3610 | provided by GPO Service Specialists. Submission Submit Content and
Metadata
RD- Congressional Content Submission GUIs shall conform to the |Congressional [Congressional CO |R1C2 Must
3611 | specifications outlined in the Submission GUI Description Submission Submit Content and
(Congressional) Technical Memo Metadata
RD- The system shall allow Congressional Content Originators to  |Congressional  |Congressional CO  |R1C3 Must
3612 | view a manifest of submitted content through the user Submission Submit Content and
interface. Metadata
RD- The system shall provide a GUI that allows Congressional Congressional  |Congressional CO  |R1C3 Must
3613 | Content Originators to submit content for Congressional Bills. |[Submission Submit Content and
Metadata
RD- The system shall provide a GUI that allows Congressional Congressional  |Congressional CO |R1C3 Must
3614 | Content Originators to submit content for ephemeral Submission Submit Content and
materials. Metadata
RD- The system shall provide a GUI that allows GPO Service Congressional  |Congressional CO  |R1C3 Must
3615 | Specialists to submit content for Congressional Bills. Submission Submit Content and
Metadata
RD- The system shall provide the capability for metadata to be Congressional  |Congressional CO |R1C2 Must
3670 | edited by authorized users after submission to GPO. Submission Submit Content and
Metadata
RD- The system shall accept deposited content created without Congressional  |Congressional CO |R1C3 Must
440 using style tools. Submission Submit Content and
Metadata
RD- The system shall have the capability to store content in WIP Congressional  |Congressional CO |R1C3 Must
454 before job order information is received. Submission Submit Content and
Metadata
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RD- The system shall have the capability to accept publisher Congressional  |Congressional CO  |R1C3 Must
475 approval information for SIP creation. Submission Submit Content and

Metadata
RD- The system shall provide the capability to deliver content Congressional  |Deliver Content R1C2 Must
263 stored in an AIP regardless of the content's digital format. Submission and/or Metadata to
Authorized Users
RD- The system shall provide the capability for authorized users to |Congressional  |Deliver Content R1C2 Must
264 access AlPs for the purpose of executing preservation Submission and/or Metadata to
processes or dissemination of DIPs from AlPs. Authorized Users
RD- The system shall have the capability to deliver files in their Congressional  |Deliver Content R1C2 Must
3346 | native application file format. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver optimized Congressional  |Deliver Content R1C2 Must
3348 | (print, press) PDFs. Submission and/or Metadata to
Authorized Users
RD- Optimized PDFs shall have fonts and images embedded. Congressional  |Deliver Content R1C2 Must
3349 Submission and/or Metadata to
Authorized Users
RD- Image resolution of PDFs shall conform to industry best Congressional |Deliver Content R1C3 Must
3350 | practices as defined in GPO's press optimized PDF settings.  |[Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver page layout Congressional  |Deliver Content R1C3 Must
3351 | files containing images, fonts, and linked text files. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver page layout Congressional  |Deliver Content R1C3 Must
3352 files containing images, fonts, and linked text files formatted in [Submission and/or Metadata to
Adobe InDesign. Authorized Users
RD- The system shall have the capability to deliver page layout Congressional  |Deliver Content R1C3 Must
3353 files containing images, fonts, and linked text files formatted in [Submission and/or Metadata to
QuarkXPress. Authorized Users
RD- The system shall have the capability to deliver page layout Congressional  |Deliver Content R1C3 Must
3354 | files containing images, fonts, and linked text files formatted in |{Submission and/or Metadata to
Adobe FrameMaker. Authorized Users
RD- The system shall have the capability to deliver page layout Congressional  |Deliver Content R1C3 Must
3355 files containing images, fonts, and linked text files formatted in [Submission and/or Metadata to
Adobe PageMaker. Authorized Users
RD- The system shall have the capability to deliver vector Congressional  |Deliver Content R1C3 Must
3357 | graphics. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver raster images. |Congressional |Deliver Content R1C3 Must
3358 Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver Microsoft Congressional  |Deliver Content R1C3 Must
3359 | Office Suite application files. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver Microsoft Congressional  |Deliver Content R1C3 Must
3360 | Office Suite application files in Microsoft Word. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver Microsoft Congressional  |Deliver Content R1C3 Must
3361 | Office Suite application files in Microsoft PowerPoint. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver Microsoft Congressional  |Deliver Content R1C2 Must
3362 | Office Suite application files in Microsoft Excel. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver Microsoft Congressional  |Deliver Content R1C3 Must
3363 | Office Suite application files in Microsoft Visio. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver XML. Congressional  [Deliver Content R1C2 Must
3364 Submission and/or Metadata to
Authorized Users
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RD- The system shall have the capability to deliver text files. Congressional  |Deliver Content R1C2 Must
3367 Submission and/or Metadata to

Authorized Users
RD- The system shall have the capability to deliver text files in Congressional  |Deliver Content R1C2 Must
3368 Rich Text (RTF) format. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver text files in Congressional  |Deliver Content R1C2 Must
3369 | ASCII text format. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver text files in Congressional  |Deliver Content R1C2 Must
3370 | Unicode format. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver text files in Congressional  |Deliver Content R1C3 Must
3371 Universal Multi-Octet Coded Character Set that is equivalent  [Submission and/or Metadata to
to the native file. Authorized Users
RD- The system shall have the capability to deliver postscript files |Congressional  |Deliver Content R1C2 Must
3374 | that are equivalent to the original files as ingested Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver electronic Congressional |Deliver Content R1C3 Must
3408 | content in Microsoft PowerPoint File Format (.ppt) that is Submission and/or Metadata to
equivalent to the original file as ingested. Authorized Users
RD- The system shall have the capability to deliver electronic Congressional  |Deliver Content R1C3 Must
3409 | content in Microsoft Publisher File Format (.pub) that is Submission and/or Metadata to
equivalent to the original file as ingested. Authorized Users
RD- The system shall have the capability to deliver electronic Congressional  |Deliver Content R1C2 Must
3415 | contentin TIFF that is equivalent to the original file as Submission and/or Metadata to
ingested. Authorized Users
RD- The system shall have the capability to deliver electronic Congressional  |Deliver Content R1C2 Must
3416 | contentin GIF that is equivalent to the original file as ingested. |Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver electronic Congressional  |Deliver Content R1C3 Must
3417 | contentin SVG conforming to Scalable Vector Graphic (SVG) [Submission and/or Metadata to
1.1 Specification that is equivalent to the original file as Authorized Users
ingested.
RD- The system shall have the capability to deliver electronic Congressional  |Deliver Content R1C2 Must
3418 | content in EPS conforming to Encapsulated PostScript File Submission and/or Metadata to
Format Specification Version 3.0 that is equivalent to the Authorized Users
original file as ingested.
RD- The system shall have the capability to deliver PIBs to GPO Congressional  |Deliver Content R1C3 Must
3463 | storage devices. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver SGML files that |Congressional  |Deliver Content R1C2 Must
3699 | are equivalent to the original files as ingested. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to deliver Locator files Congressional  |Deliver Content R1C2 Must
3700 | that are equivalent to the original files as ingested. Submission and/or Metadata to
Authorized Users
RD- The DIP shall have the capability to be an exact replica of the |Congressional |Deliver Content R1C2 Must
396 AlP. Submission and/or Metadata to
Authorized Users
RD- The system shall have the capability to alert or notify Congressional  |Duplicate Detection |R1C2 Must
1022 | authorized users when duplicate content is rejected. Submission
RD- The system shall detect duplicate content in the system and Congressional |Duplicate Detection |R1C2 Must
445 alert or notify authorized users. Submission
RD- The system shall determine if the version of content is already |Congressional |Duplicate Detection |R1C2 Must
449 in the system based on its content. Submission
RD- The system shall have the capability to reject duplicate Congressional  |Duplicate Detection |R1C3 Must
451 content. Submission
RD- The system shall alert or notify authorized users when Congressional |Duplicate Detection |R1C2 Must
452 duplicate content is detected. Submission
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RD- Deposited content interface shall enable Internal Service Congressional |Internal Service R1C2 Must
1937 Providers to submit digital content and metadata Submission Provider Submit

Content and
Metadata
RD- The system shall provide the capability for users to search Congressional |Internal Service R1C3 Must
3076 | context specific help menus Submission Provider Submit
Content and
Metadata
RD- The system shall allow Internal Service Providers to view a Congressional  |Internal Service R1C2 Must
3616 | manifest of submitted content. Submission Provider Submit
Content and
Metadata
RD- The system shall allow Internal Service providers to access Congressional |Internal Service R1C3 Must
3617 | content and metadata previously submitted by Congressional |[Submission Provider Submit
Content Originators. Content and
Metadata
RD- The system shall have the capability to accept modified digital |Congressional |Internal Service R1C3 Must
3618 | objects from the Internal Service Provider for Congressional Submission Provider Submit
Bills. Content and
Metadata
RD- The system shall have the capability to accept modified Congressional |Internal Service R1C3 Must
3619 | packages from the Internal Service Provider for Congressional |[Submission Provider Submit
Bills. Content and
Metadata
RD- The system shall provide a GUI for Internal Service Providers |Congressional |Internal Service R1C2 Must
3620 | to manage renditions. Submission Provider Submit
Content and
Metadata
RD- The system shall provide a GUI for internal Service Providers |Congressional |Internal Service R1C2 Must
3621 | to submit new content for all collections currently on GPO Submission Provider Submit
Access to FDsys. Content and
Metadata
RD- The system shall provide a GUI for Internal Service Providers |Congressional |Internal Service R1C3 Must
3622 | to submit all Ephemeral content to FDsys. Submission Provider Submit
Content and
Metadata
RD- The system shall provide a GUI for Internal Service Providers |Congressional |Internal Service R1C3 Must
3623 | to submit new renditions of content. Submission Provider Submit
Content and
Metadata
RD- The system shall have the capability to accept modified Congressional |Internal Service R1C3 Must
3663 | packages from the Internal Service Providers for Submission Provider Submit
Congressional Bills. Content and
Metadata
RD- The system shall have the capability to accept modified digital |Congressional |Internal Service R1C3 Must
3664 | objects from the Internal Service Providers for Congressional |[Submission Provider Submit
Bills. Content and
Metadata
RD- The system shall provide a GUI for Internal Service Providers |Congressional |Internal Service R1C3 Must
3667 | to delete work in progress renditions. Submission Provider Submit
Content and
Metadata
RD- The system shall provide a GUI for Internal Service Providers |Congressional |Internal Service R1C3 Must
3668 | to modify work in progress renditions. Submission Provider Submit
Content and
Metadata
RD- The system shall provide a GUI for Internal Service Providers |Congressional |Internal Service R1C3 Must
3669 | to enter metadata about work in progress renditions. Submission Provider Submit
Content and
Metadata
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RD- The system shall provide the capability to notify or alert the Congressional |Internal Service R1C2 Must
3703 Internal Service Provider that content submitted to FDsys was [Submission Provider Submit

successfully ingested. Content and
Metadata
RD- The system shall provide the capability to notify or alert the Congressional |Internal Service R1C2 Must
3704 Internal Service Provider that content submitted to FDsys was [Submission Provider Submit
not successfully ingested. Content and
Metadata
RD- The system shall provide the capability to notify or alert the Congressional  |Internal Service R1C2 Must
3705 Internal Service Provider that content submitted to FDsys was [Submission Provider Submit
not successfully ingested, explanation for why content was not Content and
ingested if available, and options for proceeding. Metadata
RD- The system shall provide the capability to notify or alert the Congressional |Internal Service R1C2 Must
3707 Internal Service Provider that content submitted to FDsys Submission Provider Submit
consisted of files that were not successfully ingested, Content and
explanation for why content files were not ingested if Metadata
available, and options for proceeding.
RD- The system shall have the capability to accept modified Congressional |Internal Service R1C3 Must
473 packages from the Internal Service Provider after publisher Submission Provider Submit
approval for ephemeral materials. Content and
Metadata
RD- The system shall have the capability to accept modified digital |Congressional |Internal Service R1C3 Must
474 objects from the Internal Service Provider after publisher Submission Provider Submit
approval for ephemeral materials. Content and
Metadata
RD- The system shall persist the BPI in a database with proper Congressional  |Manage BPI R1C3 Must
1546 | access controls to ensure data is not inadvertently changed.  |Submission
RD- The system shall allow users to check out work in progress Congressional  |Manage Work In R1C3 Must
2371 | content and metadata. Submission Progress
RD- The system shall not allow other users to modify content and |Congressional |Manage Work In R1C3 Must
2372 metadata when a user has it checked out. Submission Progress
RD- The system shall provide the capability to alert or notify Congressional  |Manage Work In R1C3 Must
2373 | authorized users when content and metadata has been Submission Progress
checked out for longer than the allowed period defined by the
work in progress workflow.
RD- The system shall allow authorized users to release locks on Congressional  |Manage Work In R1C3 Must
2374 | content and metadata. Submission Progress
RD- The system shall associate all versions of work in progress Congressional  |Manage Work In R1C3 Must
2375 | content. Submission Progress
RD- The system shall allow users to check in content. Congressional  |Manage Work In R1C3 Must
2376 Submission Progress
RD- The system shall allow authorized users to assign jobs to Congressional  |Manage Work In R1C3 Must
3624 | other users. Submission Progress
RD- The system shall allow authorized users to release check- Congressional  |Manage Work In R1C3 Must
3625 | in/check-out locks on jobs. Submission Progress
RD- The system shall display to users that a job is checked out. Congressional  [Manage Work In R1C3 Must
3626 Submission Progress
RD- The system shall display to users which user has a job Congressional  |Manage Work In R1C3 Must
3627 | checked out. Submission Progress
RD- The system shall provide the capability for an authorized Congressional  |Manage Work In R1C3 Must
3628 | Congressional Content Originators to approve content in WIP  |Submission Progress
so it can be submitted to GPO.
RD- The system shall not allow other users to modify job Congressional  |Manage Work In R1C3 Must
3629 | information when a user has the job checked out. Submission Progress
RD- The system shall provide check in capabilities for jobs. Congressional  [Manage Work In R1C3 Must
3630 Submission Progress
RD- The system shall provide check out capabilities for jobs. Congressional  [Manage Work In R1C3 Must
3631 Submission Progress
RD- The system shall have the capability to provide access to all  |Congressional |Manage Work In R1C3 Must
3675 | versions of stored work in progress content. Submission Progress
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RD- The system shall have the capability for an authorized Congressional  |Manage Work In R1C3 Must
3676 | Congressional Service Specialist to approve content in WIP Submission Progress

S0 it can be submitted to GPO.
RD- The system shall provide the capability to alert a user that Congressional  |Manage Work In R1C3 Must
3677 | tries to check out content or metadata that is already checked |[Submission Progress

out.
RD- The system shall provide the capability to alert a user that Congressional  |Manage Work In R1C3 Must
3678 | tries to check out a job that is already checked out. Submission Progress
RD- The system shall unzip all zipped files and maintain the Congressional  |Pre-Ingest R1C2 Must
1803 | structure of directories and files. Submission Processing
RD- The system shall have the capability to deliver pre-ingest Congressional  |Pre-Ingest R1C3 Must
3253 | bundles based on user requests. Submission Processing
RD- Users shall have the ability to pull DIPs and pre-ingest Congressional  |Pre-Ingest R1C3 Must
3254 | bundles from the system. Submission Processing
RD- The system shall provide the capability for a user to request Congressional  |Pre-Ingest R1C3 Must
3258 | the download of a PIB from the system. Submission Processing
RD- The system shall have the capability to assemble pre-ingest  |Congressional  |Pre-Ingest R1C3 Must
3279 | bundles containing digital objects, business process Submission Processing

information and metadata required for service providers to

output proofs and produce end product or service.
RD- The system shall have the capability to assemble pre-ingest  |Congressional  |Pre-Ingest R1C3 Must
3280 | bundles containing digital objects required for service Submission Processing

providers to output proofs and produce end products or

services.
RD- The system shall have the capability to assemble pre-ingest  |Congressional  |Pre-Ingest R1C3 Must
3281 | bundles containing BPI (job information) required for service  |Submission Processing

providers to output proofs and produce end products or

services.
RD- The system shall have the capability to assemble pre-ingest  |Congressional  |Pre-Ingest R1C3 Must
3282 | bundles containing metadata required for service providers to |Submission Processing

output proofs and produce end products or services.
RD- The system shall have the capability to deliver DIPs and pre- |Congressional  |Pre-Ingest R1C2 Must
3333 | ingest bundles to users from which hard copy output can be Submission Processing

created.
RD- The system shall have the capability to provide DIPs from Congressional  |Pre-Ingest R1C2 Must
3335 | which hard copy can be created on any required hard copy Submission Processing

output technology
RD- The system shall have the capability to provide pre-ingest Congressional  |Pre-Ingest R1C3 Must
3336 | bundles from which hard copy can be created on any required |[Submission Processing

hard copy output technology.
RD- The system shall have the capability to create pre-ingest Congressional  |Pre-Ingest R1C3 Must
3435 | bundles from content, BPI and metadata in such a way to Submission Processing

support the transfer and copying to optical digital media.
RD- The system shall have the capability to create pre-ingest Congressional  |Pre-Ingest R1C3 Must
3436 | bundles from content, BPI and metadata in such a way to Submission Processing

support the transfer and copying to Compact Discs (CD).
RD- The system shall allow authorized users to designate the final, |Congressional |Pre-Ingest R1C3 Must
3632 | published versions of content in WIP that should be ingested |Submission Processing

into the system based upon content approval status.
RD- The system shall allow users to manually ingest final, Congressional  |Pre-Ingest R1C3 Must
3633 | published versions of content in WIP based upon content Submission Processing

approval status.
RD- The system shall automatically ingest final, published versions |Congressional |Pre-Ingest R1C3 Must
3634 | of content in WIP based upon content approval status. Submission Processing
RD- The system shall have the capability to save PIB renditions in |Congressional  |Pre-Ingest R1C3 Must
3635 | WIP. Submission Processing
RD- The system shall have the capability to store multiple versions |Congressional |Pre-Ingest R1C3 Must
3636 | of a PIB for the same job. Submission Processing
RD- The system shall have the capability to create a manifest of Congressional  |Pre-Ingest R1C2 Must
3665 | submitted content. Submission Processing
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RD- The system shall have the capability for BPI (job information) |Congressional  |Pre-Ingest R1C3 Must
390 to be associated with a DIP. Submission Processing
RD- The system shall have the capability to create pre-ingest Congressional  |Pre-Ingest R1C3 Must
472 bundles (PIB). Submission Processing
RD- The system shall create and assign a unique ID for each job. |Congressional |Pre-Ingest R1C3 Must
701 Submission Processing
RD- The system shall provide the capability to assign a unique ID  |Congressional  |Pre-Ingest R1C3 Must
702 to each job. Submission Processing
RD- The system shall provide the capability to assign unique IDs  |Congressional  |Pre-Ingest R1C3 Must
703 to Content Originator orders of content jobs. Submission Processing
RD- The system shall provide the capability to assign unique IDs  |Congressional  |Pre-Ingest R1C3 Must
704 to Content Originator orders of service jobs. Submission Processing
RD- The system shall provide the capability to assign unique IDs  |Congressional  |Pre-Ingest R1C3 Must
705 to non-Content Originator order related jobs. Submission Processing
RD- The system shall not re-use Job unique IDs. Congressional  |Pre-Ingest R1C3 Must
706 Submission Processing
RD- The system shall allow the capability for an authorized user to |Congressional |Pre-Ingest R1C3 Must
721 input a CO supplied job tracking number. Submission Processing
RD- The system shall allow the capability for an authorized user to |Congressional  |Pre-Ingest R1C3 Must
722 retrieve content and information about the content associated |Submission Processing

with a CO supplied job tracking number.

RD- The system shall provide the capability for BPI to be rendered |Congressional |[Render Job BPlon [R1C3 Must
2260 | onthe GPO Standard Form 1 (SF-1). Submission GPO Forms

RD- The system shall provide the capability for BPI to be rendered |Congressional |Render Job BPlon |R1C3 Must
3638 | on Pink Requisitions. Submission GPO Forms

RD- The system shall provide the capability for BPI to be rendered |Congressional |Render Job BPlon |R1C3 Must
3681 | on White Requisitions. Submission GPO Forms

RD- Users shall have the capability to submit jobs prior to content  |[Congressional  |Submit R1C3 Must
1857 | being approved for ingest. Submission Congressional Jobs

RD- Authorized users shall have the capability to submit jobs prior |Congressional  |Submit R1C3 Must
1861 | to content being received by the system. Submission Congressional Jobs

RD- The system shall provide the capability to acquire BPI data on |Congressional  [Submit R1C3 Must
1873 | standard forms. Submission Congressional Jobs

RD- Authorized Users shall have the capability to enter data into Congressional  [Submit R1C3 Must
1874 | BPI fields contained on Standard Forms. Submission Congressional Jobs

RD- The system shall provide the capability to edit BPI data on Congressional  [Submit R1C3 Must
1875 | standard forms. Submission Congressional Jobs

RD- Users shall have the capability to enter data into BPI fields Congressional  [Submit R1C3 Must
1876 | contained on the Standard Form 1. Submission Congressional Jobs

RD- The system shall provide the capability to store BPI data Congressional  [Submit R1C3 Must
1877 | entered and edited by authorized users. Submission Congressional Jobs

RD- Authorized users shall have the capability to edit BPI fields Congressional  [Submit R1C3 Must
1878 | contained on the Standard Form 1. Submission Congressional Jobs

RD- The system shall have the capability to accept and store a Congressional  [Submit R1C3 Must
2064 | Content Originator supplied job tracking number. Submission Congressional Jobs

RD- The system shall have the capability to associate the Content |Congressional  [Submit R1C3 Must
2065 | Originator supplied job tracking number to the Job ID. Submission Congressional Jobs

RD- The system shall provide the capability for a Content Congressional  [Submit R1C3 Must
2078 | Originator to save BPI prior to submission to GPO. Submission Congressional Jobs

RD- The system shall have the capability to alert or notify Service |Congressional  [Submit R1C3 Must
2090 | Specialists that a new job has been submitted by a Content Submission Congressional Jobs

Originator.

RD- The system shall have the capability to send jobs to Congressional  [Submit R1C3 Must
2091 | appropriate Service Specialists based upon business rules. Submission Congressional Jobs

RD- The system shall allow authorized users to specify a contract |Congressional  [Submit R1C3 Must
2101 | type. Submission Congressional Jobs

RD- The system shall provide the capability for Content Originators |Congressional  [Submit R1C3 Must
2102 | to specify an existing contract (e.g., SPA, Term contract). Submission Congressional 