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(4) A summary of the testimony
sought and its relevant to the proceed-
ing;

(5) A certification with support, that
the information desired is not reason-
ably available from other sources, in-
cluding Departmental documents;

(6) Pursuant to § 9.9(d) of this part, an
affidavit or certification describing the
extent of a search of parties and poten-
tial parties and listing the names of
the parties and potential parties noti-
fied; and

(7) A declaration that the party will
not seek expert or opinion testimony
from the witness or seek the testimony
of the witness at a hearing or trial in
the proceeding.
The request shall specify which form of
testimony (deposition, affidavit, dec-
laration, or answers to interrogatories)
is desired and the date by which it is
desired; however, only one form, the
one least burdensome to the Depart-
ment that will provide the needed in-
formation, will be permitted for each
witness.

(b) The party seeking the testimony
shall include with its request for testi-
mony a copy of any prior request(s)
made by the same requester to the De-
partment or other agency of the United
States for records pertaining to the
matter being litigated and of the re-
sponse (not including the records them-
selves) to the request(s). The party
seeking the testimony shall also com-
ply with any agency counsel request
that copies of the records previously
disclosed by the Department, or a list
of those records, be furnished.

(c) In accordance with the require-
ment of this section and the general
provisions of this part, agency counsel
shall notify the requester of the ap-
proval or denial of the request. Agency
counsel may attach special conditions
to its approval.

§ 9.17 Legal proceedings between pri-
vate litigants: Procedures for tak-
ing testimony.

(a) Testimony of an employee of the
Department may be taken only at the
office to which the employee is as-
signed, or any other place designated
by agency counsel. Additional condi-
tions may be specified under § 9.15(c) of
this part. The time shall be reasonably

fixed to avoid substantial interference
with the performance of the employee’s
or agency counsel’s official duties.

(b) Upon completion of the testimony
of an employee of the Department, a
copy of the transcript of the testimony
shall be furnished, at the expense of
the party requesting the testimony, to
agency counsel for the Department’s
files.

§ 9.19 Acceptance of service on behalf
of Secretary.

In any legal proceeding, at the option
of the server, process or pleadings may
be served on agency counsel, with the
same effect as if served upon the Sec-
retary or the head of the operating ad-
ministration concerned, as the case
may be. The official accepting service
under this section shall acknowledge
the service and take appropriate ac-
tion. This section does not in any way
abrogate or modify the requirements of
Rule 4(d)(4) and 4(d)(5) of the Federal
Rules of Civil Procedure regarding
service of summons and complaint.

PART 10—MAINTENANCE OF AND
ACCESS TO RECORDS PERTAIN-
ING TO INDIVIDUALS

Subpart A—Applicability and Policy

Sec.
10.1 Applicability.
10.3 Policy.
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Subpart B—General
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10.13 Privacy Act Officer.
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Subpart C—Maintenance of Records
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ADMINISTRATION
APPENDIX E TO PART 10—FEDERAL HIGHWAY

ADMINISTRATION
APPENDIX F TO PART 10—FEDERAL RAILROAD

ADMINISTRATION
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TRAFFIC SAFETY ADMINISTRATION
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APPENDIX I TO PART 10—SAINT LAWRENCE

SEAWAY DEVELOPMENT CORPORATION
APPENDIX J TO PART 10—RESEARCH AND SPE-
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AUTHORITY: 5 U.S.C. 552a; 49 U.S.C. 322.

SOURCE: 45 FR 8993, Feb. 11, 1980, unless
otherwise noted.

Subpart A—Applicability and
Policy

§ 10.1 Applicability.
(a) This part implements section 552a

of title 5, United States Code, as well
as other provisions of the Privacy Act
of 1974, and prescribes rules governing
the availability of those records of the
Department of Transportation which
relate to citizens of the United States
and aliens lawfully admitted for per-
manent residence.

(b) Appendices B through J to this
part:

(1) Describe the places and times at
which records are available for inspec-
tion and copying;

(2) Indicate the systems of records lo-
cated at each facility;

(3) Identify the officials having au-
thority to deny requests for disclosure
of records under this part;

(4) Describe the procedures to be fol-
lowed in requesting correction of a
record in accordance with § 10.41 of this
part; and

(5) List additional personal identi-
fication requirements in accordance
with § 10.37 of this part.

(c) The Assistant Secretary for Ad-
ministration may amend appendix B to
this part to reflect any changes in the
items covered by that appendix, relat-
ing to the Office of the Secretary of
Transportation. The Administrator
concerned may amend the appendix ap-
plicable to that administration to re-
flect any changes in the terms covered
by that appendix.

(d) Appendix A to this part identifies
systems of records which are exempt
from some of the requirements of this
part, in accordance with subpart G and
5 U.S.C. 552a (j) and (k). Appendix A
may be amended by the General Coun-
sel upon the request of the Assistant
Secretary for Administration in the
case of a system of records maintained
by the Office of the Secretary or the
Administrator concerned in the case of
a system of records maintained by an
operating administration.

§ 10.3 Policy.

It is the policy of the Department of
Transportation to comply with the let-
ter and the spirit of the Privacy Act
(the Act). Therefore, personal data con-
tained in each system of records is af-
forded adequate protection against un-
authorized access, is as accurate as is
feasible, and is limited to that nec-
essary to accomplish the stated use or
uses of the system. Further, no system
of records is exempted from the re-
quirements of the Act unless it is de-
termined that to do so is in the best in-
terest of the government with due con-
cern for individual rights.
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§ 10.5 Definitions.
Unless the context requires other-

wise, the following definitions apply in
this part:

Administrator means the head of an
operating administration and includes
the Commandant of the Coast Guard.

Department means the Department of
Transportation, including the Office of
the Secretary and the following operat-
ing administrations:

(a) The United States Coast Guard.
(b) The Federal Aviation Administra-

tion.
(c) The Federal Highway Administra-

tion.
(d) The Federal Railroad Administra-

tion.
(e) The National Highway Traffic

Safety Administration.
(f) The Urban Mass Transportation

Administration.
(g) The St. Lawrence Seaway Devel-

opment Corporation.
(h) The Research and Special Pro-

grams Administration.
General Counsel means the General

Counsel of the Department.
Includes means ‘‘includes but is not

limited to;’’
Individual means a citizen of the

United States or an alien lawfully ad-
mitted;

Maintain includes maintain, collect,
use, or disseminate;

May is used in a permissive sense to
state authority or permission to do the
act prescribed;

Record means any item, collection, or
grouping of information about an indi-
vidual that is maintained by the De-
partment including, but not limited to,
education, financial transactions, med-
ical history, and criminal or employ-
ment history and that contains the
name of, or an identifying number,
symbol, or other identifying particular
assigned to, the individual, such as a
finger or voice print or a photograph;

Secretary means the Secretary of
Transportation or any person to whom
has been delegated authority in the
matter concerned;

System of records means a group of
any records under the control of the
Department from which information is
retrieved by the name of the individual
or by some identifying number, sym-

bol, or other identifying particular as-
signed to the individual;

Statistical record means a record in a
system of records maintained for sta-
tistical research or reporting purposes
only and not in whole or in part in
making any determination about an
identifiable individual, except as pro-
vided by section 8 of title 13, United
States Code; and

Routine use means, with respect to
the disclosure of a record, the use of
such record for a purpose which is com-
patible with the purpose for which it
was collected.

Subpart B—General
§ 10.11 Administration of part.

Except as provided in subpart F of
this part, authority to administer this
part in connection with the records of
the Office of the Secretary is delegated
to the Assistant Secretary for Admin-
istration. Authority to administer this
part in connection with records in each
operating administration is delegated
to the Administrator concerned. An
Administrator may redelegate to offi-
cers of that administration the author-
ity to administer this part in connec-
tion with defined systems of records.
An Administrator, however, may re-
delegate his or her duties under sub-
parts F and G of this part only to his
or her deputy and to not more than one
other officer who reports directly to
the Administrator and who is located
at the headquarters of that administra-
tion or at the same location as the ma-
jority of that administration’s systems
of records.

§ 10.13 Privacy Act Officer.
(a) To assist in the oversight of the

implementation and continuing admin-
istration and in evaluating the effec-
tiveness of compliance with the Act,
the Assistant Secretary for Adminis-
tration appoints a principal coordinat-
ing official with the title Privacy Act
Officer, and one Privacy Act Coordina-
tor from his staff.

(b) Inquiries concerning Privacy Act
matters, or requests for assistance,
may be addressed to the Privacy Act
Officer (M–30), Department of Trans-
portation, 400 Seventh Street, SW.,
Washington, DC 20590.
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(c) Administrators may designate
Privacy Act Officers or Coordinators to
act as central coordinators within
their administrations to assist them in
administering the Act.

§ 10.15 Protection of records.
(a) No person may, without permis-

sion, remove any record made available
for inspection or copying under this
part from the place where it is made
available. In addition, no person may
steal, alter, mutilate, obliterate, or de-
stroy, in whole or in part, such a
record.

(b) Section 641 of title 18 of the Unit-
ed States Code provides, in pertinent
part, as follows:

Whoever * * * steals, purloins, or know-
ingly converts to his use or the use of an-
other, or without authority, sells, conveys or
disposes of any record * * * or thing of value
of the United States or of any department or
agency thereof * * * shall be fined not more
than $10,000 or imprisoned not more than 10
years or both; but if the value of such prop-
erty does not exceed the sum of $100, he shall
be fined not more than $1,000 or imprisoned
not more than one year or both * * *.

(c) Section 2071 of title 18 of the Unit-
ed States Code provides, in pertinent
part, as follows:

Whoever willfully and unlawfully conceals,
removes, mutilates, obliterates, or destroys,
or attempts to do so, or with intent to do so
takes and carries away any record, proceed-
ing, map, book, paper, document, or other
thing, filed or deposited * * * in any public
office, or with any * * * public officer of the
United States, shall be fined not more than
$2,000 or imprisoned not more than 3 years,
or both.

Subpart C—Maintenance of
Records

§ 10.21 General.
Except to the extent that a system of

records is exempt in accordance with
subpart G of this part, the Department,
with respect to each system of records:

(a) Maintains in its records only such
information about an individual as is
relevant and necessary to accomplish a
purpose of the Department required to
be accomplished by statute or by exec-
utive order of the President;

(b) Collects information to the great-
est extent practicable directly from

the subject individual when the infor-
mation may result in adverse deter-
minations about an individual’s rights,
benefits, or privileges under Federal
programs;

(c) Informs each individual whom it
asks to supply information, on the
form which it uses to collect the infor-
mation or on a separate form that can
be retained by the individual of:

(1) The authority (whether granted
by statute, or by executive order of the
President) which authorizes the solici-
tation of the information and whether
disclosure of such information is man-
datory or voluntary;

(2) The principal purpose or purposes
for which the information is intended
to be used;

(3) The routine uses, as published
pursuant to paragraph (d)(4) of this sec-
tion, which may be made of the infor-
mation; and

(4) The effects, if any, on the individ-
ual of not providing all or any part of
the requested information;

(d) Publishes in the FEDERAL REG-
ISTER at least annually a notice of the
existence and character of the system
of records, including:

(1) The name and location of the sys-
tem;

(2) The categories of individuals on
whom records are maintained in the
system;

(3) The categories of records main-
tained in the system;

(4) Each routine use of the records
contained in the system, including the
categories of users and the purpose of
such use;

(5) The policies and practices regard-
ing storage, retrievability, access con-
trols, retention, and disposal of the
records;

(6) The title and business address of
the official responsible for the system
of records;

(7) The procedures whereby an indi-
vidual can be notified upon request if
the system of records contains a record
pertaining to that individual;

(8) The procedures whereby an indi-
vidual can be notified upon request
how to gain access to any record per-
taining to that individual contained in
the system of records, and how to con-
test its content; and
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(9) The categories of sources of rec-
ords in the system;

(e) Maintains all records which are
used in making any determination
about any individual with such accu-
racy, relevancy, timeliness, and com-
pleteness as is reasonably necessary to
assure fairness to the individual in the
determination;

(f) Prior to disseminating any record
about an individual to any person
other than an agency, unless the dis-
semination is made pursuant to
§ 10.35(a)(2), makes reasonable efforts to
assure that such records are accurate,
complete, timely, and relevant for the
Department’s purposes;

(g) Maintains no record describing
how any individual exercises rights
guaranteed by the First Amendment
unless:

(1) Expressly authorized by the Gen-
eral Counsel; and

(2) Expressly authorized by statute or
by the individual about whom the
record is maintained or unless perti-
nent to and within the scope of an au-
thorized law enforcement activity;

(h) Makes reasonable efforts to serve
notice on an individual when any
record on such individual is made
available to any person under compul-
sory legal process when such process
becomes a matter of public record.

§ 10.23 Accounting of disclosures.
Each operating administration and

the Office of the Secretary, with re-
spect to each system of records under
its control:

(a) Except for disclosures made under
§ 10.35(a) (1) or (2) of this part, keep an
accurate accounting of:

(1) The date, nature, and purpose of
each disclosure of a record to any per-
son or to another agency made under
§ 10.33; and

(2) The name and address of the per-
son or agency to whom the disclosure
is made;

(b) Retains the accounting made
under paragraph (a) of this section for
at least five years or the life of the
record, whichever is longer, after the
disclosure for which the accounting is
made;

(c) Except for disclosures made under
§ 10.33(a)(7) of this part, makes the ac-
counting made under paragraph (a)(1)

of this section available to the individ-
ual named in the record at his request;
and

(d) Informs any person or other agen-
cy about any correction or notation of
dispute made by the agency in accord-
ance with § 10.45 of any record that has
been disclosed to the person or agency
if an accounting of the disclosure was
made.

§ 10.25 Mailing lists.
An individual’s name and address is

not sold or rented unless such action is
specifically authorized by law. This
provision shall not be construed to re-
quire the withholding of names and ad-
dresses otherwise permitted to be made
public.

§ 10.27 Government contractors.
When the Department provides by a

contract for the operation by or on be-
half of the Department of a system of
records to accomplish a function of the
Department, the requirements of this
part are applied to such system. For
purposes of subpart I, CRIMINAL PEN-
ALTIES, any such contractor and any
employee of the contractor are consid-
ered, in accordance with section 3(m) of
the Privacy Act, to be employees of the
Department.

§ 10.29 Social Security numbers.
(a) No individual is denied any right,

benefit, or privilege provided by law
because of such individual’s refusal to
disclose his Social Security account
number.

(b) The provisions of paragraph (a) of
this section do not apply to:

(1) Any disclosure which is required
by Federal statute; or

(2) The disclosure of a Social Secu-
rity number when such disclosure was
required under statute or regulation
adopted prior to January 1, 1975, to ver-
ify the identity of an individual.

(c) When an individual is requested to
disclose his or her Social Security ac-
count number, that individual is in-
formed whether that disclosure is man-
datory or voluntary, by what statutory
or other authority such number is so-
licited, what uses are made of it, and
what detriments, including delay in
the location of records, are incurred if
the number is not provided.
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Subpart D—Availability of Records

§ 10.31 Requests for records.

(a) Ordinarily, each person desiring
to determine whether a record pertain-
ing to him or her is contained in a sys-
tem of records covered by this part or
desiring access to a record covered by
this part, or to obtain a copy of such a
record, shall make a request in writing
as provided in the pertinent appendix
to this part. In exceptional cases oral
requests are accepted.

(b) Each request shall specify the
name of the requesting individual and
the system of records in which the sub-
ject record is located or thought to be
located. If assistance is required to de-
termine the system of records identi-
fication number assigned in the sys-
tems notices, such assistance may be
obtained from the appropriate Privacy
Act officer or his assistant. Refer to
§ 10.13 for procedures for requesting as-
sistance.

§ 10.33 Acknowledgment and access.

(a) Requests by an individual to de-
termine whether he or she is the sub-
ject of a record in a system of records,
or requesting access to a record in a
system of records, should be acknowl-
edged within 10 working days, where
the request is by mail. For requests in
person, an immediate response is given,
either granting access or informing
such individual when notification or
access may be expected.

(b) If the response granting access or
copies of the record is made within 10
working days, separate acknowledg-
ment is not required.

(c) Although requests for access to a
record are normally in writing, e.g., by
filing a written form or letter, it is the
option of the individual to mail or
present the request form in person.

§ 10.35 Conditions of disclosure.

(a) No record which is contained
within a system of records within the
Department is disclosed by any means
of communication to any person, or to
another agency, except pursuant to a
written request by, or with the prior
written consent of, the individual to
whom the record pertains, unless dis-
closure of the record would be:

(1) To those officers and employees of
the Department who have a need for
the record in the performance of their
duties;

(2) Required under part 7 of this title
which implements the Freedom of In-
formation Act;

(3) For a routine use as defined in
§ 10.5 and described pursuant to
§ 10.21(d)(4);

(4) To the Bureau of the Census for
purposes of planning or carrying out a
census or survey or related activity
pursuant to the provisions of title 13,
United States Code;

(5) To a recipient who has provided
the Department with advance adequate
written assurance that the record will
be used solely as a statistical research
or reporting record, and the record is
to be transferred in a form that is not
individually identifiable;

(6) To the National Archives of the
United States as a record which has
sufficient historical or other value to
warrant its continued preservation by
the U.S. Government, or for evaluation
by the Administrator of General Serv-
ices or his designee to determine
whether the record has such value;

(7) To another agency or to an instru-
mentality of any governmental juris-
diction within or under the control of
the United States for a civil or crimi-
nal law enforcement activity if the ac-
tivity is authorized by law, and if the
head of the agency or instrumentality
has made a written request to the
agency which maintains the record
specifying the particular portion de-
sired and the law enforcement activity
for which the record is sought;

(8) To a person pursuant to a showing
of compelling circumstances affecting
the health or safety of an individual if
upon such disclosure notification is
transmitted to the last known address
of such individual;

(9) To either House of the Congress,
or to the extent of matters within its
jurisdiction, any committee or sub-
committee thereof, any joint commit-
tee of the Congress or subcommittee of
any such joint committee;

(10) To the Comptroller General, or
any authorized representatives, in the
course of the performance of the duties
of the General Accounting Office; or
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(11) Pursuant to the order of a court
of competent jurisdiction.

(b) Any individual requesting access
to his or her record or to any informa-
tion pertaining to that individual
which is contained within a system of
records within the Department has ac-
cess to that record or information un-
less the system of records within which
the record or information is contained
is exempted from disclosure in accord-
ance with subpart G, provided, how-
ever, that nothing in this part is
deemed to require that an individual be
given access to any information com-
piled in reasonable anticipation of a
civil action or proceeding. No exemp-
tion contained in subpart G of part 7 of
the regulations of the Office of the Sec-
retary is relied upon to withhold from
an individual any record which is oth-
erwise accessible to such individual
under the provisions of this part. Any
individual who is given access to a
record or information pertaining to
him is permitted to have a person of
his or her own choosing accompany
him and to have a copy made of all or
any portion of the record or informa-
tion in a form comprehensible to the
individual. When deemed appropriate,
the individual may be required to fur-
nish a written statement authorizing
discussion of his record in the accom-
panying person’s presence.

(c) Medical records.Where requests are
for access to medical records, including
psychological records, the decision to
release directly to the individual, or to
withhold direct release, shall be made
by a medical practitioner. Where the
medical practitioner has ruled that di-
rect release will do harm to the indi-
vidual who is requesting access, normal
release through the individual’s chosen
medical practitioner will be rec-
ommended. Final review and decision
on appeals of disapprovals of direct re-
lease will rest with the General Coun-
sel.

(d) Any person requesting access to
records or to any information pertain-
ing to other individuals is not granted
such access unless that person can
show that he or she has obtained per-
mission for such access from the indi-
vidual to whom the record pertains,
unless the request comes within one of

the exceptions of paragraph (a) of this
section.

§ 10.37 Identification of individual
making request.

No record or information contained
in a system of records is disclosed to an
individual nor is any correction of a
record in accordance with subpart E
made at the request of an individual
unless that individual demonstrates
that he or she is who he or she claims
to be. Normally, identity can be proven
for individuals who appear in person by
the presentation of an identifying doc-
ument issued by a recognized organiza-
tion (e.g., a driver’s license or a credit
card) and which contains a means of
verification such as a photograph or a
signature. For requests by mail, the
unique identifier used in the system
should be included if known. Responses
to mail requests are normally sent
only to the name and address listed in
the system of records. In the case of
particularly sensitive records, addi-
tional identification requirements may
be imposed. In such cases, these addi-
tional requirements are listed in the
public notice for the system and in the
appropriate appendix to this part.

§ 10.39 Location of records.
Each record made available under

this subpart is available for inspection
and copying during regular working
hours at the place where it is located,
or, upon reasonable notice, at the docu-
ment inspection facilities of the Office
of the Secretary or each administra-
tion as set forth in the appendix appli-
cable to that office or administration.
Original records may be copied but
may not be released from custody.
Upon payment of the appropriate fee,
copies are mailed to the requester.

Subpart E—Correction of Records
§ 10.41 Requests for correction of

records.
Any person who desires to have a

record pertaining to that person cor-
rected shall submit a written request
detailing the correction and the rea-
sons the record should be so corrected.
Requests for correction of records shall
be submitted in accordance with the
procedures of the organization set
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forth in appendices B through J to this
part for the appropriate operating ele-
ment of the Department.

§ 10.43 Time limits.

Within ten days (excluding Saturday,
Sunday, and legal holidays) of the re-
ceipt in accordance with § 10.41 of a re-
quest by an individual to amend a
record pertaining to him, the receipt of
the request is acknowledged in writing.
If a determination is made to correct
the record as requested, the correction
is promptly made. If a determination is
made not to correct a record the indi-
vidual is informed promptly of the
right to appeal in accordance with sub-
part F. If an appeal of a refusal to cor-
rect a record is in accordance with sub-
part F, a determination whether to
correct the record is made within thir-
ty days (excluding Saturday, Sunday,
and legal holidays) of the receipt of the
appeal unless, for good cause shown the
Administrator concerned, or in the
case of the Office of the Secretary, the
General Counsel, extends such period.
Where an extension is taken, the party
taking the appeal is promptly notified
of such fact.

§ 10.45 Statement of disagreement.

If a determination is made not to
amend a record, the requester is in-
formed of the right to file a concise
statement setting forth the reasons for
disagreement with the refusal to
amend. In any disclosure containing in-
formation about which an individual
has filed such a statement of disagree-
ment, the portions of the record which
are disputed are noted clearly and cop-
ies of the statement of disagreement
provided. If the Administrator con-
cerned or his or her delegee, or in the
case of the Office of the Secretary, the
General Counsel or his or her delegee,
deems it appropriate, copies of a con-
cise statement of the reasons for not
making the amendments requested
may be provided along with the state-
ment of disagreement.

Subpart F—Procedures for Recon-
sidering Decisions not to
Grant Access to or Amend
Records

§ 10.51 General.
(a) Each officer or employee of the

Department who, upon a request by a
member of the public for a record
under this part, makes a determination
that access is not to be granted or who
determines not to amend a record in a
requested manner, gives a written
statement of the reasons for that de-
termination to the person making the
request and indicates the name and
title or position of each person respon-
sible for the denial of such request and
the procedure for appeal within the De-
partment.

(b) Any person:
(1) Who has been given a determina-

tion pursuant to paragraph (a) of this
section, that access will not be grant-
ed; or

(2) Who has been informed that an
amendment to a requested record will
not be made;
may apply to the Administrator con-
cerned, or in the case of the Office of
the Secretary, to the General Counsel
for review of that decision. A deter-
mination that access will not be grant-
ed or a record amended is not adminis-
tratively final for the purposes of judi-
cial review unless it was made by the
Administrator concerned or his or her
delegee, or the General Counsel or his
or her delegee, as the case may be.
Upon a determination that an appeal
will be denied, the requester is in-
formed in writing of the reasons for the
determination, and the names and ti-
tles or positions of each person respon-
sible for the determination, and that
the determination may be appealed to
the District Court of the United States
in the district in which the complain-
ant resides, or has his or her principal
place of business, or in which the
records are located, or in the District
of Columbia.

(c) Each application for review must
be made in writing and must include
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all information and arguments relied
upon by the person making the re-
quest. It is recommended that such re-
quest be made within 180 days of the
date of the initial denial; however, ex-
ceptions to this time period are consid-
ered in the event that a longer time is
required for good reasons.

(d) Upon a determination that a re-
quest for the correction of a record will
be denied, the requester is informed
that he may file a concise statement in
accordance with § 10.45.

(e) Each application for review must
indicate that it is an appeal from a de-
nial of a request made under the Pri-
vacy Act. The envelope in which the
application is sent should be marked
prominently with the words ‘‘Privacy
Act.’’ If these requirements are not
met, the time limits described in § 10.43
do not begin to run until the applica-
tion has been identified by an employee
of the Department as an application
under the Privacy Act and has been re-
ceived by the appropriate office.

(f) The Administrator concerned, or
the General Counsel, as the case may
be, may require the person making the
request to furnish additional informa-
tion, or proof of factual allegations,
and may order other proceedings ap-
propriate in the circumstances. The de-
cision of the Administrator concerned,
or the General Counsel, as the case
may be, as to the availability of the
record or whether to amend the record
is administratively final.

(g) The decision by the Adminis-
trator concerned, or the General Coun-
sel, as the case may be, not to disclose
a record under this part is considered a
determination for the purposes of sec-
tion 552a(g) of title 5, United States
Code, ‘‘Civil Remedies.’’

(h) Any final decision by an Adminis-
trator or his or her delegee, identified
in appendices B through J of this part,
not to grant access to or amend a
record under this part, is subject to
concurrence by the General Counsel or
his or her delegee.

Subpart G—Exemptions
§ 10.61 General exemptions.

(a) The Assistant Secretary for Ad-
ministration, with regard to the Inves-
tigations Divisions; the Federal Avia-

tion Administrator, with regard to the
FAA’s Investigative Record System
(DOT/FAA 815) and also with regard to
the police functions of the National
Capital Airport Police; and the Com-
mandant of U.S. Coast Guard, with re-
gard to the Intelligence and Security
Division, may exempt from any part of
the Act and this part except sub-
sections (b), (c)(1) and (2), (e)(4)(A)
through (F), (e)(6), (7), (9), (10), and (11),
and (i) of the Act, and implementing
§§ 10.35, 10.23(a) and (b), 10.21(d)(1)
through (6), 10.81, 10.83, and 10.85, any
systems of records, or portions thereof,
which they maintain which consist
wholly of;

(1) Information compiled for the pur-
pose of identifying individual criminal
offenders and alleged offenders and
consisting only of identifying data and
notations of arrests, the nature and
disposition of criminal charges, sen-
tencing, confinement, release, and pa-
role and probation status;

(2) Information compiled for the pur-
pose of a criminal investigation, in-
cluding reports of informants and in-
vestigators, and associated with an
identifiable individual; or

(3) Reports identifiable to an individ-
ual compiled at any stage of the proc-
ess of enforcement of the criminal laws
from arrest or indictment through re-
lease from supervision.

(b) The requirements (including gen-
eral notice) of sections 553(b)(1), (2) and
(3), and (c) and (e) of title 5, United
States Code, will be met by publication
in appendix A to this part, which must,
at a minimum, specify:

(1) The name of the system; and
(2) The specific provisions of the Act

from which the system is to be exempt-
ed and the reasons therefor.

(c) Any decision to exempt a system
of records under this section is subject
to concurrence by the General Counsel.

(d) Any person may petition the Sec-
retary in accordance with the provi-
sions of part 5 of this title, to institute
a rulemaking proceeding for the
amendment or repeal of any exemp-
tions established under this section.

[45 FR 8993, Feb. 11, 1980, as amended at 58
FR 67697, Dec. 22, 1993]
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§ 10.63 Specific exemptions.
The Secretary or his or her delegee,

in the case of the Office of the Sec-
retary, or the Administrator or his or
her delegee, in the case of an operating
administration, may exempt any sys-
tem of records which is maintained by
the Office of the Secretary or the ad-
ministration, as the case may be, from
subsections (c)(3), (d), (e)(1), (e)(4)(G),
(H), and (I), and (f) of the Act and im-
plementing §§ 10.23(c); 10.35(b); 10.41;
10.43; 10.45; 10.21(a) and 10.21(d)(6), (7)
and (8) of this part, under the following
conditions;

(a) The system of records must con-
sist of:

(1) Records subject to the provisions
of section 552(b)(1) of title 5, United
States Code;

(2) Investigatory material compiled
for law enforcement purposes, other
than material within the scope of
§ 10.61(a)(2): Provided, however, That if
any individual is denied any right,
privilege, or benefit to which that indi-
vidual would otherwise be entitled by
Federal law, or for which that individ-
ual would otherwise be eligible, as a re-
sult of the maintenance of such mate-
rial, such material is provided to such
individual, except to the extent that
the disclosure of such material would
reveal the identity of a source who fur-
nished information to the Government
under an express promise that the iden-
tity of the source would be held in con-
fidence, or, prior to September 27, 1975,
the effective date of the Privacy Act of
1974, under an implied promise that the
identity of the source would be held in
confidence;

(3) Records maintained in connection
with providing protective services to
the President of the United States or
other individuals pursuant to section
3056 of title 18, United States Code;

(4) Records required by statute to be
maintained and used solely as statis-
tical records;

(5) Investigatory material compiled
solely for the purpose of determining
suitability, eligibility, or qualifica-
tions for Federal civilian employment,
military service, Federal contracts, or
access to classified information, but
only to the extent that the disclosure
of such material would reveal the iden-
tity of a source who furnished informa-

tion to the Government under an ex-
press promise that the identity of the
source would be held in confidence, or,
prior to September 27, 1975, the effec-
tive date of the Privacy Act of 1974,
under an implied promise that the
identity of the source would be held in
confidence;

(6) Testing or examination material
used solely to determine individual
qualifications for appointment or pro-
motion in the Federal service the dis-
closure of which would compromise the
objectivity or fairness of the testing or
examination process; or

(7) Evaluation material used to deter-
mine potential for promotion in the
armed services, but only to the extent
that the disclosure of such material
would reveal the identity of a source
who furnished information to the Gov-
ernment under an express promise that
the identity of the source would be
held in confidence, or, prior to the ef-
fective date of this section, under an
implied promise that the identity of
the source would be held in confidence.

(b) The requirements (including gen-
eral notice) of sections 553 (b) (1), (2)
and (3), and (c) and (e) of title 5, United
States Code, will be met by publication
in appendix A to this part, which must,
at a minimum, specify:

(1) The name of the systems; and
(2) The specific provisions of the Act

from which the system is to be exempt-
ed and the reasons therefor.

(c) Any decision to exempt a system
of records under this section is subject
to the concurrence of the General
Counsel.

(d) Any person may petition the Sec-
retary in accordance with the provi-
sions of 49 CFR part 5, to institute a
rulemaking for the amendment or re-
peal of any exemptions established
under this section.

Subpart H—Fees

§ 10.71 General.

This subpart prescribes fees for serv-
ices performed for the public under this
part by the Department.

§ 10.73 Payment of fees.

The fees prescribed in this subpart
may be paid by check, draft, or postal
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money order payable to the Treasury
of the United States.

§ 10.75 Fee schedule.
(a) Copies of documents by photocopy or similar

method:
Each page not larger than 11 x 17 inches:

First page .................................................... $.25
Each page ................................................... .05

(b) Copies of documents by typewriter: Each page .. 2.00
(c) Certified copies of documents:

(1) With Department of Transportation seal ....... 3.00
(2) True copy, without seal ................................. 1.00

(d) Photographs:
(1) Black and white print (from negative) ........... 1.25
(2) Black and white print (from print) ................. 3.15
(3) Color print (from negative) ............................ 3.50
(4) Color print (from print) .................................. 6.25

(e) Duplicate data tapes—each reel of tape or frac-
tion thereof ............................................................. 36.00

The applicant must furnish the nec-
essary number of blank magnetic
tapes. The tapes must be compatible
for use in the supplier’s computer sys-
tem, 1⁄2 inch wide and 2,400 feet long,
and must be capable of recording data
at a density of 556 or 800 characters per
inch. Unless otherwise designated, the
tapes will be recorded at 556 CPI den-
sity. The Department of Transpor-
tation is not responsible for damaged
tape. However, if the applicant fur-
nishes a replacement for a damaged
tape, the duplication process is com-
pleted at no additional charge.
(f) Microreproduction fees are as follows:

(1) Microfilm copies, each 100 foot roll or less .. $3.75
(2) Microfiche copies, each standard size sheet

(4′′ x 6′′ containing up to 65 frames) .............. .15
(3) Apertune card to hard copy, each copy ....... .50
(4) 16mm microfilm to hard copy:

First .............................................................. .25
Additional ..................................................... .07

(g) Computerline printer output, each 1,000 lines or
fraction thereof ....................................................... 1.00

§ 10.77 Services performed without
charge.

(a) No fee is charged for time spent in
searching for records or reviewing or
preparing correspondence related to
records subject to this part.

(b) No fee is charged for documents
furnished in response to:

(1) A request from an employee or
former employee of the Department for
copies of personnel records of the em-
ployee;

(2) A request from a Member of Con-
gress for official use;

(3) A request from a State, territory,
U.S. possession, county or municipal
government, or an agency thereof;

(4) A request from a court that will
serve as a substitute for the personal
court appearance of an officer or em-
ployee of the Department;

(5) A request from a foreign govern-
ment or an agency thereof, or an inter-
national organization.

(c) Documents are furnished without
charge or at a reduced charge, if the
Assistant Secretary of Administration
or the Administrator concerned, as the
case may be, determines that waiver or
reduction of the fee is in the public in-
terest, because furnishing the informa-
tion can be considered as primarily
benefiting the general public.

(d) When records are maintained in
computer-readable form rather than
human-readable form, one printed copy
is made available which has been trans-
lated to human-readable form without
a charge for translation but in accord-
ance with § 10.75(g), regarding computer
line-printed charges.

Subpart I—Criminal Penalties

§ 10.81 Improper disclosure.

Any officer or employee of the De-
partment who by virtue of his or her
employment or official position, has
possession of, or access to, agency
records which contain individually
identifiable information the disclosure
of which is prohibited by this part and
who knowing that disclosure of the
specific material is so prohibited, will-
fully discloses the material in any
manner to any person or agency not
entitled to receive it, is guilty of a
misdemeanor and fined not more than
$5,000 in accordance with 5 U.S.C.
552a(i)(1).

§ 10.83 Improper maintenance of
records.

Any officer or employee of the De-
partment who willfully maintains a
system of records without meeting the
notice requirements of § 10.21(d) of this
part is guilty of a misdemeanor and
fined not more than $5,000 in accord-
ance with 5 U.S.C. 552a(i)(2).
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§ 10.85 Wrongfully obtaining records.
Any person who knowingly and will-

fully requests or obtains any record
concerning an individual from the De-
partment under false pretenses is
guilty of a misdemeanor and fined not
more than $5,000 in accordance with 5
U.S.C. 552a(i)(3).

APPENDIX A TO PART 10—EXEMPTIONS

Part I. General Exemptions

Those portions of the following systems of
records that consist of (a) Information com-
piled for the purpose of identifying individ-
ual criminal offenders and alleged offenders
and consisting only of identifying data and
notations of arrests, the nature and disposi-
tion of criminal charges, sentencing, con-
finement, release, and parole and probation
status; (b) information compiled for the pur-
pose of a criminal investigation, including
reports of informants and investigators, and
associated with an identifiable individual; or
(c) reports identifiable to an individual com-
piled at any stage of the process of enforce-
ment of the criminal laws from arrest or in-
dictment through release from supervision,
are exempt from all parts of 5 U.S.C. 552a ex-
cept subsections (b) (Conditions of disclo-
sure); (c) (1) and (2) (Accounting of certain
disclosures); (e)(4) (A) through (F) (Publica-
tion of existence and character of system);
(e)(6) (Ensure records are accurate, relevant,
timely, and complete before disclosure to
person other than an agency and other than
pursuant to a Freedom of Information Act
request), (7) (Restrict recordkeeping on First
Amendment rights), (9) (Rules of conduct),
(10) (Safeguards), and (11) (Routine use publi-
cation); and (i) (Criminal penalties):

A. The Investigative Records System
maintained by the Assistant Inspector Gen-
eral for Investigations, Office of the Inspec-
tor General, Office of the Secretary (DOT/
OST 100).

B. Police Warrant Files and Central Files
maintained by the Federal Aviation Admin-
istration (DOT/FAA 807).

C. Law Enforcement Information System,
maintained by the Office of Law Enforce-
ment and Defense Operations, U.S. Coast
Guard (DOT/CG 613).

D. Investigations and Security Investiga-
tive Case Systems, maintained by the Inves-
tigations and Security Division, U.S. Coast
Guard (DOT/CG 611).

E. The Investigative Records System main-
tained by the Federal Aviation Administra-
tion regarding criminal investigations con-
ducted by offices of Investigations and Secu-
rity at headquarters and FAA Regional and
Center Security Divisions (DOT/FAA 815).

F. Joint Maritime Intelligence Element
(JMIE) Support System, maintained by the

Operations Systems, Center, US Coast Guard
(DOT/CG 642).

These exemptions are justified for the fol-
lowing reasons:

1. From subsection (c)(3), because making
available to a record subject the accounting
of disclosures from records concerning him/
her would reveal investigative interest by
not only DOT but also the recipient agency,
thereby permitting the record subject to
take appropriate measures to impede the in-
vestigation, as by destroying evidence, in-
timidating potential witnesses, fleeing the
area to avoid the thrust of the investigation,
etc.

2. From subsections (d), (e)(4) (G) and (H),
(f), and (g), because granting an individual
access to investigative records, and granting
him/her rights to amend/contest that infor-
mation, interfere with the overall law en-
forcement process by revealing a pending
sensitive investigation, possibly identify a
confidential source, disclose information
that would constitute an unwarranted inva-
sion of another individual’s personal privacy,
reveal a sensitive investigative technique, or
constitute a potential danger to the health
or safety of law enforcement personnel.

3. From subsection (e)(1), because it is
often impossible to determine relevancy or
necessity of information in the early stages
of an investigation. The value of such infor-
mation is a question of judgement and tim-
ing: what appears relevant and necessary
when collected may ultimately be evaluated
and viewed as irrelevant and unnecessary to
an investigation. In addition, DOT may ob-
tain information concerning the violation of
laws other than those within the scope of its
jurisdiction. In the interest of effective law
enforcement, DOT should retain this infor-
mation because it may aid in establishing
patterns of unlawful activity and provide
leads for other law enforcement agencies.
Further, in obtaining evidence during an in-
vestigation, information may be provided to
DOT that relates to matters incidental to
the main purpose of the investigation but
that may be pertinent to the investigative
jurisdiction of another agency. Such infor-
mation cannot readily be identified.

4. From subsection (e)(2), because in a law
enforcement investigation it is usually coun-
terproductive to collect information to the
greatest extent practicable directly from the
subject of the information. It is not always
feasible to rely upon the subject of an inves-
tigation as a source for information that
may implicate him/her in illegal activities.
In addition, collecting information directly
from the subject could seriously compromise
an investigation by prematurely revealing
its nature and scope, or could provide the
subject with an opportunity to conceal
criminal activities, or intimidate potential
sources, in order to avoid apprehension.
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5. From subsection (e)(3), because provid-
ing such notice to the subject of an inves-
tigation, or to other individual sources,
could seriously compromise the investiga-
tion by prematurely revealing its nature and
scope, or could inhibit cooperation, permit
the subject to evade apprehension, or cause
interference with undercover activities.

Part II. Specific Exemptions

A. The following systems of records are ex-
empt from subsection (c)(3) (Accounting of
Certain Disclosures), (d) (Access to Records),
(e)(4) (G), (H), and (I) (Agency Require-
ments), and (f) (Agency Rules) of 5 U.S.C.
552a, to the extent that they contain inves-
tigatory material compiled for law enforce-
ment purposes in accordance with 5 U.S.C.
552a(k)(2):

1. Investigative Record System (DOT/FAA
815) maintained by the Federal Aviation Ad-
ministration at the Office of Civil Aviation
Security in Washington, DC; the FAA re-
gional Civil Aviation Security Divisions; the
Civil Aviation Security Division at the Mike
Monroney Aeronautical Center in Oklahoma
City, Oklahoma; the FAA Civil Aviation Se-
curity Staff at the FAA Technical Center in
Atlantic City, New Jersey; and the various
Federal Records Centers located throughout
the country.

2. FHWA Investigations Case File System,
maintained by the Office of Program Review
and Investigations, Federal Highway Admin-
istration (DOT/FHWA 214).

3. FHWA Motor Carrier Safety Proposed
Civil and Criminal Enforcement Cases, main-
tained by the Bureau of Motor Carrier Safe-
ty, Federal Highway Administration (DOT/
FHWA 204).

4. Recreational Boating and Law Enforce-
ment Cases (DOT/CG 505), maintained by the
Office of Boating Safety, U.S. Coast Guard.

5. Port Safety Reporting System—Individ-
ual Violation Histories (DOT/CG 561), main-
tained by the Office of Marine Environment
and Systems, U.S. Coast Guard.

6. Merchant Vessel Casualty Reporting
System (DOT/CG 590), maintained by the Of-
fice of Merchant Marine Safety, U.S. Coast
Guard.

7. U.S. Merchant Seaman’s Records (DOT/
CG 589), maintained by the Office of Mer-
chant Marine Safety, U.S. Coast Guard.

8. Intelligence and Security Investigative
Case Systems (DOT/CG 611), maintained by
the Office of Operations, U.S. Coast Guard.

9. Port Security Case System (DOT/CG
612), maintained by the Office of Operations,
U.S. Coast Guard.

10. DOT/NHTSA Investigations of Alleged
Misconduct or Conflict of Interest, main-
tained by the Associate Administrator for
Administration, National Highway Traffic
Safety Administration (DOT/NHTSA 458).

11. Investigations of Violations of Marine
Safety Laws (DOT/CG 587), maintained by

the Office of Merchant Marine Safety, U.S.
Coast Guard.

12. Civil Aviation Security System (DOT/
FAA 813), maintained by the Office of Civil
Aviation Security Policy and Planning, Fed-
eral Aviation Administration.

13. Law Enforcement Information System,
maintained by the Office of Law Enforce-
ment and Defense Operations, U.S. Coast
Guard (DOT/CG 613).

14. Joint Maritime Intelligence Element
(JMIE) Support System, maintained by the
Operations Systems, Center, US Coast Guard
(DOT/CG 642).

These exemptions are justified for the fol-
lowing reasons:

1. From subsection (c)(3), because making
available to a record subject the accounting
of disclosures from records concerning him/
her would reveal investigative interest by
not only DOT but also the recipient agency,
thereby permitting the record subject to
take appropriate measures to impede the in-
vestigation, as by destroying evidence, in-
timidating potential witnesses, fleeing the
area to avoid the thrust of the investigation,
etc.

2. From subsections (d), (e)(4) (G) and (H),
(f), and (g), because granting an individual
access to investigative records, and granting
him/her rights to amend/disagree with that
information, interfere with the overall law
enforcement process by revealing a pending
sensitive investigation, possibly identify a
confidential source, disclose information
that would constitute an unwarranted inva-
sion of another individual’s personal privacy,
reveal a sensitive investigative technique, or
constitute a potential danger to the health
or safety of law enforcement personnel.

B. The following systems of records are ex-
empt from subsections (c)(3) (Accounting of
Certain Disclosures) and (d) (Access to
Records) of 5 U.S.C. 552a, in accordance with
5 U.S.C. 552a(k)(2):

1. General Air Transportation Records on
Individuals, maintained by various offices in
the Federal Aviation Administration (DOT/
FAA 847).

2. Investigative Records System, main-
tained by the Assistant Inspector General for
Investigations in the Office of the Inspector
General (DOT/OST 100).

These exemptions are justified for the fol-
lowing reasons:

1. From subsection (c)(3), because making
available to a record subject the accounting
of disclosures from records concerning him/
her would reveal investigative interest by
not only DOT but also the recipient agency,
thereby permitting the record subject to
take appropriate measures to impede the in-
vestigation, as by destroying evidence, in-
timidating potential witnesses, fleeing the
area to avoid the thrust of the investigation,
etc.
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2. From subsection (d), because granting an
individual access to investigative records
could interfere with the overall law enforce-
ment process by revealing a pending sen-
sitive investigation, possibly identify a con-
fidential source, disclose information that
would constitute an unwarranted invasion of
another individual’s personal privacy, reveal
a sensitive investigative technique, or con-
stitute a potential danger to the health or
safety of law enforcement personnel.

C. The system of records known as the
Alaska Railroad Examination of Operating
Personnel, maintained by the Alaska Rail-
road, Federal Railroad Administration (DOT/
FRA 100), is exempt from the provisions of
subsection (d) of 5 U.S.C. 552a. The release of
these records would compromise their value
as impartial measurement standards for ap-
pointment and promotion within the Federal
Service.

D. Those portions of the following systems
of records consisting of investigatory mate-
rial compiled for the purpose of determining
suitability, eligibility, or qualifications for
Federal civilian employment, military serv-
ice, or access to classified information or
used to determine potential for promotion in
the armed services, are exempt from sections
(c)(3) (Accounting of Certain Disclosures), (d)
(Access to Records), (e)(4) (G), (H), and (I)
(Agency Requirements), and (f) (Agency
Rules) of 5 U.S.C. 552a to the extent that dis-
closure of such material would reveal the
identity of a source who provided informa-
tion to the Government under an express or,
prior to September 27, 1975, an implied prom-
ise of confidentiality (5 U.S.C. 552a(k) (5) and
(7)):

1. Investigative Records System, main-
tained by the Assistant Inspector General for
Investigations in the Office of the Inspector
General (DOT/OST 100).

2. Intelligence and Security Investigative
Case System (DOT/CG 611), maintained by
the Office of Operations, U.S. Coast Guard.

3. Officer Selection and Appointment Sys-
tem (DOT/CG 625), maintained by the Office
of Personnel, U.S. Coast Guard.

4. Official Officer Service Records (DOT/CG
626), maintained by the Office of Personnel,
U.S. Coast Guard.

5. Enlisted Recruiting Selection Record
System maintained by the Office of Person-
nel, U.S. Coast Guard.

6. Officer, Enlisted, and Recruiting Selec-
tion Test Files (DOT/CG 628), maintained by
the Office of Personnel, U.S. Coast Guard.

7. Enlisted Personnel Record System,
(DOT/CG 629), maintained by the Office of
Personnel, U.S. Coast Guard.

8. Coast Guard Personnel Security Pro-
gram (DOT/CG 633), maintained by the Office
of Personnel, U.S. Coast Guard.

9. Official Coast Guard Reserve Service
Record System (DOT/CG 676), maintained by
the Office of Reserve, U.S. Coast Guard.

10. Investigative Record System, main-
tained by the Federal Aviation Administra-
tion at FAA Regional and Center Air Trans-
portation Security Divisions; the Investiga-
tions and Security Division, Aeronautical
Center; and Office of Investigations and Se-
curity, Headquarters, Washington, D.C.
(DOT/FAA 815).

11. Military Training and Education Rec-
ords (DOT/CG 622), maintained by the Office
of Personnel, U.S. Coast Guard.

12. Files pursuant to suitability for em-
ployment with National Highway Traffic
Safety Administration (DOT/NHTSA–457)
containing confidential investigatory re-
ports.

The purpose of these exemptions is to pre-
vent disclosure of the identities of sources
who provide information to the government
concerning the suitability, eligibility, or
qualifications of individuals for Federal ci-
vilian employment, contracts, access to clas-
sified information, or appointment or pro-
motion in the armed services, and who are
expressly or, prior to September 27, 1975, im-
plied promised confidentiality (5 U.S.C.
552a(k) (5) and (7)).

E. Those portions of the following systems
of records consisting of testing or examina-
tion material used solely to determine indi-
vidual qualifications for appointment or pro-
motion in the Federal Service are exempt
from subsections (c)(3) (Accounting of Cer-
tain Disclosures), (d) (Access to Records),
(e)(4) (G), (H) and (I) (Agency Requirements),
and (f) (Agency Rules) of 5 U.S.C. 552a:

1. Officer, Enlisted and Recruiting Selec-
tion Test Files (DOT/CG 628), maintained by
the Office of Personnel, U.S. Coast Guard.

2. Official Coast Guard Reserve Service
Record System (DOT/CG 676), maintained by
the Office of Reserve, U.S. Coast Guard.

3. Military Training and Education Rec-
ords (DOT/CG 622), maintained by the Office
of Personnel, U.S. Coast Guard.

4. Reference Files (DOT/NHTSA 457), main-
tained by the National Highway Traffic Safe-
ty Administration personnel offices to deter-
mine fitness for employment prior to hiring.

The purpose of these exemptions is to pre-
serve the value of these records as impartial
measurement standards for appointment and
promotion within the Federal service.

F. Those portions of the following systems
of records which consist of information prop-
erly classified in the interest of national de-
fense or foreign policy in accordance with 5
U.S.C. 552(b)(1) are exempt from sections
(c)(3) (Accounting of Certain Disclosures), (d)
(Access to Records), (e)(4) (G), (H) and (I)
(Agency Requirements), and (f) (Agency
Rules) of 5 U.S.C. 552a:

1. Investigative Record System maintained
by the Assistant Inspector General for Inves-
tigations in the Office of the Inspector Gen-
eral (DOT/OST 100).
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2. Personnel Security Records System,
maintained by the Office of Investigations
and Security, Office of the Secretary (DOT/
OST 016).

3. Civil Aviation Security System (DOT/
FAA 813), maintained by the Office of Civil
Aviation Security, Federal Aviation Admin-
istration.

4. Joint Maritime Intelligence Element
(JMIE) Support System, maintained by the
Operations Systems Center, US Coast Guard
(DOT/CG 642).

The purpose of these exemptions is to pre-
vent the disclosure of material authorized to
be kept secret in the interest of national de-
fense or foreign policy, in accordance with 5
U.S.C. 552(b)(1) and 552a(k)(1).

G. Those portions of the following systems
of records which consist of information prop-
erly classified in the interest of national de-
fense or foreign policy in accordance with 5
U.S.C. 552a(b)(1) are exempt from subsections
(c)(3) (Accounting of Certain Disclosures)
and (d) (Access to Records) of 5 U.S.C. 552a:

1. Investigative Record System (DOT/FAA
815) maintained by the Federal Aviation Ad-
ministration at the Office of Civil Aviation
Security in Washington, DC; the FAA re-
gional Civil Aviation Security Divisions; the
Civil Aviation Security Division at the Mike
Monroney Aeronautical Center in Oklahoma
City, Oklahoma; the FAA Civil Aviation Se-
curity Staff at the FAA Technical Center in
Atlantic City, New Jersey; and the various
Federal Records Centers located throughout
the country.

The purpose of these exemptions is to pre-
vent the disclosure of material authorized to
be kept secret in the interest of national de-
fense or foreign policy, in accordance with 5
U.S.C. 552(b)(1) and 552a(k)(1).

[45 FR 8993, Feb. 11, 1980, as amended at 58
FR 67697, Dec. 22, 1993; 59 FR 13662, Mar. 23,
1994; 60 FR 43983, Aug. 24, 1995]

APPENDIX B TO PART 10—OFFICE OF THE
SECRETARY

1. Introduction. This appendix, with respect
to the Office of the Secretary:

a. Describes the places and times at which
records are available for inspection and
copying;

b. Indicates the systems of records main-
tained in the Office of the Secretary;

c. Identifies the officials having authority
to deny requests for access to records;

d. Describes the procedures to be followed
in requesting correction of a record; and

e. Describes identification requirements
which may be in addition to those delineated
in § 10.35 of these regulations.

An individual requiring assistance, con-
cerning this appendix or systems maintained
in the Office of the Secretary, may contact
the Privacy Act Officer, or Privacy Act Coor-

dinator, Office of the Assistant Secretary for
Administration, M–20, 400 Seventh Street,
SW., Washington, DC 20590.

2. Availability for Inspection and Copying.
a. Records in systems maintained in the

Office of the Secretary (OST) are available
at 400 Seventh Street SW., Washington, DC,
except where otherwise noted:

(1) Records are maintained at 2100 Second
Street SW., Washington, DC, for the follow-
ing systems:

(a) DOT/OST 011 Discrimination Complaint
Investigative Files;

(b) DOT/OST 042 Technical Pipeline Safety
Standards Committee.

(2) DOT/OST 013 Employee Management
Files: Records for the employees at each lo-
cation are located as delineated in the sys-
tem notice.

(3) DOT/OST 015 Funds Management Rec-
ords: Central records are maintained at 400
Seventh Street SW., Washington, DC. Rec-
ords for the applicable region are maintained
in the office of each of the eleven Regional
Emergency Transportation Coordinators, as
delineated in the system notice.

(4) DOT/OST 022 National Defense Execu-
tive Reserve File: Complete records are
maintained at 400 Seventh Street SW., Wash-
ington, DC. Applicable records are main-
tained in a wide variety of field offices as de-
lineated in the system notice.

(5) DOT/OST 028 Personnel Convenience
Files: Employee records applicable to the
Complaints Division of the Office of Civil
Rights of the Office of the Secretary are lo-
cated at 2100 Second Street SW., Washing-
ton, DC. All other records are located at 400
Seventh Street SW., Washington, DC.

(6) DOT/OST 043 Telephone Directory and
Locator System: Records are stored on mag-
netic tape at 13 Massachusetts Avenue NW.,
Washington, DC. However, access is con-
trolled by the System Manager: Chief, Ac-
counting Operations Center, Room 2228, 400
Seventh Street SW., Washington, DC.

(7) DOT/OST 048 Transportation Research
Activities Information System: Records are
stored on magnetic tape at the Transpor-
tation Systems Center, Cambridge, Massa-
chusetts. Individuals desiring access to their
own personal data should contact the Sys-
tem Manager: Chief, Resources Management
Division, DPA–20, Department of Transpor-
tation, 400 Seventh Street SW., Washington,
DC.

(8) DOT/OST 049 Transportation Research
Information System: Records are maintained
on magnetic tape at the Battelle Labora-
tories, Columbus, Ohio. Individuals desiring
access to their own personal data should con-
tact the System Manager: Chief, Resources
Management Division, DPA–20, Department
of Transportation, 400 Seventh Street SW.,
Washington, DC.
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(9) DOT/OST 050 Executive Team Cadre
Listings: Records are maintained at 400 Sev-
enth Street SW., Washington, DC, and at the
offices of the Regional Emergency Transpor-
tation Coordinators, as delineated in the sys-
tem notice.

(10) Records are maintained at the Trans-
portation Systems Center, Kendall Square,
Cambridge, Massachusetts, for the following
systems:

(a) DOT/TSC 700 Automated Management
Information Systems;

(b) DOT/TSC 701 Employee Travel Records;
(c) DOT/TSC 702 Legal Counsel Information

Files;
(d) DOT/TSC 703 Occupational Safety and

Health Reporting System;
(e) DOT/TSC 704 Stand-by Personnel Infor-

mation;
(f) DOT/TSC 706 Automated Planning Sys-

tem;
(g) DOT/TSC 707 Automated Manpower Dis-

tribution System;
(h) DOT/TSC 708 Combined Federal Cam-

paign Information;
(i) DOT/TSC 709 Minority Information

Files;
(j) DOT/TSC 711 Blood Donor Information

File;
(k) DOT/TSC 712 Automated Payroll/Per-

sonnel/Communications/Security System;
(l) DOT/TSC 713 Employee Payroll-Man-

power Distribution System;
(m) DOT/TSC 714 Health Unit Employee

Medical Records;
(n) DOT/TSC 715 Bi-Weekly Personnel Sta-

tus Report.
b. Records are available for inspection and

copying at the applicable locations delin-
eated above between the hours of 9 a.m. and
5:30 p.m., except Saturdays, Sundays, and
holidays. Access to certain records may be
restricted in accordance with exemptions ap-
plied and noticed in accordance with sec-
tions 3 (j) and (k) of the Privacy Act of 1974.
Individuals desiring access to their own
records should follow the instructions con-
tained in the system notice published for
each system of records. Requests for access
shall be submitted to the System Manager
having responsibility for the system in
which the records are maintained, unless the
system notice describing the system pre-
scribes or permits submission to some other
official or officials.

3. Systems of Records. A compilation of no-
tices describing the systems of records main-
tained in the Department of Transportation
is published annually in the FEDERAL REG-
ISTER. The notices describing the systems
maintained in the Office of the Secretary are
published in a block within the overall com-
pilation and each is identified by a three-
digit number preceded by the acronym, OST;
e.g., OST 013 (except those maintained at the
Transportation Systems Center which uses
the acronym, TSC; e.g., TSC 701). The basic

compilation of system notices, for systems
subject to the Privacy Act of 1974, which are
maintained in the Office of the Secretary, is
published in the FEDERAL REGISTER annu-
ally.

4. Access to Records. Requests for access to
records are processed in accordance with the
rules provided in subpart D of these regula-
tions.

a. A request from an individual for access
to a record pertaining to such individual is
granted promptly unless:

(1) The record was compiled in reasonable
anticipation of a civil action or proceeding;
or

(2) The system of records is one which has
been exempted from the notification and ac-
cess provisions of the Privacy Act by rule-
making; or

(3) The record is not part of a system of
records required to be noticed in accordance
with the provisions of the Privacy Act and is
not otherwise required to be made available
by a law or regulation; or

(4) The System Manager or other cognizant
official determines that the particular cir-
cumstances justify denial of access; or

(5) The information requested is contained
in and is inseparable from another individ-
ual’s record.

b. When information sought from a system
of records in the Office of the Secretary in-
cludes information that has been furnished
by an operating element of the Department
or by another agency, as the case may be,
the Systems Manager or other cognizant of-
ficial consults the operating element or the
other agency, as the case may be, before
granting access. If referral of the request to
the operating element or the other agency,
as the case may be, will provide a more expe-
ditious decision with resulting probable ac-
cess, the request may be referred to the oper-
ating element or the other agency, as the
case may be, but the requester is notified of
the referral.

c. When a Systems Manager or other cog-
nizant official in the Office of the Secretary
determines that a request for access should
be denied, the request and the reason(s) for
the determination are referred to the Assist-
ant Secretary for Administration for deci-
sion. In the event of a decision to deny ac-
cess, the Office of the Assistant Secretary
for Administration notifies the requester in
writing in accordance with § 10.51 of these
regulations.

5. Requests To Correct or Alter Records. An
individual may request that a record per-
taining to such individual be amended to
correct any portion thereof which such indi-
vidual believes is not accurate, relevant,
timely, or complete.

a. A request to amend a record must:
(1) Be in writing and signed by the individ-

ual to whom the record pertains;
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(2) Be clearly marked ‘‘Request for Amend-
ment of Record’’;

(3) Contain a statement that the request is
being made under the provisions of the Pri-
vacy Act of 1974;

(4) Contain the name and address of the in-
dividual making the request;

(5) Specify the name and location of the
systems of records, as set forth in the system
notice, in which the record is maintained;

(6) Specify the title and business address of
the official designated in the ‘‘Contesting
Record Procedures’’ paragraph of the appli-
cable system notice;

(7) Specify the particular record in the sys-
tem which the individual is seeking to
amend;

(8) Clearly state the specific changes which
the individual wishes to make in the record
and a concise explanation of the reason for
the changes. If the individual wishes to cor-
rect or add any information, the request
shall contain specific language making the
desired correction or addition; and

(9) Be addressed to or delivered in person
to the office of the official designated in the
‘‘Contesting Records Procedures’’ paragraph
of the applicable system notice. A request
delivered to an office in person must be de-
livered during the regular office hours of
that office.

6. Personal Identification Requirements. Gen-
erally, the identification rules in paragraph
10.35 of these regulations apply to systems
maintained in the Office of the Secretary. In
addition, specific requirements for some sys-
tems are delineated below:

a. The notarized signature of the requester
is required for requests by mail for notifica-
tion and access to records in the following
systems:

(1) OST 001 General Employee Records Sys-
tem;

(2) OST 030 Personal Management Conven-
ience Files.

(NOTE: An individual’s social security num-
ber is an optional means of identification,
which may be supplied in lieu of notariza-
tion. Social security numbers are used on
these records as authorized under the provi-
sions of Executive Order 9397, dated Novem-
ber 22, 1943.)

b. The notarized signature of the requester
is required for requests by mail for notifica-
tion and access to records in the following
systems:

(1) OST 006 Confidential Statement of Em-
ployment and Financial Interests; and

(2) OST 037 Records of Confirmation Pro-
ceeding Requirements.

c. The number of the Federal Emergency
Assignee Identification Card (SF 138) issued
to the requester is required for requests by
mail for notification and access to records in
the following systems:

(1) OST 022 National Defense Executive Re-
serve File;

(2) OST 036 Planning Officials for Emer-
gency Functions and;

(3) OST 050 Executive Team Cadre Listings.
d. The name of the applicable advisory

committee is required for notification and
access to records in the following system:
OST 008 Departmental Advisory Committee
Files.

APPENDIX C TO PART 10—U.S. COAST
GUARD

1. Introduction. This appendix supplements
the procedures set forth for the Department
of Transportation in subparts A through I of
49 CFR part 10.

2. Availability for Inspection and Copying.
a. Individuals who wish the Coast Guard to

examine a system of records covered by this
part to determine whether any records in the
system contain information about them or
who wish to gain access to or receive copies
of records which contain information about
them, should address written requests either
to the appropriate system manager as listed
in the annual description of Coast Guard
record systems appearing in the FEDERAL
REGISTER or to: Commandant (G–CMA), U.S.
Coast Guard Headquarters, 400 Seventh
Street SW., Washington, DC 20590. Requests
may also be delivered in person to the above
address between 7:30 a.m. and 4 p.m. (Monday
through Friday, excluding holidays).

b. The Coast Guard acknowledges requests
for notification of the existence of a record
within ten working days (excluding Satur-
days, Sundays and holidays) after receipt of
a completed request. The Coast Guard makes
every effort within 30 days of the receipt of
a request for access to a record to:

(1) Make the record available;
(2) Notify the requester of the need for ad-

ditional information; or
(3) Notify the requester of any denial, ei-

ther in whole or in part, of access to a
record. Para. 3 of this appendix sets forth the
addresses of Coast Guard district offices and
headquarters units where records in decen-
tralized systems may be located.

3. Systems of Records. The annual notice of
systems of records required by 5 U.S.C.
552a(e)(4) with respect to records maintained
by the Coast Guard is set forth in the FED-
ERAL REGISTER. Assistance may be requested
in exercising his or her rights by an individ-
ual addressing the Privacy Act Coordinator
at one of the following U.S. Coast Guard of-
fices nearest his residence:

a. Commander, 1st Coast Guard District,
150 Causeway Street, Boston, MA 02114.

b. Commander, 2nd Coast Guard District,
Federal Building, 1520 Market Street, St.
Louis, MO 63013.

c. Commander, 3rd Coast Guard District,
Governors Island, New York, NY 10004.
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d. Commander, 5th Coast Guard District,
Federal Building, 431 Crawford Street, Ports-
mouth, VA 23705.

e. Commander, 7th Coast Guard District,
Federal Building, 51 S.W. 1st Avenue, Miami,
FL 33130.

f. Commander, 8th Coast Guard District,
Customhouse, New Orleans, LA 70130.

g. Commander, 9th Coast Guard District,
1240 East 9th Street, Cleveland, OH 44199.

h. Commander, 11th Coast Guard District,
Heartwell Building, 19 Pine Avenue, Long
Beach, CA 90802.

i. Commander, 12th Coast Guard District,
630 Sansome Street, San Francisco, CA 94126.

j. Commander, 13th Coast Guard District,
Federal Building, 915 Second Avenue, Se-
attle, WA 98174.

k. Commander, 14th Coast Guard District,
P.O. Box 48, FPO San Francisco 96610.

l. Commander, 17th Coast Guard District,
FPO Seattle 98771.

m. Superintendent, U.S. Coast Guard Acad-
emy, New London, CT 06320.

n. Commanding Officer, U.S. Coast Guard
Yard, Curtis Bay, Baltimore, MD 21225.

o. Commanding Officer, U.S. Coast Guard
Training Center, Governors Island, New
York, NY 10004.

p. Commanding Officer, U.S. Coast Guard
Training Center, Cape May, NJ 08204.

q. Commanding Officer, U.S. Coast Guard
Training Center, Government Island, Ala-
meda, CA 94501.

r. Commanding Officer, U.S. Coast Guard
Supply Center, 830 3rd Avenue, Brooklyn, NY
11232.

s. Commanding Officer, U.S. Coast Guard
Institute, P.O. Substation 18, Oklahoma
City, OK 73169.

t. Commanding Officer, U.S. Coast Guard
Aircraft Repair & Supply Center, Elizabeth
City, NC 27909.

u. Commanding Officer, U.S. Coast Guard
Aviation Training Center, Mobile, AL 36608.

v. Commanding Officer, U.S. Coast Guard
Radio Station (NMH), 7223 Telegraph Road,
Alexandria, VA 22310.

w. Commanding Officer, U.S. Coast Guard
Reserve Training Center, Yorktown, VA
23490.

x. Officer in Charge, Record Depot, U.S.
Coast Guard Air Station, Elizabeth City, NC
27909.

y. Commander, Coast Guard Activities, Eu-
rope, London, Box 50, FPO New York 09510.

z. Commanding Officer, U.S. Coast Guard
Training Center, Petaluma, CA 94952.

aa. Commander, U.S. Coast Guard Air
Base, Elizabeth City, NC 27909.

bb. Commanding Officer, U.S. Coast Guard
Electronics, Engineering Center, Wildwood,
NJ 08260.

cc. Commanding Officer, Research & Devel-
opment Center, Avery Point, Groton, CT
06340.

dd. Commanding Officer, U.S. Coast Guard
Oceanographic Unit, Building 159E, Navy
Yard Annex, Washington, DC 20590.

4. Access to Records.
a. The Coast Guard honors only those re-

quests for notification, access, or amend-
ment made by:

(1) The individual to whom the record per-
tains;

(2) The parent or guardian of a minor to
whom the record pertains;

(3) The legal guardian of a person to whom
the record pertains when that person has
been declared incompetent by reason of
physical or mental disability by a court hav-
ing jurisdiction of the matter; or
If made by a person other than the individ-
ual to whom the record pertains, the request
must specify the relationship of the re-
quester to that individual.

b. Written requests for information or
amendment must be signed by the requester.
Requests for access to records containing
sensitive or detailed personnel information
(including, but not limited to, earnings and
tax statements, employee payroll records,
employee grievance and appeal files, civilian,
officer, and enlisted personnel files, and
health and medical records (subject to the
conditions of 49 CFR 10.33 (b)) may be re-
quired to contain the following notarized
certification:

I, —————, do hereby certify that I am
the individual to whom the record in ques-
tion pertains.

(or)
I am the parent or guardian of the minor

to whom the record in question pertains.
(or)

I am the legal guardian of the individual
determined by a court to be incompetent to
whom the record in question pertains.
— ——————————————————————

(Notarization)

(Signature) —————————————————

(Date) ————————————————————

5. Requests to Correct or Alter Records. The
official responsible for administering a sys-
tem of records, in consultation as appro-
priate with the System Manager, Privacy
Act Coordinator, and Privacy Act Officer,
initially determines whether to grant re-
quests under 49 CFR 10.41 to amend records.
Requests must be made as provided in para-
graph 2a. of this appendix. Requests for
amendment must contain a complete de-
scription of the item sought to be changed
and documentation to substantiate the
grounds for the requested change. The Coast
Guard acknowledges the receipt of com-
pleted requests for amendment within ten
working days. As promptly as possible the
Coast Guard advises the requester whether
or not the change has been made, and in
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cases where a change has been made, trans-
mits a copy of the amended record to the re-
quester.

a. When a request for access to a record or
amendment of a record is denied, in whole or
in part, the manager of the system of records
involved notifies the requester in writing, of
the reasons for the denial and furnishes the
requester a statement of the name and posi-
tion or title of each person responsible for
the denial. The requester also is advised of
the right to file a written appeal of the ad-
verse decision within 180 days of receipt of
the initial denial. Appeals must be addressed
to: Commandant (G–CMA), U.S. Coast Guard
Headquarters, 400 Seventh Street, SW.,
Washington, DC 20590.

b. Within 30 working days of the receipt of
a written appeal, the Commandant or his
designee makes an independent review of the
record and decides whether or not to make
the requested disclosure or amendment. If
the appeal is granted, the Coast Guard
promptly notifies the requester of the deci-
sion in writing and transmits to the re-
quester a copy of the record or amended
record. If the appeal is denied, the Coast
Guard promptly notifies the requester, in
writing, of the reasons for the denial and fur-
nishes the requester a statement of the name
and position or title of each person respon-
sible for the denial. The Coast Guard also in-
forms the requester of the right to seek judi-
cial review of the adverse decision pursuant
to 5 U.S.C. 552a(g)(1).

c. In addition to appealing an adverse de-
termination of a request to amend a record,
the requester may file a concise ‘‘statement
of disagreement’’ setting forth the reasons
for disagreeing with the refusal of the Coast
Guard to amend the record. The notification
by the Coast Guard of the denial of an initial
request for amendment or the denial of an
administrative appeal for an amendment in-
forms the requester of the right to file a
statement of disagreement.

d. The Commandant of the Coast Guard, by
Commandant Instruction 5212.11 (26 Septem-
ber 1975), has redelegated to the Chief of
Staff the authority under 49 CFR part 10 to:

(1) Exempt systems of records from certain
provisions of the Privacy Act;

(2) Make final administrative determina-
tions not to disclose or amend a record; and

(3) Issue extensions of review time.
This authority may not be redelegated fur-

ther.
6. Personal Identification Requirements.
a. When an individual requests notifica-

tion, access, or amendment in person, he or
she must show identification such as a driv-
er’s license, military or employment identi-
fication card, credit card, or medicare card.
An individual requesting in person informa-
tion about or amendment to a ‘‘sensitive’’
record may be required to complete the nota-

rized certification set forth in paragraph 4.b
of this appendix.

b. The Coast Guard may require more spe-
cific information in order to establish the
identify of a requester. For example, the
Coast Guard may require that a legal guard-
ian or personal representative produce cer-
tified copies of court documents appointing
him to his position. The Coast Guard may
independently verify the identity of a re-
quester by telephone contact with the re-
quester, personal identification by Coast
Guard employees who may know the re-
quester, or any other lawful means consid-
ered appropriate under the circumstances.

c. An individual may be accompanied by a
person of the individual’s choosing while re-
viewing records to which he or she has been
granted access, provided that the individual
signs a statement authorizing the accom-
panying person to do so. An individual grant-
ed access to a record may be required to sign
and notarize a statement authorizing the
Coast Guard to release the record to a person
(e.g., his attorney) designated by the individ-
ual.

d. No request for information or amend-
ment is considered complete until all nec-
essary identification material has been pro-
vided. No copies of records are provided to
individuals until they pay appropriate fees
as set forth in 49 CFR subpart H.

APPENDIX D TO PART 10—FEDERAL
AVIATION ADMINISTRATION

1. Introduction. This appendix:
a. Describes the procedures for determin-

ing if an individual is the subject of a record
maintained by the Federal Aviation Admin-
istration;

b. Describes the availability of records and
prescribes requirements for identifying an
individual who requests a record pertaining
to him or her;

c. Prescribes procedures for granting ac-
cess to an individual upon that individual’s
request for the record pertaining to him or
her;

d. Prescribes procedures for reviewing a re-
quest from an individual concerning the
amendment of any record pertaining to him
or her;

e. Prescribes procedures for making a de-
termination on the request of an individual
for amendment of any record pertaining to
him or her; and

f. Prescribes procedures for an appeal with-
in the FAA of a determination not to grant
access to or amendment of records.

2. Availability for Inspection and Copying.
Records may be inspected at the FAA facil-
ity identified for the particular system of
records appearing in the systems notices
published in the FEDERAL REGISTER. These
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facilities are open to the public during regu-
lar business hours, except Saturdays, Sun-
days, and Federal holidays.

3. Systems of Records.
a. A list of FAA systems of records per-

taining to the Privacy Act indicating the ge-
ographic locations and the responsible sys-
tems managers has been published in the
FEDERAL REGISTER and appears as follows:

(1) September 19, 1977, on pages 47069–47088,
(2) August 28, 1978, on page 38511, and
(3) May 15, 1979, on pages 28439–28447.
b. Any individual who is unable to deter-

mine in which FAA-maintained system the
records pertaining to him or her may be
found may submit a written request for as-
sistance to the attention of the Privacy Act
Coordinator located at the region or center
nearest to his residence. The addresses for
the regional and center facilities of the FAA
are listed below:

(1) FAA Headquarters, 800 Independence
Avenue SW., Washington, DC 20591;

(2) Alaskan Region, 632 Sixth Avenue, An-
chorage, Alaska 99501;

(3) Central Region, 601 East 12th Street,
Kansas City, MO 64106;

(4) Southern Region, 3400 Norman Berry
Drive, East Point, Georgia 30344 (Mail Ad-
dress: P.O. Box 20636, Atlanta, Georgia 30320);

(5) Southwest Region, 4400 Blue Mound
Road, Fort Worth, Texas 76193–0000;

(6) Western-Pacific Region, 15000 Aviation
Boulevard, Hawthorne, California (Mail Ad-
dress: P.O. Box 92007, World Postal Center,
Los Angeles, California 90009);

(7) Eastern Region, JFK International Air-
port, Fitzgerald Federal Building, Jamaica,
New York 11430;

(8) Mike Monroney Aeronautical Center,
6500 South MacArthur (Mail Address: P.O.
Box 25082), Oklahoma City, Oklahoma 73125;

(9) Technical Center, Atlantic City Inter-
national Airport, New Jersey 08405;

(10) New England Region, 12 New England
Executive Park, Burlington, Massachusetts
01803;

(11) Great Lakes Region, O’Hare Lake Of-
fice Center, 2300 East Devon Avenue, Des
Plaines, Illinois 60018; and

(12) Northwest Mountain Region, 1601 Lind
Avenue, SW, Renton, Washington 98055–4056.

4. Access to Records.
a. Any individual desiring to inspect a

record or obtain a copy of a record pertain-
ing to him or her must present a written re-
quest in accordance with the provisions of
this section. An individual making a request
under this section may either appear in per-
son or submit a request by mail to the ad-
dress and attention of the system manager
as it appears in the list of systems of records
published in the FEDERAL REGISTER. The in-
dividual must first determine in which sys-
tem of records he or she believes the particu-
lar records pertaining to him or her are
maintained by examining the categories of

records and routine uses in the list of the
systems of records published in the FEDERAL
REGISTER and available at the addresses set
forth in paragraph 3.b of this appendix.

b. The individual must include in the re-
quest the information necessary to identify
the specific system of records as it appears
in the list of the systems of records of the
FAA published in the FEDERAL REGISTER.

c. Upon request by any individual to gain
access to an FAA record that contains infor-
mation pertaining to him or her, the FAA of-
ficial responsible for the record informs the
individual whether the requested record is
exempt under subpart G of this part.

d. An individual making a request under
this section is permitted to inspect and have
a copy made of any record pertaining to him
or her in a form comprehensible to him or
her, if:

(1) He or she has given identification in ac-
cordance with section 6 of this appendix;

(2) The record is not exempt under subpart
G of this part; and

(3) The record was not compiled in reason-
able anticipation of a civil action or proceed-
ing. For medical records see § 10.35(d).

e. Notwithstanding paragraph d of this sec-
tion, if an individual requesting a record per-
taining to him or her is accompanied by a
person of his or her own choosing to review
the record, the individual making the re-
quest must submit a signed statement au-
thorizing the discussion of the record in the
presence of the accompanying person.

f. Each request for a record determined to
be releasable under paragraph d of this sec-
tion is complied with within ten days, ex-
cluding Saturdays, Sundays, and Federal
holidays. If additional time is necessary to
make the requested record comprehensible
to the individual requesting it, the FAA offi-
cial responsible for the record notifies the
individual within ten days of the request of
the estimated time required to fill the re-
quest.

g. Any individual whose request for access
to a record pertaining to him or her is denied
may file a written appeal to the Adminis-
trator, Federal Aviation Administration, 800
Independence Avenue SW., Washington, DC
20591. Appeals submitted under this section
must comply with the requirements of § 10.51
of this part.

5. Requests to Correct or Alter Records.
a. Any individual may request an amend-

ment of any record pertaining to him or her
maintained by the FAA in a system of rec-
ords, by submitting the request in writing to
the attention of the FAA official responsible
for the record at the address appearing in the
list of systems of records published in the
FEDERAL REGISTER.

b. Each request for an amendment of a
record must be accompanied by a written ex-
planation as to why the individual believes
the present record is not accurate, timely,
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relevant, or complete. The individul making
the request may submit any documentation
he or she wishes in support of his request.

c. Upon receipt of a request for an amend-
ment of a record, the FAA official respon-
sible for the record reviews the record and
supporting documentation and determines if
there is a sufficient basis upon which to
make a decision to make the requested
amendment. In any case, the request must be
acknowledged within 10 days.

d. If the FAA official responsible for the
record determines under paragraph c of this
section that additional information is nec-
essary before a decision can be made as to
whether to make the requested amendment,
the official notifies the individual making
the request to amend specifying what addi-
tional information is necessary.

e. If the FAA official responsible for the
record determines that the requested amend-
ment should be made, the official amends
the record, notifies the individual making
the request, and sends to that individual a
copy of the corrected record, as well as to
other persons or agencies to whom the
record may have been disclosed (See 49 CFR
10.23(d)).

f. If the FAA official responsible for the
record determines that the requested amend-
ment should be denied, the official forwards
to his supervisor the request for amendment
with all supporting documentation and rea-
sons for the denial.

g. If the supervisor determines that the re-
quested amendment should be made, the su-
pervisor follows the procedures in paragraph
e of this section.

h. If the supervisor determines that the re-
quested amendment should be denied, the su-
pervisor notifies the individual making the
request of the denial, the reasons therefor,
and informs the individual of the FAA proce-
dures for appealing the denial.

i. Any individual whose request for correc-
tion or alteration of a record pertaining to
him or her is denied may file a written ap-
peal to the Administrator, Federal Aviation
Administration, 800 Independence Avenue
SW., Washington, DC 20591. Appeals submit-
ted under this section must comply with the
requirements of § 10.51 of this part.

6. Personal Identification Requirements.
a. Each individual making a request under

this appendix for a record pertaining to him
or her must present appropriate identifica-
tion before the requested record is released.
Types of appropriate identification include:

(1) For requests made in person, a driver’s
license or employee identification card; and

(2) For requests made by mail, name
(printed or typed, and signature) and date of
birth, or the unique identifier used in the
system of records.

b. If an individual cannot provide appro-
priate identification as required in para-
graph 6.a of this appendix, or if the record re-

quested is particularly sensitive, the FAA of-
ficial responsible for the record may require
the individual to sign a statement certifying
his or her identity and understanding that
knowingly and willfully to request or obtain
any record concerning an individual from the
FAA under false pretenses is a misdemeanor
punishable by a fine of up to $5,000 as pro-
vided in 5 U.S.C. 552a(i)(3).

[45 FR 8993, Feb. 11, 1980, as amended at 58
FR 67697, Dec. 22, 1993]

APPENDIX E TO PART 10—FEDERAL
HIGHWAY ADMINISTRATION

1. Introduction. This appendix, with respect
to the Federal Highway Administration
(FHWA);

a. Describes the places and times at which
records are available for inspection and
copying;

b. Indicates the systems of records main-
tained in the FHWA;

c. Identifies the officials having authority
to deny requests for access to records;

d. Describes the procedures to be followed
in requesting correction of a record; and

e. Describes identification requirements
which may be in addition to those delineated
in paragraph 10.35 of these regulations.

2. Availability for Inspection and Copy.
Places and times at which records are avail-
able for inspection and copying, and the sys-
tem of records and systems managers having
authority at each place.

a. Headquarters: The Federal Highway Ad-
ministration, 400 7th Street SW., Washing-
ton, DC 20590. Time: 7:45 a.m.—4:15 p.m.

Systems of Records and Responsible Systems
Managers:

1. Accounts Receivable DOT/FHWA-Chief
General Ledger and Funds Control Section.

2. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Occupational Safety Engineer.

3. Driver Waiver File (BMCS) DOT/FHWA—
Chief, Driver Requirements Branch.

4. Employee Utilization Monthly Report
DOT/FHWA—Chief, Data Systems Division.

5. Investigation Case File DOT/FHWA—
Chief, Investigations and Special Inquiry Di-
vision.

6. Medal of Honor File DOT/FHWA—Chief,
Compliance Division.

7. Memorandum of Monthly Performance
of Key Punch Operators DOT/FHWA—Chief,
TCC Operation (Groups A and B).

8. Motor Carrier Accident File (BMCS)
Property and Passenger—Chief, Accident
Analysis Branch.

9. Occupational Safety and Health Acci-
dent Reporting System DOT/FHWA—Occupa-
tional Safety Engineer.

10. Payroll Administration DOT/FHWA—
Chief, Payroll and Employee Records Sec-
tion.
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11. Personnel Records—(CSC Government-
wide) DOT/FHWA—Chief, Personnel Pro-
grams Division.

12. Travel Advance File DOT/FHWA—Chief,
Voucher Review and Disbursement Section.

13. Travel Order (Change of Duty Station)
DOT/FHWA—Chief, Voucher Review and Dis-
bursement Section.

14. University and Industry Programs Cod-
ing and Filing Systems DOT/FHWA—Admin-
istrative Assistant—National Highway Insti-
tute.

15. Panel for Santa Monica Demonstration
Project DOT/FHWA—Chief, Urban Planning
Division.

b. Regional Offices: Region 1—Federal High-
way Administration, Leo W. O’Brien Federal
Building, Albany, New York 12207. Time: 8:00
a.m.–4:30 p.m.

Systems of Records and Responsible System
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License)— DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases DOT/FHWA—
Regional Counsel.

3. Travel Advance File— DOT/FHWA Exec-
utive Officer, Region 3—Federal Highway Ad-
ministration, George H. Fallon Federal Of-
fice Building, 31 Hopkins Plaza, Baltimore,
Maryland 21201. Time: 8:00 a.m.–4:30 p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases— DOT/FHWA—
Regional Counsel.

3. Travel Advance File—DOT/FHWA—Exec-
utive Officer, Region 4—Federal Highway Ad-
ministration, 1720 Peachtree Road, NW., At-
lanta, Georgia 30309. Time: 7:45 a.m.–4:15 p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases—DOT/FHWA—
Regional Counsel.

3. Travel Advance File—DOT/FHWA Execu-
tive Officer, Region 5—Federal Highway Ad-
ministration, 18209 Dixie Highway,
Homewood, Illinois 60430. Time: 7:30 a.m.–4:00
p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases—DOT/FHWA—
Regional Counsel.

3. Travel Advance File—DOT/FHWA—Exec-
utive Officer, Region 6—Federal Highway Ad-
ministration, 819 Taylor Street, Fort Worth,
Texas 76102. Time: 8:00 a.m.–4:30 p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases—DOT/FHWA—
Regional Counsel.

3. Travel Advance File—DOT/FHWA—Exec-
utive Officer, Region 7—Federal Highway Ad-
ministration, 6301 Rockhill Road, Kansas
City, Missouri 64131. Time: 7:45 a.m.–4:15 p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases—DOT/FHWA—
Regional Counsel.

3. Travel Advance File—DOT/FHWA—Exec-
utive Officer, Region 8—Federal Highway Ad-
ministration, P.O. Box 25246, Denver Federal
Building Center, Denver, Colorado 80225.
Time: 7:45 a.m.–4:15 p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases—DOT/FHWA—
Regional Counsel.

3. Payroll Administration DOT/FHWA—Ap-
propriate Finance Officer.

4. Travel Advance File—DOT/FHWA—Exec-
utive Officer, Region 9—Federal Highway Ad-
ministration, 2 Embarcadero Center, P.O.
Box 7616, San Francisco, California 94120.
Time: 7:45 a.m.–4:15 p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License)—DOT/FHWA—
Executive Officer.

2. Motor Carrier Safety Proposed Civil and
Criminal Enforcement Cases—DOT/FHWA—
Regional Counsel.

3. Travel Advance File DOT/FHWA—Execu-
tive Officer, Region 10—Federal Highway Ad-
ministration, 222 SW. Morrison Street, Port-
land, Oregon 97204. Time: 8:00 a.m.–4:45 p.m.

Systems of Records and Responsible Systems
Managers:

1. Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
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Government Drivers License)—DOT/FHWA—
Executive Officer.

2. Travel Advance File—DOT/FHWA—Exec-
utive Officer, Region 15—Federal Highway
Administration, 1000 North Glebe Road, Ar-
lington, Virginia 22201. Time: 7:45 a.m.–4:15
p.m.

Systems of Records and Responsible Systems
Managers:

Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Executive Officer.

c. Division Offices (For location and hours
of duty see 49 CFR part 7).

Systems of Records and Responsible Systems
Managers:

Applications for U.S. Government Motor
Vehicle Operator’s Identification Card (U.S.
Government Drivers License) DOT/FHWA—
Administrative Managers.

3. Access to Records:
a. Each individual desiring to determine

whether a record pertaining to him or her is
contained in a system of records, or desiring
access to such record, or to obtain a copy of
such record, shall make request to the appro-
priate System Manager. In appropriate cir-
cumstances, oral requests are acted upon.
Each request must specify the name of the
requesting individual and the system of rec-
ords in which the subject record is located or
thought to be located.

4. Requests to Correct or Alter Records:
a. The FHWA allows individuals to request

amendment of their personal records to the
extent that such amendment does not vio-
late existing statutes, regulations, or admin-
istrative procedures. Requests to amend per-
sonnel records of active employees should be
addressed to the responsible system man-
agers specified in paragraph 2 above.

b. The System Managers provide written
acknowledgment of the receipt of a request
to amend a record to the individual within 10
days. However, if the request can be re-
viewed, processed and the individual notified
of compliance or denial within the 10-day
working period, no acknowledgment is re-
quired.

c. If the System Manager agrees with an
individual’s request to amend the person’s
record, the following steps are taken:

1. Correct the record accordingly,
2. Advise the individual in writing, and
3. If an accounting of disclosure has been

made, advise all previous recipients of the
record of the fact that the correction was
made and the substance of the correction.

d. If the System Manager disagrees with
all or any portion of the request to amend a
record, he or she:

1. Proceeds as described above with respect
to those portions of the record which will be
amended.

2. Advises the individual of the refusal and
the reason for not amending a record, indi-

cating the name and title or position of each
person responsible for the denial, and

3. Informs the individual of the right to ap-
peal the decision not to amend a record to:
Associate Administrator for Administration,
Federal Highway Administration, Washing-
ton, DC 20590.

e. If after this review the FHWA refuses to
amend the record on the individual re-
quested, the FHWA advises the individual:

1. Of the refusal and the reason for it,
2. Of the individual’s right to file a concise

statement of the reasons for disagreeing
with the decision of the FHWA,

3. The procedures for filing the statement
of disagreement,

4. That the statement which is filed will be
made available to anyone to whom the
record is subsequently disclosed, and

5. Of the individual’s right to seek judicial
review of the FHWA’s refusal to amend a
record.

f. The final FHWA determination on the
individual’s request is concluded within 30
days of the receipt of the appeal unless for
good cause shown, the Associate Adminis-
trator for Administration extends such pe-
riod. Such final administrative decision ad-
dresses all information and arguments relied
upon by the individual.

g. Each application for review by FHWA
must indicate that it is an appeal from a de-
nial of a request made under the Privacy
Act. The envelope in which the application is
sent should be marked prominently with the
words ‘‘Privacy Act’’.

If these requirements are not met, the
time limits described in § 10.43 do not begin
until the application has been identified by
an employee of the FHWA as an application
under the Privacy Act and has been received
by the appropriate office.

h. The Associate Administrator for Admin-
istration may require the person making a
request to furnish additional information, or
proof of factual allegations, and may order
other appropriate proceedings. His or her de-
cision as to the availability of a record or
whether to amend a record is administra-
tively final subject to the concurrence of the
DOT General Counsel or his or her delegate.
However, requests for review of denials of in-
formation contained in Government-wide
systems of personnel records, which includes
the FHWA Personnel Records System, are
handled by the Civil Service Commission in
accordance with 5 CFR 294.108 and 5 CFR
297.108.

i. If the Associate Administrator for Ad-
ministration also refuses to grant access or
to correct the individual’s record, he or she
advises the individual of:

1. The reason(s) for the refusal and the
names, and titles or positions of each person
responsible for the denial;

2. The individual’s right to file a statement
of disagreement; that the statement will be
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made available to anyone to whom the
record is subsequently disclosed, and to prior
recipients of the record (see § 10.23(d)), and

3. The right to bring suit in the District
Court of the United States in the district in
which the individual resides, the district in
which his principal place of business is lo-
cated, the district in which the record(s) is
located, or the District of Columbia.

5. Personal Identification Requirements:
a. When a record is applied for in person,

the person so applying must, unless person-
ally known to the custodian of the records,
furnish adequate identification. Such identi-
fication may consist of an employee identi-
fication card, Medicare Card, driver’s li-
cense, or a similar document.

b. When a record is applied for by mail, suf-
ficient information to identify the individual
must be furnished, and a notarized state-
ment as to the identity of the requester may
be required in some instances when the
record involved contains particularly sen-
sitive information in the judgment of the
systems manager.

APPENDIX F TO PART 10—FEDERAL
RAILROAD ADMINISTRATION

1. Introduction. This appendix, with respect
to the Federal Railroad Administration
(FRA):

a. Describes the places and times at which
records are available for inspection and
copying;

b. Indicates the systems of records main-
tained in the Federal Railroad Administra-
tion;

c. Identifies the officials having authority
to deny requests for access to records;

d. Describes the procedures to be followed
in requesting correction of a record; and

e. Describes identification requirements
which may be in addition to those delineated
in § 10.35 of these regulations.

2. Availability for Inspection and Copying.
Places and times at which records are avail-
able for inspection and copying and the sys-
tems of records and systems managers hav-
ing authority to deny requests for disclosure
at each facility.

a. Records in systems maintained in the
Federal Railroad Administration are avail-
able at the Alaska Railroad, Anchorage,
Alaska 99510, 9:00 a.m.–4:00 p.m.

Systems of Records and Responsible Systems
Managers:

1. Alaska Railroad Examination of Operat-
ing Personnel; DOT/FRA Operations Officer
(System Manager).

2. Alaska Railroad Personnel and Pay Man-
agement Information System; DOT/FRA—
General Manager (System Manager).

3. Alaska Railroad Security and Freight
Claims Investigatory Files; DOT/FRA—Chief,
Security and Claims Office (Systems Man-
ager).

b. Places: The Alaska Railroad, Anchorage,
Alaska 99510. Hours: 9:00 a.m.–4:00 p.m.

Systems of Records and Responsible Systems
Managers:

1. Application for (Vehicle) Operator’s
Identification Card; DOT/FRA—Director, Of-
fice of Administrative Operations (System
Manager).

2. Confidential Statement of Employment
and Financial Interest; DOT/FRA—Chief
Counsel, Office of the Chief Counsel (System
Manager).

3. Employee Travel Records; DOT/FRA—
Accounting Officer, Accounting Division
(System Manager).

4. Occupational Safety and Health Report-
ing System; DOT/FRA—FRA Safety Man-
ager, Office of Administrative Operations
(System Manager).

5. Office of Safety Past Employees Files;
DOT/FRA—Deputy Associate Administrator
for Safety (System Manager).

6. Personnel and Pay Management Infor-
mation Systems; DOT/FRA—Director, Office
of Personnel and Training (System Man-
ager).

7. Travel Advance Records; DOT/FRA—Di-
rector, Office of Administrative Operations
(System Manager).

8. Work Measurement System; DOT/FRA—
Director, Office of Management Systems.

c. Places: Regional Offices as follows:
Region 2, Federal Railroad Administration,

Philadelphia, Pa. 19106.
Region 3, Federal Railroad Administration,

College Park, Ga. 30337.
Region 4, Federal Railroad Administration,

Chicago, Illinois 60605.
Region 5, Federal Railroad Administration,

Ft. Worth, Texas 76102.
Region 6, Federal Railroad Administration,

Portland, Oregon 97204.
Region 7, Federal Railroad Administration,

San Francisco, California 94102.
Region 8, Federal Railroad Administration,

Kansas City, Missouri 64106
Hours: 9:00 a.m.–4:00 p.m.
Systems of Records and Responsible Systems

Managers at each Region:
Regional Personnel Convenience Files;

DOT/FRA—Regional Directors (Systems
Manager)

d. Place: Transportation Test Center (TTC)
Pueblo, Colorado 81001. Hours: 9:00 a.m.–4:00
p.m.

System of Records and Responsible System
Manager:

Transportation Test Center Employee
Service Record File—Director, TTC (System
Manager)

Transportation Test Center Cost Tracking
System—Director TTC (System Manager)

3. Access to Records.
a. Each individual desiring to determine

whether a record pertaining to him or her is
contained in a system of records or to obtain
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a copy of such a record, shall make his re-
quest in writing to the appropriate official
listed as responsible system manager in this
appendix. Each request shall specify the
name of the requesting individual and the
system of records in which the subject record
is located or thought to be located.

b. FRA allows individuals to request
amendment of their personal records to the
extent that such amendment does not vio-
late existing statutes, regulations, or admin-
istrative procedures. Requests to amend per-
sonal records of active employees should be
addressed to the responsible system man-
agers specified in 2.3A–D.

c. The system managers provide written
acknowledgment of the receipt of a request
to amend a record to the individual within
ten days. However, if the request can be re-
viewed, processed and the individual notified
of compliance or denial within the ten-day
working period, no acknowledgment is re-
quired.

d. If FRA agrees with an individual’s re-
quest to amend the person’s record, the fol-
lowing steps are taken:

1. Advises the individual in writing;
2. Corrects the record accordingly; and
3. If a prior disclosure has been made, ad-

vises all previous recipients of the record of
the correction and its substance.

e. If FRA, after an initial review by the
system manager of a request to amend a per-
sonal record, disagrees with all or any por-
tion of it, FRA:

1. Advises the individual of refusal and the
reasons for it;

2. Informs the individual of procedures to
request a further review;

f. If an individual disagrees with the initial
determination, the individual may file a re-
quest for a further review of that determina-
tion. The request for a review should be ad-
dressed to:

Attn: Privacy Act of 1974, Office of the
Chief Counsel, Federal Railroad Administra-
tion, Washington, DC 20590.

g. If after this review FRA refuses to
amend the record as the individual re-
quested, FRA advises the individual:

1. Of refusal and the reasons for it;
2. Of the individual’s right to file a concise

statement of the reasons for disagreeing
with the decision of the Administration;

3. The procedures for filing the statement
of disagreement;

4. That the statement which is filed will be
made available to anyone to whom the
record is subsequently disclosed;

5. Of the individual’s right to seek judicial
review of the refusal to amend a record.

h. The final FRA determination on the in-
dividual’s request is concluded within thirty
(30) working days unless the FRA Adminis-
trator determines that a fair and equitable
review cannot be completed in that time-
frame. If additional time is required, the in-

dividual is informed in writing of reasons for
the delay and of the estimated date on which
the review is expected to be completed.

4. Procedures for Establishing Indentity of In-
dividual Making a Request:

a. Disclosure of personnel records requires
that the individual produce an identification
card: employee identification, annuitant
identification, Medicare cards, or driver’s li-
cense are examples. For records disclosed by
mail, FRA requires identifying information
to locate the record, i.e., employee identi-
fication number, name, date of birth or so-
cial security number. A comparison of the
signature of the requester and those in the
record is used to determine identity.

b. If an individual can provide no suitable
documents for identification, FRA requires a
signed statement asserting identity and stip-
ulating that the individual understands that
knowingly or willfully seeking or obtaining
access to records about another person under
false pretenses is punishable by a fine of up
to $5,000 under 5 U.S.C. 552a(i)(3).

APPENDIX G TO PART 10—NATIONAL

HIGHWAY TRAFFIC SAFETY ADMINIS-
TRATION

1. Introduction. This appendix, with respect
to the National Highway Traffic Safety Ad-
ministration:

a. Describes the places and times at which
records will be available for inspection and
copying;

b. Indicates the systems of records main-
tained in the National Highway Traffic Safe-
ty Administration;

c. Identifies the officials having authority
to deny requests for access to records;

d. Describes the procedures to be followed
in requesting correction of a record; and

e. Describes identification requirements
which may be in addition to those delineated
in § 10.35 of these regulations.

2. Availability for Inspection and Copying.
Records of the National Highway Traffic
Safety Administration, hereafter referred to
as NHTSA, are located at NHTSA head-
quarters, Washington, DC, and at regional
office locations, both described below.
Records created, collected, maintained and
used in various demonstration and research
projects as contract requirements of NHTSA
are located at various points in the several
States and the Commonwealth of Puerto
Rico.

a. All NHTSA Headquarters offices are
open from 7:45 a.m. to 4:15 p.m., each day ex-
cept Saturdays, Sundays, and Federal legal
holidays. The main headquarters Office is lo-
cated at 400 Seventh Street SW., Washing-
ton, DC 20590. The Office of Vehicle Safety
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Compliance, Enforcement Programs; the Na-
tional Driver Register, Traffic Safety Pro-
grams, and the Office of Research and Devel-
opment are located at the Trans Point Build-
ing, 2100 2nd Street SW., Washington, DC
20590.

b. NHTSA Regional offices are located at
the following addresses and are open during
the indicated hours each day, except for Sat-
urdays, Sundays, and Federal legal holidays:

(1) Region I (Connecticut, Maine, Massa-
chusetts, New Hampshire, Rhode Island, Ver-
mont), 55 Broadway, Cambridge, Massachu-
setts 02142 (7:45 a.m.–4:15 p.m.).

(2) Region II (New Jersey, New York, Puer-
to Rico, Virgin Islands), 222 Mamaroneck Av-
enue (room 204), White Plains, New York
10601 (7:45 a.m.–4:15 p.m.).

(3) Region III (Delaware, District of Colum-
bia, Maryland, Pennsylvania, Virginia, West
Virginia), Airport Plaza Building, 6701
Elkridge Landing Road, Linthicum, Mary-
land 21090 (8:00 a.m.–4:30 p.m.).

(4) Region IV (Alabama, Florida, Georgia,
Kentucky, Mississippi, North Carolina,
South Carolina, Tennessee), Suite 501, 1720
Peachtree Road, N.W., Atlanta, Georgia 30309
(7:45 a.m.–4:15 p.m.).

(5) Region V (Illinois, Indiana, Michigan,
Minnesota, Ohio, Wisconsin), Suite 214, Exec-
utive Plaza, 1010 Dixie Highway, Chicago
Heights, Illinois 60411 (8:00 a.m.–4:30 p.m.).

(6) Region VI (Arkansas, Louisiana, New
Mexico, Oklahoma, Texas), 819 Taylor
Street, Room 11A26 Fort Worth, Texas 76102
(8:00 a.m.–4:30 p.m.).

(7) Region VII (Iowa, Kansas, Missouri, Ne-
braska), 6301 Rockhill Road, Kansas City,
Missouri 64111 (7:45 a.m.–4:15 p.m.).

(8) Region VIII (Colorado, Montana, North
Dakota, South Dakota, Utah, Wyoming), 330
South Garrison Street, Lakewood, Colorado
80226 (7:45 a.m.–4:15 p.m.).

(9) Region IX (American Samoa, Arizona,
California, Guam, Hawaii, Nevada), Suite
610, Two Embarcadero Center, San Fran-
cisco, California 94111 (7:45 a.m.–4:15 p.m.).

(10) Region X (Alaska, Idaho, Oregon,
Washington), 3140 Federal Building, 915 Sec-
ond Avenue, Seattle, Washington 98174 (7:45
a.m.–4:15 p.m.).

c. NHTSA demonstration and research
project records may be created, collected,
maintained, and used for the purposes of
NHTSA contract requirements. These rec-
ords are maintained at various points in the
several States and the Commonwealth of
Puerto Rico. Since these project contractors
only act as agents for NHTSA, and to pre-
vent unauthorized dsclosure of information
that may be subject to the provisions of the
Privacy Act of 1974, management of the sys-
tems has been retained by appropriate offi-
cials of NHTSA. Access to the published sys-
tems may be obtained by corresponding with
the systems manager indicated for the sys-
tem of records found in the citations in para-

graph 3 of this appendix. Appropriate per-
sonal identification must be furnished in ac-
cordance with paragraph 4. These officials
should be notified of any inaccuracy of the
record and, also, are responsible for consider-
ing requests for correction or alteration of
the record.

3. Systems of Records. A list of NHTSA sys-
tems of records pertaining to the Privacy
Act indicating the geographic locations and
the responsible systems managers has been
published in the FEDERAL REGISTER and ap-
pears as follows: Vol. 42, No. 181, September
19, 1977, beginning on page 47099.

4. Access to Records.
a. Individuals desiring to determine wheth-

er records pertaining to them are contained
in systems of records covered by this appen-
dix or desiring access to records covered by
this appendix, or to obtain copies of such
records, shall make written requests provid-
ing appropriate identification of the system
and proof of their identity in the same man-
ner as former employees described in 4.c
below. When an individual is not capable of
personally providing the required informa-
tion, a second party request may be honored
if a duly attested authorization, power of at-
torney, or appropriate court order is submit-
ted with the request.

b. Decision to release or deny requested
records is made by the system manager,
identified in the citations of paragraph 3 of
this appendix, within ten working days of
the receipt of the request. A person seeking
review of a denial of the disclosure of a
record may appeal to the NHTSA Associate
Administrator for Administration, 400 Sev-
enth Street SW., Washington, DC 20590, pref-
erably within 180 days of the initial denial.
Decision on the request for review is made in
writing within 30 working days from the re-
ceipt of the request for reconsideration of
disclosure. For additional details see sec-
tions 10.45 and 10.51 of these rules.

c. Employees and former employees of
NHTSA may obtain access to and consider-
ation of the amendment of their records by
providing a current Department of Transpor-
tation (DOT) identification card (Form D–
1600.1.9), a DOT retired employee identifica-
tion card (Form D–1680.2), Medicare card, at-
tested signed request, or such other identi-
fication that may prove the validity of their
claims.

d. Since nearly all NHTSA systems of rec-
ords are maintained on electronic data proc-
essing equipment, it may require up to 48
hours to obtain individual records due to
computer scheduling requirements. It is in
the interest of the individual, therefore, to
request information in writing rather than
in person.

5. Requests to Correct or Alter Records.
a. Individuals may request correction or

alteration of records pertaining to them by
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addressing such requests to the system man-
agers or the NHTSA Privacy Act Coordina-
tor, the addresses of whom are contained in
the citation of paragraph 3 of this appendix.

b. Since the records of the National Driver
Register merely contain partial records of
the State’s motor vehicle records, they are
susceptible to correction or alteration only
to the extent that such records are at vari-
ance with the State records. Persons seeking
to correct their State motor vehicle records
should address requests to their respective
States’ motor vehicle licensing authorities.

c. The system manager, in accordance with
49 CFR 10.41, provides written acknowledg-
ment of the receipt of a request to amend a
record to the individual within ten working
days. If the request can be reviewed, proc-
essed, and the individual notified of compli-
ance or denial of the request within the ten
working day period, no acknowledgment is
required.

d. When decision is made by the system
manager to comply with an individual’s re-
quest to amend the person’s record, the fol-
lowing steps are taken within 30 working
days from the date of acknowledgment of the
request:

(1) Advises the individual of the decision in
writing;

(2) Corrects the record accordingly; and
(3) Advises all previous recipients of the

record, if an accounting of disclosure has
been made, of the correction.

e. When decision is made, after initial re-
view by the system manager of a request to
amend a personal record, to disagree with all
or any portion of the requested amendment,
the following steps are taken within 30 work-
ing days from the date of acknowledgment of
the request.

(1) Advises the individual of refusal and the
reasons therefor; and

(2) Informs the individual of the procedures
for appeal to the NHTSA Administrator for
further review.

f. If the individual disagrees with the ini-
tial determination of the system manager,
the individual may file a request for further
review of that determination. This request
for review should be addressed to the Chief
Counsel, National Highway Traffic Safety
Administration, 400 Seventh Street SW.,
Washington, DC 20590.

g. If after review the Administrator agrees
to the amendment of the record, the proce-
dures of subparagraph 5.d of this appendix
are followed. If amendment of the record is
refused as requested by the individual, the
individual is advised:

(1) Of the refusal and reasons therefore,
and the names and titles of positions of each
person responsible for the determination;

(2) Of the individual’s right to file, to-
gether with the appropriate procedures, a
concise statement of the reasons for dis-

agreeing with the decision of the Adminis-
trator;

(3) Of the fact that the statement which is
filed by the requester is made available to
prior recipients and anyone to whom the
record is subsequently disclosed; and

(4) Of the individual’s right to seek judicial
review of the administrator’s refusal to
amend a record.

h. The final determination to refuse an in-
dividual’s request for amendment of a record
is concluded within 30 working days after the
receipt of the appeal to the Administrator. If
a fair and equitable review cannot be com-
pleted by the stipulated time, the Adminis-
trator informs the individual in writing of
the reasons for delay and provides an esti-
mated date on which completion of the re-
view is expected.

6. Personal Identification Requirements. The
NHTSA does not demand any personal iden-
tification beyond that specified by § 10.35 of
this part.

APPENDIX H TO PART 10—URBAN MASS
TRANSPORTATION ADMINISTRATION

1. Introduction. This appendix, with respect
to the Urban Mass Transportation Adminis-
tration (UMTA):

a. Describes the places and times at which
records are available for inspection and
copying;

b. Indicates the systems of records main-
tained in the Urban Mass Transportation Ad-
ministration;

c. Identifies the officials having authority
to deny requests for access for records;

d. Describes the procedures to be followed
in requesting correction of a record; and

e. Describes identification requirements
which may be in addition to those delineated
in paragraph 1035 of these regulations.

2. Availability for Inspection and Copying. In
accordance with title 49, part 10, subpart A,
Section 10.1, dealing with the maintenance of
an access to records pertaining to individ-
uals under the Privacy Act of 1974 (Pub. L.
93–579), the following places and times at
which individual’s records are available for
inspection and copying, and the titles of the
officials who are reponsible system managers
are submitted.

a. Regional Offices as follows:
(1) Region I, Urban Mass Transportation

Administration, Cambridge, MA 02142;
(2) Region II, Urban Mass Transportation

Administration, New York, NY 10007;
(3) Region III, Urban Mass Transportation

Administration, Philadelphia, PA 19106;
(4) Region IV, Urban Mass Transportation

Administration, Atlanta, GA 30309;
(5) Region V, Urban Mass Transportation

Administration, Chicago, IL 60606;
(6) Region VI, Urban Mass Transportation

Administration, Ft. Worth, TX 76102;
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(7) Region VII, Urban Mass Transportation
Administration, Kansas City, MO 64131;

(8) Region VIII, Urban Mass Transpor-
tation Administration, Denver CO 80202;

(9) Region IX, Urban Mass Transportation
Administration, San Francisco, CA 94111;
and

(10) Region X, Urban Mass Transportation
Administration, Seattle, WA 98174.

b. Hours: 8:30 a.m. to 5 p.m., local time.
c. System of Records: Regional Personnel

Convenience Files at each location.
d. System Managers: Regional Directors or

Chiefs are System Managers.
e. Headquarters: Urban Mass Transpor-

tation Administration, Washington Head-
quarters, Washington, DC 20590; Hours: 8:30
a.m. to 5 p.m.

3. Systems of Records.
a. Confidential Statement of Employment

and Financial Interest—DOT/UMTA, Chief
Counsel, Office of the Chief Counsel;

b. Occupational Safety and Health Report-
ing System, Director of Personnel Division;

c. Litigation and Claims File—Chief Coun-
sel, Office of Chief Counsel;

d. Grant Applicants List, Director, Grant
Management Division; st

e. Contract Information System, Director,
Procurement Division;

f. Unsolicited Research and Development
Grants, Director, Grant Management Divi-
sion;

g. Complaints of Discrimination, Director,
Office of Civil Rights;

h. Employee Travel Vouchers, Chief, Ac-
counting Branch;

i. Accounts Receivable, Chief, Accounting
Branch;

j. Equal Employment Opportunity, Minor-
ity/Female Statistical Reporting System,
Director, Office of Civil Rights;

k. Minority Recruitment File, Director,
Office of Civil Rights;

l. UMTA Sponsored Reports—Authors File,
Director, Office of Transit Management;

m. Blood Donors File, Director, Adminis-
trative Services Division;

n. Approved Grants, Director, Administra-
tive Services Division;

o. Closed-Out Grants, Director, Adminis-
trative Services Division; and

p. Docket DOT/UMTA, Chief Counsel, Of-
fice of Chief Counsel.

4. Access to Records. Each individual desir-
ing to determine whether a record pertaining
to him or her is contained in a system of
records or to obtain a copy of such a record,
shall make request in writing to the official
specified in paragraph 1 of this appendix.
Each request shall specify the name of the
requesting individual and the system of
records in which the subject record is located
or thought to be located.

5. Requests to Correct or Alter Records.
a. The Administration allows individuals

to request amendment of their personal

records to the extent that such amendment
does not violate existing statutes, regula-
tions, or administrative procedures. Re-
quests to amend personal records of active
employees should be addressed to the respon-
sible system manager specified in paragraph
1.

b. The system manager provides a written
acknowledgment of the receipt of a request
to amend a record to the individual within
ten days. However, if the request can be re-
viewed and processed and the individual no-
tified of compliance or denial within the ten-
day working period, no separate acknowledg-
ment is required.

c. If UMTA agrees with an individual’s re-
quest to amend the person’s record, the fol-
lowing steps are taken:

(1) Advises the individual in writing;
(2) Corrects the record accordingly; and
(3) Advises all previous recipients of the

record which was corrected of the correction
and its substance.

d. If UMTA, after an initial review by the
system manager of a request to amend a per-
sonal record, disagrees with all or any por-
tion of it, it:

(1) Advises the individual of refusal and the
reasons for it; and

(2) Informs the individual of procedures to
request a further review.

e. If an individual disagrees with the ini-
tial determination, the individual may file a
request for a further review of that deter-
mination. This request for a review should be
addressed to: Privacy Act Officer, UAD–60,
400 Seventh Street SW., Washington, DC
20590.

f. If after this review UMTA refuses to
amend the record as the individual re-
quested, UMTA advises the individual:

(1) Of refusal and the reasons for it;
(2) Of the individual’s right to file a con-

cise statement of the reasons for disagreeing
with the decision;

(3) The procedures for filing the statement
of disagreement;

(4) That the statement which is filed is
made available to anyone to whom the
record is subsequently disclosed; and

(5) Of the individual’s right to seek judicial
review of the Administration’s refusal to
amend a record.

g. The final determination on the individ-
ual’s request is concluded within 30 working
days unless the UMTA Administrator deter-
mines that a fair and equitable review can-
not be completed in that period. If additional
time is required, the individual is informed
in writing of reasons for the delay and of the
estimated date on which the review is ex-
pected to be completed.

h. For personnel-related records final Civil
Service Commission determination may
apply within 30 working days following the
procedures explained above.

6. Personal Identification Requirements.
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a. Disclosure of personal records requires
that the individual produce an identification
card; employee identification, annuitant
identification, Medicare card, and driver’s li-
cense are examples. For records disclosed by
mail, UMTA requires identifying informa-
tion to locate the record, i.e., employee iden-
tification number, name, date of birth, or so-
cial security number. A comparison of the
signature of the requester and those in the
record is used to determine identity.

b. If an individual can provide no suitable
documents for identification, UMTA requires
a signed statement asserting identity and
stipulating that the individual understands
that knowingly or willfully seeking or ob-
taining access to records about another per-
son under false pretenses is punishable by a
fine of up to $5,000 under citation 3(i)3 of the
Privacy Act.

APPENDIX I TO PART 10—SAINT LAW-
RENCE SEAWAY DEVELOPMENT COR-
PORATION

1. Introduction. This appendix, with respect
to the Saint Lawrence Seaway Development
Corporation:

a. Describes the places and times at which
records are available for inspection and
copying;

b. Indicates the systems of records main-
tained;

c. Identifies the officials having authority
to deny requests for access to records;

d. Describes the procedures to be followed
in requesting correction of a record; and

e. Describes identification requirements
which may be in addition to those delineated
in § 10.35 of these regulations.

2. Availability for Inspection and Copying.
a. Place and time for records inspection

and copying: Saint Lawrence Seaway Devel-
opment Corporation, Administration Build-
ing, Andrews Street, Massena, New York
13662; Massena Office: 9:00 a.m.–4:00 p.m.

b. Systems of records located at each facil-
ity: Administration Building: Claimants under
Federal Tort Claims Act, Data Automation
Program Records, Employees’ Compensation
Records, Emergency Operating Records
(Vital Records).

c. Official having authority to deny re-
quests for disclosure of records under this
part:

Resident Manager, Saint Lawrence Seaway
Development Corporation, Administration
Building, Andrews Street, Massena, New
York 13662.

3. Systems of Records: A complete listing of
the systems of records maintained by the
Saint Lawrence Seaway Development Cor-
poration has been published in the FEDERAL
REGISTER as follows: September 19, 1977,
pages 47138–47140.

4. Access to Records: Each individual desir-
ing to determine whether a record pertaining

to him or her is contained in a system of
records or to obtain a copy of such record,
shall make request in writing to the address
provided in section 2 of this appendix. Each
request shall specify the name of the re-
questing individual and the system of
records in which the subject record is located
or thought to be located.

5. Requests to Correct or Alter a Record:
a. Any person who desires to have his or

her own record corrected shall submit a writ-
ten request.

b. Only the individual to whom the record
pertains may make the written request and
it shall be signed by that person.

c. Request should state the reasons that
the record should be corrected and that the
request is made pursuant to the Privacy Act;
alternatively the requester may mark ‘‘Pri-
vacy Act Amendment Request’’ on the enve-
lope in which the request is submitted.

d. Requests for correction of records shall
be submitted to the Personnel Officer, Saint
Lawrence Seaway Development Corporation,
Administration Building, Andrews Street,
Massena, New York 13662.

6. Personal Identification Requirements:
Refer to § 10.35 for normal requirements. In
those cases involving mail requests for sen-
sitive records, i.e.—medical records, the re-
quester’s signature shall be notarized.

APPENDIX J TO PART 10—RESEARCH AND
SPECIAL PROGRAMS ADMINISTRATION

The Research and Special Programs Ad-
ministration (RSPA) will operate under the
general rules of part 10 (49 CFR part 10) until
specific procedures are deemed necessary for
the RSPA.

PART 11—PROTECTION OF HUMAN
SUBJECTS

Sec.
11.101 To what does this policy apply?
11.102 Definitions.
11.103 Assuring compliance with this pol-

icy—research conducted or supported by
any Federal Department or Agency.

11.104—11.106 [Reserved]
11.107 IRB Membership.
11.108 IRB functions and operations.
11.109 IRB review of research.
11.110 Expedited review procedures for cer-

tain kinds of research involving no more
than minimal risk, and for minor
changes in approved research.

11.111 Criteria for IRB approval of research.
11.112 Review by institution.
11.113 Suspension or termination of IRB ap-

proval of research.
11.114 Cooperative research.
11.115 IRB records.
11.116 General requirements for informed

consent.
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