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separate from the office processing the
request;

(2) The need to search for, collect,
and appropriately examine a volumi-
nous amount of separate and distinct
records which are demanded in a single
request; or

(3) The need for consultation, which
will be conducted with all practicable
speed, with another agency having a
substantial interest in the determina-
tion of the request or among two or
more components of the NRC having
substantial subject-matter interest
therein.

§9.15 Awvailability of records.

The NRC will make available for pub-
lic inspection and copying any reason-
ably described agency record in the
possession and control of the NRC
under the provisions of this subpart,
and upon request by any person.
Records that the NRC routinely makes
publicly available are described in
§9.21. Procedures and conditions gov-
erning requests for records are set
forth in §9.23.

§9.17 Agency records exempt from
public disclosure.

(a) The following types of agency
records are exempt from public disclo-
sure under §9.15:

(1) Records (i) which are specifically
authorized under criteria established
by an Executive order to be kept secret
in the interest of national defense or
foreign policy, and (ii) which are in
fact properly classified pursuant to
such Executive order;

(2) Records related solely to the in-
ternal personnel rules and practices of
the agency;

(3) Records specifically exempted
from disclosure by statute (other than
5 U.S.C. 552b), provided that such
statute—

(i) Requires that the matters be with-
held from the public in such a manner
as to leave no discretion on the issue,
or

(ii) Establishes particular criteria for
withholding or refers to particular
types of matters to be withheld;

(4) Trade secrets and commercial or
financial information obtained from a
person and privileged or confidential;
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(5) Interagency or intraagency mem-
orandums or letters which would not
be available by law to a party other
than an agency in litigation with the
agency;

(6) Personnel and medical files and
similar files, the disclosure of which
would constitute a clearly unwarranted
invasion of personal privacy;

(7) Records or information compiled
for law enforcement purposes, but only
to the extent that the production of
such law enforcement records or infor-
mation—

(i) Could reasonably be expected to
interfere with enforcement proceed-
ings;

(ii) Would deprive a person of a right
to a fair trial or an impartial adjudica-
tion;

(iii) Could reasonably be expected to
constitute an unwarranted invasion of
personal privacy;

(iv) Could reasonably be expected to
disclose the identity of a confidential
source, including a State, local, or for-
eign agency or authority, or any pri-
vate institution which furnished infor-
mation on a confidential basis, and, in
the case of a record or information
compiled by a criminal law enforce-
ment authority in the course of a
criminal investigation, or by an agency
conducting a lawful national security
intelligence investigation, information
furnished by a confidential source;

(v) Would disclose techniques and
procedures for law enforcement inves-
tigations or prosecutions, or would dis-
close guidelines for law enforcement
investigations or prosecutions if such
disclosure could reasonably be ex-
pected to risk circumvention of the
law; or

(vi) Could reasonably be expected to
endanger the life or physical safety of
any individual;

(8) Matters contained in or related to
examination, operating, or condition
reports prepared by, on behalf of, or for
the use of any agency responsible for
the regulation or supervision of finan-
cial institutions; or

(9) Geological and geophysical infor-
mation and data, including maps, con-
cerning wells.

(b) Nothing in this subpart author-
izes withholding of information or lim-
iting the availability of records to the

187



		Superintendent of Documents
	2015-01-28T15:01:07-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




