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Office of the General Counsel and Congres-
sional Liaison

Office of Inspector General
Bureau of Programs—

Policy Guidance Staff
International Communications Staff
Office of Program Coordination and Devel-

opment
Office of Research
Exhibits Service
Press and Publications Service

Bureau of Educational and Cultural Affairs
Office of Cultural Centers and Resources
Office of Private Sector Programs
Office of International Visitors
Office of Academic Programs

Bureau of Management
Management Plans and Analysis Staff
Office of Administrative and Technology
Office of the Comptroller
Office of Equal Employment Opportunity
Office of Personnel
Office of Security

Office of African Affairs
Office of American Republics Affairs
Office of East Asian and Pacific Affairs
Office of European Affairs
Office of North African, Near Eastern, and

South Asian Affairs
(2) Other Agency Elements and addresses:
(a) United States Information Agency,

Health and Human Services Building, 330
Independence Avenue, SW., Washington, DC
20547; Voice of America.

(b) United States Information Agency, 400
6th Street, SW., Washington, DC 20547, Voice
of America—Radio Marti Program.

(c) United States Information Agency, Pat-
rick Henry Building, 601 D Street, NW.,
Washington, DC 20547, Television and Film
Service.

(d) United States Information Agency, Bu-
reau of Programs—Foreign Press Center, Na-
tional Press Building, 529 14th Street, NW.,
Washington, DC 20547.

(e) United States Information Agency,
Switzer Building, 300 C Street, SW., Wash-
ington, DC 20547, Bureau of Management—
Office of Contracts, and the Training and De-
velopment Division.

APPENDIX II—UNITED STATES INFORMA-
TION AGENCY OFFICE LOCATIONS
OUTSIDE THE WASHINGTON, DC,
AREA

Television and Film Service—
(a) New York Office, Room 30–100, 26 Fed-

eral Plaza, New York, N.Y. 10278.
(b) Los Angeles Office, 11000 Wilshire Bou-

levard, Los Angeles, Calif. 90024.

United States Information Agency, Bureau
of Broadcasting—
(a) Relay Stations:
(1) Bethany Relay Station, P.O. Box 227,

Mason, Ohio 45040.

(2) Delano Relay Station, Route 1, Box
1350, Delano, Calif. 93215.

(3) Dixon Relay Station, Route 2, Box 739,
Dixon, Calif. 95620.

(4) Marathon Relay Station, P.O. Box 726,
Marathon, Fla. 33050.

(5) Edward R. Murrow Transmitting Sta-
tion, P.O. Box 1826, Greenville, N.C. 27834.

(b) News Bureaus:
(1) Midwest News Bureau, Room 3876, Fed-

eral Building, 230 South Dearborn Street,
Chicago, Ill. 60604.

(2) Southeast News Bureau, Room 1518,
Federal Office Building, 51 SW. First Avenue,
Miami, Fla. 33130.

(3) West Coast News Bureau, Room 8107,
Federal Building, 11000 Wilshire Boulevard,
Los Angeles, Calif. 90020.

(4) New York News Bureau, Room 30–100,
Fisk Building, 26 Federal Plaza, New York,
N.Y. 10278.
Bureau of Programs—

(a) Foreign Press Centers:
(1) Federal Building, 11000 Wilshire Blvd.,

Suite C–200, Los Angeles, Calif. 90024
(2) 18 E. 50th Street, 11th Floor, New York,

N.Y. 10022.
(b) Senior Advisor for Public Affairs, U.S.

Mission to the United Nations, 799 United
Nations Plaza, New York, N.Y. 10017.
Bureau of Management—

Administrative Services Division, New
York Services Branch, 830 Third Avenue,
Brooklyn, N.Y. 11232.
Bureau of Educational and Cultural Affairs—

Reception Centers:
(a) Honolulu—P.O. Box 50186, Honolulu, Ha-

waii 96850.
(b) Miami—Room 1304, Federal Office

Building, 51 SW. First Avenue, Miami, Fla.
33130

(c) New Orleans—Suite 1130, International
Trade Mart, 2 Canal Street, New Orleans, La.
70130

(d) New York—Third Floor, 1414 Avenue of
the Americas, New York, N.Y. 10019.

[51 FR 10192, Mar. 25, 1986, as amended at 51
FR 11016, Apr. 1, 1986]

PART 505—PRIVACY ACT POLICIES
AND PROCEDURES

Sec.
505.1 Purpose and scope.
505.2 Definitions.
505.3 Procedures for requests.
505.4 Requirements and identification for

making requests.
505.5 Disclosure of information.
505.6 Medical records.
505.7 Correction or amendment of record.
505.8 Agency review of requests for changes.
505.9 Review of adverse agency determina-

tion.
505.10 Disclosure to third parties.

VerDate 26<APR>99 01:00 Apr 27, 1999 Jkt 183072 PO 00000 Frm 00132 Fmt 8010 Sfmt 8010 Y:\SGML\183072T.XXX 183072t PsN: 183072T



137

United States Information Agency § 505.3

505.11 Fees.
505.12 Civil remedies and criminal penalties.
505.13 General exemptions (Subsection (j)).
505.14 Specific exemptions (Subsection (k)).
505.15 Exempt systems of records used.

AUTHORITY: Pub. L. 93–579, 88 Stat. 1897; 5
U.S.C. 552a; 55 FR 31940, Aug. 6, 1990, as
amended.

SOURCE: 62 FR 10630, Mar. 7, 1997, unless
otherwise noted.

§ 505.1 Purpose and scope.
The United States Information Agen-

cy will protect individuals’ privacy
from misuse of their records, and grant
individuals access to records con-
cerning them which are maintained by
the Agency’s domestic and overseas of-
fices, consistent with the provisions of
Public Law 93–579, 88 Stat. 1897; 5
U.S.C. 552a, the Privacy Act of 1974, as
amended. The Agency has also estab-
lished procedures to permit individuals
to amend incorrect records, to limit
the disclosure of personal information
to third parties, and to limit the num-
ber of sources of personal information.
The Agency has also established inter-
nal rules restricting requirements of
individuals to provide social security
account numbers.

§ 505.2 Definitions.
(a) Access Appeal Committee (AAC)—

the body established by and responsible
to the Director of USIA for reviewing
appeals made by individuals to amend
records held by the Agency.

(b) Agency or USIA or USIA—The
United States Information Agency, its
offices, divisions, branches and its For-
eign Service establishments.

(c) Amend—To make a correction to
or expunge any portion of a record
about an individual which that indi-
vidual believes is not accurate, rel-
evant, timely or complete.

(d) Individual—A citizen of the United
States or an alien lawfully admitted
for permanent residence.

(e) Maintain—Collect, use, store, dis-
seminate or any combination of these
record-keeping functions; exercise of
control over and hence responsibility
and accountability for systems of
records.

(f) Record—Any information main-
tained by the Agency about an indi-
vidual that can be reproduced, includ-

ing finger or voice prints and photo-
graphs, and which is retrieved by that
particular individual’s name or per-
sonal identifier, such as a social secu-
rity number.

(g) Routine use—With respect to the
disclosure of a record, the use of such
record for a purpose which is compat-
ible with the purpose for which it was
collected. The common and ordinary
purposes for which records are used and
all of the proper and necessary uses,
even if any such uses occur infre-
quently.

(h) Statistical record—A record in a
system of records maintained for sta-
tistical research or reporting purposes
only and not used in whole or in part in
making any determination about an
identifiable individual, except as pro-
vided in 13 U.S.C. 8.

(i) System of records—A group of
records under the maintenance and
control of the Agency from which in-
formation is retrieved by the name or
personal identifier of the individual.

(j) Personnel record—Any information
about an individual that is maintained
in a system of records by the Agency
that is needed for personnel manage-
ment or processes such as staffing, em-
ployee development, retirement, griev-
ances and appeals.

(k) Post—Any of the foreign service
branches of the Agency.

§ 505.3 Procedures for requests.
(a) The agency will consider all writ-

ten requests received from an indi-
vidual for records pertaining to herself/
himself as a request made under the
Privacy Act of 1974, as amended (5
U.S.C. 552a) whether or not the indi-
vidual specifically cites the Privacy
Act when making the request.

(b) All requests under the Privacy
Act should be directed to the USIA, Of-
fice of the General Counsel, FOIA/Pri-
vacy Act Unit (GC/FOI), 301 4th Street,
SW, Washington, DC 20547, which will
coordinate the search of all systems of
records specified in the request. Re-
quests should state name, date of birth,
and social security number.

(c) Requests directed to the Agency’s
overseas posts which involve routine
unclassified, administrative and per-
sonnel records available only at those
posts may be released to the individual
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by the post if the post determines that
such release is authorized by the Pri-
vacy Act. All other requests shall be
submitted by the post to the Office of
the General Counsel, FOIA/Privacy Act
Unit (GC/FOI), 301 4th Street, SW,
Washington, DC 20547, and the indi-
vidual shall be so notified of this sec-
tion in writing, when possible.

(d) In those instances where an indi-
vidual requests records pertaining to
herself/himself, as well as records per-
taining to another individual, group, or
some other category of the Agency’s
records, only that portion of the re-
quest which pertains to records con-
cerning the individual will be treated
as a Privacy Act request. The remain-
ing portions of such a request will be
processed as a Freedom of Information
Act request by the office noted in para-
graph (b) of this section.

§ 505.4 Requirements and identifica-
tion for making requests.

(a) Individuals seeking access to
Agency records may present their writ-
ten request or may mail their request
to the USIA, Office of General Counsel,
FOI/Privacy Act (GC/FOI) Unit, 301 4th
Street, SW, Washington, DC 20547. The
GC/FOI Unit may be visited between
the hours of 9 a.m. and 4 p.m., Monday
through Friday, except for legal holi-
days.

(b) Individuals, seeking access to
Agency records, will be requested to
present some form of identification. In-
dividuals should state their full name,
date of birth and a social security num-
ber. An individual must also include
her/his present mailing address and zip
code, and if possible a telephone num-
ber.

(c) When signing a statement con-
firming one’s identity, individuals
should understand that knowingly and
willfully seeking or obtaining access to
records about another individual under
false pretenses is punishable by a fine
of up to $5,000.

§ 505.5 Disclosure of information.
(a) In order to locate the system of

records that an individual believes may
contain information about herself/him-
self, an individual should first obtain a
copy of the Agency’s Notice of Systems
of Records. By identifying a particular

record system and by furnishing all the
identifying information requested by
that record system, it will enable the
Agency to more easily locate those
records which pertain to the indi-
vidual. At a minimum, any request
should include the information speci-
fied in § 505.4(b) above.

(b) In certain circumstances, it may
be necessary for the Agency to request
additional information from the indi-
vidual to ensure that the retrieved
record does, in fact, pertain to the indi-
vidual.

(c) All requests for information on
whether or not the Agency’s system(s)
of records contain information about
the individual will be acknowledged
within ten working days of receipt of
the request. The requested records will
be provided as soon as possible there-
after.

(d) If the Agency determines that the
substance of the requested record is ex-
ceptionally sensitive, the Agency will
require the individual to furnish a
signed, notarized statement that she/he
is in fact the person named in the file
before granting access to the records.

(e) Original records will not be re-
leased from the custody of the records
system manager. Copies will be fur-
nished subject to and in accordance
with fees established in § 505.11.

(f) Denial of access to records:
(1) The requirements of this section

do not entitle an individual access to
any information compiled in reason-
able anticipation of a civil action or
proceeding.

(2) Under the Privacy Act, the Agen-
cy is not required to permit access to
records if the information is not re-
trievable by the individual’s name or
other personal identifier; those re-
quests will be processed as Freedom of
Information Act requests.

(3) The Agency may deny an indi-
vidual access to a record, or portion
thereof, if following a review it is de-
termined that the record or portion
falls within a system of records that is
exempt from disclosure pursuant to 5
U.S.C. 552a(j) and 552a(k). See §§ 505.13
and 505.14 for a listing of general and
specific exemptions.

(4) The decision to deny access to a
record or a portion of the record is
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made by the Agency’s Privacy Act Offi-
cer, Office of the General Counsel. The
denial letter will advise the individual
of her/his rights to appeal the denial
(See § 505.9 on Access Appeal Commit-
tee’s review).

§ 505.6 Medical records.

If, in the judgment of the Agency,
the release of medical information di-
rectly to the requester could have an
adverse effect on the requester, the
Agency will arrange an acceptable al-
ternative to granting access of such
records to the requester. This normally
involves the release of the information
to a doctor named by the requester.
However, this special procedure provi-
sion does not in any way limit the ab-
solute right of the individual to receive
a complete copy of her or his medical
record.

§ 505.7 Correction or amendment of
record.

(a) An individual has the right to re-
quest that the Agency amend a record
pertaining to her/him which the indi-
vidual believes is not accurate, rel-
evant, timely, or complete. At the time
the Agency grants access to a record, it
will furnish guidelines for requesting
amendments to the record.

(b) Requests for amendments to
records must be in writing and mailed
or delivered to the USIA Privacy Act
Officer, Office of the General Counsel,
301 4th Street, SW, Washington, DC
20547, who will coordinate the review of
the request to amend a record with the
appropriate office(s). Such requests
must contain, at a minimum, identi-
fying information needed to locate the
record, a brief description of the item
or items of information to be amended,
and the reason for the requested
change. The requester should submit as
much documentation, arguments or
other data as seems warranted to sup-
port the request for amendment.

(c) The Agency will review all re-
quests for amendments to records with-
in 10 working days of receipt of the re-
quest and either make the changes or
inform the requester of its refusal to do
so and the reasons therefore.

§ 505.8 Agency review of requests for
changes.

(a) In reviewing a record in response
to a request to amend or correct a file,
the Agency shall incorporate the cri-
teria of accuracy, relevance, timeli-
ness, and completeness of the record in
the review.

(b) If the Agency agrees with an indi-
vidual’s request to amend a record, it
shall:

(1) Advise the individual in writing;
(2) Correct the record accordingly;
(3) And, to the extent that an ac-

counting of disclosure was maintained,
advise all previous recipients of the
record of the corrections.

(c) If the Agency disagrees with all or
any portion of an individual’s request
to amend a record, it shall:

(1) Advise the individual of the rea-
sons for the determination;

(2) Inform the individual of her/his
right to further review (see § 505.9).

§ 505.9 Review of adverse agency de-
termination.

(a) When the Agency determines to
deny a request to amend a record, or
portion of the record, the individual
may request further review by the
Agency’s Access Appeal Committee.
The written request for review should
be mailed to the Chairperson, Access
Appeal Committee, USIA, Office of
Public Liaison, 301 4th Street, SW,
Washington, DC 20547. The letter
should include any documentation, in-
formation or statement which substan-
tiates the request for review.

(b) The Agency’s Access Appeal Com-
mittee will review the Agency’s initial
denial to amend the record and the in-
dividual’s documentation supporting
amendment, within 30 working days. If
additional time is required, the indi-
vidual will be notified in writing of the
reasons for the delay and the approxi-
mate date when the review is expected
to be completed. Upon completion of
the review, the Chairperson will notify
the individual of the results.

(c) If the Committee upholds the
Agency’s denial to amend the record,
the Chairperson will advise the indi-
vidual of:

(1) The reasons for the Agency’s re-
fusal to amend the record;
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(2) Her/his right and the procedure to
add to the file a concise statement sup-
porting the individual’s disagreement
with the decision of the Agency;

(3) Her/his right to seek judicial re-
view of the Agency’s refusal to amend
the file.

(d) When an individual files a state-
ment disagreeing with the Agency’s re-
fusal to amend a record, the Agency
will clearly annotate the record so that
the fact that the record is disputed is
apparent to anyone who may subse-
quently have access to, use of, or rea-
son to disclose the file. If information
is disclosed regarding the area of dis-
pute, the Agency will provide a copy of
the individual’s statement in the dis-
closure. Any statement which may be
included by the Agency regarding the
dispute will be limited to the reasons
given to the individual for not amend-
ing the record. Copies of the Agency’s
statement shall be treated as part of
the individual’s record, but will not be
subject to amendment by the indi-
vidual under these regulations.

§ 505.10 Disclosure to third parties.
The Agency will not disclose any in-

formation about an individual to any
person or another agency without the
prior consent of the individual about
whom the information is maintained,
except as provided for in the following
paragraphs.

(a) Medical records. May be disclosed
to a doctor or other medical practi-
tioner, named by the individual, as pre-
scribed in § 505.6 above.

(b) Accompanying individual. When a
requester is accompanied by any other
person, the agency will require that
the requester sign a statement grant-
ing consent to the disclosure of the
contents of the record to that person.

(c) Designees. If a person requests an-
other person’s file, she or he must
present a signed statement from that
person of record which authorizes and
consents to the release of the file to
the designated individual.

(d) Guardians. Parent(s) or legal
guardian(s) of dependent minors or of
an individual who has been declared by
a court to be incompetent due to phys-
ical, mental or age incapacity, may act
for and on behalf of the individual on
whom the Agency maintains records.

(e) Other disclosures. A record may be
disclosed without a request by or writ-
ten consent of the individual to whom
the record pertains if such disclosure
conditions are authorized under the
provisions of 5 U.S.C. 552a(b). These
conditions are:

(1) Disclosure within the Agency. This
condition is based upon a ‘‘need-to-
know’’ concept which recognizes that
Agency personnel may require access
to discharge their duties.

(2) Disclosure to the public. No consent
by an individual is necessary if the
record is required to be released under
the Freedom of Information Act
(FOIA), 5 U.S.C. 552. The record may be
exempt, however, under one of the nine
exemptions of the FOIA.

(3) Disclosure for a routine use. No.
consent by an individual is necessary if
the condition is necessary for a ‘‘rou-
tine use’’ as defined in S505.2(g). Infor-
mation may also be released to other
government agencies which have statu-
tory or other lawful authority to main-
tain such information. (See Appendix
I—Prefatory Statement of General
Routine Uses).

(4) Disclosure to the Bureau of the Cen-
sus. For purposes of planning or car-
rying out a census or survey or related
activity. Title 13 U.S.C. Section 8 lim-
its the uses which may made of these
records and also makes them immune
from compulsory disclosure.

(5) Disclosure for statistical research
and reporting. The Agency will provide
the statistical information requested
only after all names and personal iden-
tifiers have been deleted from the
records.

(6) Disclosure to the National Archives.
For the preservation of records of his-
torical value, pursuant to 44 U.S.C.
2103.

(7) Disclosure for law enforcement pur-
poses. Upon receipt of a written request
by another Federal agency or a state or
local government describing the law
enforcement purpose for which a record
is required, and specifying the par-
ticular record. Blanket requests for all
records pertaining to an individual are
not permitted under the Privacy Act.

(8) Disclosure under emergency cir-
cumstances. For the safety or health of
an individual (e.g., medical records on
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a patient undergoing emergency treat-
ment).

(9) Disclosure to the Congress. For mat-
ters within the jurisdiction of any
House or Senate committee or sub-
committee, and/or joint committee or
subcommittee, pursuant to a written
request from the Chairman of the com-
mittee or subcommittee.

(10) Disclosure to the General Account-
ing Office (GAO). For matters within
the jurisdiction of the duties of the
GAO’s Comptroller General.

(11) Disclosure pursuant to court order.
Pursuant to the order of a court of
competent jurisdiction. This does not
include a subpoena for records re-
quested by counsel and issued by a
clerk of court.

§ 505.11 Fees.
(a) The first copy of any Agency

record about an individual will be pro-
vided free of charge. A fee of $0.15 per
page will be charged for any additional
copies requested by the individual.

(b) Checks or money orders should be
made payable to the United States
Treasurer and mailed to the Freedom
of Information Act/Privacy Act Unit,
Office of the General Counsel, 301 4th
Street, SW, Washington, DC 20547. The
Agency will not accept cash.

§ 505.12 Civil remedies and criminal
penalties.

(a) Grounds for court action. An indi-
vidual will have a remedy in the Fed-
eral District Courts under the fol-
lowing circumstances:

(1) Denial of access. Individuals may
challenge an Agency decision to deny
them access to records to which they
consider themselves entitled.

(2) Refusal to amend a record. Under
conditions prescribed in 5 U.S.C.
552a(g), an individual may seek judicial
review of the Agency’s refusal to
amend a record.

(3) Failure to maintain a record accu-
rately. An individual may bring suit
against the Agency for any alleged in-
tentional and willful failure to main-
tain a record accurately, if it can be
shown that the individual was sub-
jected to an adverse action resulting in
the denial of a right, benefit, entitle-
ment or employment the individual
could reasonably have expected to be

granted if the record had not been defi-
cient.

(4) Other failures to comply with the
Act. An individual may bring an action
for any alleged failure by the Agency
to comply with the requirements of the
Act or failure to comply with any rule
published by the Agency to implement
the Act provided it can be shown that:

(i) The action was intentional or will-
ful;

(ii) The Agency’s action adversely af-
fected the individual; and

(iii) The adverse action was caused
by the Agency’s actions.

(b) Jurisdiction and time limits. (1) Ac-
tion may be brought in the district
court for the jurisdiction in which the
individual resides or has a place of resi-
dence or business, or in which the
Agency records are situated, or in the
District of Columbia.

(2) The statute of limitations is two
years from the date upon which the
cause of action arises, except for cases
in which the Agency has materially
and willfully misrepresented any infor-
mation requested to be disclosed and
when such misrepresentation is mate-
rial to the liability of Agency. In such
cases the statute of limitations is two
years from the date of discovery by the
individual of the misrepresentation.

(3) A suit may not be brought on the
basis of injury which may have oc-
curred as a result of the Agency’s dis-
closure of a record prior to September
27, 1975.

(c) Criminal penalties—(1) Unauthor-
ized disclosure. It is a criminal violation
of the provisions of the Act for any of-
ficer or employee of the Agency know-
ingly and willfully to disclose a record
in any manner to any person or agency
not entitled to receive it, for failure to
meet the conditions of disclosure enu-
merated in 5 U.S.C. 552a(b), or without
the written consent or at the request of
the individual to whom the record per-
tains. Any officer or employee of the
Agency found guilty of such mis-
conduct shall be fined not more than
$5,000.

(2) Failure to publish a public notice. It
is a criminal violation of the Act to
willfully maintain a system of records
and not to publish the prescribed pub-
lic notice. Any officer or employee of
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the Agency found guilty of such mis-
conduct shall be fined not more than
$5,000.

(3) Obtaining records under false pre-
tenses. The Act makes it a criminal of-
fense to knowingly and willfully re-
quest or gain access to a record about
an individual under false pretenses.
Any person found guilty of such an of-
fense may be fined not more than
$5,000.

§ 505.13 General exemptions (Sub-
section (j)).

(a) General exemptions are available
for systems of records which are main-
tained by the Central Intelligence
Agency (Subsection (j)(1)), or main-
tained by an agency which performs as
its principal function any activity per-
taining to the enforcement of the
criminal laws (Subsection (j)(2)).

(b) The Act does not permit general
exemption of records complied pri-
marily for a noncriminal purpose, even
though there are some quasi-criminal
aspects to the investigation and even
though the records are in a system of
records to which the general exemption
applies.

§ 505.14 Specific exemptions (Sub-
section (k)).

The specific exemptions focus more
on the nature of the records in the sys-
tems of records than on the agency.
The following categories of records
may be exempt from disclosure:

(a) Subsection (k)(1). Records which
are specifically authorized under cri-
teria established under an Executive
Order to be kept secret in the interest
of national defense or foreign policy,
and which are in fact properly classi-
fied pursuant to such Executive Order;

(b) Subsection (k)(2). Investigatory
records compiled for law enforcement
purposes (other than material within
the scope of subsection (j)(2) as dis-
cussed in § 505.13(a)). If any individual
is denied any right, privilege, or ben-
efit for which she/he would otherwise
be eligible, as a result of the mainte-
nance of such material, the material
shall be provided to the individual, un-
less disclosure of the material would
reveal the identify of a source who has
been pledged confidentiality;

(c) Subsection (k)(3). Records main-
tained in connection with protection of
the President and other VIPs accorded
special protection by statute;

(d) Subsection (k)(4). Records required
by statute to be maintained and used
solely as statistical records;

(e) Subsection (k)(5). Records complied
solely for the purpose of determining
suitability, eligibility, or qualifica-
tions for Federal civilian employment,
military service, Federal contracts, or
access to classified information, but
only if disclosure of the material would
reveal the identify of a confidential
source that furnished information to
the Government;

(f) Subsection (k)(6). Testing or exam-
ination records used solely to deter-
mine individual qualifications for ap-
pointment or promotion in the Federal
service when the disclosure of such
would compromise the objectivity or
fairness of the testing or examination
process;

(g) Subsection (k)(7). Evaluation
records used to determine potential for
promotion in the armed services, but
only if disclosure would reveal the
identify of a confidential source.

§ 505.15 Exempt systems of records
used.

USIA is authorized to use exemptions
(k)(1), (k)(2), (k)(4), (k)(5), and (k)(6).
The following Agency components cur-
rently maintain exempt systems of
records under one or more of these spe-
cific exemptions: Executive Secre-
tariat; Education and Cultural Ex-
change Program; Legal Files; Privacy
Act and Freedom of Information Act
Files; Employee Grievance Files; Re-
cruitment Records; Employee Master
Personnel Records; Foreign Service Se-
lection Board Files; Employee Training
Files; Personnel Security and Integrity
Records; International Broadcasting
Bureau Director’s Executive Secre-
tariat Files; and International Broad-
casting Bureau Employee Personnel
Files.

PART 506—PART-TIME CAREER
EMPLOYMENT PROGRAM

Sec.
506.1 Purpose of program.
506.2 Review of positions.
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