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b. The fact that DoD SNM facility secu-
rity-related projects or upgrades are planned
or in progress.

c. Identification and description of secu-
rity system components intended to miti-
gate the consequences of an accident or act
of sabotage at a DoD SNM facility.

2. MATERIAL CONTROL AND ACCOUNTABILITY

a. Total quantity or categories of DoD
SNM at a facility.

b. Control and accountability plans or pro-
cedures.

c. Receipts that, cumulatively, would re-
veal quantities and categories of DoD SNM
of potential interest to an adversary.

d. Measured discards, decay losses, or
losses due to fission and transmutation for a
reporting period.

e. Frequency and schedule of DoD SNM in-
ventories.

3. FACILITY DESCRIPTION

a. Maps, conceptual design, and construc-
tion drawings of a DoD SNM facility showing
construction characteristics of building and
associated electrical systems, barriers, and
back-up power systems not observable from
a public area.

b. Maps, plans, photographs, or drawings of
man-made or natural features in a DoD SNM
facility not observable from a public area;
i.e., tunnels, storm or waste sewers, water
intake and discharge conduits, or other fea-
tures having the potential for concealing
surreptitious movement.

4. INTRUSION DETECTION AND SECURITY ALARM
SYSTEMS

a. Information on the layout or design of
security and alarm systems at a specific DoD
SNM facility, if the information is not ob-
servable from a public area.

b. The fact that a particular system make
or model has been installed at a specific DoD
SNM facility, if the information is not ob-
servable from a public area.

c. Performance characteristics of installed
systems.

5. KEYS, LOCKS, COMBINATIONS, AND TAMPER-
INDICATING DEVICES

a. Types and models of keys, locks, and
combinations of locks used in DoD SNM fa-
cilities and during shipment.

b. Method of application of tamper-indi-
cating devices.

c. Vulnerability information available
from unclassified vendor specifications.

6. THREAT RESPONSE CAPABILITY AND
PROCEDURES

a. Information about arrangements with
local, State, and Federal law enforcement
Agencies of potential interest to an adver-
sary.

b. Information in ‘‘nonhostile’’ contin-
gency plans of potential value to an adver-
sary to defeat a security measure; i.e., fire,
safety, nuclear accident, radiological re-
lease, or other administrative plans.

c. Required response time of security
forces.

7. PHYSICAL SECURITY EVALUATIONS

a. Method of evaluating physical security
measures not observable from public areas.

b. Procedures for inspecting and testing
communications and security systems.

8. IN-TRANSIT SECURITY

a. Fact that a shipment is going to take
place.

b. Specific means of protecting shipments.
c. Number and size of packages.
d. Mobile operating and communications

procedures that could be exploited by an ad-
versary.

e. Information on mode, routing, protec-
tion, communications, and operations that
must be shared with law enforcement or
other civil agencies, but not visible to the
public.

f. Description and specifications of trans-
port vehicle compartments or security sys-
tems not visible to the public.

9. INFORMATION ON NUCLEAR WEAPON STOCK-
PILE AND STORAGE REQUIREMENT, NUCLEAR
WEAPON DESTRUCTION AND DISABLEMENT
SYSTEMS, AND NUCLEAR WEAPONS PHYSICAL
CHARACTERISTICS

Refer to CG–W–5 for guidance about the
physical protection of information on nu-
clear weapon stockpile and storage require-
ments, nuclear weapon destruction and dis-
ablement systems, and nuclear weapon phys-
ical characteristics that may, under certain
circumstances, be unclassified. Such infor-
mation meets the adverse effects test shall
be protected as DoD UCNI.

PART 224—DoD COMMITTEE
MANAGEMENT PROGRAM

Sec.
224.1 Purpose.
224.2 Applicability.
224.3 Definitions.
224.4 Policy.
224.5 Responsibilities.

AUTHORITY: 10 U.S.C. 137.

SOURCE: 55 FR 5002, Feb. 13, 1990, unless
otherwise noted.

§ 224.1 Purpose.

This part:
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National Technical Information Service
(NTIS), 5285 Port Royal Road, Springfield,
VA 22161.

(a) Revises 32 CFR part 224 and up-
dates the policy, procedures, and re-
sponsibilities for the Department of
Defense (DoD) Committee Management
Program.

(b) Excludes Federal advisory com-
mittees from coverage under this part.
They shall be established and adminis-
tered in accordance with the provisions
of DoD Directive 5105.4.1

§ 224.2 Applicability.
This Directive applies to the Office of

the Secretary of Defense (OSD), the
Military Departments, the Joint Chiefs
of Staff (JCS) and Joint Staff, the Uni-
fied and Specified Commands, the De-
fense Agencies, and the DoD Field Ac-
tivities (hereafter referred to collec-
tively as ‘‘DoD Components’’).

§ 224.3 Definitions.
(a) Heads of OSD Organizations. The

Under Secretaries of Defense; Assistant
Secretaries of Defense; Director of De-
fense Research and Engineering; DoD
Comptroller; DoD General Counsel;
DoD Inspector General; Director, Oper-
ational Test and Evaluation; Assist-
ants to the Secretary of Defense; and,
the Director, Administration and Man-
agement.

(b) Committee. A body of persons with
a collective responsibility appointed to
consider, investigate, advise, take ac-
tion, and report on specific problems or
subject areas. The prime characteris-
tics of committees are their corporate
and collective responsibility, and their
permanent or ongoing (versus ad hoc)
nature. The term ‘‘committee’’ applies
to any committee, board, commission,
council, conference, panel, task force,
or other similar group or any sub-
committee or sub-group thereof that is
composed of officials of the U.S. or a
foreign government, and is established
by the direction of the DoD Component
Head.

(1) Operational Committee. One whose
primary functions and responsibilities
are operational, rather than advisory.

(2) Interagency Committee. Any com-
mittee composed wholly of representa-

tives from two or more U.S. Govern-
ment agencies.

(3) International Committee. Any com-
mittee established by formal agree-
ment between the United States and
the government of another country or
countries or by an international body
in which the United States partici-
pates.

(4) Intra-Component Committee. Any
committee composed wholly of rep-
resentatives from one DoD Component.

(5) Joint DoD Committee. Any com-
mittee composed wholly of DoD rep-
resentatives from two or more DoD
Components.

§ 224.4 Policy.
It is DoD policy that:
(a) Committees shall be established

only when their functions cannot be
accomplished within the existing orga-
nizational structure.

(b) Committees shall be established
to perform such tasks as fact-finding,
research, evaluation, studies, and re-
views.

(c) Committees may be established to
perform operational, administrative, or
management functions.

(d) When establishing committees,
consideration shall be given to ensur-
ing necessity, economy and efficiency
of operation, and execution within re-
source constraints.

(e) Committees shall be disestab-
lished when the purpose for which they
were established has been served.

(f) Nothing contained in this part
shall be construed to limit or restrict
the free exchange of information, ad-
vice, and ideas between representatives
of DoD Components or other Federal
Agencies through ad hoc occasional
meetings or other means.

§ 224.5 Responsibilities.
(a) The Director of Administration and

Management, Office of the Secretary of
Defense (DA&M, OSD), or his designee,
shall:

(1) Provide policy guidance on the
DoD Committee Management Program
to DoD Components.

(2) Represent the Department of De-
fense and maintain liaison with the
Congress, General Accounting Office
(GAO), Office of Management and
Budget (OMB), and other Government
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agencies, as required, on matters in-
volving the DoD Committee Manage-
ment Program.

(3) Obtain such information, anal-
yses, reports, and assistance from DoD
Components as is required to respond
to inquiries from the Congress, GAO,
OMB, and other Government agencies,
consistent with the provisions of DoD
Directive 7750.5.2

(4) Serve as DoD Committee Manage-
ment Officer with responsibility to
monitor compliance with the provi-
sions of this part.

(b) The Heads of DoD Components, or
their designees, shall:

(1) Ensure that the committees under
their cognizance are established and
administered consistent with the provi-
sions of this part.

(2) Develop operating procedures and
provide supplemental guidance as re-
quired for the efficient operation of the
committees under their cognizance.

(3) Administer their committee man-
agement programs, including: the ap-
proval or disapproval of proposals for
the establishment, revision, continu-
ation, or termination of operational,
interagency, international, intra-Com-
ponent, and joint DoD committees
under their cognizance; the develop-
ment of pertinent operating documents
such as charters, membership lists,
terms of reference, memoranda of un-
derstanding, and international agree-
ments; and, the maintenance and dis-
position of reports, records, and min-
utes of meetings.

(4) Approve or disapprove proposals
for participation by their Components
on committees chaired by another DoD
Component, Government agency, or
foreign government.

(5) Maintain information about the
program, objectives, and activities of
each committee established within
their Component and provide such in-
formation, when requested, to the
DA&M.

(6) Conduct periodic reviews of exist-
ing committees, and evaluate rec-
ommendations for their revision, con-
solidation, or termination.

(7) Designate a Committee Manage-
ment Officer to assist in the perform-
ance of the above responsibilities.

PART 226—SHELTER FOR THE
HOMELESS

Sec.
226.1 Purpose.
226.2 Applicability.
226.3 Policy.
226.4 Responsibilities.
226.5 Effective date and implementation.

AUTHORITY: 10 U.S.C. 2546.

SOURCE: 52 FR 42638, Nov. 6, 1987, unless
otherwise noted.

§ 226.1 Purpose.
This part implements 10 U.S.C. 2546

by establishing Department of Defense
policy for the Department of Defense
Shelter for the Homeless Program.

§ 226.2 Applicability.
This part applies to the Office of the

Secretary of Defense (OSD), the Mili-
tary Departments (including their Na-
tional Guard and Reserve components),
the Unified and Specified Commands,
the Defense Agencies, and Department
of Defense Field Activities (hereafter
referred to collectively as ‘‘Depart-
ment of Defense Components’’).

§ 226.3 Policy.
(a) By Memorandum for the Secre-

taries of the Military Departments
from the Secretary of Defense dated
October 29, 1984, and entitled: ‘‘Shelter
for the Homeless’’, the Secretary of De-
fense stated it is Department of De-
fense policy that shelters for the home-
less may be established on military in-
stallations.

(b) The Secretary of a Military De-
partment, or designee, may make mili-
tary installations under his or her ju-
risdiction available for the furnishing
of shelter to persons without adequate
shelter in accordance with 10 U.S.C.
2546 and this part if he or she, or des-
ignee, determines that such shelter
will not interfere with military pre-
paredness or ongoing military func-
tions.

(c) The Secretary of a Military De-
partment, after determining that a
shelter for the homeless may be estab-
lished on a military installation, shall
ensure that the plans for the shelter be
developed in cooperation with appro-
priate State or local governmental en-
tities and charitable organizations.
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