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SUBCHAPTER A—GENERAL MANAGEMENT AND 
ADMINISTRATION

PART 500—GENERAL DEFINITIONS

AUTHORITY: 5 U.S.C. 301; 18 U.S.C. 3621, 3622, 
3624, 4001, 4042, 4081, 4082 (Repealed in part as 
to offenses committed on or after November 
1, 1987), 5006–5024 (Repealed October 12, 1984 
as to offenses committed after that date), 
5039; 28 U.S.C. 509, 510; 28 CFR 0.95–0.99.

§ 500.1 Definitions. 
As used in this chapter, 
(a) The Warden means the chief exec-

utive officer of a U.S. Penitentiary, 
Federal Correctional Institution, Med-
ical Center for Federal Prisoners, Fed-
eral Prison Camp, Federal Detention 
Center, Metropolitan Correctional Cen-
ter, or any federal penal or correc-
tional institution or facility. Warden 
also includes any staff member with 
authority explicitly delegated by any 
chief executive officer. 

(b) Staff means any employee of the 
Bureau of Prisons or Federal Prison In-
dustries, Inc. 

(c) Inmate means all persons in the 
custody of the Federal Bureau of Pris-
ons or Bureau contract facilities, in-
cluding persons charged with or con-
victed of offenses against the United 
States; D.C. Code felony offenders; and 
persons held as witnesses, detainees, or 
otherwise. 

(d) Institution means a U.S. Peniten-
tiary, a Federal Correctional Institu-
tion, a Federal Prison Camp, a Federal 
Detention Center, a Metropolitan Cor-
rectional Center, a Metropolitan De-
tention Center, a U.S. Medical Center 
for Federal Prisoners, a Federal Med-
ical Center, or a Federal Transpor-
tation Center. 

(e) Shall means an obligation is im-
posed. 

(f) May means a discretionary right, 
privilege, or power is conferred. 

(g) May not means a prohibition is 
imposed. 

(h) Contraband is material prohibited 
by law, or by regulation, or material 
which can reasonably be expected to 
cause physical injury or adversely af-
fect the security, safety, or good order 
of the institution. 

(i) Qualified health personnel includes 
physicians, dentists, and other profes-
sional and technical workers who en-
gage in activities within their respec-
tive levels of health care training or 
experience which support, complement, 
or supplement the administration of 
health care. 

[44 FR 38244, June 29, 1979, as amended at 48 
FR 48969, Oct. 21, 1983; 56 FR 31530, July 10, 
1991; 63 FR 55775, Oct. 16, 1998; 66 FR 55065, 
Oct. 31, 2001]

PART 501—SCOPE OF RULES

501.1 Institutional emergencies. 
501.2 National security cases. 
501.3 Prevention of acts of violence and ter-

rorism.

AUTHORITY: 5 U.S.C. 301; 18 U.S.C. 3621, 3622, 
3624, 4001, 4042, 4081, 4082 (Repealed in part as 
to offenses committed on or after November 
1, 1987), 4161–4166 (Repealed as to offenses 
committed on or after November 1, 1987), 
5006–5024 (Repealed October 12, 1984 as to of-
fenses committed after that date), 5039; 28 
U.S.C. 509, 510; 28 CFR 0.95–0.99.

§ 501.1 Institutional emergencies. 

When there is an institutional emer-
gency which the Warden considers a 
threat to human life or safety, the 
Warden may suspend the operation of 
the rules contained in this chapter to 
the extent he deems necessary to han-
dle the emergency. The Warden shall 
notify the Director of the Bureau of 
Prisons within eight hours of any sus-
pension of rules under this section. 

[44 FR 38244, June 29, 1979]

§ 501.2 National security cases. 

(a) Upon direction of the Attorney 
General, the Director, Bureau of Pris-
ons, may authorize the Warden to im-
plement special administrative meas-
ures that are reasonably necessary to 
prevent disclosure of classified infor-
mation upon written certification to 
the Attorney General by the head of a 
member agency of the United States 
intelligence community that the unau-
thorized disclosure of such information 
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