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(iii) Monitoring and recording of all 
areas where coin may be stored or 
counted, including the hard count 
room, all doors to the hard count room, 
all scales and wrapping machines, and 
all areas where uncounted coin may be 
stored during the drop and count proc-
ess. 

(iv) Monitoring and recording of soft 
count room, including all doors to the 
room, all table game drop boxes, safes, 
and counting surfaces, and all count 
team personnel. The counting surface 
area must be continuously monitored 
and recorded by a dedicated camera 
during the soft count. 

(v) Monitoring and recording of all 
areas where currency is sorted, 
stacked, counted, verified, or stored 
during the soft count process. 

(v) Change booths. The surveillance 
system shall monitor and record a gen-
eral overview of the activities occur-
ring in each gaming machine change 
booth. 

(w) Video recording and/or digital 
record retention. 

(1) All video recordings and/or digital 
records of coverage provided by the 
dedicated cameras or motion-activated 
dedicated cameras required by the 
standards in this section shall be re-
tained for a minimum of seven (7) days. 

(2) Recordings involving suspected or 
confirmed gaming crimes, unlawful ac-
tivity, or detentions by security per-
sonnel, must be retained for a min-
imum of thirty (30) days. 

(3) Duly authenticated copies of video 
recordings and/or digital records shall 
be provided to the Commission upon re-
quest. 

(x) Video library log. A video library 
log, or comparable alternative proce-
dure approved by the Tribal gaming 

regulatory authority, shall be main-
tained to demonstrate compliance with 
the storage, identification, and reten-
tion standards required in this section. 

(y) Malfunction and repair log. (1) Sur-
veillance personnel shall maintain a 
log or alternative procedure approved 
by the Tribal gaming regulatory au-
thority that documents each malfunc-
tion and repair of the surveillance sys-
tem as defined in this section. 

(2) The log shall state the time, date, 
and nature of each malfunction, the ef-
forts expended to repair the malfunc-
tion, and the date of each effort, the 
reasons for any delays in repairing the 
malfunction, the date the malfunction 
is repaired, and where applicable, any 
alternative security measures that 
were taken. 

(z) Surveillance log. (1) Surveillance 
personnel shall maintain a log of all 
surveillance activities. 

(2) Such log shall be maintained by 
surveillance room personnel and shall 
be stored securely within the surveil-
lance department. 

(3) At a minimum, the following in-
formation shall be recorded in a sur-
veillance log: 

(i) Date; 
(ii) Time commenced and terminated; 
(iii) Activity observed or performed; 

and 
(iv) The name or license credential 

number of each person who initiates, 
performs, or supervises the surveil-
lance. 

(4) Surveillance personnel shall also 
record a summary of the results of the 
surveillance of any suspicious activity. 
This summary may be maintained in a 
separate log.
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