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(3) Changing the scope of agency or 
geographical coverage of existing 
schedules; or 

(4) Adding or deleting special item 
numbers, national stock numbers, or 
revising their description. 

(b) Requests should be forwarded to 
the General Services Administration, 
Federal Supply Service, Office of Ac-
quisition (FC), Washington, DC 20406. 

[48 FR 42368, Sept. 19, 1983, as amended at 54 
FR 29282, July 11, 1989; 56 FR 55372, Oct. 25, 
1991; 59 FR 53718, Oct. 25, 1994; 62 FR 40237, 
July 25, 1997] 

PART 39—ACQUISITION OF 
INFORMATION TECHNOLOGY 

Sec. 
39.000 Scope of part. 
39.001 Applicability. 
39.002 Definitions. 

Subpart 39.1—General 

39.101 Policy. 
39.102 Management of risk. 
39.103 Modular contracting. 
39.104 Information technology services. 
39.105 Privacy. 
39.106 Year 2000 complaints. 
39.107 Contract clause. 

Subpart 39.2—Electronic and Information 
Technology 

39.201 Scope of subpart. 
39.202 Definition. 
39.203 Applicability. 
39.204 Exceptions. 

AUTHORITY: 40 U.S.C. 486(c); 10 U.S.C. chap-
ter 137; and 42 U.S.C. 2473(c). 

SOURCE: 61 FR 41470, Aug. 8, 1996, unless 
otherwise noted. 

39.000 Scope of part. 

This part prescribes acquisition poli-
cies and procedures for use in acquir-
ing— 

(a) Information technology, includ-
ing financial management systems, 
consistent with other parts of this reg-
ulation, OMB Circular No. A–127, Fi-
nancial Management Systems, and 
OMB Circular No. A–130, Management 
of Federal Information Resources; and 

(b) Electronic and information tech-
nology. 

[66 FR 20897, Apr. 25, 2001] 

39.001 Applicability. 

This part applies to the acquisition 
of information technology by or for the 
use of agencies except for acquisitions 
of information technology for national 
security systems. However, acquisi-
tions of information technology for na-
tional security systems shall be con-
ducted in accordance with 40 U.S.C. 
11302 with regard to requirements for 
performance and results-based manage-
ment; the role of the agency Chief In-
formation Officer in acquisitions; and 
accountability. These requirements are 
addressed in OMB Circular No. A–130. 

[61 FR 41470, Aug. 8, 1996, as amended at 70 
FR 57455, Sept. 30, 2005] 

39.002 Definitions. 

As used in this part— 
Modular contracting means use of one 

or more contracts to acquire informa-
tion technology systems in successive, 
interoperable increments. 

National security system means any 
telecommunications or information 
system operated by the United States 
Government, the function, operation, 
or use of which— 

(1) Involves intelligence activities; 
(2) Involves cryptologic activities re-

lated to national security; 
(3) Involves command and control of 

military forces; 
(4) Involves equipment that is an in-

tegral part of a weapon or weapons sys-
tem; or 

(5) Is critical to the direct fulfillment 
of military or intelligence missions. 
This does not include a system that is 
to be used for routine administrative 
and business applications, such as pay-
roll, finance, logistics, and personnel 
management applications. 

Year 2000 compliant with respect to in-
formation technology, means that the 
information technology accurately 
processes date/time data (including, 
but not limited to, calculating, com-
paring, and sequencing) from, into, and 
between the twentieth and twenty-first 
centuries, and the years 1999 and 2000 
and leap year calculations, to the ex-
tent that other information tech-
nology, used in combination with the 
information technology being acquired, 

VerDate Aug<31>2005 07:59 Oct 27, 2005 Jkt 205200 PO 00000 Frm 00778 Fmt 8010 Sfmt 8010 Y:\SGML\205200.XXX 205200



769 

Federal Acquisition Regulation 39.103 

properly exchanges date/time data with 
it. 

[61 FR 41470, Aug. 8, 1996, as amended at 62 
FR 274, Jan. 2, 1997; 62 FR 44830, Aug. 22, 1997; 
63 FR 9068, Feb. 23, 1998; 66 FR 2133, Jan. 10, 
2001] 

Subpart 39.1—General 

39.101 Policy. 

(a) Division A, Section 101(h), Title 
VI, Section 622 of the Omnibus Appro-
priations and Authorization Act for 
Fiscal Year 1999 (Pub. L. 105–277) re-
quires that agencies may not use ap-
propriated funds to acquire informa-
tion technology that does not comply 
with 39.106, unless the agency’s Chief 
Information Officer determines that 
noncompliance with 39.106 is necessary 
to the function and operation of the 
agency or the acquisition is required 
by a contract in effect before October 
21, 1998. The Chief Information Officer 
must send to the Office of Management 
and Budget a copy of all waivers for 
forwarding to Congress. 

(b) In acquiring information tech-
nology, agencies shall identify their re-
quirements pursuant to OMB Circular 
A–130, including consideration of secu-
rity of resources, protection of privacy, 
national security and emergency pre-
paredness, accommodations for individ-
uals with disabilities, and energy effi-
ciency. When developing an acquisition 
strategy, contracting officers should 
consider the rapidly changing nature of 
information technology through mar-
ket research (see part 10) and the appli-
cation of technology refreshment tech-
niques. 

(c) Agencies must follow OMB Cir-
cular A–127, Financial Management 
Systems, when acquiring financial 
management systems. Agencies may 
acquire only core financial manage-
ment software certified by the Joint 
Financial Management Improvement 
Program. 

(d) In acquiring information tech-
nology, agencies shall include the ap-
propriate information technology secu-
rity policies and requirements. 

[61 FR 41470, Aug. 8, 1996, as amended at 64 
FR 32748, June 17, 1999; 64 FR 72446, Dec. 27, 
1999; 70 FR 57452, Sept. 30, 2005] 

39.102 Management of risk. 
(a) Prior to entering into a contract 

for information technology, an agency 
should analyze risks, benefits, and 
costs. (See part 7 for additional infor-
mation regarding requirements defini-
tion.) Reasonable risk taking is appro-
priate as long as risks are controlled 
and mitigated. Contracting and pro-
gram office officials are jointly respon-
sible for assessing, monitoring and con-
trolling risk when selecting projects 
for investment and during program im-
plementation. 

(b) Types of risk may include sched-
ule risk, risk of technical obsolescence, 
cost risk, risk implicit in a particular 
contract type, technical feasibility, de-
pendencies between a new project and 
other projects or systems, the number 
of simultaneous high risk projects to 
be monitored, funding availability, and 
program management risk. 

(c) Appropriate techniques should be 
applied to manage and mitigate risk 
during the acquisition of information 
technology. Techniques include, but 
are not limited to: prudent project 
management; use of modular con-
tracting; thorough acquisition plan-
ning tied to budget planning by the 
program, finance and contracting of-
fices; continuous collection and evalua-
tion of risk-based assessment data; 
prototyping prior to implementation; 
post implementation reviews to deter-
mine actual project cost, benefits and 
returns; and focusing on risks and re-
turns using quantifiable measures. 

39.103 Modular contracting. 
(a) This section implements Section 

5202, Incremental Acquisition of Infor-
mation Technology, of the Clinger- 
Cohen Act of 1996 (Public Law 104–106). 
Modular contracting is intended to re-
duce program risk and to incentivize 
contractor performance while meeting 
the Governments need for timely ac-
cess to rapidly changing technology. 
Consistent with the agency’s informa-
tion technology architecture, agencies 
should, to the maximum extent prac-
ticable, use modular contracting to ac-
quire major systems (see 2.101) of infor-
mation technology. Agencies may also 
use modular contracting to acquire 
non-major systems of information 
technology. 
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(b) When using modular contracting, 
an acquisition of a system of informa-
tion technology may be divided into 
several smaller acquisition increments 
that— 

(1) Are easier to manage individually 
than would be possible in one com-
prehensive acquisition; 

(2) Address complex information 
technology objectives incrementally in 
order to enhance the likelihood of 
achieving workable systems or solu-
tions for attainment of those objec-
tives; 

(3) Provide for delivery, implementa-
tion, and testing of workable systems 
or solutions in discrete increments, 
each of which comprises a system or 
solution that is not dependent on any 
subsequent increment in order to per-
form its principal functions; 

(4) Provide an opportunity for subse-
quent increments to take advantage of 
any evolution in technology or needs 
that occur during implementation and 
use of the earlier increments; and 

(5) Reduce risk of potential adverse 
consequences on the overall project by 
isolating and avoiding custom-designed 
components of the system. 

(c) The characteristics of an incre-
ment may vary depending upon the 
type of information technology being 
acquired and the nature of the system 
being developed. The following factors 
may be considered: 

(1) To promote compatibility, the in-
formation technology acquired through 
modular contracting for each incre-
ment should comply with common or 
commercially acceptable information 
technology standards when available 
and appropriate, and shall conform to 
the agency’s master information tech-
nology architecture. 

(2) The performance requirements of 
each increment should be consistent 
with the performance requirements of 
the completed, overall system within 
which the information technology will 
function and should address interface 
requirements with succeeding incre-
ments. 

(d) For each increment, contracting 
officers shall choose an appropriate 
contracting technique that facilitates 
the acquisition of subsequent incre-
ments. Pursuant to Parts 16 and 17 of 
the Federal Acquisition Regulations, 

contracting officers shall select the 
contract type and method appropriate 
to the circumstances (e.g., indefinite 
delivery, indefinite quantity contracts, 
single contract with options, succes-
sive contracts, multiple awards, task 
order contracts). Contract(s) shall be 
structured to ensure that the Govern-
ment is not required to procure addi-
tional increments. 

(e) To avoid obsolescence, a modular 
contract for information technology 
should, to the maximum extent prac-
ticable, be awarded within 180 days 
after the date on which the solicitation 
is issued. If award cannot be made 
within 180 days, agencies should con-
sider cancellation of the solicitation in 
accordance with 48 CFR 14.209 or 
15.206(e). To the maximum extent prac-
ticable, deliveries under the contract 
should be scheduled to occur within 18 
months after issuance of the solicita-
tion. 

[63 FR 9068, Feb. 23, 1998] 

39.104 Information technology serv-
ices. 

When acquiring information tech-
nology services, solicitations must not 
describe any minimum experience or 
educational requirement for proposed 
contractor personnel unless the con-
tracting officer determines that the 
needs of the agency— 

(a) Cannot be met without that re-
quirement; or 

(b) Require the use of other than a 
performance-based contract (see sub-
part 37.6). 

[66 FR 22085, May 2, 2001] 

39.105 Privacy. 

Agencies shall ensure that contracts 
for information technology address 
protection of privacy in accordance 
with the Privacy Act (5 U.S.C. 552a) 
and part 24. In addition, each agency 
shall ensure that contracts for the de-
sign, development, or operation of a 
system of records using commercial in-
formation technology services or infor-
mation technology support services in-
clude the following: 

(a) Agency rules of conduct that the 
contractor and the contractor’s em-
ployees shall be required to follow. 
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(b) A list of the anticipated threats 
and hazards that the contractor must 
guard against. 

(c) A description of the safeguards 
that the contractor must specifically 
provide. 

(d) Requirements for a program of 
Government inspection during per-
formance of the contract that will en-
sure the continued efficacy and effi-
ciency of safeguards and the discovery 
and countering of new threats and haz-
ards. 

39.106 Year 2000 compliance. 

When acquiring information tech-
nology that will be required to perform 
date/time processing involving dates 
subsequent to December 31, 1999, agen-
cies shall ensure that solicitations and 
contracts— 

(a)(1) Require the information tech-
nology to be Year 2000 compliant; or 

(2) Require that non-compliant infor-
mation technology be upgraded to be 
Year 2000 compliant prior to the earlier 
of 

(i) The earliest date on which the in-
formation technology may be required 
to perform date/time processing involv-
ing dates later than December 31, 1999, 
or 

(ii) December 31, 1999; and 
(b) As appropriate, describe existing 

information technology that will be 
used with the information technology 
to be acquired and identify whether the 
existing information technology is 
Year 2000 compliant. 

[62 FR 274, Jan. 2, 1997] 

39.107 Contract clause. 

The contracting officer shall insert a 
clause substantially the same as the 
clause at 52.239–1, Privacy or Security 
Safeguards, in solicitations and con-
tracts for information technology 
which require security of information 
technology, and/or are for the design, 
development, or operation of a system 
of records using commercial informa-
tion technology services or support 
services. 

[61 FR 41470, Aug. 8, 1996. Redesignated at 62 
FR 274, Jan. 2, 1997] 

Subpart 39.2—Electronic and 
Information Technology 

SOURCE: 66 FR 20897, Apr. 25, 2001, unless 
otherwise noted. 

39.201 Scope of subpart. 
(a) This subpart implements section 

508 of the Rehabilitation Act of 1973 (29 
U.S.C. 794d), and the Architectural and 
Transportation Barriers Compliance 
Board Electronic and Information 
Technology (EIT) Accessibility Stand-
ards (36 CFR part 1194). 

(b) Further information on section 
508 is available via the Internet at 
http://www.section508.gov. 

(c) When acquiring EIT, agencies 
must ensure that— 

(1) Federal employees with disabil-
ities have access to and use of informa-
tion and data that is comparable to the 
access and use by Federal employees 
who are not individuals with disabil-
ities; and 

(2) Members of the public with dis-
abilities seeking information or serv-
ices from an agency have access to and 
use of information and data that is 
comparable to the access to and use of 
information and data by members of 
the public who are not individuals with 
disabilities. 

39.202 Definition. 
Undue burden, as used in this subpart, 

means a significant difficulty or ex-
pense. 

39.203 Applicability. 
(a) Unless an exception at 39.204 ap-

plies, acquisitions of EIT supplies and 
services must meet the applicable ac-
cessibility standards at 36 CFR part 
1194. 

(b)(1) Exception determinations are 
required prior to contract award, ex-
cept for indefinite-quantity contracts 
(see paragraph (b)(2) of this section). 

(2) Exception determinations are not 
required prior to award of indefinite- 
quantity contracts, except for require-
ments that are to be satisfied by initial 
award. Contracting offices that award 
indefinite-quantity contracts must in-
dicate to requiring and ordering activi-
ties which supplies and services the 
contractor indicates as compliant, and 
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show where full details of compliance 
can be found (e.g., vendor’s or other 
exact website location). 

(3) Requiring and ordering activities 
must ensure supplies or services meet 
the applicable accessibility standards 
at 36 CFR part 1194, unless an exception 
applies, at the time of issuance of task 
or delivery orders. Accordingly, indefi-
nite-quantity contracts may include 
noncompliant items; however, any task 
or delivery order issued for noncompli-
ant items must meet an applicable ex-
ception. 

(c)(1) When acquiring commercial 
items, an agency must comply with 
those accessibility standards that can 
be met with supplies or services that 
are available in the commercial mar-
ketplace in time to meet the agency’s 
delivery requirements. 

(2) The requiring official must docu-
ment in writing the nonavailability, 
including a description of market re-
search performed and which standards 
cannot be met, and provide documenta-
tion to the contracting officer for in-
clusion in the contract file. 

39.204 Exceptions. 

The requirements in 39.203 do not 
apply to EIT that— 

(a) Is purchased in accordance with 
Subpart 13.2 (micro-purchases) prior to 
April 1, 2005. However, for micro-pur-
chases, contracting officers and other 
individuals designated in accordance 
with 1.603–3 are strongly encouraged to 
comply with the applicable accessi-
bility standards to the maximum ex-
tent practicable; 

(b) Is for a national security system; 
(c) Is acquired by a contractor inci-

dental to a contract; 
(d) Is located in spaces frequented 

only by service personnel for mainte-
nance, repair or occasional monitoring 
of equipment; or 

(e) Would impose an undue burden on 
the agency. 

(1) Basis. In determining whether 
compliance with all or part of the ap-
plicable accessibility standards in 36 
CFR part 1194 would be an undue bur-
den, an agency must consider— 

(i) The difficulty or expense of com-
pliance; and 

(ii) Agency resources available to its 
program or component for which the 
supply or service is being acquired. 

(2) Documentation. (i) The requiring 
official must document in writing the 
basis for an undue burden decision and 
provide the documentation to the con-
tracting officer for inclusion in the 
contract file. 

(ii) When acquiring commercial 
items, an undue burden determination 
is not required to address individual 
standards that cannot be met with sup-
plies or service available in the com-
mercial marketplace in time to meet 
the agency delivery requirements (see 
39.203(c)(2) regarding documentation of 
nonavailability). 

[66 FR 20897, Apr. 25, 2001, as amended at 67 
FR 80322, Dec. 31, 2002; 69 FR 59703, Oct. 5, 
2004] 

PART 40 [RESERVED] 

PART 41—ACQUISITION OF UTILITY 
SERVICES 

Subpart 41.1—General 

Sec. 
41.100 Scope of part. 
41.101 Definitions. 
41.102 Applicability. 
41.103 Statutory and delegated authority. 

Subpart 41.2—Acquiring Utility Services 

41.201 Policy. 
41.202 Procedures. 
41.203 GSA assistance. 
41.204 GSA areawide contracts. 
41.205 Separate contracts. 
41.206 Interagency agreements. 

Subpart 41.3—Requests for Assistance 

41.301 Requirements. 

Subpart 41.4—Administration 

41.401 Monthly and annual review. 
41.402 Rate changes and regulatory inter-

vention. 

Subpart 41.5—Solicitation Provision and 
Contract Clauses 

41.501 Solicitation provision and contract 
clauses. 

Subpart 41.6—Forms 

41.601 Utility services forms. 

VerDate Aug<31>2005 07:59 Oct 27, 2005 Jkt 205200 PO 00000 Frm 00782 Fmt 8010 Sfmt 8010 Y:\SGML\205200.XXX 205200


		Superintendent of Documents
	2014-10-31T13:55:49-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




