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(4) External Relations. 
(5) Life and Microgravity Sciences 

and Applications. 
(b) Associate Deputy Administrator. 
(c) General Counsel. 
Other members may be designated 

upon specific request of the Chair-
person. 

[54 FR 6881, Feb. 15, 1989, as amended by 64 
FR 72535, Dec. 28, 1999] 

§ 1203.903 Ad hoc committees. 
The Chairperson is authorized to es-

tablish such ad hoc panels or sub-
committees as may be necessary in the 
conduct of the Committee’s work. 

§ 1203.904 Meetings. 
(a) Meetings will be held at the call 

of the Chairperson. 
(b) Records produced by the Com-

mittee and the minutes of each meet-
ing will be maintained by the Execu-
tive Secretary. 

PART 1203a—NASA SECURITY 
AREAS 

Sec. 
1203a.100 Purpose and scope. 
1203a.101 Definitions. 
1203a.102 Establishment, maintenance, and 

revocation of security areas. 
1203a.103 Access to security areas. 
1203a.104 Violation of security areas. 
1203a.105 Implementation by field and com-

ponent installations. 

AUTHORITY: 18 U.S.C. 799. 

SOURCE: 38 FR 8056, Mar. 28, 1973, unless 
otherwise noted. 

§ 1203a.100 Purpose and scope. 
(a) To insure the uninterrupted and 

successful accomplishment of the 
NASA mission, certain designated se-
curity areas may be established and 
maintained by NASA installations and 
component installations in order to 
provide appropriate and adequate pro-
tection for facilities, property, or clas-
sified information and material in the 
possession or custody of NASA or 
NASA contractors located at NASA in-
stallations and component installa-
tions. 

(b) This part 1203a sets forth: 
(1) The designation and maintenance 

of security areas, 

(2) The responsibilities and proce-
dures in connection therewith, and 

(3) The penalties that may be en-
forced through court actions against 
unauthorized persons entering security 
areas. 

§ 1203a.101 Definitions. 
For the purpose of this part, the fol-

lowing definitions apply: 
(a) Security area. A physically defined 

area, established for the protection or 
security of facilities, property, or 
classfied information and material in 
the possession or custody of NASA or a 
NASA contractor located at a NASA 
installation or component installation, 
entry to which is subject to security 
measures, procedures, or controls. Se-
curity areas which may be established 
are: 

(1) Restricted area. An area wherein 
security measures are applied pri-
marily for the safeguarding or the ad-
ministrative control of property or to 
protect operations and functions which 
are vital or essential to the accom-
plishment of the mission assigned to a 
NASA installation or component in-
stallation. 

(2) Limited area. An area wherein se-
curity measures are applied primarily 
for the safeguarding of classified infor-
mation and material or unclassified 
property warranting special protection 
and in which the uncontrolled move-
ment of visitors would permit access to 
such classified information and mate-
rial or property, but within which area 
such access may be prevented by appro-
priate visitor escort and other internal 
restrictions and controls. 

(3) Closed area. An area wherein secu-
rity measures are applied primarily for 
the purpose of safeguarding classified 
information and material; entry to the 
area being equivalent, for all practical 
purposes, to access to such classified 
information and material. 

(b) Temporary security area. A des-
ignated interim security area, the need 
for which will not exceed 30 days from 
date of establishment. A temporary se-
curity area may also be established on 
an interim basis, pending approval of 
its establishment as a permanent secu-
rity area. 

(c) Permanent security area. A des-
ignated security area, the need for 
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which will exceed 30 days from date of 
establishment. 

§ 1203a.102 Establishment, mainte-
nance, and revocation of security 
areas. 

(a) Establishment. (1) Directors of 
NASA field and component installa-
tions, and the Director of Headquarters 
Administration for NASA Head-
quarters (including component instal-
lations) may establish, maintain, and 
protect such areas as restricted, lim-
ited, or closed depending upon the op-
portunity available to unauthorized 
persons either to: 

(i) Obtain knowledge of classified in-
formation, 

(ii) Damage or remove property, or to 
(iii) Disrupt Government operations. 
(2) The concurrence of the Director of 

Security NASA Headquarters, will be 
obtained prior to the establishment of 
a permanent security area. 

(3)(i) As a minimum, the following 
information will be submitted to the 
Director of Security 15 workdays prior 
to establishment of each permanent se-
curity area: 

(a) The name and specific location of 
the NASA field or component installa-
tion, facility, or property to be pro-
tected. 

(b) A statement that the property is 
owned by, or leased to, the United 
States for use by NASA or is the prop-
erty of a NASA contractor located on a 
NASA installation or component in-
stallation. 

(c) Designation desired: i.e., re-
stricted, limited, or closed. 

(d) Specific purpose(s) for the estab-
lishment of a security area. 

(ii) For those areas currently des-
ignated by the installation as ‘‘perma-
nent security areas,’’ the information 
set forth in paragraph (d)(3)(i) of this 
section will be furnished to the Secu-
rity Division, NASA Headquarters, 
within 30 workdays of the effective 
date of this part. 

(b) Maintenance. The security meas-
ures which may be utilized to protect 
such areas will be determined by the 
requirements of individual situations. 
As a minimum such security measures 
will: 

(1) Provide for the posting of signs at 
entrances and at such intervals along 

the perimeter of the designated area as 
to provide reasonable notice to persons 
about to enter thereon. The Director of 
Security, NASA Headquarters, upon re-
quest, may approve the use of signs 
that are now being used pursuant to a 
State statute. 

(2) Regulate authorized personnel 
entry and movement within the area. 

(3) Deny entry of unauthorized per-
sons or property. 

(4) Prevent unauthorized removal of 
classified information and material or 
property from a NASA installation or 
component installation. 

(c) Revocation. Once the need for an 
established permanent security area no 
longer exists, the area will be returned 
immediately to normal controls and 
procedures or as soon as practicable. 
The Director of Security will be in-
formed of permanent security area rev-
ocations within 15 workdays. 

§ 1203a.103 Access to security areas. 
(a) Only those NASA employees, 

NASA contractor employees, and visi-
tors who have a need for such access 
and who meet the following criteria 
may enter a security area: 

(1) Restricted area. Be authorized to 
enter the area alone or be escorted by 
or under the supervision of a NASA 
employee or NASA contractor em-
ployee who is authorized to enter the 
area. 

(2) Limited area. Possess a security 
clearance equal to the level of the clas-
sified information or material involved 
or be the recipient of a satisfactorily 
completed national agency check if 
classified material or information is 
not involved. Personnel who do not 
meet the requirements for unescorted 
access may be escorted by a NASA em-
ployee or NASA contractor employee 
who meets the access requirements and 
has been authorized to enter the area. 

(3) Closed area. Possess a security 
clearance equal to the classified infor-
mation or material involved. 

(b) The directors of NASA field and 
component installations, and the Di-
rector of Headquarters Administration 
for NASA Headquarters (including 
component installations) may rescind 
previously granted authorizations to 
enter a security area when an individ-
ual’s continued presence therein is no 
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