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normal course of the business of providing that wire or electronic communication service; or

(ii) An officer, agent, or employee of, or a person under contract with, the United States, one of the 50 States, or a political subdivision thereof, when engaged in the normal course of government activities.

NOTE TO PARAGRAPH (b)(1): For SL reasons, license applications will generally be denied to countries that are subject to controls for AT reasons.

NOTE TO PARAGRAPH (b)(1)(i): The normal course of the business of providing a wire or electronic communications service includes any activity which is a necessary incident to the rendition of the service or to the protection of the rights and property of the provider of that service.

(2) Other license applications will generally be denied for exports or reexports requiring a license for SL reasons.

(c) Contract sanctity. Contract sanctity provisions are not available for license applications involving exports and reexports of communications interception devices.

(d) U.S. controls. Controls on items classified under ECCNs 5A980, 5D980, and 5E980 are maintained by the United States government for foreign policy purposes.

§ 742.14 Significant items: hot section technology for the development, production or overhaul of commercial aircraft engines, components, and systems.

(a) License requirement. Licenses are required for all destinations, except Canada, for ECCNs having an “SI” under the “Reason for Control” paragraph. These items include hot section technology for the development, production or overhaul of commercial aircraft engines controlled under ECCN 9E003.a.1 through a.12,.f, and related controls.

(b) Licensing policy. Pursuant to section 6 of the Export Administration Act of 1979, as amended, foreign policy controls apply to technology required for the development, production or overhaul of commercial aircraft engines controlled by ECCN 9E003.a.1 through a.12,.f, and related controls.

These controls supplement the national security controls that apply to these items. Applications for export and reexport to all destinations will be reviewed on a case-by-case basis to determine whether the export or reexport is consistent with U.S. national security and foreign policy interests. The following factors are among those that will be considered to determine what action will be taken on license applications:

(1) The country of destination;
(2) The ultimate end-user(s);
(3) The technology involved;
(4) The specific nature of the end-use(s); and
(5) The types of assurance against unauthorized use or diversion that are given in a particular case.

(c) Contract sanctity. Contract sanctity provisions are not available for license applications reviewed under this § 742.14.

(d) [Reserved]

[64 FR 13339, Mar. 18, 1999]

§ 742.15 Encryption items.

Encryption items can be used to maintain the secrecy of information, and thereby may be used by persons abroad to harm U.S. national security, foreign policy and law enforcement interests. The United States has a critical interest in ensuring that important and sensitive information of the public and private sector is protected. Consistent with our international obligations as a member of the Wassenaar Arrangement, the United States has a responsibility to maintain control over the export and reexport of encryption items. As the President indicated in Executive Order 13026 and in his Memorandum of November 15, 1996, exports and reexports of encryption software, like exports and reexports of encryption hardware, are controlled because of this functional capacity to encrypt information; and not because of any informational or theoretical value that such software may reflect, contain, or represent, or that its export or reexport may convey to others abroad. For this reason, export controls on encryption software are distinguished from controls on other software regulated under the EAR.