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matter described in § 200.402(a) (respecting closed meetings).

(c) Access to Commission documents. Except as expressly provided, nothing in this subpart shall authorize any person to obtain access to any document not otherwise available to the public or not required to be disclosed pursuant to subpart D. Access to documents considered or mentioned at Commission meetings may only be obtained subject to the procedures set forth in, and the provisions of, subpart D.

(d) Access to public meetings. Any member of the public who plans to attend a public meeting of the Commission, and who requires an auxiliary aid such as a sign language interpreter, should contact the Commission’s Selective Placement Coordinator, Office of Personnel at (202) 272–7065 or TDD number (202) 272–2552, prior to the meeting to make the necessary arrangements. The Selective Placement Coordinator will take all reasonable steps to accommodate requests made in advance of the scheduled meeting date.


Subpart J—Classification and De-classification of National Security Information and Material


SOURCE: 44 FR 65737, Nov. 15, 1979, unless otherwise noted.

§ 200.500 Purpose.

This part establishes general policies and procedures for the classification, declassification and safeguarding of national security information which is generated, processed and/or stored by the Commission, and supplements Executive Order 12356, April 6, 1982 (47 FR 14874), and Information Security Oversight Office Directive No. 1, June 25, 1982 (47 FR 27836).

[47 FR 47236, Oct. 25, 1982]

§ 200.501 Applicability.

This part applies to the handling of, and public access to, national security information and classified documents in the Commission’s possession. Such documents no longer in the Commission’s possession will be handled by the agency having possession, or in accordance with guidelines developed in consultation with the Archivist.

§ 200.502 Definition.

As used in this part: Foreign government information means either (a) information provided to the United States by a foreign government or governments, an international organization of governments, or any element thereof with the expectation, express or implied, that the information, the source of the information, or both, are to be held in confidence, or (b) information produced by the United States pursuant to or as a result of a joint arrangement with a foreign government or governments or an international organization of governments or any element thereof, requiring that the information, the arrangement, or both, are to be held in confidence.

[47 FR 47236, Oct. 25, 1982]

§ 200.503 Senior agency official.

The Executive Director of the Commission is designated the senior agency official responsible for conducting an oversight program to ensure effective implementation of Executive Order 12356. Any complaints or suggestions regarding the Commission’s information security program should be directed to the Office of the Executive Director, Securities and Exchange Commission, Attn: Information Security Program, 100 F Street, NE., Washington, DC 20549.

(a) The Deputy Executive Director is the Senior Agency Official for purposes of the Paperwork Reduction Act of 1980. In this capacity, the Deputy Executive Director will carry out all responsibilities required by the Act (Pub. L. 96–511, 3506(b)), as well as serving as Agency Clearance Officer for purposes of the publication of notices in the Federal Register.
§ 200.504 Oversight Committee.

An Oversight Committee is established, under the chairmanship of the Executive Director, with the following responsibilities:

(a) Establish a security education program to familiarize Commission and other personnel who have access to classified information with the provisions of Executive Order 12065, and encourage Commission personnel to challenge those classification decisions they believe to be improper.

(b) Establish controls to insure that classified information is used, processed, stored, reproduced, and transmitted only under conditions that will provide adequate protection and prevent access by unauthorized persons.

(c) Establish procedures which require that a demonstrable need, under section 4-1 of Executive Order 12065, for access to classified information be established before administrative clearance procedures are initiated, as well as other appropriate procedures to prevent unnecessary access to classified information.

(d) Act on all suggestions and complaints concerning Commission administration of its information security program.

(e) Establish procedures within the Commission to insure the orderly and effective referral of requests for declassification of documents in the Commission’s possession.

(f) Review on an annual basis all practices for safeguarding information and to eliminate those practices which are duplicative or unnecessary.

(g) Recommend to the Chairman of the Commission appropriate administrative action to correct abuse or violation of any provision of Executive Order 12356.

(h) Consider and decide other questions concerning classification and declassification that may be brought before it.

(i) Develop special contingency plans for the protection of classified information used in or near hostile or potentially hostile areas.

(j) Promptly notify the Director of the Information Security Oversight Office whenever an officer or employee of the United States Government or its contractors, licensees or grantees knowingly, willfully or negligently (1) discloses to unauthorized persons information properly classified under Executive Order 12356 or predecessor orders or (2) classifies or continues the classification of information in violation of Executive Order 12356 or predecessor orders.

§ 200.505 Original classification.

(a) No Commission Member or employee has the authority to classify any information on an original basis.

(b) If a Commission employee originates information that appears to require classification, the employee shall immediately notify the Secretary and protect the information accordingly.

(c) If the Executive Director believes the information warrants classification, it shall be sent to an agency with original classification authority over the subject matter, or to the Information Security Oversight Office, for determination.

§ 200.506 Derivative classification.

Any document that includes paraphrases, restatements, or summaries of, or incorporates in new form, information that is already classified shall be assigned the same level of classification as the source; if, however, the basic information appears to have been so changed that no classification, or a lower classification than originally assigned, should be used, the appropriate official of the originating agency or office of origin who has the authority to upgrade, downgrade or declassify the information must be consulted prior to assigning a different classification to the information.