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§ 125.1

and U.S. persons must follow the procedures set forth in paragraphs (a)(1) and (a)(2) of this Category.

(c) Although Public Law 105–261 does not require the application of special export controls for the launch of U.S.-origin satellites and components from or by nationals of countries that are members of NATO or major non-NATO allies, such export controls may nonetheless be applied, in addition to any other export controls required under this subchapter, as appropriate in furtherance of the security and foreign policy of the United States. Further, the export of any article or defense service controlled under this subchapter to any destination may also require that the special export controls identified in paragraphs (a)(1) and (a)(2) of this category be applied in furtherance of the security and foreign policy of the United States.

(d) Mandatory licenses for exports to insurance providers and underwriters: None of the exemptions or sub-licensing provisions available in this subchapter may be used for the export of technical data in order to obtain or satisfy insurance requirements. Such exports are always subject to the prior approval and re-transfer requirements of sections 3 and 38 of the Arms Export Control Act, as applied by relevant provisions of this subchapter.

[64 FR 13681, Mar. 22, 1999]

§ 124.16 Special retransfer authorizations for unclassified technical data and defense services to member states of NATO and the European Union, Australia, Japan, New Zealand, and Switzerland.

The provisions of §124.8(5) of this subchapter notwithstanding, pursuant to this subsection the Department may approve access to unclassified defense articles exported in furtherance of or produced as a result of a TAA/MLA, and retransfer of technical data and defense services to individuals who are third country/dual national employees of the foreign signatory or its approved sub-licensees provided they are nationals exclusively of countries that are members of NATO the European Union, Australia, Japan, New Zealand, and Switzerland and their employer is a signatory to the agreement or has executed a Non Disclosure Agreement. The retransfer must take place completely within the physical territories of these countries or the United States. Permanent retransfer of hardware is not authorized.

[72 FR 71786, Dec. 19, 2007]
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§ 125.1 Exports subject to this part.

(a) The controls of this part apply to the export of technical data and the export of classified defense articles. Information which is in the public domain (see §120.11 of this subchapter and §125.4(b)(13)) is not subject to the controls of this subchapter.

(b) A license for the export of technical data and the exemptions in §125.4 may not be used for foreign production purposes or for technical assistance unless the approval of the Directorate of Defense Trade Controls has been obtained. Such approval is generally provided only pursuant to the procedures specified in part 124 of this subchapter.

(c) Technical data authorized for export may not be reexported, transferred or diverted from the country of ultimate end-use or from the authorized foreign end-user (as designated in the license or approval for export) or disclosed to a national of another country without the prior written approval.
§ 125.2 Exports of unclassified technical data.

(a) License. A license (DSP–5) is required for the export of unclassified technical data unless the export is exempt from the licensing requirements of this subchapter. In the case of a plant visit, details of the proposed discussions must be transmitted to the Directorate of Defense Trade Controls for an appraisal of the technical data. Seven copies of the technical data or the details of the discussion must be provided.

(b) Patents. A license issued by the Directorate of Defense Trade Controls is required for the export of technical data whenever the data exceeds that which is used to support a domestic filing of a patent application or to support a foreign filing of a patent application whenever no domestic application has been filed. Requests for the filing of patent applications in a foreign country, and requests for the filing of amendments, modifications or supplements to such patents, should follow the regulations of the U.S. Patent and Trademark Office in accordance with 37 CFR part 5. The export of technical data to support the filing and processing of patent applications in foreign countries is subject to regulations issued by the U.S. Patent and Trademark Office pursuant to 35 U.S.C. 184.

(c) Disclosures. Unless otherwise expressly exempted in this subchapter, a license is required for the oral, visual or documentary disclosure of technical data by U.S. persons to foreign persons. A license is required regardless of the manner in which the technical data is transmitted (e.g., in person, by telephone, correspondence, electronic means, etc.). A license is required for such disclosures by U.S. persons in connection with visits to foreign diplomatic missions and consular offices.

§ 125.3 Exports of classified technical data and classified defense articles.

(a) A request for authority to export defense articles, including technical data, classified by a foreign government or pursuant to Executive Order 12356, successor orders, or other legal authority must be submitted to the Directorate of Defense Trade Controls for approval. The application must contain full details of the proposed transaction. It should also list the facility security clearance code of all U.S. parties on the license and include the Defense Security Service cognizant security office of the party responsible for packaging the commodity for shipment. A non-transfer and use certificate (Form DSP–83) executed by the applicant, foreign consignee, end-user and an authorized representative of the foreign government involved will be required.

(b) Classified technical data which is approved by the Directorate of Defense Trade Controls either for export or re-export after a temporary import will be transferred or disclosed only in accordance with the requirements in the Department of Defense National Industrial Security Program Operating Manual (unless such requirements are in direct conflict with guidance provided by the Directorate of Defense Trade Controls, in which case the latter guidance must be followed). Any other requirements imposed by cognizant U.S. departments and agencies must also be satisfied.

(c) The approval of the Directorate of Defense Trade Controls must be obtained for the export of technical data by a U.S. person to a foreign person in the U.S. or in a foreign country unless