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(2) From subsection (d)(1), because 
release of investigative records to an 
individual who is the subject of an in-
vestigation could interfere with pend-
ing or prospective law enforcement 
proceedings, constitute an unwar-
ranted invasion of the personal privacy 
of third parties, reveal the identity of 
confidential sources, or reveal sen-
sitive investigative techniques and pro-
cedures. 

(3) From subsection (d)(2), because 
amendment or correction of investiga-
tive records could interfere with pend-
ing or prospective law enforcement 
proceedings, or could impose an impos-
sible administrative and investigative 
burden by requiring the OIG to con-
tinuously retrograde its investigations 
attempting to resolve questions of ac-
curacy, relevance, timeliness and com-
pleteness. 

(4) From subsection (e)(1), because it 
is often impossible to determine rel-
evance or necessity of information in 
the early stages of an investigation. 
The value of such information is a 
question of judgment and timing; what 
appears relevant and necessary when 
collected may ultimately be evaluated 
and viewed as irrelevant and unneces-
sary to an investigation. In addition, 
the OIG may obtain information con-
cerning the violation of laws other 
than those within the scope of its juris-
diction. In the interest of effective law 
enforcement, the OIG should retain 
this information because it may aid in 
establishing patterns of unlawful activ-
ity and provide leads for other law en-
forcement agencies. Further, in obtain-
ing evidence during an investigation, 
information may be provided to the 
OIG which relates to matters inci-
dental to the main purpose of the in-
vestigation but which may be pertinent 
to the investigative jurisdiction of an-
other agency. Such information cannot 
readily be identified. 

(5) From subsection (e)(2), because in 
a law enforcement investigation it is 
usually counterproductive to collect 
information to the greatest extent 
practicable directly from the subject 
thereof. It is not always feasible to rely 
upon the subject of an investigation as 
a source for information which may 
implicate him or her in illegal activi-
ties. In addition, collecting informa-

tion directly from the subject could se-
riously compromise an investigation 
by prematurely revealing its nature 
and scope, or could provide the subject 
with an opportunity to conceal crimi-
nal activities, or intimidate potential 
sources, in order to avoid apprehen-
sion. 

(6) From subsection (e)(3), because 
providing such notice to the subject of 
an investigation, or to other individual 
sources, could seriously compromise 
the investigation by prematurely re-
vealing its nature and scope, or could 
inhibit cooperation, permit the subject 
to evade apprehension, or cause inter-
ference with undercover activities. 

(b) [Reserved] 

[57 FR 62142, Dec. 29, 1992, as amended at 65 
FR 50904, Aug. 21, 2000] 

§ 2003.9 Specific exemptions. 
(a) The systems of records entitled 

‘‘Investigative Files of the Office of In-
spector General,’’ ‘‘Hotline Complaint 
Files of the Office of Inspector Gen-
eral,’’ ‘‘Name Indices System of the Of-
fice of Inspector General,’’ and 
‘‘AutoInvestigation of the Office of In-
spector General’’ consist, in part, of in-
vestigatory material compiled by the 
OIG for law enforcement purposes. 
Therefore, to the extent that informa-
tion in these systems falls within the 
coverage of exemption (k)(2) of the Pri-
vacy Act, 5 U.S.C. 552a(k)(2), these sys-
tems of records are exempt from the re-
quirements of the following sub-
sections of the Privacy Act, for the 
reasons stated in paragraphs (a) (1) 
through (4) of this section. 

(1) From subsection (c)(3), because re-
lease of an accounting of disclosures to 
an individual who is the subject of an 
investigation could reveal the nature 
and scope of the investigation and 
could result in the altering or destruc-
tion of evidence, improper influencing 
of witnesses, and other evasive actions 
that could impede or compromise the 
investigation. 

(2) From subsection (d)(1), because 
release of investigative records to an 
individual who is the subject of an in-
vestigation could interfere with pend-
ing or prospective law enforcement 
proceedings, constitute an unwar-
ranted invasion of the personal privacy 
of third parties, reveal the identity of 
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confidential sources, or reveal sen-
sitive investigative techniques and pro-
cedures. 

(3) From subsection (d)(2), because 
amendment or correction of investiga-
tive records could interfere with pend-
ing or prospective law enforcement 
proceedings, or could impose an impos-
sible administrative and investigative 
burden by requiring the OIG to con-
tinuously retrograde its investigations 
attempting to resolve questions of ac-
curacy, relevance, timeliness and com-
pleteness. 

(4) From subsection (e)(1), because it 
is often impossible to determine rel-
evance or necessity of information in 
the early stages of an investigation. 
The value of such information is a 
question of judgment and timing; what 
appears relevant and necessary when 
collected may ultimately be evaluated 
and viewed as irrelevant and unneces-
sary to an investigation. In addition, 
the OIG may obtain information con-
cerning the violation of laws other 
than those within the scope of its juris-
diction. In the interest of effective law 
enforcement, the OIG should retain 
this information because it may aid in 
establishing patterns of unlawful activ-
ity and provide leads for other law en-
forcement agencies. Further, in obtain-
ing evidence during an investigation, 
information may be provided to the 
OIG which relates to matters inci-
dental to the main purpose of the in-
vestigation but which may be pertinent 
to the investigative jurisdiction of an-
other agency. Such information cannot 
readily be identified. 

(b) The systems of records entitled 
‘‘Investigative Files of the Office of In-
spector General,’’ ‘‘Hotline Complaint 
Files of the Office of Inspector Gen-
eral,’’ ‘‘Name Indices System of the Of-
fice of Inspector General,’’ and 
‘‘Autoinvestigation of the Office of In-
spector General’’ consist in part of in-
vestigatory material compiled by the 
OIG for the purpose of determining 
suitability, eligibility, or qualifica-
tions for Federal civilian employment 
or Federal contracts, the release of 
which would reveal the identity of a 
source who furnished information to 
the Government under an express 
promise that the identity of the source 
would be held in confidence. Therefore, 

to the extent that information in these 
systems fall within the coverage of ex-
emption (k)(5) of the Privacy Act, 5 
U.S.C. 552a(k)(5), these systems of 
records are exempt from the require-
ments of subsection (d)(1), because re-
lease would reveal the identity of a 
source who furnished information to 
the Government under an express 
promise of confidentiality. Revealing 
the identity of a confidential source 
could impede future cooperation by 
sources, and could result in harassment 
or harm to such sources. 

[57 FR 62142, Dec. 29, 1992, as amended at 65 
FR 50904, Aug. 21, 2000] 

PART 2004—SUBPOENAS AND PRO-
DUCTION IN RESPONSE TO SUB-
POENAS OR DEMANDS OF 
COURTS OR OTHER AUTHORITIES 

Subpart A—General Requirements 

Sec. 
2004.1 Scope and purpose. 
2004.2 Applicability. 
2004.3 Definitions. 

Subpart B—Office of Inspector General 
Subpoenas 

2004.10 Service of an Office of Inspector 
General subpoena. 

Subpart C—Requests for Testimony and 
Production of Documents 

2004.20 General prohibition. 
2004.21 Factors OIG will consider. 
2004.22 Filing requirements for demands or 

requests for documents or testimony. 
2004.23 Service of subpoenas or requests. 
2004.24 Processing demands or requests. 
2004.25 Final determination. 
2004.26 Restrictions that apply to testi-

mony. 
2004.27 Restrictions that apply to released 

records. 
2004.28 Procedure in the event of an adverse 

ruling. 
2004.29 Fees. 

AUTHORITY: Inspector General Act of 1978, 
as amended (5 U.S.C. app.) and 42 U.S.C. 
3535(d). 

SOURCE: 68 FR 3366, Jan. 23, 2003, unless 
otherwise noted. 
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