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record to protect special investigative 
techniques, maintain confidentiality, 
preclude compromise of an investiga-
tion, and protect other law enforce-
ment interests. 

§ 635.9 Guidelines for disclosure with-
in DOD. 

(a) Criminal record information con-
tained in military police documents 
will not be disseminated unless there is 
a clearly demonstrated official need to 
know. A demonstrated official need to 
know exists when the record is nec-
essary to accomplish a function that is 
within the responsibility of the re-
questing activity or individual, is pre-
scribed by statute, DOD directive, reg-
ulation, or instruction, or by Army 
regulation. 

(1) Criminal record information may 
be disclosed to commanders or staff 
agencies to assist in executing crimi-
nal justice functions. Only that infor-
mation reasonably required will be re-
leased. Such disclosure must clearly 
relate to a law enforcement function. 

(2) Criminal record information re-
lated to subjects of criminal justice 
disposition will be released when re-
quired for security clearance proce-
dures. 

(3) Criminal record information may 
be released to an activity when mat-
ters of national security are involved. 

(4) When an individual informs an ac-
tivity of criminal record information 
pertaining to them, the receiving ac-
tivity may seek verification of this in-
formation through the responsible law 
enforcement agency or may forward 
the request to that organization. The 
individual must be advised by the re-
ceiving agency of the action being pur-
sued. Law enforcement agencies will 
respond to such requests in the same 
manner as FOIA and Privacy Act cases. 

(b) Nothing in this part will be con-
strued to limit the dissemination of in-
formation between military police, the 
USACIDC, and other law enforcement 
agencies within the Army and DOD. 

§ 635.10 Release of information. 
(a) Release of information from Army 

records to agencies outside DOD will be 
governed by AR 25–55, AR 340–21, AR 
600–37, and this part. Procedures for re-
lease of certain other records and infor-

mation are contained in AR 20–1, AR 
27–20, AR 27–40, AR 40–66, AR 195–2, AR 
360–1, and AR 600–85. Installation drug 
and alcohol offices may be provided an 
extract of DA Form 3997 (Military Po-
lice Desk Blotter) for offenses involv-
ing the use of alcohol or drugs (for ex-
ample, drunk driving, drunk and dis-
orderly conduct, or positive urinalysis) 
or illegal use of drugs. 

(b) Installation Provost Marshals/Di-
rectors of Emergency Services are the 
release authorities for military police 
records under their control. They may 
release criminal record information to 
other activities as prescribed in AR 25– 
55 and AR 340–21, and this part. 

(c) Authority to deny access to crimi-
nal records information rests with the 
initial denial authority (IDA) for the 
FOIA and the access and amendment 
refusal authority (AARA) for Privacy 
Acts cases, as addressed in AR 25–55 
and AR 340–21. 

§ 635.11 Release of information under 
the Freedom of Information Act 
(FOIA). 

(a) The release and denial authorities 
for all FOIA cases concerning military 
police records include Provost Mar-
shals/Directors of Emergency Services 
and the Commander, USACIDC. Au-
thority to act on behalf of the Com-
mander, USACIDC is delegated to the 
Director, USACRC. 

(b) FOIA requests from members of 
the press will be coordinated with the 
installation public affairs officer prior 
to release of records under the control 
of the installation Provost Marshal/Di-
rector of Emergency Services. When 
the record is on file at the USACRC the 
request must be forwarded to the Di-
rector, USACRC. 

(c) Requests will be processed as pre-
scribed in AR 25–55 and as follows: 

(1) The Provost Marshal/Director of 
Emergency Services will review re-
quested reports to determine if any 
portion is exempt from release. Any 
discretionary decision to disclose infor-
mation under the FOIA should be made 
only after full and deliberate consider-
ation of the institutional, commercial, 
and personal privacy interests that 
could be implicated by disclosure of 
the information. 
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