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Records Manager, Public & Intergov-
ernmental Affairs, Arlington, VA 22209- 
2425. The written inquiry should con-
tain a specific reference to the system 
of records maintained by Selective 
Service listed in the SSS Notices of 
Systems of Records or it should de-
scribe the type of record in sufficient 
detail to reasonably identify the sys-
tem of records. Notice of SSS Systems 
of Records subject to the Privacy Act 
is in the FEDERAL REGISTER and copies 
of the notices will be available upon re-
quest to the records manager. A com-
pilation of such notices will also be 
made and published by the Office of 
Federal Register, in accord with sec-
tion 5 U.S.C. 552a(f). 

(b) At a minimum, the request should 
also contain sufficient information to 
identify the requester in order to allow 
SSS to determine if there is a record 
pertaining to that individual in a par-
ticular system of records. In instances 
when the information is insufficient to 
insure that disclosure will be to the in-
dividual to whom the information per-
tains, in view of the sensitivity of the 
information, SSS reserves the right to 
ask the requester for additional identi-
fying information. 

(c) Ordinarily the requester will be 
informed whether the named system of 
records contains a record pertaining to 
the requester within 10 days of receipt 
of such a request (excluding Saturdays, 
Sundays, and legal federal holidays). 
Such a response will also contain or 
reference the procedures which must be 
followed by the individual making the 
request in order to gain access to the 
record. 

(d) Whenever a response cannot be 
made within the 10 days, the records 
manager will inform the requester of 
the reason for the delay and the date 
by which a response may be antici-
pated. 

[47 FR 7224, Feb. 18, 1982; 69 FR 1525, Jan. 9, 
2004] 

§ 1665.2 Requests for access. 
(a) Requirement for written requests. 

Individuals desiring to gain access to a 
record pertaining to them in a system 
of records maintained by SSS must 
submit their request in writing in ac-
cord with the procedures set forth in 
paragraph (b) below. 

(b) Procedures—(1) Content of the re-
quest. (i) The request for access to a 
record in a system of records shall be 
addressed to the records manager, at 
the address cited above, and shall name 
the system of records or contain a de-
scription of such system of records. 
The request should state that the re-
quest is pursuant to the Privacy Act of 
1974. In the absence of specifying solely 
the Privacy Act of 1974 and, if the re-
quest may be processed under both the 
Freedom of Information Act and the 
Privacy Act and the request specifies 
both or neither act, the procedures 
under the Privacy Act of 1974 will be 
employed. The individual will be ad-
vised that the procedures of the Pri-
vacy Act will be utilized, of the exist-
ence and the general effect of the Free-
dom of Information Act, and the dif-
ference between procedures under the 
two acts (e.g. fees, time limits, access). 
The request should contain necessary 
information to verify the identity of 
the requester (see § 1665.2(b)(2)(vi)). In 
addition, the requester should include 
any other information which may as-
sist in the rapid identification of the 
record for which access is being re-
quested (e.g., maiden name, dates of 
employment, etc.) as well as any other 
identifying information contained in 
and required by SSS Notice of Systems 
of Records. 

(ii) If the request for access follows a 
prior request under § 1665.1, the same 
identifying information need not be in-
cluded in the request for access if a ref-
erence is made to that prior cor-
respondence, or a copy of the SSS re-
sponse to that request is attached. 

(iii) If the individual specifically de-
sires a copy of the record, the request 
should so specify. 

(2) SSS action on request. A request for 
access will ordinarily be answered 
within 10 days, except when the records 
manager determines that access cannot 
be afforded in that time, in which case 
the requester will be informed of the 
reason for the delay and an estimated 
date by which the request will be an-
swered. Normally access will be grant-
ed within 30 days from the date the re-
quest was received by the Selective 
Service System. At a minimum, the 
answer to the request for access shall 
include the following: 
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(i) A statement that there is a record 
as requested or a statement that there 
is not a record in the system of records 
maintained by SSS; 

(ii) A statement as to whether access 
will be granted only by providing copy 
of the record through the mail; or the 
address of the location and the date 
and time at which the record may be 
examined. In the event the requester is 
unable to meet the specified date and 
time, alternative arrangements may be 
made with the official specified in 
§ 1665.2(b)(1); 

(iii) A statement, when appropriate, 
that examination in person will be the 
sole means of granting access only 
when the records manager has deter-
mined that it would not unduly impede 
the requester’s right of access; 

(iv) The amount of fees charged, if 
any (see § 1665.6) (Fees are applicable 
only to requests for copies); 

(v) The name, title, and telephone 
number of the SSS official having oper-
ational control over the record; and 

(vi) The documentation required by 
SSS to verify the identity of the re-
quester. At a minimum, SSS’s 
verification standards include the fol-
lowing: 

(A) Current or former SSS employees. 
Current or former SSS employees re-
questing access to a record pertaining 
to them in a system of records main-
tained by SSS may, in addition to the 
other requirements of this section, and 
at the sole discretion of the official 
having operational control over the 
record, have his or her identity verified 
by visual observation. If the current or 
former SSS employee cannot be so 
identified by the official having oper-
ational control over the records, iden-
tification documentation will be re-
quired. Employee identification cards, 
annuitant identification, drivers li-
censes, or the employee copy of any offi-
cial personnel document in the record 
are examples of acceptable identifica-
tion validation. 

(B) Other than current or former SSS 
employees. Individuals other than cur-
rent or former SSS employees request-
ing access to a record pertaining to 
them in a system of records main-
tained by SSS must produce identifica-
tion documentation of the type de-
scribed herein, prior to being granted 

access. The extent of the identification 
documentation required will depend on 
the type of record to be accessed. In 
most cases, identification verification 
will be accomplished by the presen-
tation of two forms of identification. 
Any additional requirements are speci-
fied in the system notices published 
pursuant to 5 U.S.C. 552a(e)(4). 

(C) Access granted by mail. For 
records to be accessed by mail, the 
records manager shall, to the extent 
possible, establish identity by a com-
parison of signatures in situations 
where the data in the record is not so 
sensitive that unauthorized access 
could cause harm or embarrassment to 
the individual to whom they pertain. 
No identification documentation will 
be required for the disclosure to the re-
quester of information required to be 
made available to the public by 5 
U.S.C. 552. When in the opinion of the 
records manager the granting of access 
through the mail could reasonably be 
expected to result in harm or embar-
rassment if disclosed to a person other 
than the individual to whom the record 
pertains, a notarized statement of iden-
tity or some similar assurance of iden-
tity will be required. 

(D) Unavailability of identification doc-
umentation. If an individual is unable to 
produce adequate identification docu-
mentation the individual will be re-
quired to sign a statement asserting 
identity and acknowledging that know-
ingly or willfully seeking or obtaining 
access to a record about another person 
under false pretenses may result in a 
fine of up to $5,000. In addition, depend-
ing upon the sensitivity of the records 
sought to be accessed, the official hav-
ing operational control over the 
records may require such further rea-
sonable assurances as may be consid-
ered appropriate e.g., statements of 
other individuals who can attest to the 
identity of the requester. No 
verification of identity will be required 
of individuals seeking access to records 
which are otherwise available to any 
person under 5 U.S.C. 552, Freedom of 
Information Act. 

(E) Access by the parent of a minor, or 
legal guardian. A parent of a minor, 
upon presenting suitable personal identi-
fication, may access on behalf of the 
minor any record pertaining to the minor 
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maintained by SSS in a system of 
records. A legal guardian may simi-
larly act on behalf of an individual de-
clared to be incompetent due to phys-
ical or mental incapacity or age by a 
court of competent jurisdiction. Absent 
a court order or consent, a parent or 
legal guardian has no absolute right to 
have access to a record about a child. 
Minors are not precluded from exer-
cising on their own behalf rights given 
to them by the Privacy Act. 

(F) Granting access when accompanied 
by another individual. When an indi-
vidual requesting access to his or her 
record in a system of records main-
tained by SSS wishes to be accom-
panied by another individual during 
the course of the examination of the 
record, the individual making the re-
quest shall submit to the official hav-
ing operational control of the record, a 
signed statement authorizing that per-
son access to the record. 

(G) Denial of access for inadequate 
identification documentation. If the offi-
cial having operational control over 
the records in a system of records 
maintained by SSS determines that an 
individual seeking access has not pro-
vided sufficient identification docu-
mentation to permit access, the offi-
cial shall consult with the records 
manager prior to finally denying the 
individual access. 

(H) Review of decision to deny access. 
Whenever the records manager deter-
mines, in accordance with the proce-
dures herein, that access cannot be 
granted the response will also include a 
statement of the procedures to obtain a 
review of the decision to deny in accord 
with § 1665.5. 

(vii) Exceptions. (A) Nothing in these 
regulations shall be construed to enti-
tle an individual the right to access to 
any information compiled in reason-
able anticipation of a civil action or 
proceeding. The mere fact that records 
in a system of records are frequently 
the subject of litigation does not bring 
those systems of records within the 
scope of this provision. This provision 
is not intended to preclude access by 
an individual to the records which are 
available to that individual under the 
other processes such as the Freedom of 
Information Act or the rules of civil 
procedure. 

(B) Within any system of records per-
taining to possible violations of the 
Military Selective Service Act, the 
identity of or any information per-
taining to any individual who provides 
information relating to a suspected vi-
olator will not be revealed to the sus-
pected violator. This exemption is 
made under the provision of 5 U.S.C. 
552a(k)(2). 

§ 1665.3 Access to the accounting of 
disclosures from records. 

Rules governing the granting of ac-
cess to the accounting of disclosure are 
the same as those for granting accesses 
to the records (including verification of 
identity) outlined in § 1665.2. 

§ 1665.4 Requests to amend records. 
(a) Requirement for written requests. 

Individuals desiring to amend a record 
that pertains to them in a system of 
records maintained by SSS must sub-
mit their request in writing in accord 
with the procedures set forth herein. 
Records not subject to the Privacy Act 
of 1974 will not be amended in accord 
with these provisions. However, indi-
viduals who believe that such records 
are inaccurate may bring this to the 
attention of SSS. 

(b) Procedures. (1)(i) The requests to 
amend a record in a system of records 
shall be addressed to the records man-
ager. Included in the request shall be 
the name of the system and a brief de-
scription of the record proposed for 
amendment. In the event the request 
to amend the record is the result of the 
individual’s having gained access to 
the record in accordance with the pro-
visions concerning access to records as 
set forth above, copies of previous cor-
respondence between the requester and 
SSS will serve in lieu of a separate de-
scription of the record. 

(ii) When the individual’s identity 
has been previously verified pursuant 
to § 1665.2(b)(2)(vi), further verification 
of identity is not required as long as 
the communication does not suggest 
that a need for verification is present. 
If the individual’s identity has not 
been previously verified, SSS may re-
quire identification validation as de-
scribed in § 1665.2(b)(2)(vi). Individuals 
desiring assistance in the preparation 
of a request to amend a record should 
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