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classification authority. Such approval 
constitutes an original classification 
decision. 

(c) Each classification guide shall 
specify the information subject to clas-
sification in sufficient detail to permit 
its ready and uniform identification 
and categorization and shall set forth 
the classification level and duration in 
each instance. Additionally, each clas-
sification guide shall prescribe declas-
sification instructions for each ele-
ment of information in terms of (1) a 
period of time, (2) the occurrence of an 
event, or (3) a notation that the infor-
mation shall not be automatically de-
classified without the approval of 
OSTP. 

(d) The classification guides shall be 
kept current and shall be fully re-
viewed at least every two years. The 
Executive Director, OSTP shall main-
tain a list of all OSTP classification 
guides in current use. 

(e) The Executive Director, OSTP 
shall receive and maintain the record 
copy of all approved classification 
guides and changes thereto. He will as-
sist the originator in determining the 
required distribution. 

(f) The Director may, for good cause, 
grant and revoke waivers of the re-
quirement to prepare classification 
guides for specified classes of docu-
ments or information. The Director of 
the Information Security Oversight Of-
fice shall be notified of any waivers. 
The Director’s decision to waive the re-
quirement to issue classification 
guides for specific classes of documents 
or information will be based, at a min-
imum, on an evaluation of the fol-
lowing factors: 

(1) The ability to segregate and de-
scribe the elements of information; 

(2) The practicality of producing or 
disseminating the guide because of the 
nature of the information; 

(3) The anticipated usage of the guide 
as a basis for derivative classification; 
and 

(4) The availability of alternative 
sources for derivatively classifying the 
information in a uniform manner. 

§ 2400.16 Derivative classification 
markings. 

(a) Documents classified derivatively 
on the basis of source documents or 

classification guides shall bear all 
markings prescribed in § 2400.12 of this 
part and Directive No. 1 as are applica-
ble. Information for these markings 
shall be taken from the source docu-
ment or instructions in the appropriate 
classification guide. When markings 
are omitted because they may reveal a 
confidential source or relationship not 
otherwise evident, as described in 
§ 2400.12 of this part, the information 
may not be used as a basis for deriva-
tive classification. 

(b) The authority for classification 
shall be shown as directed in Directive 
No. 1. 

Subpart D—Declassification and 
Downgrading 

§ 2400.17 Policy. 
Declassification of information shall 

be given emphasis comparable to that 
accorded classification. Information 
classified pursuant to Executive Order 
12356 and prior orders shall be declas-
sified or downgraded as soon as na-
tional security considerations permit. 
Decisions concerning declassification 
shall be based on the loss of sensitivity 
of the information with the passage of 
time or on the occurrence of an event 
which permits declassification. When 
information is reviewed for declas-
sification pursuant to this regulation, 
that information shall be declassified 
unless the designated declassification 
authority determines that the informa-
tion continues to meet the classifica-
tion requirements prescribed in § 2400.9 
of this part despite the passage of time. 
The Office of Science and Technology 
Policy officials shall coordinate their 
review of classified information with 
other agencies that have a direct inter-
est in the subject matter. 

§ 2400.18 Declassification and down-
grading authority. 

Information shall be declassified or 
downgraded by the official who author-
ized the original classification, if that 
official is still serving the same posi-
tion; the originator’s successor; a su-
pervisory official of either; or officials 
delegated such authority in writing by 
the Director, OSTP. The Executive Di-
rector, OSTP shall maintain a current 
listing of persons or positions receiving 
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those delegations. If possible, these 
listings shall be unclassified. 

§ 2400.19 Declassification by the Direc-
tor of the Information Security 
Oversight Office. 

If the Director of the Information Se-
curity Oversight Office (ISOO) deter-
mines that information is classified in 
violation of Executive Order 12356, the 
Director, ISOO may require the infor-
mation to be declassified by the agency 
that originated the classification. Any 
such decision by the Director ISOO 
may be appealed by the Director, OSTP 
to the National Security Council. The 
information shall remain classified, 
pending a prompt decision on the ap-
peal. 

§ 2400.20 Systematic review for declas-
sification. 

(a) Permanent records. Systematic re-
view is applicable only to those classi-
fied records, and presidential papers or 
records that the Archivist of the 
United States, acting under the Fed-
eral Records Act, has determined to be 
of sufficient historical or other value 
to warrant permanent retention. 

(b) Non-permanent records. Non-per-
manent classified records shall be dis-
posed of in accordance with schedules 
approved by the Administrator of Gen-
eral Services under the Records Dis-
posal Act. These schedules shall pro-
vide for the continued retention of 
records subject to an ongoing manda-
tory review for declassification re-
quest. 

(c) Office of Science and Technology 
Policy Responsibility. The Director, 
OSTP, shall: 

(1) Issue guidelines for systematic de-
classification review and, if applicable, 
for downgrading. These guidelines shall 
be developed in consultation with the 
Archivist and the Director of the Infor-
mation Security Oversight Office and 
be designated to assist the Archivist in 
the conduct of systematic reviews; 

(2) Designate experienced personnel 
to provide timely assistance to the Ar-
chivist in the systematic review proc-
ess; 

(3) Review and update guidelines for 
systematic declassification review and 
downgrading at least every five years 

unless earlier review is requested by 
the Archivist. 

(d) Foreign Government Information. 
Systematic declassification review of 
foreign government information shall 
be in accordance with guidelines issued 
by the Director of the Information Se-
curity Oversight Office. 

(e) Special procedures. The Office of 
Science and Technology Policy shall be 
bound by the special procedures for 
systematic review of classified 
cryptologic records and classified 
records pertaining to intelligence ac-
tivities (including special activities) or 
intelligence sources or methods issued 
by the Secretary of Defense and the Di-
rector of Central Intelligence, respec-
tively. 

§ 2400.21 Mandatory review for declas-
sification. 

(a) Except as provided in paragraph 
(d) of this section, all information clas-
sified under Executive Order 12356 or 
predecessor orders shall be subject to a 
review for declassification by the Of-
fice of Science and Technology Policy, 
if: 

(1) The request is made by a United 
States citizen or permanent resident 
alien, a federal agency, or a State or 
local government; and 

(2) The request is made in writing 
and describes the document or material 
containing the information with suffi-
cient specificity to enable the Office of 
Science and Technology Policy to lo-
cate it with a reasonable amount of ef-
fort. 

(b) Requests should be addressed to: 
Executive Director, Office of Science 
and Technology Policy, Executive Of-
fice of the President, Washington, DC 
20506. 

(c) If the request does not reasonably 
describe the information sought to 
allow identification of documents con-
taining such information, the requester 
shall be notified that unless additional 
information is provided or the request 
is made more specific, no further ac-
tion will be taken. 

(d) Information originated by a Presi-
dent, the White House Staff, by com-
mittees, commissions, or boards ap-
pointed by the President, or others spe-
cifically providing advice and counsel 
to a President or acting on behalf of a 
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