Recovery Accountability and Transparency Board

§ 200.16 Mailing lists.

The Board shall not sell or rent an individual’s name and/or address unless such action is specifically authorized by law. This section shall not be construed to require the withholding of any Board systems of records are informed of all requirements necessary to protect the privacy of individuals. The Board shall ensure that all employees having access to records receive adequate training in their protection and that records have adequate and proper storage with sufficient security to ensure their privacy.

(b) All employees shall be informed of the civil remedies provided under 5 U.S.C. 552a(g)(1) and other implications of the Privacy Act and of the fact that the Board may be subject to civil remedies for failure to comply with the provisions of the Privacy Act and the regulations in this part.

§ 200.14 Responsibility for maintaining adequate safeguards.

The Board has the responsibility for maintaining adequate technical, physical, and security safeguards to prevent unauthorized disclosure or destruction of manual and automated records systems. These security safeguards shall apply to all systems of records in which identifiable personal data are processed or maintained, including all reports and output from such systems of records that contain identifiable personal information. Such safeguards must be sufficient to prevent negligent, accidental, or unintentional disclosure, modification, or destruction of any personal records or data; must minimize, to the extent practicable, the risk that skilled technicians or knowledgeable persons could improperly obtain access to modify or destroy such records or data; and shall further ensure against such casual entry by unskilled persons without official reasons for access to such records or data.

(a) Manual systems.

(1) Records contained in a system of records as defined in this part may be used, held, or stored only where facilities are adequate to prevent unauthorized access by persons within or outside the Board.

(2) Access to and use of a system of records shall be permitted only to persons whose duties require such access to the information for routine uses or for such other uses as may be provided in this part.

(3) Other than for access by employees or agents of the Board, access to records within a system of records shall be permitted only to the individual to whom the record pertains or upon his or her written request.

(4) The Board shall ensure that all persons whose duties require access to and use of records contained in a system of records are adequately trained to protect the security and privacy of such records.

(5) The disposal and destruction of identifiable personal data records shall be done by shredding and in accordance with rules promulgated by the Archivist of the United States.

(b) Automated systems.

(1) Identifiable personal information may be processed, stored, or maintained by automated data systems only where facilities or conditions are adequate to prevent unauthorized access to such systems in any form.

(2) Access to and use of identifiable personal data associated with automated data systems shall be limited to those persons whose duties require such access. Proper control of personal data in any form associated with automated data systems shall be maintained at all times, including maintenance of accountability records showing disposition of input and output documents.

(3) All persons whose duties require access to processing and maintenance of identifiable personal data and automated systems shall be adequately trained in the security and privacy of personal data.

(4) The disposal and disposition of identifiable personal data and automated systems shall be done by shredding, burning, or, in the case of electronic records, by degaussing or by overwriting with the appropriate security software, in accordance with regulations of the Archivist of the United States or other appropriate authority.

§ 200.15 Systems of records covered by exemptions.

The Board currently has no exempt systems of records.

§ 200.16 Mailing lists.

The Board shall not sell or rent an individual’s name and/or address unless such action is specifically authorized by law. This section shall not be construed to require the withholding of
names and addresses otherwise permitted to be made public.

PART 201—PUBLIC INFORMATION AND REQUESTS

Sec.
201.1 Scope.
201.2 Definitions.
201.3 Publicly available documents and electronic reading room.
201.4 Board records exempt from public disclosure.
201.5 Requests for Board records.
201.6 Responsibility, form, and content of responses.
201.7 Timing of responses to requests.
201.8 Fees.
201.9 Restrictions on charging fees.
201.10 Notice of anticipated fees.
201.11 Requirements for waiver or reduction of fees.
201.12 Denials.
201.13 Business information.
201.14 Appeals.
201.15 Preservation of records.
201.16 Other rights and services.
201.17 How to track a FOIA request.


SOURCE: 74 FR 60132, Nov. 20, 2009, unless otherwise noted.

§ 201.1 Scope.

This part sets forth the policies and procedures of the Recovery Accountability and Transparency Board (Board) regarding public access to documents under the Freedom of Information Act (FOIA or the Act), 5 U.S.C. 552. The provisions in the Act shall take precedence over any part of the Board’s regulations in conflict with the Act. This part gives the procedures the public may use to inspect and obtain copies of Board records under the FOIA, including administrative procedures which must be exhausted before a requestor invokes the jurisdiction of an appropriate United States District Court for the Board’s failure to respond to a proper request within the statutory time limits, for a denial of Board records or challenges to the adequacy of a search, or for denial of fee waiver.

§ 201.2 Definitions.

For words used in this document, unless the context indicates otherwise, singular includes the plural, plural includes the singular, present tense includes the future tense, and words of one gender include the other gender.

(a)(1) Agency records—Materials that are in the control of the Board and associated with Board business, including:

(i) Materials produced by the Board.
(ii) Materials produced by staff for the Board.
(iii) Materials distributed by presenters at a Board meeting or Board Committee meeting.

(b) Board—The Recovery Accountability and Transparency Board.

(c) Chairman—The Chairman of the Board is designated or appointed by the President.

(d) Designated FOIA Officer—The person designated to administer the Board’s activities in regard to the regulations in this part. The FOIA Officer shall be:

(1) The Board officer having custody of, or responsibility for, agency records in the possession of the Board.
(2) The Board officer having responsibility for authorizing or denying production of records from requests filed under the FOIA.

(e) Executive Director—The chief operating officer of the Board.

(f) Member—An individual appointed to serve on the Board pursuant to Title XV, Subtitle B of the American Recovery and Reinvestment Act of 2009 (Pub. L. 111–5).

(g) Days—Standard working days, excluding weekends and federal holidays.

§ 201.3 Publicly available documents and electronic reading room.

(a) Many Board records are available electronically at the Board’s Web site (http://www.recovery.gov).

(b) Records available electronically on the Board’s Web site include:

(1) The rules and regulations of the Board.
(2) Statements of policy adopted by the Board.
(3) Board reports to the President and Congress, including the Committees on Appropriations of the Senate and House of Representatives.