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identity of the individual cannot rea-
sonably be deduced by combining var-
ious statistical records; 

(f) To the National Archives of the 
United States as a record which has 
sufficient historical or other value to 
warrant its continued preservation by 
the United States Government, or for 
evaluation by the Administrator of The 
National Archives and Records Admin-
istration or his designee to determine 
whether the record has such value; 

(g) To another agency or instrumen-
tality of any governmental jurisdiction 
within or under the control of the 
United States for civil or criminal law 
enforcement activity, if the activity is 
authorized by law, and if the head of 
the agency or instrumentality or his 
designated representative has made a 
written request to the Administrator 
specifying the particular portion de-
sired and the law enforcement activity 
for which the record is sought; 

(h) To a person showing compelling 
circumstances affecting the health and 
safety of an individual to whom the 
record pertains. (Upon such disclosure, 
a notification must be sent to the last 
known address of the subject indi-
vidual.) 

(i) To either House of Congress or to 
a subcommittee or committee (joint or 
of either House, to the extent that the 
subject matter falls within their juris-
diction; 

(j) To the Comptroller General or any 
duly authorized representatives of the 
Comptroller General in the course of 
the performance of the duties of the 
Government Accountability Office; or 

(k) Pursuant to the order of a court 
of competent jurisdiction. 

(l) To consumer reporting agencies as 
defined in the Fair Credit Reporting 
Act (35 U.S.C. 1681a(f) or the Debt Col-
lection Act of 1982 (31 U.S.C. 3711(d)(4)). 

[44 FR 50293, Aug. 27, 1979, as amended at 48 
FR 44543, Sept. 29, 1983; 50 FR 40006, Oct. 1, 
1985] 

§ 6.21 Procedures for disclosure. 

(a) Upon receipt of a request for dis-
closure, the system manager shall 
verify the right of the requestor to ob-
tain disclosure pursuant to § 6.20. Upon 
that verification and subject to other 
requirements of this part, the system 

manager shall make the requested 
records available. 

(b) If the system manager determines 
that the disclosure is not permitted 
under the provisions of § 6.20 or other 
provisions of this part, the system 
manager shall deny the request in writ-
ing and shall inform the requestor of 
the right to submit a request for re-
view and final determination to the 
Administrator or designee. 

§ 6.22 Accounting of disclosures. 
(a) Except for disclosures made pur-

suant to § 6.20 (a) and (b), an accurate 
accounting of each disclosure shall be 
made and retained for 5 years after the 
disclosure or for the life of the record, 
whichever is longer. The accounting 
shall include the date, nature, and pur-
pose of each disclosure, and the name 
and address of the person or agency to 
whom the disclosure is made; 

(b) The system manager also shall 
maintain in conjunction with the ac-
counting of disclosures; 

(1) A full statement of the justifica-
tion for the disclosure. 

(2) All documentation surrounding 
disclosure of a record for statistical or 
law enforcement purposes; and 

(3) Evidence of written consent to a 
disclosure given by the subject indi-
vidual. 

(c) Except for the accounting of dis-
closures made to agencies or instru-
mentalities in law enforcement activi-
ties in accordance with § 6.20 (g) or of 
disclosures made from exempt systems 
the accounting of disclosures shall be 
made available to the individual upon 
request. Procedures for requesting ac-
cess to the accounting are in subpart C 
of this part. 

Subpart C—Individual Access to 
Records 

§ 6.30 Form of requests. 
(a) An individual who seeks access to 

his or her record or to any information 
pertaining to the individual which is 
contained in a system of records should 
notify the system manager at the ad-
dress indicated in the FEDERAL REG-
ISTER notice describing the pertinent 
system. The notice should bear the leg-
end ‘‘Privacy Act Request’’ both on the 
request letter and on the envelope. It 
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will help in the processing of a request 
if the request letter contains the com-
plete name and identifying number of 
the system as published in the FED-
ERAL REGISTER; the full name and ad-
dress of the subject individual; a brief 
description of the nature, time, place, 
and circumstances of the individual’s 
association with FEMA; and any other 
information which the individual be-
lieves would help the system manager 
to determine whether the information 
about the individual is included in the 
system of records. The system manager 
shall answer or acknowledge the re-
quest within 10 workdays of its receipt 
by FEMA. 

(b) The system manager, at his dis-
cretion, may accept oral requests for 
access subject to verification of iden-
tity. 

§ 6.31 Special requirements for med-
ical records. 

(a) A system manager who receives a 
request from an individual for access to 
those official medical records which be-
long to the U.S. Office of Personnel 
Management and are described in 
Chapter 339, Federal Personnel Manual 
(medical records about entrance quali-
fications or fitness for duty, or medical 
records which are otherwise filed in the 
Official Personnel Folder), shall refer 
the pertinent system of records to a 
Federal Medical Officer for review and 
determination in accordance with this 
section. If no Federal Medical Officer is 
available to make the determination 
required by this section, the system 
manager shall refer the request and the 
medical reports concerned to the Office 
of Personnel Management for deter-
mination. 

(b) If, in the opinion of a Federal 
Medical Officer, medical records re-
quested by the subject individual indi-
cate a condition about which a prudent 
physician would hesitate to inform a 
person suffering from such a condition 
of its exact nature and probable out-
come, the system manager shall not re-
lease the medical information to the 
subject individual nor to any person 
other than a physician designated in 
writing by the subject individual, or 
the guardian or conservator of the indi-
vidual. 

(c) If, in the opinion of a Federal 
Medical Officer, the medical informa-
tion does not indicate the presence of 
any condition which would cause a pru-
dent physician to hesitate to inform a 
person suffering from such a condition 
of its exact nature and probable out-
come, the system manager shall re-
lease it to the subject individual or to 
any person, firm, or organization which 
the individual authorizes in writing to 
receive it. 

§ 6.32 Granting access. 

(a) Upon receipt of a request for ac-
cess to non-exempt records, the system 
manager shall make these records 
available to the subject individual or 
shall acknowledge the request within 
10 workdays of its receipt by FEMA. 
The acknowledgment shall indicate 
when the system manager will make 
the records available. 

(b) If the system manager anticipates 
more than a 10 day delay in making a 
record available, he or she also shall 
include in the acknowledgment specific 
reasons for the delay. 

(c) If a subject individual’s request 
for access does not contain sufficient 
information to permit the system man-
ager to locate the records, the system 
manager shall request additional infor-
mation from the individual and shall 
have 10 workdays following receipt of 
the additional information in which to 
make the records available or to ac-
knowledge receipt of the request and 
indicate when the records will be avail-
able. 

(d) Records will be available for au-
thorized access during normal business 
hours at the offices where the records 
are located. A requestor should be pre-
pared to identify himself or herself by 
signature; i.e., to note by signature the 
date of access and/or produce other 
identification verifying the signature. 

(e) Upon request, a system manager 
shall permit an individual to examine 
the original of a non-exempt record, 
shall provide the individual with a 
copy of the record, or both. Fees shall 
be charged in accordance with subpart 
F. 

(f) An individual may request to pick 
up a record in person or to receive it by 
mail, directed to the name and address 
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