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Transportation Security Administration, DHS § 1542.103 

(c) After July 17, 2003, no airport op-
erator may use, nor may it designate 
any person as, an ASC unless that indi-
vidual has completed subject matter 
training, as specified in its security 
program, to prepare the individual to 
assume the duties of the position. The 
airport operator must maintain ASC 
training documentation until at least 
180 days after the withdrawal of an in-
dividual’s designation as an ASC. 

(d) An individual’s satisfactory com-
pletion of initial ASC training required 
under paragraph (c) of this section sat-
isfies that requirement for all future 
ASC designations for that individual, 
except for site specific information, un-
less there has been a two or more year 
break in service as an active and des-
ignated ASC. 

§ 1542.5 Inspection authority. 
(a) Each airport operator must allow 

TSA, at any time or place, to make 
any inspections or tests, including 
copying records, to determine compli-
ance of an airport operator, aircraft op-
erator, foreign air carrier, indirect air 
carrier, or other airport tenants with— 

(1) This subchapter and any security 
program under this subchapter, and 
part 1520 of this chapter; and 

(2) 49 U.S.C. Subtitle VII, as amend-
ed. 

(b) At the request of TSA, each air-
port operator must provide evidence of 
compliance with this part and its air-
port security program, including copies 
of records. 

(c) TSA may enter and be present 
within secured areas, AOA’s, and 
SIDA’s without access media or identi-
fication media issued or approved by an 
airport operator or aircraft operator, 
in order to inspect or test compliance, 
or perform other such duties as TSA 
may direct. 

(d) At the request of TSA and upon 
the completion of SIDA training as re-
quired in a security program, each air-
port operator promptly must issue to 
TSA personnel access and identifica-
tion media to provide TSA personnel 
with unescorted access to, and move-
ment within, secured areas, AOA’s, and 
SIDA’s. 

(e) TSA may enter and be present at 
an airport that does not have a secu-
rity program under this part, without 

access media or identification media 
issued or approved by an airport oper-
ator or aircraft operator, to inspect an 
aircraft operator operating under a se-
curity program under part 1544 of this 
chapter, or a foreign air carrier oper-
ating under a security program under 
part 1546 of this chapter. 

[67 FR 8355, Feb. 22, 2002, as amended at 71 
FR 30509, May 26, 2006] 

Subpart B—Airport Security 
Program 

§ 1542.101 General requirements. 

(a) No person may operate an airport 
subject to § 1542.103 unless it adopts and 
carries out a security program that— 

(1) Provides for the safety and secu-
rity of persons and property on an air-
craft operating in air transportation or 
intrastate air transportation against 
an act of criminal violence, aircraft pi-
racy, and the introduction of an unau-
thorized weapon, explosive, or incen-
diary onto an aircraft; 

(2) Is in writing and is signed by the 
airport operator; 

(3) Includes the applicable items list-
ed in § 1542.103; 

(4) Includes an index organized in the 
same subject area sequence as 
§ 1542.103; and 

(5) Has been approved by TSA. 
(b) Each airport operator subject to 

§ 1542.103 must maintain one current 
and complete copy of its security pro-
gram and provide a copy to TSA upon 
request. 

(c) Each airport operator subject to 
§ 1542.103 must— 

(1) Restrict the distribution, disclo-
sure, and availability of sensitive secu-
rity information (SSI), as defined in 
part 1520 of this chapter, to persons 
with a need to know; and 

(2) Refer all requests for SSI by other 
persons to TSA. 

[67 FR 8355, Feb. 22, 2002, as amended at 71 
FR 30509, May 26, 2006] 

§ 1542.103 Content. 

(a) Complete program. Except as other-
wise approved by TSA, each airport op-
erator regularly serving operations of 
an aircraft operator or foreign air car-
rier described in § 1544.101(a)(1) or 
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