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compliance with Federal and State en-
rollment requirements. 

(b) Must require any enrolled pro-
vider to permit CMS, its agents, its 
designated contractors, or the State 
Medicaid agency to conduct unan-
nounced on-site inspections of any and 
all provider locations. 

§ 455.434 Criminal background checks. 
The State Medicaid agency— 
(a) As a condition of enrollment, 

must require providers to consent to 
criminal background checks including 
fingerprinting when required to do so 
under State law or by the level of 
screening based on risk of fraud, waste 
or abuse as determined for that cat-
egory of provider. 

(b) Must establish categorical risk 
levels for providers and provider cat-
egories who pose an increased financial 
risk of fraud, waste or abuse to the 
Medicaid program. 

(1) Upon the State Medicaid agency 
determining that a provider, or a per-
son with a 5 percent or more direct or 
indirect ownership interest in the pro-
vider, meets the State Medicaid agen-
cy’s criteria hereunder for criminal 
background checks as a ‘‘high’’ risk to 
the Medicaid program, the State Med-
icaid agency will require that each 
such provider or person submit finger-
prints. 

(2) The State Medicaid agency must 
require a provider, or any person with 
a 5 percent or more direct or indirect 
ownership interest in the provider, to 
submit a set of fingerprints, in a form 
and manner to be determined by the 
State Medicaid agency, within 30 days 
upon request from CMS or the State 
Medicaid agency. 

§ 455.436 Federal database checks. 
The State Medicaid agency must do 

all of the following: 
(a) Confirm the identity and deter-

mine the exclusion status of providers 
and any person with an ownership or 
control interest or who is an agent or 
managing employee of the provider 
through routine checks of Federal 
databases. 

(b) Check the Social Security Admin-
istration’s Death Master File, the Na-
tional Plan and Provider Enumeration 
System (NPPES), the List of Excluded 

Individuals/Entities (LEIE), the Ex-
cluded Parties List System (EPLS), 
and any such other databases as the 
Secretary may prescribe. 

(c)(1) Consult appropriate databases 
to confirm identity upon enrollment 
and reenrollment; and 

(2) Check the LEIE and EPLS no less 
frequently than monthly. 

§ 455.440 National Provider Identifier. 

The State Medicaid agency must re-
quire all claims for payment for items 
and services that were ordered or re-
ferred to contain the National Provider 
Identifier (NPI) of the physician or 
other professional who ordered or re-
ferred such items or services. 

§ 455.450 Screening levels for Medicaid 
providers. 

A State Medicaid agency must screen 
all initial applications, including appli-
cations for a new practice location, and 
any applications received in response 
to a re-enrollment or revalidation of 
enrollment request based on a categor-
ical risk level of ‘‘limited,’’ ‘‘mod-
erate,’’ or ‘‘high.’’ If a provider could 
fit within more than one risk level de-
scribed in this section, the highest 
level of screening is applicable. 

(a) Screening for providers designated 
as limited categorical risk. When the 
State Medicaid agency designates a 
provider as a limited categorical risk, 
the State Medicaid agency must do all 
of the following: 

(1) Verify that a provider meets any 
applicable Federal regulations, or 
State requirements for the provider 
type prior to making an enrollment de-
termination. 

(2) Conduct license verifications, in-
cluding State licensure verifications in 
States other than where the provider is 
enrolling, in accordance with § 455.412. 

(3) Conduct database checks on a pre- 
and post-enrollment basis to ensure 
that providers continue to meet the en-
rollment criteria for their provider 
type, in accordance with § 455.436. 

(b) Screening for providers designated 
as moderate categorical risk. When the 
State Medicaid agency designates a 
provider as a ‘‘moderate’’ categorical 
risk, a State Medicaid agency must do 
both of the following: 
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