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204.804 Closeout of contract files. 

Contracting officers shall close out 
contracts in accordance with the proce-
dures at PGI 204.804. The closeout date 
for file purposes shall be determined 
and documented by the procuring con-
tracting officer. 

[73 FR 4114, Jan. 24, 2008] 

204.805 Disposal of contract files. 

(1) The sources of the period for 
which official contract files must be re-
tained are General Records Schedule 3 
(Procurement, Supply, and Grant 
Records) and General Records Schedule 
6 (Accountable Officers’ Accounts 
Records). Copies of the General 
Records Schedule may be obtained 
from the National Archives and 
Records Administration, Washington, 
DC 20408. 

(2) Deviations from the periods can-
not be granted by the Defense Acquisi-
tion Regulatory Council. Forward re-
quests for deviations to both the Gov-
ernment Accountability Office and the 
National Archives and Records Admin-
istration. 

(3) Hold completed contract files in 
the office responsible for maintaining 
them for a period of 12 months after 
completion. After the initial 12 month 
period, send the records to the local 
records holding or staging area until 
they are eligible for destruction. If no 
space is available locally, transfer the 
files to the General Services Adminis-
tration Federal Records Center that 
services the area. 

(4) Duplicate or working contract 
files should contain no originals of ma-
terials that properly belong in the offi-
cial files. Destroy working files as soon 
as practicable once they are no longer 
needed. 

(5) Retain pricing review files, con-
taining documents related to reviews 
of the contractor’s price proposals, sub-
ject to cost or pricing data (see FAR 
15.403–4), for six years. If it is impos-
sible to determine the final payment 
date in order to measure the six year 
period, retain the files for nine years. 

[56 FR 36289, July 31, 1991, as amended at 62 
FR 40472, July 29, 1997; 63 FR 11528, Mar. 9, 
1998; 71 FR 53044, Sept. 8, 2006] 

Subpart 204.9—Taxpayer 
Identification Number Information 

SOURCE: 64 FR 43099, Aug. 9, 1999, unless 
otherwise noted. 

204.902 General. 
(b) DoD uses the Federal Procure-

ment Data System (FPDS) to meet 
these reporting requirements. 

[74 FR 37645, July 29, 2009] 

Subpart 204.11—Central 
Contractor Registration 

SOURCE: 68 FR 64558, Nov. 14, 2003, unless 
otherwise noted. 

204.1103 Procedures. 
(1) On contract award documents, use 

the contractor’s legal or ‘‘doing busi-
ness as’’ name and physical address in-
formation as recorded in the Central 
Contractor Registration (CCR) data-
base at the time of award. 

(2) When making a determination to 
exercise an option, or at any other 
time before issuing a modification 
other than a unilateral modification 
making an administrative change, en-
sure that— 

(i) The contractor’s record is active 
in the CCR database; and 

(ii) The contractor’s Data Universal 
Numbering System (DUNS) number, 
Commercial and Government Entity 
(CAGE) code, name, and physical ad-
dress are accurately reflected in the 
contract document. 

(3) At any time, if the DUNS number, 
CAGE code, contractor name, or phys-
ical address on a contract no longer 
matches the information on the con-
tractor’s record in the CCR database, 
the contracting officer shall process a 
novation or change-of-name agree-
ment, or an address change, as appro-
priate. 

(4) See PGI 204.1103 for additional re-
quirements relating to use of informa-
tion in the CCR database. 

(5) On contractual documents trans-
mitted to the payment office, provide 
the CAGE code, instead of the DUNS 
number or DUNS+4 number, in accord-
ance with agency procedures. 

[74 FR 37643, July 29, 2009] 
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