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(B) In addition, all weapons that are 
Government-furnished property must 
be assigned a unique identifier in ac-
cordance with the clauses at 252.211– 
7003 and 252.245.7001 and physically 
marked in accordance with MIL–STD 
130 (current version) and DoD direc-
tives and instructions. The items must 
be registered in the DoD Item Unique 
Identification (IUID) Registry (https:// 
www.bpn.gov/iuid/); 

(iii) Registering and identifying ar-
mored vehicles, helicopters, and other 
military vehicles operated by contrac-
tors performing private security func-
tions; 

(A) All armored vehicles, helicopters, 
and other military vehicles must be 
registered in SPOT. 

(B) In addition, all armored vehicles, 
helicopters, and other military vehi-
cles that are Government-furnished 
property must be assigned a unique 
identifier in accordance with the 
clauses at 252.211–7003 and 252.245.7001 
and physically marked in accordance 
with MIL–STD 130 (current version) 
and DoD directives and instructions. 
The items must be registered in the 
DoD IUID Registry; and 

(iv) Reporting incidents in which— 
(A) A weapon is discharged by per-

sonnel performing private security 
functions; 

(B) Personnel performing private se-
curity functions are attacked, killed, 
or injured; 

(C) Persons are killed or injured or 
property is destroyed as a result of 
conduct by contractor personnel; 

(D) A weapon is discharged against 
personnel performing private security 
functions or personnel performing such 
functions believe a weapon was so dis-
charged; or 

(E) Active, non-lethal counter-
measures (other than the discharge of a 
weapon) are employed by personnel 
performing private security functions 
in response to a perceived immediate 
threat; 

(2) Ensure that all employees of the 
contractor who are responsible for per-
sonnel performing private security 
functions are briefed on and under-
stand their obligation to comply with— 

(i) Qualification, training, screening 
(including, if applicable, thorough 

background checks), and security re-
quirements established by DoDI 3020.50; 

(ii) Applicable laws and regulations 
of the United States and the host coun-
try and applicable treaties and inter-
national agreements regarding per-
formance of the functions of the pri-
vate security contractors; 

(iii) Orders, directives, and instruc-
tions issued by the applicable com-
mander of a combatant command re-
lating to weapons, equipment, force 
protection, security, health, safety, or 
relations and interaction with locals; 
and 

(iv) Rules on the use of force issued 
by the applicable commander of a com-
batant command for personnel per-
forming private security functions; and 

(3) Cooperate with any Government- 
authorized investigation by providing 
access to employees performing private 
security functions and relevant infor-
mation in the possession of the con-
tractor. 

225.370–5 Remedies. 
(a) In addition to other remedies 

available to the Government— 
(1) The contracting officer may di-

rect the contractor, at its own expense, 
to remove and replace any contractor 
personnel who fail to comply with or 
violate applicable requirements. Such 
action may be taken at the Govern-
ment’s discretion without prejudice to 
its rights under any other contract 
provision, including termination for 
default. Required contractor actions 
include— 

(i) Ensuring the return of personal 
identity verification credentials; 

(ii) Ensuring the return of any other 
equipment issued to the employee 
under the contract; and 

(iii) Revocation of any physical and/ 
or logistical access granted to such 
personnel; 

(2) The contracting officer shall in-
clude the contractor’s failure to com-
ply with the requirements of this sub-
part in appropriate databases of past 
performance and consider any such 
failure in any responsibility deter-
mination or evaluation of past per-
formance; 

(3) In the case of award-fee contracts, 
the contracting officer shall consider a 
contractor’s failure to comply with the 
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requirements of this subpart in the 
evaluation of the contractor’s perform-
ance during the relevant evaluation pe-
riod, and may treat such failure as a 
basis for reducing or denying award 
fees for such period or for recovering 
all or part of award fees previously 
paid for such period; and 

(4) If the contractor fails to comply 
with the Government’s direction to re-
move or replace personnel (see para-
graph (a)(1) of this subsection), and 
such failure to comply is severe, pro-
longed, or repeated, the contracting of-
ficer may terminate the contract for 
default. 

(b) If the performance failures are 
significant or repeated, the contracting 
officer shall refer the contractor to the 
appropriate suspension and debarment 
official. 

225.370–6 Contract clause. 
Use the clause at 252.225–7039, Con-

tractors Performing Private Security 
Functions, in all solicitations and con-
tracts to be performed in areas of— 

(a) Contingency operations; 
(b) Complex contingency operations; 

or 
(c) Other military operations or exer-

cises, when designated by the combat-
ant commander. 

Subpart 225.4—Trade Agreements 

SOURCE: 65 FR 19852, Apr. 13, 2000, unless 
otherwise noted. 

225.401 Exceptions. 
(a)(2)(A) If a department or agency 

considers an individual acquisition of a 
product to be indispensable for na-
tional security or national defense pur-
poses and appropriate for exclusion 
from the provisions of FAR subpart 
25.4, it may submit a request with sup-
porting rationale to the Director of De-
fense Procurement and Acquisition 
Policy (OUSD(AT&L)DPAP). Approval 
by OUSD(AT&L)DPAP is not required 
if— 

(1) Purchase from foreign sources is 
restricted by statute (see subpart 
225.70); 

(2) Another exception in FAR 25.401 
applies to the acquisition; or 

(3) Competition from foreign sources 
is restricted under subpart 225.71. 

(B) Public interest exceptions for cer-
tain countries when acquiring products 
or services in support of operations in 
Afghanistan are in 225.7704–1. 

[75 FR 81916, Dec. 29, 2010] 

225.401–70 End products subject to 
trade agreements. 

Acquisitions of end products in the 
following Federal supply groups (FSG) 
are covered by trade agreements if the 
value of the acquisition is at or above 
the applicable trade agreement thresh-
old and no exception applies. If an end 
product is not in one of the listed 
groups, the trade agreements do not 
apply. The definition of Caribbean 
Basin country end products in FAR 
25.003 excludes those end products that 
are not eligible for duty-free treatment 
under 19 U.S.C. 2703(b). Therefore cer-
tain watches, watch parts, and luggage 
from certain Caribbean Basin countries 
are not eligible products. However, 
225.003 expands the definition of Carib-
bean Basin country end products to in-
clude petroleum and any product de-
rived from petroleum, in accordance 
with Section 8094 of Pub. L. 103–139. 

FSG Category/Description 

22 Railway equipment 
23 Motor vehicles, trailers, and cycles 

(except 2350 and buses under 2310) 
24 Tractors 
25 Vehicular equipment components 
26 Tires and tubes 
29 Engine accessories 
30 Mechanical power transmission 

equipment 
32 Woodworking machinery and equip-

ment 
34 Metalworking machinery 
35 Service and trade equipment 
36 Special industry machinery (except 

3690) 
37 Agricultural machinery and equip-

ment 
38 Construction, mining, excavating, 

and highway maintenance equip-
ment 

39 Materials handling equipment 
40 Rope, cable, chain and fittings 
41 Refrigeration and air conditioning 

equipment 
42 Fire fighting, rescue and safety 

equipment 
43 Pumps and compressors 
44 Furnace, steam plant and drying 

equipment (except 4470) 
45 Plumbing, heating, and sanitation 

equipment 
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