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based upon continued classification, 
the Departmental Information Secu-
rity Review Committee will acknowl-
edge receipt immediately and act on 
the matter within 30 calendar days. 
With respect to information originally 
classified by or under the primary cog-
nizance of the Department, the Com-
mittee, acting for the Secretary, has 
authority to overrule previous deter-
minations in whole or in part when, in 
its judgment, continued protection in 
the interest of national security is no 
longer required. When the classifica-
tion of the material produced in the 
Department is based upon a classifica-
tion determination made by another 
department or agency, the Committee 
will immediately consult with its 
counterpart committee for that depart-
ment or agency. 

(1) If it is determined that the mate-
rial produced in the Department re-
quires continued classification, the re-
quester will be so notified and advised 
of the right to appeal the decision to 
the Interagency Classification Review 
Committee. 

(2) If it is determined that the mate-
rial no longer requires classification, it 
will be declassified and remarked. The 
Committee will refer the request to the 
General Counsel, or to the head of the 
Departmental agency concerned, as the 
case may be, to determine if the mate-
rial is otherwise withholdable from the 
public under the Freedom of Informa-
tion Act (5 U.S.C. 552) and Depart-
mental regulations, (49 CFR Part 7), 
and paragraphs (f)(1) and (2) of this sec-
tion will be followed. A copy of the re-
sponse to the requester will be provided 
to the Committee. 

(g) Requests for a classification re-
view of material more than 25 years old 
will be referred directly to the Archi-
vist of the United States and the re-
quester will be notified of the referral. 
In this event, the provisions of this sec-
tion apply. 

(h) Whenever a request is insufficient 
in the description of the record sought, 
the requester will be asked to limit his 
request to records that are reasonably 
obtainable. If, in spite of these steps, 
the requester does not describe the 
records with sufficient particularity, or 
the record requested cannot be ob-
tained with a reasonable amount of ef-

fort, the requester will be notified of 
the reasons why the request is denied 
and of his/her right to appeal the deter-
mination to the Departmental Infor-
mation Security Review Committee. 

§ 8.21 Burden of proof. 

For the purpose of determinations to 
be made under §§ 8.13, 8.15, and 8.17, the 
burden of proof is on the originating 
Departmental agency to show that con-
tinued classification is warranted. 

§ 8.23 Classified information trans-
ferred to the Department of Trans-
portation. 

(a) Classified information officially 
transferred to the Department in con-
junction with a transfer of function, 
and not merely for storage purposes, 
will be considered to have been origi-
nated by the Department. 

(b) Classified information in the cus-
tody of the Department originated by a 
department or agency that has ceased 
to exist and for whom there is no suc-
cessor agency will be deemed to have 
been originated by the Department. 
This information may be declassified 
or downgraded by the Department after 
consultation with any other agency 
that has an interest in the subject mat-
ter of the information. Such agency 
will be allowed 30 calendar days in 
which to express an objection, if it so 
desires, before action is taken. A dif-
ference of opinion that cannot be re-
solved will be referred to the Depart-
mental Information Security Review 
Committee, which will consult with its 
counterpart committee for the other 
agency. 

(c) Classified information transferred 
to the National Archives and Records 
Administration (NARA) will be declas-
sified or downgraded by the Archivist 
of the United States in accordance 
with Executive Order 12958, Depart-
mental classification guides, and any 
existing procedural agreement between 
NARA and the Department. The De-
partment will take all reasonable steps 
to declassify information contained in 
records determined to have permanent 
historical value before they are 
accessioned in NARA. 

(d) To the extent practicable, the De-
partment will adopt a system of 
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records management that will facili-
tate the public release of documents at 
the time such documents are declas-
sified under the provisions of this part 
for automatic declassification. To the 
maximum extent possible without de-
stroying the integrity of the Depart-
ment’s files, all such material will be 
segregated or set aside for public re-
lease upon request. The Department 
will cooperate with the Archivist in ef-
forts to establish a Government-wide 
database of information that has been 
declassified. 

Subpart C—Access to Information 
§ 8.25 Personnel Security Review 

Board. 
(a) There is hereby established a De-

partment of Transportation Personnel 
Security Review Board, which will, on 
behalf of the Secretary of Transpor-
tation (except in any case in which the 
Secretary personally makes the deci-
sion), make the administratively final 
decision on an appeal arising in any 
part of the Department from: 

(1) A decision not to grant access to 
classified information; 

(2) A decision to revoke access to 
classified information; or 

(3) A decision under § 8.29 to deny ac-
cess to classified information. 

(b) The Personnel Security Review 
Board will be composed of: 

(1) Two persons appointed by the As-
sistant Secretary for Administration: 
one from the Office of Personnel and 
Training, and one, familiar with per-
sonnel security adjudication, from the 
Office of Security and Administrative 
Management, who will serve as Chair; 

(2) One person appointed by the Gen-
eral Counsel, who, in addition to serv-
ing as a member of the Board, will pro-
vide to the Board whatever legal serv-
ices it may require; and 

(3) One person appointed by each of 
the Commandant of the Coast Guard 
and the Federal Aviation Adminis-
trator. 

(4) Any member may designate a rep-
resentative, meeting the same criteria 
as the member, with full power to serve 
in his/her place. 

(c) In carrying out its responsibilities 
to review final decisions to revoke or 
deny access to classified information, 

the Board will establish whatever pro-
cedures it deems fit. 

§ 8.27 Public availability of declas-
sified information. 

(a) It is a fundamental policy of the 
Department to make information 
available to the public to the max-
imum extent permitted by law. Infor-
mation that is declassified for any rea-
son loses its status as material pro-
tected in the interest of national secu-
rity. Accordingly, declassified informa-
tion will be handled in every respect on 
the same basis as all other unclassified 
information. Declassified information 
is subject to the Departmental public 
information policies and procedures, 
with particular reference to the Free-
dom of Information Act (5 U.S.C. 552) 
and implementing Departmental regu-
lations (49 CFR part 7). 

(b) In furtherance of this policy, all 
classified material produced after June 
1, 1972 that is of sufficient historical or 
other value to warrant preservation as 
permanent records in accordance with 
appropriate records administrative 
standards, and that becomes declas-
sified, will be systematically reviewed 
prior to the end of each calendar year 
for the purpose of making the material 
publicly available. To the maximum 
extent possible without destroying the 
integrity of the Department’s files, all 
such material will be segregated or set 
aside for public release upon request. 

§ 8.29 Access by historical researchers 
and former Presidential appointees. 

(a) Historical researchers. (1) Persons 
outside the executive branch who are 
engaged in historical research projects 
may have access to classified informa-
tion provided that: 

(i) Access to the information is clear-
ly consistent with the interests of na-
tional security; and 

(ii) The person to be granted access is 
trustworthy. 

(2) The provisions of this paragraph 
apply only to persons who are con-
ducting historical research as private 
individuals or under private sponsor-
ship and do not apply to research con-
ducted under Government contract or 
sponsorship. The provisions are appli-
cable only to situations where the clas-
sified information concerned, or any 
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