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(iii) In determining the ownership of 
interests of the same family, any vot-
ing interest of any family member 
must be taken into account. 

(2) Voting securities or other voting in-
terests means securities or other inter-
ests that entitle the holder to vote for 
or select directors (or individuals exer-
cising similar functions). 

(d) Each indirect air carrier, or appli-
cant to be an indirect air carrier, must 
ensure that each proprietor, general 
partner, officer, director and owner of 
the entity has successfully completed a 
Security Threat Assessment under part 
1540, subpart C, of this chapter not 
later than a date to be specified by 
TSA in a future rule in the FEDERAL 
REGISTER. 

[71 FR 30516, May 26, 2006; 71 FR 31965, June 
2, 2006, as amended at 71 FR 62550, Oct. 25, 
2006; 72 FR 13026, Mar. 20, 2007; 74 FR 47706, 
Sept. 16, 2009] 

§ 1548.17 Known shipper program. 

This section applies to cargo that an 
indirect air carrier offers to an aircraft 
operator operating under a full pro-
gram under § 1544.101(a) of this chapter, 
or to a foreign air carrier operating 
under § 1546.101(a) or (b) of this chapter. 

(a) For cargo to be loaded on aircraft 
in the United States, each indirect air 
carrier must have and carry out a 
known shipper program in accordance 
with its security program. The pro-
gram must— 

(1) Determine the shipper’s validity 
and integrity as provided in its secu-
rity program; 

(2) Provide that the indirect air car-
rier will separate known shipper cargo 
from unknown shipper cargo. 

(b) When required by TSA, each indi-
rect air carrier must submit to TSA, in 
a form and manner acceptable to 
TSA— 

(1) Information identified in its secu-
rity program regarding an applicant to 
be a known shipper or a known shipper; 
and 

(2) Corrections and updates of this in-
formation upon learning of a change to 
the information specified in paragraph 
(b)(1) of this section. 

[71 FR 30516, May 26, 2006] 

§ 1548.19 Security Directives and In-
formation Circulars. 

(a) TSA may issue an Information 
Circular to notify indirect air carriers 
of security concerns. 

(b) When TSA determines that addi-
tional security measures are necessary 
to respond to a threat assessment, or 
to a specific threat against civil avia-
tion, TSA issues a Security Directive 
setting forth mandatory measures. 

(1) Each indirect air carrier that is 
required to have an approved indirect 
air carrier security program must com-
ply with each Security Directive that 
TSA issues to it, within the time pre-
scribed in the Security Directive for 
compliance. 

(2) Each indirect air carrier that re-
ceives a Security Directive must com-
ply with the following: 

(i) Within the time prescribed in the 
Security Directive, acknowledge in 
writing receipt of the Security Direc-
tive to TSA. 

(ii) Within the time prescribed in the 
Security Directive, specify the method 
by which the measures in the Security 
Directive have been implemented (or 
will be implemented, if the Security 
Directive is not yet effective). 

(3) In the event that the indirect air 
carrier is unable to implement the 
measures in the Security Directive, the 
indirect air carrier must submit pro-
posed alternative measures and the 
basis for submitting the alternative 
measures to TSA for approval. 

(i) The indirect air carrier must sub-
mit the proposed alternative measures 
within the time prescribed in the Secu-
rity Directive. 

(ii) The indirect air carrier must im-
plement any alternative measures ap-
proved by TSA. 

(4) Each indirect air carrier that re-
ceives a Security Directive may com-
ment on it by submitting data, views, 
or arguments in writing to TSA. 

(i) TSA may amend the Security Di-
rective based on comments received. 

(ii) Submission of a comment does 
not delay the effective date of the Se-
curity Directive. 

(5) Each indirect air carrier that re-
ceives a Security Directive or Informa-
tion Circular, and each person who re-
ceives information from a Security Di-
rective or Information Circular, must: 
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(i) Restrict the availability of the Se-
curity Directive or Information Cir-
cular, and information contained in ei-
ther document, to those persons with a 
need-to-know. 

(ii) Refuse to release the Security Di-
rective or Information Circular, and in-
formation contained in either docu-
ment, to persons other than those with 
a need-to-know without the prior writ-
ten consent of TSA. 

[71 FR 30516, May 26, 2006] 

§ 1548.21 Screening of cargo. 
An IAC may only screen cargo for 

transport on a passenger aircraft under 
§§ 1544.205 and 1546.205 if the IAC is a 
certified cargo screening facility as 
provided in part 1549. 

[74 FR 47706, Sept. 16, 2009] 

PART 1549—CERTIFIED CARGO 
SCREENING PROGRAM 

Subpart A—General 

Sec. 
1549.1 Applicability. 
1549.3 TSA inspection authority. 
1549.5 Adoption and implementation of the 

security program. 
1549.7 Approval, amendment, renewal of the 

security program and certification of 
acertified cargo screening facility. 

Subpart B—Operations 

1549.101 Acceptance, screening, and transfer 
of cargo. 

1549.103 Qualifications and training of indi-
viduals with security-related duties. 

1549.105 Recordkeeping. 
1549.107 Security coordinators. 
1549.109 Security Directives and Informa-

tion Circulars. 
1549.111 Security threat assessments for 

personnel of certified cargo screening fa-
cilities. 

AUTHORITY: 49 U.S.C. 114, 5103, 40113, 44901– 
44905, 44913–44914, 44916–44917, 44932, 44935– 
44936, 46105. 

SOURCE: 74 FR 47706, Sept. 16, 2009, unless 
otherwise noted. 

Subpart A—General 

§ 1549.1 Applicability. 
This part applies to each facility ap-

plying for or certified by TSA as a cer-
tified cargo screening facility to screen 

cargo that will be transported on a pas-
senger aircraft operated under a full 
program under 49 CFR 1544.101(a), or a 
foreign air carrier operating under a 
program under 49 CFR 1546.101(a) or (b). 

§ 1549.3 TSA inspection authority. 

(a) Each certified cargo screening fa-
cility must allow TSA, at any time or 
place, in a reasonable manner, without 
advance notice, to enter the facility 
and make any inspections or tests, in-
cluding copying records, to— 

(1) Determine compliance of a cer-
tified cargo screening facility, airport 
operator, foreign air carrier, indirect 
air carrier, or airport tenant with this 
chapter and 49 U.S.C. 114 and Subtitle 
VII, as amended; or 

(2) Carry out TSA’s statutory or reg-
ulatory authorities, including its au-
thority to— 

(i) Assess threats to transportation; 
(ii) Enforce security-related regula-

tions, directives, and requirements: 
(iii) Inspect, maintain, and test the 

security of facilities, equipment, and 
systems; 

(iv) Ensure the adequacy of security 
measures for the transportation of pas-
sengers and cargo; 

(v) Oversee the implementation, and 
ensure the adequacy, of security meas-
ures at airports and other transpor-
tation facilities; 

(vi) Review security plans; and 
(vii) Carry out such other duties, and 

exercise such other powers, relating to 
transportation security as the Assist-
ant Secretary of Homeland Security 
for the TSA considers appropriate, to 
the extent authorized by law. 

(b) At the request of TSA, each cer-
tified cargo screening facility must 
provide evidence of compliance with 
this chapter, including copying 
records. 

(c) TSA and DHS officials working 
with TSA may conduct inspections 
under this section without access 
media or identification media issued or 
approved by a certified cargo screening 
facility or other person, except that 
the TSA and DHS officials will have 
identification media issued by TSA or 
DHS. 
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