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any other relevant agency, may permit 
an operation to or from any of the 
Maryland Three Airports, in deviation 
from the provisions of this section, if 
TSA finds that such action— 

(1) Is in the public interest; and 
(2) Provides the level of security re-

quired by this section. 

Subpart B—Ronald Reagan Wash-
ington National Airport: En-
hanced Security Procedures 
for Certain Operations 

SOURCE: 70 FR 41600, July 19, 2005, unless 
otherwise noted. 

§ 1562.21 Scope, general requirements, 
and definitions. 

(a) Scope. This subpart applies to air-
craft operations into or out of Ronald 
Reagan Washington National Airport 
(DCA), fixed base operators located at 
DCA or gateway airports; individuals 
designated as a security coordinator by 
aircraft operators or fixed base opera-
tors; and crewmembers, passengers, 
and armed security officers on aircraft 
operations subject to this subpart. 

(b) General requirements. Each person 
operating an aircraft into or out of 
DCA must comply with this subpart, 
except: 

(1) Military, law enforcement, and 
medivac aircraft operations; 

(2) Federal and State government air-
craft operations operating under an 
airspace waiver approved by TSA and 
the Federal Aviation Administration; 

(3) All-cargo aircraft operations; and 
(4) Passenger aircraft operations con-

ducted under: 
(i) A full security program approved 

by TSA in accordance with 49 CFR 
1544.101(a); or 

(ii) A foreign air carrier security pro-
gram approved by TSA in accordance 
with 49 CFR 1546.101(a) or (b). 

(c) Other security programs. Each air-
craft operator required to comply with 
this subpart for an aircraft operation 
into or out of DCA must also comply 
with any other TSA-approved security 
program that covers that operation. If 
any requirements of the DASSP con-
flict with the requirements of another 
TSA-approved security program, the 
aircraft operation must be conducted 

in accordance with the requirements of 
the DASSP. 

(d) Definitions. For purposes of this 
subpart, the following definitions 
apply: 

Armed Security Officer Program means 
the security program approved by TSA, 
in coordination with the Federal Air 
Marshal Service, for security officers 
authorized to carry a firearm under 
§ 1562.29 of this part. 

Crewmember means a person assigned 
to perform duty in an aircraft during 
flight time. This does not include an 
armed security officer. 

DCA means Ronald Reagan Wash-
ington National Airport. 

DASSP means the aircraft operator 
security program (DCA Access Stand-
ard Security Program) approved by 
TSA under this part for aircraft oper-
ations into and out of DCA. 

FBO means a fixed base operator that 
has been approved by TSA under this 
part to serve as a last point of depar-
ture for flights into or out of DCA. 

FBO Security Program means the se-
curity program approved by TSA under 
this part for FBOs to serve flights into 
or out of DCA. 

Flightcrew member means a pilot, 
flight engineer, or flight navigator as-
signed to duty in an aircraft during 
flight time. 

Gateway airport means an airport 
that has been approved by TSA under 
this part as a last point of departure 
for flights into DCA under this part. 

Passenger means any person on an 
aircraft other than a flightcrew mem-
ber. A ‘‘passenger’’ includes an armed 
security officer authorized to carry a 
firearm in accordance with the rule. 

§ 1562.23 Aircraft operator and pas-
senger requirements. 

(a) General. To operate into or out of 
DCA, an aircraft operator must: 

(1) Designate a security coordinator 
responsible for implementing the 
DASSP and other security require-
ments required under this section, and 
provide TSA with the security coordi-
nator’s contact information and avail-
ability in accordance with the DASSP. 

(2) Adopt and carry out the DASSP. 
(3) Ensure that each crewmember of 

an aircraft operating into or out of 
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DCA meets the requirements of para-
graph (c) of this section. 

(4) Apply for and receive a reserva-
tion from the Federal Aviation Admin-
istration and authorization from TSA 
for each flight into and out of DCA in 
accordance with paragraph (d) of this 
section. 

(5) Comply with the operating re-
quirements in paragraph (e) of this sec-
tion for each flight into and out of 
DCA. 

(6) Pay any costs and fees required 
under this part. 

(7) Restrict the distribution, disclo-
sure, and availability of sensitive secu-
rity information (SSI), as defined in 
part 1520 of this chapter, to persons 
with a need to know, and refer all re-
quests for SSI by other persons to TSA. 

(8) Comply with any additional secu-
rity procedures required by TSA 
through order, Security Directive, or 
other means. 

(b) Security coordinator. Each security 
coordinator designated by an aircraft 
operator under paragraph (a) of this 
section: 

(1) Must undergo a fingerprint-based 
criminal history records check that 
does not disclose that he or she has a 
disqualifying criminal offense as de-
scribed in § 1544.229(d) of this chapter. 
This standard is met if the security co-
ordinator is in compliance with the fin-
gerprint-based criminal history records 
check requirements of §§ 1542.209, 
1544.229, or 1544.230 of this chapter with 
his or her current employer. 

(2) Must submit to TSA his or her: 
(i) Legal name, including first, mid-

dle, and last; any applicable suffix, and 
any other names used. 

(ii) Current mailing address, includ-
ing residential address if different than 
current mailing address. 

(iii) Date and place of birth. 
(iv) Social security number, (submis-

sion is voluntary, although rec-
ommended). 

(v) Citizenship status and date of nat-
uralization if the individual is a natu-
ralized citizen of the United States. 

(vi) Alien registration number, if ap-
plicable. 

(3) Must successfully complete a TSA 
security threat assessment. 

(4) May, if informed that a disquali-
fying offense has been disclosed, cor-

rect the record in accordance with the 
procedures set forth in paragraphs (h) 
and (i) of § 1544.229 of this chapter re-
garding notification and correction of 
records. 

(c) Flightcrew member requirements. 
Each flightcrew member of an aircraft, 
as defined in 49 CFR 1540.5, operating 
into or out of DCA: 

(1) Must undergo a fingerprint-based 
criminal history records check that 
does not disclose that he or she has a 
disqualifying criminal offense as de-
scribed in § 1544.229(d) of this chapter. 
This standard is met if the flightcrew 
member is in compliance with the fin-
gerprint-based criminal history records 
check requirements of §§ 1542.209, 
1544.229, or 1544.230 of this chapter with 
his or her current employer. 

(2) Must not have a record on file 
with the Federal Aviation Administra-
tion of a violation of— 

(i) A prohibited area designated 
under 14 CFR part 73; 

(ii) A flight restriction established 
under 14 CFR 91.141; 

(iii) Special security instructions 
issued under 14 CFR 99.7; 

(iv) A restricted area designated 
under 14 CFR part 73; 

(v) Emergency air traffic rules issued 
under 14 CFR 91.139; 

(vi) A temporary flight restriction 
designated under 14 CFR 91.137, 91.138, 
or 91.145; or 

(vii) An area designated under 14 CFR 
91.143. 

(3) May, if informed that a disquali-
fying offense has been disclosed, cor-
rect the record in accordance with the 
procedures set forth in paragraphs (h) 
and (i) of § 1544.229 of this chapter re-
garding notification and correction of 
records. 

(d) Flight authorization requirements. 
To receive authorization to operate an 
aircraft into or out of DCA, an aircraft 
operator must follow the procedures in 
this paragraph. 

(1) The aircraft operator must apply 
to the Federal Aviation Administra-
tion for a tentative reservation, in a 
form and manner approved by the Fed-
eral Aviation Administration. 

(2) The aircraft operator must submit 
to TSA, in a form and manner approved 
by TSA, the following information at 
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least 24 hours prior to aircraft depar-
ture: 

(i) For each passenger and crew-
member on the aircraft: 

(A) Legal name, including first, mid-
dle, and last; any applicable suffix, and 
any other names used. 

(B) Current mailing address, includ-
ing residential address if different than 
current mailing address. 

(C) Date and place of birth. 
(D) Social security number, (submis-

sion is voluntary, although rec-
ommended). 

(E) Citizenship status and date of 
naturalization if the individual is a 
naturalized citizen of the United 
States. 

(F) Alien registration number, if ap-
plicable. 

(ii) The registration number of the 
aircraft. 

(iii) The flight plan. 
(iv) Any other information required 

by TSA. 
(3) TSA will conduct a name-based 

security threat assessment for each 
passenger and crewmember. If TSA no-
tifies the aircraft operator that a pas-
senger or crewmember may pose a se-
curity threat, the aircraft operator 
must ensure that the passenger or 
crewmember does not board the air-
craft before the aircraft departs out of 
DCA or out of a gateway airport to 
DCA. 

(4) If TSA approves the flight, TSA 
will transmit such approval to the Fed-
eral Aviation Administration for as-
signment of a final reservation to oper-
ate into or out of DCA. Once the Fed-
eral Aviation Administration assigns 
the final reservation, TSA will notify 
the aircraft operator. 

(5) TSA may, at its discretion, cancel 
any or all flight approvals at any time 
without prior notice to the aircraft op-
erator. 

(6) TSA may, at its discretion, permit 
a flight into or out of DCA to deviate 
from the requirements of this subpart, 
if TSA finds that such action would not 
be detrimental to transportation secu-
rity or the safe operation of the air-
craft. 

(7) TSA may, at its discretion, re-
quire any flight into or out of DCA 
under this subpart to comply with ad-
ditional security measures. 

(e) Operating requirements. Each air-
craft operator must: 

(1) Ensure that each flight into DCA 
departs from a gateway airport and 
makes no intermediate stops before ar-
rival at DCA. 

(2) Ensure that each passenger and 
crewmember on an aircraft operating 
into or out of DCA has been screened in 
accordance with the DASSP prior to 
boarding the aircraft. 

(3) Ensure that all accessible prop-
erty and property in inaccessible cargo 
holds on an aircraft operating into or 
out of DCA has been screened in ac-
cordance with the DASSP prior to 
boarding the aircraft. 

(4) Ensure that each aircraft oper-
ating into or out of DCA has been 
searched in accordance with the 
DASSP. 

(5) Ensure that each passenger and 
crewmember on an aircraft operating 
into or out of DCA provides TSA with 
a valid government-issued picture iden-
tification in accordance with the 
DASSP. 

(6) If the aircraft operating into or 
out of DCA is equipped with a cockpit 
door, ensure that the door is closed and 
locked at all times during the oper-
ation of the aircraft to or from DCA, 
unless Federal Aviation Administra-
tion regulations require the door to re-
main open. 

(7) Ensure that each aircraft oper-
ating into or out of DCA has onboard 
at least one armed security officer who 
meets the requirements of § 1562.29 of 
this chapter. This requirement does 
not apply if— 

(i) There is a Federal Air Marshal on-
board; or 

(ii) The aircraft is being flown with-
out passengers into DCA to pick up 
passengers, or out of DCA after 
deplaning all passengers. 

(8) Ensure that an aircraft operating 
into or out of DCA has any Federal Air 
Marshal onboard, at no cost to the Fed-
eral Government, if TSA or the Federal 
Air Marshal Service so requires. 

(9) Notify the National Capital Re-
gion Coordination Center prior to de-
parture of the aircraft from DCA or a 
gateway airport. 

(10) Ensure that each aircraft oper-
ating into or out of DCA operates 
under instrument flight rules. 
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(11) Ensure that each passenger com-
plies with any security measures man-
dated by TSA. 

(12) Ensure that no prohibited items 
are onboard the aircraft. 

(f) Compliance. (1) Each aircraft oper-
ator must: 

(i) Permit TSA to conduct any in-
spections or tests, including copying 
records, to determine compliance with 
this part and the DASSP. 

(ii) At the request of TSA, provide 
evidence of compliance with this part 
and the DASSP, including copies of 
records. 

(2) Noncompliance with this part or 
the DASSP may result in the cancella-
tion of an aircraft operator’s flight ap-
provals and other remedial or enforce-
ment action, as appropriate. 

(g) Passenger requirements. Each pas-
senger, including each armed security 
officer, who boards or attempts to 
board an aircraft under this section 
must: 

(1) Provide information to the air-
craft operator as provided in this sec-
tion. 

(2) Provide to TSA upon request a 
valid government-issued photo identi-
fication. 

(3) Comply with security measures as 
conveyed by the aircraft operator. 

(4) Comply with all applicable regula-
tions in this chapter, including 
§ 1540.107 regarding submission to 
screening and inspection, § 1540.109 re-
garding prohibition against inter-
ference with screening personnel, and 
§ 1540.111 regarding carriage of weapons, 
explosives, and incendiaries by individ-
uals. 

§ 1562.25 Fixed base operator require-
ments. 

(a) Security program. Each FBO must 
adopt and carry out an FBO Security 
Program. 

(b) Screening and other duties. Each 
FBO must— 

(1) Designate a security coordinator 
who meets the requirements in 
§ 1562.23(b) of this part and is respon-
sible for implementing the FBO Secu-
rity Program and other security re-
quirements required under this section, 
and provide TSA with the security co-
ordinator’s contact information and 

availability in accordance with the 
FBO Security Program. 

(2) Support the screening of persons 
and property in accordance with the re-
quirements of this subpart and the 
FBO Security Program. 

(3) Support the search of aircraft in 
accordance with the requirements of 
this subpart and the FBO Security Pro-
gram. 

(4) Restrict the distribution, disclo-
sure, and availability of sensitive secu-
rity information (SSI), as defined in 
part 1520 of this chapter, to persons 
with a need to know, and refer all re-
quests for SSI by other persons to TSA. 

(5) Perform any other duties required 
under the FBO Security Program. 

(c) Compliance. (1) Each FBO must: 
(i) Permit TSA to conduct any in-

spections or tests, including copying 
records, to determine compliance with 
this part and the FBO Security Pro-
gram. 

(ii) At the request of TSA, provide 
evidence of compliance with this part 
and the FBO Security Program, includ-
ing copies of records. 

(2) Noncompliance with this part or 
the FBO Security Program may result 
in the cancellation of an aircraft oper-
ator’s flight approvals and other reme-
dial or enforcement action, as appro-
priate. 

§ 1562.27 Costs. 

(a) Each aircraft operator must pay a 
threat assessment fee of $15 for each 
passenger and crewmember whose in-
formation the aircraft operator sub-
mits to TSA in accordance with 
§ 1562.23(d) of this part. 

(b) Each aircraft operator must pay 
to TSA the costs associated with car-
rying out this subpart, as provided in 
its DASSP. 

(c) All fees and reimbursement must 
be remitted to TSA in a form and man-
ner approved by TSA. 

(d) TSA will not issue any refunds, 
unless any fees or reimbursement funds 
were paid in error. 

(e) If an aircraft operator does not 
remit to TSA the fees and reimburse-
ment funds required under this section, 
TSA may decline to process any re-
quests for authorization from the air-
craft operator. 
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