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the record is closed, or the date of the 
response in a case where no hearing 
was requested, the Board will grant or 
deny the request for reinstatement and 
will notify the Respondent of its deci-
sion. If the Board denies the request for 
reinstatement, it will set forth in the 
notification the reasons for its deci-
sion. The decision of the Board will be 
final. 

(g) Effective date. Unless otherwise or-
dered by the Board, the Respondent’s 
dismissal will take and remain in ef-
fect pending a final decision on the re-
quest for reinstatement. 

§ 747.3005 Enforcement of directives. 

(a) Judicial remedies. Whenever a cor-
porate credit union fails to comply 
with a directive imposing a discre-
tionary supervisory action, or enforc-
ing a mandatory supervisory action 
under § 704.4 of this chapter, the Board 
may seek enforcement of the directive 
in the appropriate United States Dis-
trict Court pursuant to 12 U.S.C. 
1786(k)(1). 

(b) Administrative remedies—(1) Failure 
to comply with directive. Pursuant to 12 
U.S.C. 1786(k)(2)(A), the Board may as-
sess a civil money penalty against any 
corporate credit union that violates or 
otherwise fails to comply with any 
final directive issued under § 704.4 of 
this chapter, or against any institu-
tion-affiliated party of a corporate 
credit union (per 12 U.S.C. 1786(r)) who 
participates in such violation or non-
compliance. 

(2) Failure to implement plan. Pursuant 
to 12 U.S.C. 1786(k)(2)(A), the Board 
may assess a civil money penalty 
against a corporate credit union which 
fails to implement a capital restora-
tion plan under § 704.4(e) of this chap-
ter, regardless whether the plan was 
published. 

(c) Other enforcement action. In addi-
tion to the actions described in para-
graphs (a) and (b) of this section, the 
Board may seek enforcement of the di-
rectives issued under Section 704.4 of 
this chapter through any other judicial 
or administrative proceeding author-
ized by law. 

§ 747.3006 Conservatorship or liquida-
tion of critically undercapitalized 
corporate credit union. 

Notwithstanding any other provision 
of this title, the NCUA may, without 
any administrative due process, imme-
diately place into conservatorship or 
liquidation any corporate credit union 
that has been categorized as critically 
undercapitalized. 

PART 748—SECURITY PROGRAM, 
REPORT OF SUSPECTED CRIMES, 
SUSPICIOUS TRANSACTIONS, 
CATASTROPHIC ACTS AND BANK 
SECRECY ACT COMPLIANCE 

Sec. 
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748.1 Filing of reports. 
748.2 Procedures for monitoring Bank Se-

crecy Act (BSA) compliance. 
APPENDIX A TO PART 748—GUIDELINES FOR 

SAFEGUARDING MEMBER INFORMATION 
APPENDIX B TO PART 748 GUIDANCE ON RE-

SPONSE PROGRAMS FOR UNAUTHORIZED AC-
CESS TO MEMBER INFORMATION AND MEM-
BER NOTICE 

AUTHORITY: 12 U.S.C. 1766(a), 1786(Q); 15 
U.S.C. 6801 and 6805(b); 31 U.S.C. 5311 and 
5318. 

§ 748.0 Security program. 
(a) Each federally insured credit 

union will develop a written security 
program within 90 days of the effective 
date of insurance. 

(b) The security program will be de-
signed to: 

(1) Protect each credit union office 
from robberies, burglaries, larcenies, 
and embezzlement; 

(2) Ensure the security and confiden-
tiality of member records, protect 
against the anticipated threats or haz-
ards to the security or integrity of 
such records, and protect against unau-
thorized access to or use of such 
records that could result in substantial 
harm or serious inconvenience to a 
member; 

(3) Respond to incidents of unauthor-
ized access to or use of member infor-
mation that could result in substantial 
harm or serious inconvenience to a 
member; 

(4) Assist in the identification of per-
sons who commit or attempt such ac-
tions and crimes, and 
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