§ 9.7 Access to 911 and E911 service capabilities.

(a) Access. Subject to the other requirements of this part, an owner or controller of a capability that can be used for 911 or E911 service shall make that capability available to a requesting interconnected VoIP provider as set forth in paragraphs (a)(1) and (a)(2) of this section.

(1) If the owner or controller makes the requested capability available to a CMRS provider, the owner or controller must make that capability available to the interconnected VoIP provider. An owner or controller makes a capability available to a CMRS provider if the owner or controller offers that capability to any CMRS provider.

(2) If the owner or controller does not make the requested capability available to a CMRS provider within the meaning of paragraph (a)(1) of this section, the owner or controller must make that capability available to a requesting interconnected VoIP provider only if that capability is necessary to enable the interconnected VoIP provider to provide 911 or E911 service in compliance with the Commission’s rules.

(b) Rates, terms, and conditions. The rates, terms, and conditions on which a capability is provided to an interconnected VoIP provider under paragraph (a) of this section shall be reasonable. For purposes of this paragraph, it is evidence that rates, terms, and conditions are reasonable if they are:

(1) The same as the rates, terms, and conditions that are made available to CMRS providers, or

(2) In the event such capability is not made available to CMRS providers, the same rates, terms, and conditions that are made available to any telecommunications carrier or other entity for the provision of 911 or E911 service.

(c) Permissible use. An interconnected VoIP provider that obtains access to a capability pursuant to this section may use that capability only for the

(d) Registered Location Requirement. As of November 28, 2005, interconnected VoIP service providers must:

(1) Obtain from each customer, prior to the initiation of service, the physical location at which the service will first be utilized; and

(2) Provide their end users one or more methods of updating their Registered Location, including at least one option that requires use only of the CPE necessary to access the interconnected VoIP service. Any method utilized must allow an end user to update the Registered Location at will and in a timely manner.

(e) Customer Notification. Each interconnected VoIP service provider shall:

(1) Specifically advise every subscriber, both new and existing, prominently and in plain language, of the circumstances under which E911 service may not be available through the interconnected VoIP service or may be in some way limited by comparison to traditional 911 service. Such circumstances include, but are not limited to, relocation of the end user’s IP-compatible CPE, use by the end user of a non-native telephone number, broadband connection failure, loss of electrical power, and delays that may occur in making a Registered Location available in or through the ALI database;

(2) Obtain and keep a record of affirmative acknowledgement by every subscriber, both new and existing, of having received and understood the advisory described in paragraph (e)(1) of this section; and

(3) Distribute to its existing subscribers warning stickers or other appropriate labels warning subscribers if E911 service may be limited or not available and instructing the subscriber to place them on or near the equipment used in conjunction with the interconnected VoIP service. Each interconnected VoIP provider shall distribute such warning stickers or other appropriate labels to each new subscriber prior to the initiation of that subscriber’s service.
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§ 10.1 Basis.

§ 10.2 Purpose.
The rules in this part establish the requirements for participation in the voluntary Commercial Mobile Alert System.

§ 10.10 Definitions.

(a) Alert Message. An Alert Message is a message that is intended to provide the recipient information regarding an emergency, and that meets the requirements for transmission by a Participating Commercial Mobile Service Provider under this part.


(c) Commercial Mobile Alert System. The Commercial Mobile Alert System (CMAS) refers to the voluntary emergency alerting system established by this part, whereby Commercial Mobile Service Providers may elect to transmit Alert Messages to the public.