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48 CFR Ch. 6 (10–1–12 Edition) 652.239–70 

Definitions for purposes of Section 136 de-
terminations of eligibility— 

Assets means tangible and intangible 
things of value conveyed or made available 
to the joint venture by the co-venturers. To 
be qualified for U.S. preference, 51 percent of 
the assets of the joint venture must be 
owned by the U.S. person co-venturer(s). 

Joint venture means a formal or de facto as-
sociation of two or more persons or entities 
to carry out a single business enterprise for 
profit, for which purpose they combine their 
property, money, effects, skills, and knowl-
edge. To be acceptable, all members of a 
joint venture must be jointly and severally 
liable for full performance and resolution of 
matters arising out of the contract. 

Question 8(a): The prospective offeror is is 
not a joint venture. 

Question 8(b): If the prospective offeror is a 
joint venture, the U.S. person participant is: 
llllllllllllllllllllllll

(name) 
llllllllllllllllllllllll

(address) 
Question 8(c): If the prospective offeror is a 

joint venture, the names and countries of 
citizenship for all co-venturers are as fol-
lows: 
llllllllllllllllllllllll

(name) 
llllllllllllllllllllllll

(citizenship) 
llllllllllllllllllllllll

(name) 
llllllllllllllllllllllll

(citizenship) 
llllllllllllllllllllllll

(name) 
llllllllllllllllllllllll

(citizenship) 
Question 8(d): If the prospective offeror is a 

joint venture, the U.S. person will own at 
least 51 percent of the assets of the joint ven-
ture. 
llllllllllllllllllllllll

I so certify: (name) 
llllllllllllllllllllllll

(position) 
llllllllllllllllllllllll

(title) 
(e) Signature: By signing this document, 

the offeror indicates that to the best of his 
or her knowledge, all of the representations 
and certifications provided in response to the 
questions contained in this Statement of 
Qualifications are accurate, current, and 
complete and that the offeror is aware of the 
penalty prescribed in 18 U.S.C. 1001 for mak-
ing false statements. 
llllllllllllllllllllllll

(End of provision) 

[69 FR 19343, Apr. 13, 2004, as amended at 76 
FR 20251, Apr. 12, 2011] 

652.239–70 Information Technology Se-
curity Plan and Accreditation. 

As prescribed in 639.107–70(a), insert 
the following provision: 

INFORMATION TECHNOLOGY SECURITY PLAN 
AND ACCREDITATION (SEP 2007) 

All offers/bids submitted in response to 
this solicitation must address the approach 
for completing the security plan and certifi-
cation and accreditation requirements as re-
quired by the clause at 652.239–71, Security 
Requirements for Unclassified Information 
Technology Resources. 

(End of provision) 

[72 FR 51569, Sept. 10, 2007] 

652.239–71 Security Requirements for 
Unclassified Information Tech-
nology Resources. 

As prescribed in 639.107–70(b), insert 
the following clause: 

SECURITY REQUIREMENTS FOR UNCLASSIFIED 
INFORMATION TECHNOLOGY RESOURCES (SEP 
2007) 

(a) General. The Contractor shall be respon-
sible for information technology (IT) secu-
rity, based on Department of State (DOS) 
risk assessments, for all systems connected 
to a Department of State (DOS) network or 
operated by the Contractor for DOS, regard-
less of location. This clause is applicable to 
all or any part of the contract that includes 
information technology resources or services 
in which the Contractor has physical or elec-
tronic access to DOS’s information that di-
rectly supports the mission of DOS. The 
term ‘‘information technology’’, as used in 
this clause, means any equipment, including 
telecommunications equipment, that is used 
in the automatic acquisition, storage, ma-
nipulation, management, movement, con-
trol, display, switching, interchange, trans-
mission, or reception of data or information. 
This includes both major applications and 
general support systems as defined by OMB 
Circular A–130. Examples of tasks that re-
quire security provisions include: 

(1) Hosting of DOS e-Government sites or 
other IT operations; 

(2) Acquisition, transmission or analysis of 
data owned by DOS with significant replace-
ment cost should the Contractor’s copy be 
corrupted; and 

(3) Access to DOS general support systems/ 
major applications at a level beyond that 
granted the general public; e.g., bypassing a 
firewall. 

(b) IT Security Plan. The Contractor shall 
develop, provide, implement, and maintain 
an IT Security Plan. This plan shall describe 
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