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49 CFR Ch. XII (10–1–11 Edition) § 1572.1 

1572.405 Procedures for collection by TSA. 

Subpart F—Fees for Security Threat Assess-
ments for Transportation Worker Identi-
fication Credential (TWIC) 

1572.500 Scope. 
1572.501 Fee collection. 

AUTHORITY: 46 U.S.C. 70105; 49 U.S.C. 114, 
5103a, 40113, and 46105; 18 U.S.C. 842, 845; 6 
U.S.C. 469. 

SOURCE: 72 FR 3595, Jan. 25, 2007, unless 
otherwise noted. 

Subpart A—Procedures and 
General Standards 

§ 1572.1 Applicability. 
This part establishes regulations for 

credentialing and security threat as-
sessments for certain maritime and 
land transportation workers. 

§ 1572.3 Scope. 
This part applies to— 
(a) State agencies responsible for 

issuing a hazardous materials endorse-
ment (HME); and 

(b) An applicant who— 
(1) Is qualified to hold a commercial 

driver’s license under 49 CFR parts 383 
and 384, and is applying to obtain, 
renew, or transfer an HME; or 

(2) Is applying to obtain or renew a 
TWIC in accordance with 33 CFR parts 
104 through 106 or 46 CFR part 10; is a 
commercial driver licensed in Canada 
or Mexico and is applying for a TWIC 
to transport hazardous materials in ac-
cordance with 49 CFR 1572.201; or other 
individuals approved by TSA. 

[72 FR 3595, Jan. 25, 2007, as amended at 72 
FR 55048, Sept. 28, 2007] 

§ 1572.5 Standards for security threat 
assessments. 

(a) Standards. TSA determines that 
an applicant poses a security threat 
warranting denial of an HME or TWIC, 
if— 

(1) The applicant has a disqualifying 
criminal offense described in 49 CFR 
1572.103; 

(2) The applicant does not meet the 
immigration status requirements de-
scribed in 49 CFR 1572.105; 

(3) TSA conducts the analyses de-
scribed in 49 CFR 1572.107 and deter-

mines that the applicant poses a secu-
rity threat; or 

(4) The applicant has been adju-
dicated as lacking mental capacity or 
committed to a mental health facility, 
as described in 49 CFR 1572.109. 

(b) Immediate Revocation/Invalidation. 
TSA may invalidate a TWIC or direct a 
State to revoke an HME immediately, 
if TSA determines during the security 
threat assessment that an applicant 
poses an immediate threat to transpor-
tation security, national security, or of 
terrorism. 

(c) Violation of FMCSA Standards. The 
regulations of the Federal Motor Car-
rier Safety Administration (FMCSA) 
provide that an applicant is disquali-
fied from operating a commercial 
motor vehicle for specified periods, if 
he or she has an offense that is listed 
in the FMCSA rules at 49 CFR 383.51. If 
records indicate that an applicant has 
committed an offense that would dis-
qualify the applicant from operating a 
commercial motor vehicle under 49 
CFR 383.51, TSA will not issue a Deter-
mination of No Security Threat until 
the State or the FMCSA determine 
that the applicant is not disqualified 
under that section. 

(d) Waiver. In accordance with the re-
quirements of § 1515.7, applicants may 
apply for a waiver of certain security 
threat assessment standards. 

(e) Comparability of Other Security 
Threat Assessment Standards. TSA may 
determine that security threat assess-
ments conducted by other govern-
mental agencies are comparable to the 
threat assessment described in this 
part, which TSA conducts for HME and 
TWIC applicants. 

(1) In making a comparability deter-
mination, TSA will consider— 

(i) The minimum standards used for 
the security threat assessment; 

(ii) The frequency of the threat as-
sessment; 

(iii) The date of the most recent 
threat assessment; and 

(iv) Whether the threat assessment 
includes biometric identification and a 
biometric credential. 

(2) To apply for a comparability de-
termination, the agency seeking the 
determination must contact the Assist-
ant Program Manager, Attn: Federal 
Agency Comparability Check, Hazmat 

VerDate Mar<15>2010 10:09 Nov 19, 2012 Jkt 226225 PO 00000 Frm 00426 Fmt 8010 Sfmt 8010 Y:\SGML\226225.XXX 226225er
ow

e 
on

 D
S

K
2V

P
T

V
N

1P
R

O
D

 w
ith

 



417 

Transportation Security Administration, DHS § 1572.9 

Threat Assessment Program, Transpor-
tation Security Administration, 601 
South 12th Street, Arlington, VA 20598– 
6019. 

(3) TSA will notify the public when a 
comparability determination is made. 

(4) An applicant, who has completed 
a security threat assessment that is de-
termined to be comparable under this 
section to the threat assessment de-
scribed in this part, must complete the 
enrollment process and provide biomet-
ric information to obtain a TWIC, if 
the applicant seeks unescorted access 
to a secure area of a vessel or facility. 
The applicant must pay the fee listed 
in 49 CFR 1572.503 for information col-
lection/credential issuance. 

(5) TSA has determined that the se-
curity threat assessment for an HME 
under this part is comparable to the se-
curity threat assessment for TWIC. 

(6) TSA has determined that the se-
curity threat assessment for a FAST 
card, under the Free and Secure Trade 
program administered by U.S. Customs 
and Border Protection, is comparable 
to the security threat assessment de-
scribed in this part. 

[72 FR 3595, Jan. 25, 2007, as amended at 77 
FR 18717, Mar. 28, 2012] 

§ 1572.7 [Reserved] 

§ 1572.9 Applicant information re-
quired for HME security threat as-
sessment. 

An applicant must supply the infor-
mation required in this section, in a 
form acceptable to TSA, when applying 
to obtain or renew an HME. When ap-
plying to transfer an HME from one 
State to another, 49 CFR 1572.13(e) ap-
plies. 

(a) Except as provided in (a)(12) 
through (16), the applicant must pro-
vide the following identifying informa-
tion: 

(1) Legal name, including first, mid-
dle, and last; any applicable suffix; and 
any other name used previously. 

(2) Current and previous mailing ad-
dress, current residential address if it 
differs from the current mailing ad-
dress, and e-mail address if available. If 
the applicant prefers to receive cor-
respondence and notification via e- 
mail, the applicant should so state. 

(3) Date of birth. 

(4) Gender. 
(5) Height, weight, hair color, and eye 

color. 
(6) City, state, and country of birth. 
(7) Immigration status and, if the ap-

plicant is a naturalized citizen of the 
United States, the date of naturaliza-
tion. 

(8) Alien registration number, if ap-
plicable. 

(9) The State of application, CDL 
number, and type of HME(s) held. 

(10) Name, telephone number, fac-
simile number, and address of the ap-
plicant’s current employer(s), if the ap-
plicant’s work for the employer(s) re-
quires an HME. If the applicant’s cur-
rent employer is the U.S. military 
service, include branch of the service. 

(11) Whether the applicant is apply-
ing to obtain, renew, or transfer an 
HME or for a waiver. 

(12) Social security number. Pro-
viding the social security number is 
voluntary; however, failure to provide 
it will delay and may prevent comple-
tion of the threat assessment. 

(13) Passport number. This informa-
tion is voluntary and may expedite the 
adjudication process for applicants who 
are U.S. citizens born abroad. 

(14) Department of State Consular 
Report of Birth Abroad. This informa-
tion is voluntary and may expedite the 
adjudication process for applicants who 
are U.S. citizens born abroad. 

(15) Whether the applicant has pre-
viously completed a TSA threat assess-
ment, and if so the date and program 
for which it was completed. This infor-
mation is voluntary and may expedite 
the adjudication process for applicants 
who have completed a TSA security 
threat assessment. 

(16) Whether the applicant currently 
holds a federal security clearance, and 
if so, the date of and agency for which 
the clearance was performed. This in-
formation is voluntary and may expe-
dite the adjudication process for appli-
cants who have completed a federal se-
curity threat assessment. 

(b) The applicant must provide a 
statement, signature, and date of sig-
nature that he or she— 

(1) Was not convicted, or found not 
guilty by reason of insanity, of a dis-
qualifying crime listed in 49 CFR 
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