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is responsible for the management and 
staff supervision of the program and 
for designating a Regional Privacy Act 
Officer. Regional Directors will, as des-
ignee of the Director, make the initial 
determination to deny an individual’s 
written Privacy Act request for access 
to or amendment of documents filed in 
Privacy Act systems of records. This 
authority cannot be delegated. 

(g) Regional Privacy Act Officers 
will: 

(1) Implement and administer the 
Privacy Act program throughout the 
region. 

(2) Ensure that the collection, main-
tenance, use, or dissemination of 
records of identifiable personal infor-
mation is in a DCAAR 5410.10 manner 
that assures that such action is for a 
necessary and lawful purpose; that the 
information is timely and accurate for 
its intended use; and that adequate 
safeguards are provided to prevent mis-
use of such information. 

(3) Prepare input for the annual Pri-
vacy Act Report when requested by the 
DCAA Information and Privacy Advi-
sor. 

(4) Conduct training on the Privacy 
Act program for regional and FAO per-
sonnel. 

(5) Provide recommendations to the 
Regional Director through the Re-
gional Resources Manager regarding 
the releasability of DCAA records to 
members of the public. 

(h) Managers, Field Audit Offices 
(FAOs) will: 

(1) Ensure that the provisions of this 
part are followed in processing requests 
for records. 

(2) Forward to the Regional Privacy 
Act Officer, any Privacy Act requests 
received directly from a member of the 
public, so that the request may be ad-
ministratively controlled and proc-
essed. 

(3) Ensure the prompt review of all 
Privacy Act requests, and when re-
quired, coordinating those requests 
with other organizational elements. 

(4) Provide recommendation to the 
Regional Privacy Act Officer regarding 
the releasability of DCAA records to 
members of the public, along with the 
responsive documents. 

(5) Provide the appropriate docu-
ments, along with a written justifica-

tion for any denial, in whole or in part, 
of a request for records to the Regional 
Privacy Act Officer. Those portions to 
be excised should be bracketed in red 
pencil, and the specific exemption or 
exemptions cited which provide the 
basis for denying the requested records. 

(i) DCAA Employees will: 
(1) Not disclose any personal infor-

mation contained in any system of 
records, except as authorized by this 
part. 

(2) Not maintain any official files 
which are retrieved by name or other 
personal identifier without first ensur-
ing that a notice for the system has 
been published in the FEDERAL REG-
ISTER. 

(3) Report any disclosures of personal 
information from a system of records 
or the maintenance of any system of 
records that are not authorized by this 
part to the appropriate Privacy Act of-
ficials for their action. 

§ 317.5 Information requirements. 
The Report Control Symbol. Unless 

otherwise directed, any report con-
cerning implementation of the Privacy 
Program shall be assigned Report Con-
trol Symbol DD-DA&M(A)1379. 

§ 317.6 Procedures. 
Procedures for processing material in 

accordance with the Privacy Act of 
1974 are outlined in DoD 5400.11–R, DoD 
Privacy Program (32 CFR part 310). 
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