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but only to the extent that the infor-
mation does not identify a confidential 
source. If disclosure of information 
could reasonably be expected to iden-
tify a confidential source, the record 
will not be disclosed to you unless it is 
possible to delete all such information. 
A confidential source is a person or 
persons who furnished information dur-
ing Federal investigations with the un-
derstanding that his or her identity 
would remain confidential. 

Subpart 105–64.3—Denial of 
Access to Records 

§ 105–64.301 Under what conditions 
will I be denied access to a record? 

The system manager will deny access 
to a record that is being compiled in 
the reasonable anticipation of a civil 
action or proceeding or to records that 
are specifically exempted from disclo-
sure by GSA in its system of records 
notices, published in the FEDERAL REG-
ISTER. Exempted systems include the 
Investigation Case Files, Internal Eval-
uation Case Files, and Security Files. 
These systems are exempted to main-
tain the effectiveness and integrity of 
investigations conducted by the Office 
of Inspector General, and others, as 
part of their duties and responsibilities 
involving Federal employment, con-
tracts, and security. 

§ 105–64.302 How will I be denied ac-
cess? 

If you request access to a record in 
an exempt system of records, the sys-
tem manager will consult with the 
Head of Service or Staff Office or Re-
gional Administrator or their rep-
resentatives, legal counsel, and other 
officials as appropriate, to determine if 
all or part of the record may be dis-
closed. If the decision is to deny access, 
the system manager will provide a 
written notice to you giving the reason 
for the denial and your appeal rights. 

§ 105–64.303 How do I appeal a denial 
to access a record? 

If you are denied access to a record in 
whole or in part, you may file an ad-
ministrative appeal within 30 days of 
the denial. The appeal should be in 
writing and addressed to: GSA Privacy 
Act Officer (CIB), General Services Ad-

ministration, 1800 F Street, NW., Wash-
ington, DC 20405. Mark both the enve-
lope and the appeal letter ‘‘Privacy Act 
Appeal’’. 

§ 105–64.304 How are administrative 
appeal decisions made? 

The GSA Privacy Act Officer will 
conduct a review of your appeal by con-
sulting with legal counsel and appro-
priate officials. The Privacy Act Offi-
cer may grant record access if the ap-
peal is granted. If the decision is to re-
ject the appeal, the Privacy Act Officer 
will provide all pertinent information 
about the case to the Deputy Adminis-
trator and ask for a final administra-
tive decision. The Deputy Adminis-
trator may grant access to a record, in 
which case the Privacy Act Officer will 
notify you in writing, and the system 
manager will make the record avail-
able to you. If the Deputy Adminis-
trator denies the appeal, he or she will 
notify you in writing of the reason for 
rejection and of your right to a judicial 
review. The administrative appeal re-
view will take no longer than 30 work-
days after the Privacy Act Officer re-
ceives the appeal. The Deputy Adminis-
trator may extend the time limit by 
notifying you in writing of the exten-
sion and the reason for it before the 30 
days are up. 

§ 105–64.305 What is my recourse to an 
appeal denial? 

You may file a civil action to have 
the GSA administrative decision over-
turned within two years after the deci-
sion is made. You may file in a Federal 
District Court where you live or have a 
principal place of business, where the 
records are maintained, or in the Dis-
trict of Columbia. 

Subpart 105–64.4—Amending 
Records 

§ 105–64.401 Can I amend my record? 

You may request to amend your 
record by writing to the system man-
ager with the proposed amendment. 
Mark both the envelope and the letter 
‘‘Privacy Act Request to Amend 
Record’’. 

VerDate Mar<15>2010 18:28 Aug 27, 2013 Jkt 229183 PO 00000 Frm 00504 Fmt 8010 Sfmt 8010 Q:\41\41V3.TXT ofr150 PsN: PC150


		Superintendent of Documents
	2014-02-03T09:18:44-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




