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(3) Final decision. A reconsideration
decision issued by the National Coordi-
nator is final and not subject to further
review.

§170.540 ONC-ACB status.

(a) Acknowledgement and publication.
The National Coordinator will ac-
knowledge and make publicly available
the names of ONC-ACBs, including the
date each was authorized and the
type(s) of certification each has been
authorized to perform.

(b) Representation. Each ONC-ACB
must prominently and unambiguously
identify the scope of its authorization
on its Web site and in all marketing
and communications statements (writ-
ten and oral) pertaining to its activi-
ties under the ONC HIT Certification
Program.

(c) Renewal. An ONC-ACB is required
to renew its status every three years.
An ONC-ACB is required to submit a
renewal request, containing any up-
dates to the information requested in
§170.520, to the National Coordinator 60
days prior to the expiration of its sta-
tus.

(d) Expiration. An ONC-ACB’s status
will expire three years from the date it
was granted by the National Coordi-
nator unless it is renewed in accord-
ance with paragraph (c) of this section.

[76 FR 1325, Dec. 7, 2011, as amended at 77 FR
54291, Sept. 4, 2012]

§170.545 Complete EHR certification.

(a) When certifying Complete EHRS,
an ONC-ACB must certify in accord-
ance with all applicable certification
criteria adopted by the Secretary at
subpart C of this part.

(b) An ONC-ACB must provide the
option for a Complete EHR to be cer-
tified solely to the applicable certifi-
cation criteria adopted by the Sec-
retary at subpart C of this part.

(c) Gap certification. An ONC-ACB
may provide the option for and perform
gap certification of previously certified
Complete EHRs.

(d) Inherited certified status. An ONC-
ACB must accept requests for a newer
version of a previously certified Com-
plete EHR to inherit the certified sta-
tus of the previously certified Com-
plete EHR without requiring the newer
version to be recertified.

§170.550

(1) Before granting certified status to
a newer version of a previously cer-
tified Complete EHR, an ONC-ACB
must review an attestation submitted
by the developer of the Complete EHR
to determine whether any change in
the newer version has adversely af-
fected the Complete EHR’s capabilities
for which certification criteria have
been adopted.

(2) An ONC-ACB may grant certified
status to a newer version of a pre-
viously certified Complete EHR if it
determines that the capabilities for
which certification criteria have been
adopted have not been adversely af-
fected.

(e) An ONC-ACB that has been au-
thorized to certify Complete EHRs is
also authorized to certify all EHR Mod-
ules under the ONC HIT Certification
Program.

[76 FR 1325, Dec. 7, 2011, as amended at 77 FR
54291, Sept. 4, 2012]

§170.550 EHR Module certification.

(a) When certifying EHR Module(s),
an ONC-ACB must certify in accord-
ance with the applicable certification
criteria adopted by the Secretary at
subpart C of this part.

(b) An ONC-ACB must provide the
option for an EHR Module(s) to be cer-
tified solely to the applicable certifi-
cation criteria adopted by the Sec-
retary at subpart C of this part.

(c) Gap certification. An ONC-ACB
may provide the option for and perform
gap certification of previously certified
EHR Module(s).

(d) An ONC-ACB may provide an up-
dated certification to a previously cer-
tified EHR Module(s).

(e) Privacy and security certification.
For certification to the 2011 Edition
EHR certification criteria, EHR Mod-
ule(s) shall be certified to all privacy
and security certification criteria
adopted by the Secretary, unless the
EHR Module(s) is presented for certifi-
cation in one of the following manners:

(1) The EHR Modules are presented
for certification as a pre-coordinated,
integrated bundle of EHR Modules,
which would otherwise meet the defini-
tion of and constitute a Complete EHR,
and one or more of the constituent
EHR Modules is demonstrably respon-
sible for providing all of the privacy
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