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National Credit Union Administration § 792.54 

designee holding the proper security 
clearance. 

(d) Employee education. (1) The Execu-
tive Director shall send a memo to 
every NCUA employee who: 

(i) Has a security clearance; and 
(ii) May handle classified materials. 
(2) This memo shall describe NCUA 

procedures for handling, reproducing 
and storing classified documents. The 
Executive Director shall require each 
such employee to review applicable Ex-
ecutive Orders on the classification of 
national security information. 

(e) Agency terminology. The National 
Credit Union Administration’s Central 
Office shall use the terms ‘‘Top Se-
cret,’’ ‘‘Secret’’ or ‘‘Confidential’’ only 
in relation to materials classified for 
national security purposes. 

[63 FR 14338, Mar. 25, 1998, as amended at 67 
FR 30774, May 8, 2002; 73 FR 30478, May 28, 
2008; 78 FR 32547, May 31, 2013] 

Subpart E—The Privacy Act 

SOURCE: 54 FR 18476, May 1, 1989, unless 
otherwise noted. Redesignated at 63 FR 14338, 
Mar. 25, 1998. Nomenclature change at 73 FR 
56938, Oct. 1, 2008. 

§ 792.52 Scope. 
This subpart governs requests made 

of NCUA under the Privacy Act (5 
U.S.C. 552a). The regulation applies to 
all records maintained by NCUA which 
contain personal information about an 
individual and some means of identi-
fying the individual, and which are 
contained in a system of records from 
which information may be retrieved by 
use of an identifying particular; sets 
forth procedures whereby individuals 
may seek and gain access to records 
concerning themselves and request 
amendments of those records; and sets 
forth requirements applicable to NCUA 
employees’ maintaining, collecting, 
using, or disseminating such records. 

§ 792.53 Definitions. 
For purposes of this subpart: 
(a) Individual means a citizen of the 

United States or an alien lawfully ad-
mitted for permanent residence. 

(b) Maintain includes maintain, col-
lect, use, or disseminate. 

(c) Record means any item, collec-
tion, or grouping of information about 

an individual that is maintained by 
NCUA, and that contains the name, or 
an identifying number, symbol, or 
other identifying particular assigned to 
the individual. 

(d) System of records means a group of 
any records under NCUA’s control from 
which information is retrieved by the 
name of the individual or by some 
identifying number, symbol, or other 
identifying particular assigned to the 
individual. 

(e) Routine use means, with respect to 
the disclosure of a record, the use of 
such record for a purpose which is com-
patible with the purpose for which it 
was collected. 

(f) Statistical record means a record in 
a system of records maintained for sta-
tistical research or reporting purposes 
only and not used in whole or in part in 
making any determination about an 
identifiable individual, except as pro-
vided by section 8 of title 13 of the 
United States Code. 

(g) Notice of Systems of Records means 
the annual notice published by NCUA 
in the FEDERAL REGISTER informing 
the public of the existence and char-
acter of the systems of records it main-
tains. The Notice of Systems of 
Records also is available on NCUA’s 
Web site at http://www.ncua.gov. 

(h) System manager means the NCUA 
official responsible for the mainte-
nance, collection, use or distribution of 
information contained in a system of 
records. The system manager for each 
system of records is provided in the 
FEDERAL REGISTER publication of 
NCUA’s annual systems of records no-
tice. 

(i) Working day means Monday 
through Friday excluding legal public 
holidays. 

[54 FR 18476, May 1, 1989, as amended at 73 
FR 56938, Oct. 1, 2008] 

§ 792.54 Procedures for requests per-
taining to individual records in a 
system of records. 

(a) Individuals desiring to know if a 
system of records contains records per-
taining to them, and individuals re-
questing access to records in a system 
of records pertaining to them should 
submit a written request to the appro-
priate system manager as identified in 
the Notice of Systems of Records. An 
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