§ 17.15 Access Review Committee.

(a) The Access Review Committee (ARC) is hereby established to review all appeals from denials or revocations of eligibility for access to classified information under Executive Order 12968. Unless the Attorney General requests recommendations from the ARC and personally exercises appeal authority, the ARC’s decisions shall be final.

(b) The ARC shall consist of the Deputy Attorney General or a designee, the Assistant Attorney General for National Security or a designee, and the Assistant Attorney General for Administration or a designee. Designations must be approved by the Attorney General.

(c) The Department Security Officer shall provide the necessary administrative staff support for the ARC.


§ 17.16 Violations of classified information requirements.

(a) Any person who suspects or has knowledge of a violation of this part, including the known or suspected loss or compromise of national security information, shall promptly report and confirm in writing the circumstances to the Department Security Officer. Any person who makes such a report to the Department Security Officer shall promptly furnish a copy of such report:

(1) If the suspected violation involves a Department attorney (including an Assistant United States Attorney or Special Assistant United States Attorney) while engaged in litigation, grand jury proceedings, or giving legal advice, or a law enforcement officer assisting an attorney engaged in such activity, to the Office of Professional Responsibility;

(2) If the suspected violation involves an employee of the Federal Bureau of Investigation (FBI) or the Drug Enforcement Administration, other than a law enforcement officer in paragraph (a)(1) of this section, to the Office of Professional Responsibility in that component; or

(3) In any other circumstance, to the Office of the Inspector General.

(b) Department employees, contractors, grantees, or consultants may be reprimanded, suspended without pay, terminated from classification authority, suspended from or denied access to classified information, or subject to other sanctions in accordance with applicable law and Department regulation if they:

(1) Knowingly, willfully, or negligently disclose to unauthorized persons information classified under Executive Order 12958 or predecessor orders;

(2) Knowingly, willfully, or negligently classify or continue the classification of information in violation of Executive Order 12958 or its implementing directives; or

(3) Knowingly, willfully, or negligently violate any other provision of Executive Order 12958, or knowingly and willfully grant eligibility for, or allow access to, classified information in violation of Executive Order 12968, or its implementing directives, this part, or security requirements promulgated by the Department Security Officer.

§ 17.17 Judicial proceedings.

(a)(1) Any Department official or organization receiving an order or subpoena from a federal or state court to produce classified information, required to submit classified information for official Department litigative purposes, or receiving classified information from another organization for production of such in litigation, shall immediately determine from the agency originating the classified information...