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shall allow the inmate the opportunity 
to read a newly prepared progress re-
port and shall request the inmate sign 
and date the report. If the inmate re-
fuses to do so, staff witnessing the re-
fusal shall document this refusal on 
the report. Staff shall then offer to pro-
vide a copy of the progress report to 
the inmate. 

[59 FR 6857, Feb. 11, 1994] 

Subpart F—Central Inmate 
Monitoring (CIM) System 

SOURCE: 61 FR 40143, July 31, 1996, unless 
otherwise noted. 

§ 524.70 Purpose and scope. 
The Bureau of Prisons monitors and 

controls the transfer, temporary re-
lease (e.g., on writ), and community ac-
tivities of certain inmates who present 
special needs for management. Such in-
mates, known as central inmate moni-
toring (CIM) cases, require a higher 
level of review which may include Cen-
tral Office and/or Regional Office clear-
ance for transfers, temporary releases, 
or community activities. This moni-
toring is not to preclude a CIM case 
from such activities, when the inmate 
is otherwise eligible, but rather is to 
provide protection to all concerned and 
to contribute to the safe and orderly 
operation of federal institutions. 

§ 524.71 Responsibility. 
Authority for actions relative to the 

CIM system is delegated to the Assist-
ant Director, Correctional Programs 
Division, to Regional Directors, and to 
Wardens. The Assistant Director, Cor-
rectional Programs Division, and Re-
gional Directors shall assign a person 
responsible for coordinating CIM ac-
tivities. The Case Management Coordi-
nator (CMC) shall provide oversight 
and coordination of CIM activities at 
the institutional level, and the Com-
munity Corrections Manager shall as-
sume these responsibilities for con-
tract facilities. 

§ 524.72 CIM assignment categories. 
CIM cases are classified according to 

the following assignments: 
(a) Witness Security cases. Individuals 

who agree to cooperate with law en-

forcement, judicial, or correctional au-
thorities, frequently place their lives 
or safety in jeopardy by being a wit-
ness or intended witness against per-
sons or groups involved in illegal ac-
tivities. Accordingly, procedures have 
been developed to help ensure the safe-
ty of these individuals. There are two 
types of Witness Security cases: De-
partment of Justice (authorized by the 
Attorney General under title V of Pub-
lic Law 91–452, 84 Stat. 933); and Bureau 
of Prisons Witness Security cases (au-
thorized by the Assistant Director, 
Correctional Programs Division). 

(b) Threats to government officials. In-
mates who have made threats to gov-
ernment officials or who have been 
identified, in writing, by the United 
States Secret Service as requiring spe-
cial surveillance. 

(c) Broad publicity. Inmates who have 
received widespread publicity as a re-
sult of their criminal activity or noto-
riety as public figures. 

(d) Disruptive group. Inmates who be-
long to or are closely affiliated with 
groups (e.g., prison gangs), which have 
a history of disrupting operations and 
security in either state or federal penal 
(which includes correctional and deten-
tion facilities) institutions. This as-
signment also includes those persons 
who may require separation from a spe-
cific disruptive group. 

(e) State prisoners. Inmates, other 
than Witness Security cases, who have 
been accepted into the Bureau of Pris-
ons for service of their state sentences. 
This assignment includes cooperating 
state witnesses and regular state 
boarders. 

(f) Separation. Inmates who may not 
be confined in the same institution 
(unless the institution has the ability 
to prevent any physical contact be-
tween the separatees) with other speci-
fied individuals who are presently 
housed in federal custody or who may 
come into federal custody in the fu-
ture. Factors to consider in classifying 
an individual to this assignment in-
clude, but are not limited to, testi-
mony provided by or about an indi-
vidual (in open court, to a grand jury, 
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