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PART 900 [RESERVED] 

PART 901—FINGERPRINT 
SUBMISSION REQUIREMENTS 

Sec. 
901.1 Purpose and authority. 
901.2 Interpretation of fingerprint submis-

sion requirements. 
901.3 Approval of delayed fingerprint sub-

mission requests. 
901.4 Audits. 

AUTHORITY: 42 U.S.C. 14616. 

SOURCE: 70 FR 36027, June 22, 2005, unless 
otherwise noted. 

§ 901.1 Purpose and authority. 
The Compact Council is established 

pursuant to the National Crime Pre-
vention and Privacy Compact (Com-
pact), title 42, U.S.C., chapter 140, sub-
chapter II, section 14616. The purpose of 
these provisions is to interpret the 
Compact, as it applies to the required 
submission of fingerprints, along with 
requests for Interstate Identification 
Index (III) records, by agencies author-
ized to access and receive criminal his-
tory records under Public Law 92–544, 
and to establish protocols and proce-
dures applicable to the III and its use 
for noncriminal justice purposes. 

§ 901.2 Interpretation of fingerprint 
submission requirements. 

(a) Article V of the Compact requires 
the submission of fingerprints or other 
approved forms of positive identifica-
tion with requests for criminal history 
record checks for noncriminal justice 
purposes. The requirement for the sub-
mission of fingerprints may be satis-
fied in two ways: 

(1) The fingerprints should be sub-
mitted contemporaneously with the re-
quest for criminal history information, 
or 

(2) For purposes approved by the 
Compact Council, a delayed submission 
of fingerprints may be permissible 
under exigent circumstances. 

(b) A preliminary III name based 
check may be made pending the receipt 
of the delayed submission of the finger-
prints. The state repository may au-
thorize terminal access to authorized 
agencies designated by the state, to en-
able them to conduct such checks. 
Such access must be made pursuant to 

the security policy set forth by the 
state’s Criminal Justice Information 
Services (CJIS) Systems Agency (for-
merly known as the Control Terminal 
Agency). 

§ 901.3 Approval of delayed fingerprint 
submission requests. 

(a) A state may, based upon exigent 
circumstances, apply for delayed sub-
mission of fingerprints supporting re-
quests for III records by agencies au-
thorized to access and receive criminal 
history records under Public Law 92– 
544. Such applications must be sent to 
the Compact Council Chairman and in-
clude information sufficient to fully 
describe the emergency nature of the 
situation in which delayed submission 
authority is being sought, the risk to 
health and safety of the individuals in-
volved, and the reasons why the sub-
mission of fingerprints contempora-
neously with the search request is not 
feasible. 

(b) In evaluating requests for delayed 
submissions, the Compact Council 
must utilize the following criteria: 

(1) The risk to health and safety; and 
(2) The emergency nature of the re-

quest. 
(c) Upon approval of the application 

by the Compact Council, the author-
ized agency may conduct a III name 
check pending submission of the fin-
gerprints. The fingerprints must be 
submitted within the time frame speci-
fied by the Compact Council. For the 
purposes of this part, ‘‘time frame’’ 
means the number of days that elapse 
between the date on which the name 
search was conducted and the date on 
which the state repository either posi-
tively identifies the fingerprint subject 
or forwards the fingerprints to the FBI 
or the date a Federal agency forwards 
the fingerprints to the FBI. 

(d) Once a specific proposal has been 
approved by the Compact Council, an-
other state may apply for delayed fin-
gerprint submission consistent with 
the approved proposal, provided that 
the state has a related Public Law 92– 
544 approved state statute, by submit-
ting the application to the FBI Com-
pact Officer, 1000 Custer Hollow Road, 
Module C–3, Clarksburg, WV 26306–0001. 

(e) Part 901 is also applicable to any 
federal agency authorized to access 
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criminal history records pursuant to 
Federal statute or Executive Order for 
noncriminal justice purposes. 

§ 901.4 Audits. 

(a) Audits of authorized State agen-
cies that access the III System shall be 
conducted by the State’s Compact Offi-
cer or, in the absence of a Compact Of-
ficer, the chief administrator for the 
criminal history record repository. The 
responsible Federal CJIS Systems Offi-
cer shall ensure that similar audits are 
conducted of authorized Federal agen-
cies. Such audits shall be conducted to 
verify adherence to the provisions of 
part 901 and the FBI’s CJIS Security 
Policy. 

(b) Authorized agencies shall cause to 
be collected an appropriate record of 
each instance of III System access 
through a manual or electronic log. 
The log shall be maintained for a min-
imum one-year period to facilitate the 
audits and compliance reviews. Such 
records shall be maintained in accord-
ance with the CJIS Security Policy. 
(For information on this security pol-
icy, contact your CJIS Systems Offi-
cer.) 

(c) The audit and compliance reviews 
must include mechanisms to determine 
whether fingerprints were submitted 
within the time frame specified by the 
Compact Council. 

(d) In addition to the audits as stated 
above, the FBI CJIS Audit staff shall 
also conduct routine systematic com-
pliance reviews of State repositories, 
Federal agencies, and as necessary 
other authorized III System user agen-
cies. 

PART 902—DISPUTE ADJUDICATION 
PROCEDURES 

Sec. 
902.1 Purpose and authority. 
902.2 Raising disputes. 
902.3 Referral to Dispute Resolution Com-

mittee. 
902.4 Action by Council Chairman. 
902.5 Hearing procedures. 
902.6 Appeal to the Attorney General. 
902.7 Court action. 

AUTHORITY: 42 U.S.C. 14616. 

SOURCE: 68 FR 66341, Nov. 26, 2003, unless 
otherwise noted. 

§ 902.1 Purpose and authority. 
The purpose of Part 902 is to estab-

lish protocols and procedures for the 
adjudication of disputes by the Com-
pact Council. The Compact Council is 
established pursuant to the National 
Crime Prevention and Privacy Com-
pact (Compact), Title 42, U.S.C., Chap-
ter 140, Subchapter II, Section 14616. 

§ 902.2 Raising disputes. 
(a) Cognizable disputes may be based 

upon: 
(1) A claim that the Council has mis-

interpreted the Compact or one of the 
Council’s rules or standards established 
under Article VI of the Compact; 

(2) A claim that the Council has ex-
ceeded its authority under the Com-
pact; 

(3) A claim that in establishing a rule 
or standard or in taking other action, 
the Council has failed to comply with 
its bylaws or other applicable proce-
dures established by the Council; or the 
rule, standard or action is not other-
wise in accordance with applicable law; 
or 

(4) A claim by a Compact Party that 
another Compact Party has failed to 
comply with a provision of the Com-
pact or with any rule or standard es-
tablished by the Council. 

(b) Only a Party State, the FBI, or a 
person, organization, or government 
entity directly aggrieved by the Coun-
cil’s interpretation of the Compact or 
any rule or standard established by the 
Council pursuant to the Compact, or in 
connection with a matter covered 
under Section 902.2(a)(4), may raise a 
cognizable dispute. Such disputants 
may request a hearing on a dispute by 
contacting the Compact Council Chair-
man in writing at the Compact Council 
Office, Module C3, 1000 Custer Hollow 
Road, Clarksburg, West Virginia 26306. 

(c) The Chairman may ask the re-
quester for more particulars, sup-
porting documentation or materials as 
the circumstances warrant. 

(d) A dispute may not be based solely 
upon a disagreement with the merits 
(substantive wisdom or advisability) of 
a rule or standard validly established 
by the Council within the scope of its 
authority under the Compact. How-
ever, nothing in this rule prohibits fur-
ther discussion of the merits of a rule 
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