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have also been provided a means of ac-
cess to their records by the Commis-
sion’s Equal Employment Opportunity 
in the Federal Government regulation, 
29 CFR 1614.108(f). 

(d) Many of the records contained in 
system EEOC/GOVT–1 are obtained 
from other systems of records. If such 
records are incorrect, it would be more 
appropriate for an individual to seek to 
amend or correct those records in their 
primary filing location so that notice 
of the correction can be given to all re-
cipients of that information. 

(e) Subject individuals of the files in 
each of these systems have access to 
relevant information provided by the 
allegedly discriminating employer, ac-
cuser or harasser as part of the inves-
tigatory process and are given the op-
portunity to explain or contradict such 
information and to submit any respon-
sive evidence of their own. To allow 
such individuals the additional right to 
amend or correct the records submitted 
by the allegedly discriminatory em-
ployer, accuser or harasser would un-
dermine the investigative process and 
destroy the integrity of the adminis-
trative record. 

(f) The Commission has determined 
that the exemption of these four sys-
tems of records from subsections (c)(3), 
(d), (e)(1), (e)(4)(G), (e)(4)(H), (e)(4)(I) 
and (f) of the Privacy Act is necessary 
for the agency’s law enforcement ef-
forts. 

[67 FR 72373, Dec. 5, 2002, as amended at 74 
FR 63983, Dec. 7, 2009] 

§ 1611.14 Exemptions—Office of In-
spector General Files. 

(a) General. The system of records en-
titled Office of Inspector General In-
vestigative Files consists, in part, of 
information compiled by the OIG for 
the purpose of criminal law enforce-
ment investigations. Therefore, to the 
extent that information in this system 
falls within the scope of Exemption 
(j)(2) of the Privacy Act, 5 U.S.C. 
552a(j)(2), this system of records is ex-
empt from the requirements of the fol-
lowing subsections of the Privacy Act, 
for the reasons stated below. 

(1) From subsection (c)(3), because re-
lease of an accounting of disclosures to 
an individual who is the subject of an 
investigation could reveal the nature 

and scope of the investigation and 
could result in the altering or destruc-
tion of evidence, improper influencing 
of witnesses, and other evasive actions 
that could impede or compromise the 
investigation. 

(2) From subsection (d)(1), because 
release of investigative records to an 
individual who is the subject of an in-
vestigation could interfere with pend-
ing or prospective law enforcement 
proceedings, constitute an unwar-
ranted invasion of the personal privacy 
of third parties, reveal the identity of 
confidential sources, or reveal sen-
sitive investigative techniques and pro-
cedures. 

(3) From subsection (d)(2), because 
amendment or correction of investiga-
tive records could interfere with pend-
ing or prospective law enforcement 
proceedings, or could impose an impos-
sible administrative and investigative 
burden by requiring the OIG to con-
tinuously retrograde its investigations 
attempting to resolve questions of ac-
curacy, relevance, timeliness and com-
pleteness. 

(4) From subsection (e)(1), because it 
is often impossible to determine rel-
evance or necessity of information in 
the early stages of an investigation. 
The value of such information is a 
question of judgment and timing; what 
appears relevant and necessary when 
collected may ultimately be evaluated 
and viewed as irrelevant and unneces-
sary to an investigation. In addition, 
the OIG may obtain information con-
cerning the violation of laws other 
than those within the scope of its juris-
diction. In the interest of effective law 
enforcement, the OIG should retain 
this information because it may aid in 
establishing patterns of unlawful activ-
ity and provide leads for other law en-
forcement agencies. Further, in obtain-
ing evidence during an investigation, 
information may be provided to the 
OIG which relates to matters inci-
dental to the main purpose of the in-
vestigation but which may be pertinent 
to the investigative jurisdiction of an-
other agency. Such information cannot 
readily be identified. 

(5) From subsection (e)(2), because in 
a law enforcement investigation it is 
usually counterproductive to collect 
information to the greatest extent 
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practicable from the subject thereof. It 
is not always feasible to rely upon the 
subject of an investigation as a source 
for information which may implicate 
him or her in illegal activities. In addi-
tion, collecting information directly 
from the subject could seriously com-
promise an investigation by pre-
maturely revealing its nature and 
scope, or could provide the subject with 
an opportunity to conceal criminal ac-
tivities, or intimidate potential 
sources, in order to avoid apprehen-
sion. 

(6) From subsection (e)(3), because 
providing such notice to the subject of 
an investigation, or to other individual 
sources, could seriously compromise 
the investigation by prematurely re-
vealing its nature and scope, or could 
inhibit cooperation, permit the subject 
to evade apprehension, or cause inter-
ference with undercover activities. 

(b) Specific. The system of records en-
titled Office of Inspector General In-
vestigative Files consists, in part, of 
investigatory material compiled by the 
OIG for law enforcement purposes. 
Therefore, to the extent that informa-
tion in this system falls within the 
coverage of exemption (k)(2) of the Pri-
vacy Act, 5 U.S.C. 552a(k)(2), this sys-
tem of records is exempt from the re-
quirements of the following sub-
sections of the Privacy Act, for the 
reasons stated below. 

(1) From subsection (c)(3), because re-
lease of an accounting of disclosures to 
an individual who is the subject of an 
investigation could reveal the nature 
and scope of the investigation and 
could result in the altering or destruc-
tion of evidence, improper influencing 
of witnesses, and other evasive actions 
that could impede or compromise the 
investigation. 

(2) From subsection (d)(1), because 
release of investigative records to an 
individual who is the subject of an in-
vestigation could interfere with pend-
ing or prospective law enforcement 
proceedings, constitute an unwar-
ranted invasion of the personal privacy 
of third parties, reveal the identity of 
confidential sources, or reveal sen-
sitive investigative techniques and pro-
cedures. 

(3) From subsection (d)(2), because 
amendment or correction of investiga-

tive records could interfere with pend-
ing or prospective law enforcement 
proceedings, or could impose an impos-
sible administrative and investigative 
burden by requiring the OIG to con-
tinuously retrograde its investigations 
attempting to resolve questions of ac-
curacy, relevance, timeliness and com-
pleteness. 

(4) From subsection (e)(1), because it 
is often impossible to determine rel-
evance or necessity of information in 
the early stages of an investigation. 
The value of such information is a 
question of judgment and timing; what 
appears relevant and necessary when 
collected may ultimately be evaluated 
and viewed as irrelevant and unneces-
sary to investigation. In addition, the 
OIG may obtain information con-
cerning the violation of laws other 
than those within the scope of its juris-
diction. In the interest of effective law 
enforcement, the OIG could retain this 
information because it may aid in es-
tablishing patterns of unlawful activ-
ity and provide leads for other law en-
forcement agencies. Further, in obtain-
ing evidence during an investigation, 
information may be provided to the 
OIG which relates to matters inci-
dental to the main purpose of the in-
vestigation but which may be pertinent 
to the investigative jurisdiction of an-
other agency. Such information cannot 
readily be identified. 

[67 FR 72374, Dec. 5, 2002] 

§ 1611.15 Exemption—EEOC Personnel 
Security Files. 

EEOC’s system of records entitled 
EEOC Personnel Security Files con-
tains records that document and sup-
port decisions regarding suitability, 
eligibility and fitness for service of ap-
plicants for EEOC employment and 
contract positions. The records include 
background investigation records. Pur-
suant to section (k)(5) of the Privacy 
Act, 5 U.S.C. 552a(k)(5), this system of 
records is exempt from the provisions 
of sections (c)(3) and (d)(1) of the Pri-
vacy Act, 5 U.S.C. 552a(c)(3) and (d)(1), 
but only to the extent that the ac-
counting of disclosures or the disclo-
sure of such material would reveal the 
identity of a source who furnished in-
formation to the government under an 
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